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FCC: Customer instructions

The Remote Office 9150 unit complies with Part 68 of the FCC rules. On the bottom
side of the equipment is alabel that contains, among other information, the FCC
registration number and ringer equivalence number (REN) for this equipment. If
requested, this information must be provided to the telephone company.

The Remote Office 9150 unit uses the following standard connections and codes: USOC
Code: RJ21X, Facility Interface Code: 02DU5-64, and Service Order Code: 6.0F.

The REN number shown on the label is used to determine the number of devicesthat can
be connected to the telephone line. Excessive RENs on the telephone line can result in
the devices not ringing in response to an incoming call. The sum of the RENs should not
exceed five (5.0). To be certain of the number of devicesthat can be connected to aline,
as determined by the total RENS, contact the local telephone company.

If the equipment causes harm to the telephone network, the telephone company will
notify you in advance that temporary discontinuance of service might be required.
However, if advance notice is not practical, the telephone company will notify you as
soon as possible. Also, you will be advised of your right to file acomplaint with the FCC
if you believeit is necessary.

The telephone company may make changes in its facilities, equipment, operations, or
procedures that could affect the operation of the equipment. If this happens, the
telephone company will provide advance noticein order for you to make necessary
modifications to maintain uninterrupted service.

No repairs can be performed by you. If you experience trouble with this equipment,
please contact the following for repair and warranty information:

Nortel Networks

Product Service Center

640 Massman Drive. Nashville, TN 31210
Phone: 1-800-251-1758

If the equipment is causing harm to the tel ephone network, the telephone company
might request that you disconnect the equipment until the problem is resolved.

This equipment cannot be used on public coin phone service provided by the telephone
company. Connection to party line service is subject to state tariffs. Contact the state
public utility commission, public service commission, or corporation commission for
information.



Industry Canada: Equipment attachment limitation

NOTICE: The Industry Canada Label identifies certified equipment. This certification
means that the equipment meets telecommuni cations network protective, operational,
and safety requirements as prescribed in the appropriate Terminal Equipment Technical
Requirements document(s). The Department does not guarantee that the equipment will
operate to the user’s satisfaction.

Before installing this equipment, you should ensurethat it is permissible to be connected
to the facilities of the local telecommunications company. The equipment must also be
installed using an acceptable method of connection. You should be aware that
compliance with the above conditions might not prevent degradation in service in some
situations.

Repairsto certified equipment should be coordinated by a representative designated by
the supplier. Any repairs or alterations made by the user to this equipment, or equipment
malfunctions, can give the telecommuni cations company cause to reguest you to
disconnect the equipment.

You should ensure, for your own protection, that the electrical ground connections of the
power utility, telephone lines, and internal metallic water pipe system, if present, are
connected together. This precaution can be particularly important in rural areas.

Caution: You should not attempt to make such connections yourself, but should contact
the appropriate el ectric inspection authority, or electrician, as appropriate.

NOTICE: The Ringer Equivalence Number (REN) assigned to each terminal device
provides an indication of the maximum number of terminals allowed to be connected to
atelephone interface. The termination on an interface can consist of any combination of
devices subject only to the requirements that the sum of the Ringer Equivalence
Numbers of all the devices does not exceed 5.
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About this guide

The Remote Office 9150 I nstallation and Administration Guide describes how to
install, configure, and manage the Remote Office 9150 unit in a branch office.

Who should read this guide

Thisguideis for the following individuals who are responsible for the
installation, configuration, and day-to-day management of the Remote Office
9150 unit system:

= Nortel Networks distributors

m telecom network managers and administrators
s datanetwork managers and administrators

= branch office managers and administrators

Assumptions

This document assumes that you have the skills listed on page xv.

How to use this guide

This guide explains, step-by-step, how to install, configure, and use the Remote
Office 9150 unit product. To get an overview of what you need to do, review this
guide before beginning Remote Office 9150 unit installation and configuration.

When you are ready to begin, follow the steps in the order in which they are
presented. This helps you to achieve a successful installation.

Xiv Remote Office 9150
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Skills you need

This section describes the skills and knowledge you need to use this guide
effectively.

Nortel Networks product knowledge

Knowledge of, or experience with, the following Nortel Networks productsis
hel pful when working with the Remote Office 9150 unit:

s theMeridian 1, MSL-100, Succession Communication Server for
Enterprise 1000 switches

s Meridian digital telephones

Telecommunications experience

Knowledge of, or experience with, telecommunicationsis helpful when working
with the Remote Office 9150 unit:

s Extended Digital Line Cards (XDLCs) and how they work
m  configuring voice and data ports

s configuring ISDN BRI, PRI (or other types of trunks)

m  establishing telephone connections

Data networking experience

Knowledge of, or experience with, data networking is required when working
with the Remote Office 9150 unit:

= networking fundamentals and concepts

s |Pprotocol

= network addressing and routing

m  hetwork traffic analysis and provisioning
= hetwork security

m  Voiceover |P (general knowledge)

Installation and Administration Guide XV
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PC experience or knowledge
Knowledge of, or experience with, the following PC tasks is helpful when
administering the Remote Office 9150 unit:
s general knowledge of Microsoft Windows
s softwareinstalation
= network configuration

XVi Remote Office 9150
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Related information products

This section lists information products where you can find additional
information.

Meridian 1 documents

The following documents describe how to establish telephone and trunk
connections between the Remote Office 9150 unit and the BIX in-building
Cross-connect system:

m  Meridian 1 Installation planning (NTP 553-3001-120)
m  Telephone and attendant console installation (NTP 553-3001-215)

= BIX* In-Building Cross-Connect System Material Installation and
Servicing (Wall-Mounted System) (NTP 631-4511-200)

Remote Office 9150 and RLC documents

Remote Office and RLC Release Notes (NTP 555-8421-102)
The Release Notes describe the features and known problems for the Reach Line
Card (RLC) and Remote Office 9150 branch office system.

The printed copy might supersede the copy provided on the CD-ROM. You can
obtain the most up-to-date version by clicking on the Customer Support,
Document, North Americalinks at the following website:

www.nor telnetwor ks.com

Reach Line Card Installation and Administration Guide (NTP 555-8421-
210)

This document, written for both the installer and administrator, explains how to
install and configure the Reach Line Card on the host PBX.

Installer’s Notes
Thefollowing Installer’s Notes are quick reference documents that are provided
with the component discussed in the document:

Installation and Administration Guide XVii
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m  Reach Line Card Installer’s Notes
m  Remote Office 9150 and RLC DSP Application Module Installer’s Notes
s Remote Office 9150 Trunk Interface Module Installer’s Notes

Each document summarizesthe install ation and configuration proceduresfor the
component and provides cross-references to other documents for more detailed
information.

Note: You cannot order these documents separately.

CD-ROMs

The Remote Office Product CD-ROM, contains

= documentation in Adobe Acrobat Reader (PDF) format
m firmware
m Configuration Manager software

How to obtain the product documentation and CD-ROMs

You can order the printed documentation and CD-ROMs from your Nortel
Networks distributor.

You can also download the documentation in Adobe Acrobat Reader (PDF)
format from the Nortel Networks web site. For more information, refer to the
Remote Office and RLC Release Notes (NTP 555-8421-102).
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Conventions used in this guide

This section describes the conventions used in this guide.

Precautionary messages

Note: A note describes the secondary results of procedures or commands, or
specia conditions under which you must use a procedure or command.

ATTENTION b6\ des information essential to the completion of atask.

CAUTION
& Risk of data loss or equipment damage

Cautions you against unsafe practices or potential hazards, such as
eguipment damage, service interruption, or loss of data.

WARNING
& Risk of minor personal injury

Warns you of a potentially hazardous situation that can result in
minor or moderate injury.

DANGER
A Risk of death or serious personal injury

Alertsyou to an immediate hazard that can result in death or
seriousinjury.
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DANGER
A Risk of electric shock

Alerts you to an immediate hazard that can result in death or
serious injury through high voltage or e ectric shock.

How this guide presents instructions for selecting menu options

To simplify the instructions for selecting options from the menu, this guide
abbreviates the selection path. For example, if a procedure requires you to
choose Over I1P from the Remote Connectivity menu, which is under the Tests
menu, this guide uses the following style:

From the menu, choose Tests L] PSTN Connectivity [ Over IP.

How this guide presents instructions for displaying property sheets

To simplify the procedures for accessing property sheets throughout this guide,
the instructions for displaying a particular property sheet are summarized in a
“Getting there” statement.

The procedure for displaying the screen that you need depends on whether you
are

m  performing an online configuration (that is, you are connected to a node by
seria port or Telnet)

m  performing an offline configuration (that is, you are not connected to a
node)

Example

Getting there 9150 [ Configuration Manager [ IP Configuration
Thelong instruction for this example is shown on the next page.

XX
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1 Do the following:

IF THEN

you are performing an offline select the device type as described in

configuration “Selecting the device type for offline
configuration” on page 167.

you are performing an online connect to, and then log on to the node

configuration as described in “Logging on to a unit” on
page 169.

2 Inthe left pane, click the plus sign beside Configuration Manager to expand
the node list.

3 Click IP Configuration.

Result: The IP Configuration property sheet for the Remote Office 9150 unit
appears in the right pane.
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Remote Office 9150 description

In this chapter

Overview
Section A: Product description

Section B: Features description
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Overview

The Remote Office 9150 unit provides full-featured host PBX servicesto as
many as 32 users located in your office.

The Remote Office 9150 solution consists of the following components:

m  ReachLineCard (RLC)

TheRLCisinstalled in the PBX at the host location and relays voice and
signaling information from the digital telephones connected at the Remote
Office 9150 site to the PBX at the host site.

s Remote Office 9150 unit

The Remote Office 9150 unit isinstalled in your office. It relays voice and
signaling information between the digital telephones in your office to the
PBX at the host location.

m  10BaseT Ethernet and ISDN Basic Rate Interface (BRI) connections

These connections provide the voice and data connections between the
Remote Office 9150 unit and the host PBX.

= ISDN BRI trunk interface modules are supported for the following:
m U interface
n ST interface

= optiona Digital Signal Processor (DSP) application modules
You can add these modules to increase the system’s voice processing
capacity.

Supported platforms
Thefollowing PBX platforms support the Remote Office 9150 solution:

s Meridianl
= MSL-100
m  Succession Communication Server for Enterprise 1000

Theterm “host PBX” refersto any of the above supported platforms.

2 Remote Office 9150



September 2001 Remote Office 9150 description

What does the Remote Office 9150 unit do?

The Remote Office 9150 unit uses the Voice over |P technology to route voice
conversation and phoneset control signals between your office and the host PBX
over your existing |P data network. The Remote Office 9150 unit can also route
callsover the PSTN.

Thisis accomplished using the following components:
m  the Remote Office 9150 unit located in your office
s the RLC located on the PBX at the host site

These two components, along with the 10BaseT Ethernet and ISDN BRI
connections, extend the host PBX servicesto usersin your office.

The illustration below shows the connection between a Remote Office 9150 unit
and an RLC.

Remote site 1: Branch office

Up to 32 digital telephones  Fax machine

) Central Corporate office
Ethernet office Host PBX
trunks

(ISDN BRI)

ISDN PRI

‘Corporate

C__WAN 5 D

x|/ Reach
Line Card

Ethernet
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Note: Nortel Networks does not support a Remote Office system as afree-
standing key system.

Telephone call modes

Calls can be placed through the Remote Office 9150 unit in any of the following
modes:

host-controlled mode

When acall is processed through the host PBX, the call isin host-
controlled call mode. The call can be routed over the |P network or the
PSTN.

locally controlled call mode

When acall is processed through the local PSTN, the call isin locally
controlled call mode.

Product features

The Remote Office 9150 unit offers the following features:

system security that supports three security levels—no security, calling line
identification (CLID), and security identifier

trunking allocation that automatically allocates trunk bandwidth asitis
needed

support for Meridian digital telephones, telephone modules, and standard
calling features

Voice over | P features that automatically switch from the IP network to the
PSTN when the voice Quality of Service (QoS) fallsbelow apredetermined
threshold, and back to the | P network when the QoS returns to normal

Voice packet features include:

m Voice compression

m jitter attenuation

m silence suppression.
permanent or demand connection

If the connection is defined as on demand, then you can configure
minimum call duration and idle timers.

Remote Office 9150
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m  single user ports, multi-user ports, and dynamic port pooling that assigns
usersto the first available port
= theability to ensure QoS for specific users
Thisisdone by assigning more priority to those users. There are four levels
of priority:
= high
= normal
= |Ponly
m circuit-switched only

m theability to set the Differentiated Services (Diff Serv) code-point to Nortel
Network’s standards for Voice over 1P and add the 802.1p priority header

m local calling that allows you to place calls to other extensions within your
office, or to telephonesin your local community

m  Bridge portsto allow you to use Call Forward, Transfer and Conference
PBX features with local incoming PSTN calls

»  anonling/offline tablethat is configured on the RLC for scheduling periods
of times during which:

= the ISDN BRI connection to the host PBX is made available to the
Remote Office 9150 site

Note: When the Remote Office 9150 unit isin offline mode, calls
cannot be made or received through the host PBX over the IP or PSTN.

m all telephonesin your office can use only the local PSTN service

Thisalowsyou to ensure that unwanted ISDN BRI telephone calls through
the host PBX are disabled after business hours.

m  anemergency service number that can be programmed with your local
emergency number

s ananaog port that can send and receive faxes
m  56/64K dynamic adaptation to detect and adjust bandwidth
m  support for NAT routers

m  administrative capabilities that allow you to perform avariety of
administrative tasks, such as:

m changing the administration password
= making configuration changes

Installation and Administration Guide 5
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= viewing the system logs and statistics
m performing upgrades, backups, and restores

6 Remote Office 9150
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Section A:  Product description

In this section

What is Remote Office 91507 8
Remote Office 9150 hardware description 11
Add-on modules description 15
Connection options 17
How the Remote Office 9150 unit works 19
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What is Remote Office 91507?

Remote Office 9150 is aproduct that provides full-featured host PBX servicesto
as many as 32 users located in your office.

The Remote Office 9150 unit uses the Voice over |P technology to route voice
conversation and phoneset control signals between your office and the host PBX
over your existing |P data network.

The Remote Office 9150 unit can also use the PSTN to route calsif

m thevoice QoS degrades below predefined thresholds

In this case, Nortel Networks' patented QoS transitioning technology
automatically transitions calls to the PSTN when the voice QoS degrades.
Calls transition back to the I P network when the QoS returns to normal.

m  Yyou arenot yet ready to use the IP network to route voice calls

You can configure the Remote Office 9150 unit to use only the PSTN, and
implement the IP network functionality when you are ready.

This section provides a brief description of each component used in a Remote
Office 9150 system.

Reach Line Card

The Reach Line Card (RLC) isinstalled in the PBX at the host location. The
RLC provides service for up to 16 ports on a 1-slot card, or 32 ports on a 2-slot
card. It emulates a standard digital line card (XDLC), providing PBX
functionality for telephones at remote locations (including sites using the
Remote Office 9150 unit).

The RLC relays voice and signaling information between the digital telephones
connected at the Remote Office 9150 site to the PBX at the host site. Like the
Remote Office 9150 unit, the RLC can route calls over the | P network or the
PSTN, or both when the QoS transitioning technology feature is configured.

For amore detailed description, refer to the Reach Line Card Installation and
Administration Guide (NTP 555-8421-210).

8 Remote Office 9150
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Remote Office 9150 unit

The Remote Office 9150 unit installed in your office provides PBX functionality
for up to 32 digital telephones. Voice and signaling information between the
digital telephones connected at your office and the RLC installed on the PBX at
the host location is relayed over one or both of the following:

s |Pnetwork
s PSTN

10BaseT Ethernet and ISDN BRI connections

These connections provide the voice and data connections between the Remote
Office 9150 unit and the host PBX. See “ Connection options’ on page 17 for a
more detailed description.

Optional trunk interface modules

You can install up to four ISDN BRI U or S/T interface modules in the Remote
Office 9150 unit. They provide the interface to the ISDN BRI lines provided by
your telephone service provider, and are used to route calls over the PSTN.

Optional Digital Signal Processor application modules

You can install up to three Digital Signal Processor (DSP) application modules
to increase the Remote Office 9150 unit’s voice processing capacity. (See “ Add-
on modules description” on page 15).

Configuration Manager

Use the following tools to configure the Remote Office 9150 unit:

m  for firgt-time configuration: Configuration Wizard

The Configuration Wizard provides the ability to configure only the
minimum information needed to get the Remote Office 9150 unit up and
running.

For more details, see “Using the Configuration Wizard to perform initial
configuration” on page 124.

s  for ongoing configuration and administration: Configuration Manager
For more details, see the following:
m  Chapter 4, “Configuration Manager overview”

Installation and Administration Guide 9
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= Chapter 5, “ Configuring the Remote Office 9150 unit”
m  Chapter 7, “Administration”

10 Remote Office 9150
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Remote Office 9150 hardware description

The Remote Office 9150 unit isinstalled in your office and can be mounted on a
desk, in arack, or on the wall. This section describes the LED displays, power
supply, cables, and connectors for the unit.

LEDs on the Remote Office 9150 unit

The following diagram shows the LEDs on the front panel of the Remote Office
9150 unit.

Power Ethernet Modules V.35 Status

Note: The V.35 LEDs are for future use.

G101402
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The operational status of the Remote Office 9150 unit isindicated by these
LEDs as described in the following table.

LED type

LED name

Description

Power

Ethernet

Module

V.35

Boot status

On

X

RX

COLL

LlandL2

X
RX
Status

When lit, this LED indicates that power is
present.

When flashing, this LED indicates that datais
being transmitted by the Remote Office 9150
unit over the Ethernet network.

When flashing, this LED indicatesthat datais
being presented to the Remote Office 9150
unit over the Ethernet network.

When flashing, this LED indicatesthat a
collision has occurred on the Ethernet
network.

L1LED:

= not lit: thereisno D-channel activity

» flashing: the D-channel is active but the
B-channel is not active

= lit solid: both the D- and B-channels are
active

L2 LED:
= not lit; the B-channel is not active
= |it; the B-channel is active

For future use.
For future use.

I ndicates the condition of the Remote Office

9150 unit. This LED stays lit when the power
on self-test is successful. If it goes out, there

isaproblem.

12
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Note: Since Ethernet traffic has a nominal speed of 10 Mbps, the flashing
Ethernet COLL, TX, RX LEDs are cosmetic. They do not reflect real-time
traffic patterns or packets.

Connectors

The following connections are made from the rear panel of the Remote Office
9150 unit to the telephone and data networks:

m  Two 25-pair connectors (labeled TELCO 1 and TELCO 2) providetip and
ring connections to user stations (telephones) and central office trunks
(ISDN BRI).

These connections provide the interface to the telephone network and the
Public Switched Telephone Network (PSTN).

m  An RJ45 connector (labeled ETHERNET) provides a 10BaseT Ethernet
connection.

This connection provides the ability to pass both voice and datatraffic over
the existing Ethernet network.

= A DB-9 connector (Ilabeled ADMIN) provides an RS-232 serial port
connection.

You can use this serial port connection to configure a Remote Office 9150
unit that is directly connected to a PC.

s The DB-25 connector (labeled V.35) is for future use.

Refer to Chapter 2, “Planning for installation,” for a detailed description of
cables and connectors.

Mounting options

The Remote Office 9150 unit can be mounted on adesk, in arack, or on the
wall.

Universal power supply

The Remote Office 9150 unit includes an auto-sensing 110/220 V power supply
that is compatible with commercially available UPS systems. See the diagram
on page 14.

Installation and Administration Guide 13
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Remote Office 9150 power supply

Remote Office 9150

!

Remote Office
9150
cable

To wall
outlet

T Power cable

G101412
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Add-on modules description

The Remote Office 9150 unit can support trunk interface modules, such as|SDN
BRI U or ST interfaces, and up to three DSP application modules.

Optional trunk interface modules

The Remote Office 9150 unit can support up to four U or S/T ISDN BRI
interfaces. Each module supports one ISDN BRI line (with two B-channels)
from the local telephone service provider.

Initially, the Remote Office 9150 unit ships with no ISDN BRI modules
installed.

ISDN BRI module

Remote Office ISDN BRI module

|:||:|
= © nopp

[]

]
[

U interface (NTDR74xx)
SIT interface (NTDR75xx)

G101420
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Optional DSP application modules

DSPs convert voice and fax into digital data for transport over the IP and
PSTNs. Initially, the Remote Office 9150 unit ships with the ability to support
up to eight simultaneous calls through a DSP that is built into the Remote Office
9150 unit’s motherboard. To add support for up to 32 simultaneous calls, you
must install DSP application modules. Up to three DSP application modules are
supported. Each module provides up to eight more simultaneous calls.

In addition, you can configure the Remote Office 9150 unit for blocking with
only enough modules to support the maximum number of simultaneous calls.
For example, a Remote Office 9150 unit that is equipped with asingle DSP
application module supports 16 simultaneous calls, for aratio of 2:1 blocking.
For more details, see “Planning for future growth” on page 79.

DSP application module

Remote Office DSP module (NTDR73xx)

© g0

DD [

2

G101388
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Connection options

Communications between the Remote Office 9150 unit in your office and the
host PBX take place using 10BaseT Ethernet or ISDN BRI connections, or both.
This section provides a description of each of these connections.

10BaseT Ethernet interface

Voice over | P technology is used to carry voice conversation and phoneset
control signals over your |P network to the host PBX. The voice datais
forwarded as UDP/IP packets, and the signaling datais forwarded as TCP/IP
packets.

ISDN BRI lines to PSTN

The PSTN provides a cost-effective alternative to leased lines. You can use
ISDN BRI lines at the Remote Office 9150 site to make local calls without
involving the host PBX. You can also choose to use the ISDN BRI linesinstead
of the IP network to route calls through the host PBX.

To use ISDN BRI lines, you must install trunk interface modules. The Remote
Office 9150 unit can support up to four U or S/T ISDN BRI trunk interface
modules. (See “ Add-on modules description” on page 15.)

Quality of Service transitioning technology

If both the IP network and ISDN BRI lines are used, you can use the QoS
transitioning technology to reroute calls from the I P network to the PSTN when
the QoS on the I P network degrades. When the QoS returns to normal, the QoS
transitioning technology automatically moves the calls back to the |P network.

The Remote Office 9150 unit monitors the QoS on the | P network. If the QoS
falls below preprogrammed acceptable thresholds, cals are dynamically and
transparently switched to the ISDN BRI lines. See “Quality of Service
transitioning technology” on page 39 for additional details.
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Analog port for fax machines

The Remote Office 9150 unit has one analog port that you can use as a fax
connection. See “Fax support” on page 47 for more detailed information.
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How the Remote Office 9150 unit works

There are two major components to the Remote Office 9150 product:

m the Remote Office 9150 unit located in your office
m the RLC located on the PBX at the host site

These two components, along with the connection options described on page 17,
extend the host PBX servicesto usersin your office.

Network diagram

The following diagram shows a RLC and Remote Office 9150 network.

Remote site 1: Branch office

Up to 32 digital telephones  Fax machine

Central Corporate office
office Host PBX

trunks
(ISDN BRI)

ISDN PRI

Ethernet
Y
I

~ Public
Corporate Telephone

c__ WAN 3 ¢ Network D

— ;”;”;7;”%
Reach Line
Card

Ethernet

G101391
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Outgoing call process

To place outgoing calls, users can either pick up the handset on the telephone or
press aline appearance key. There are two types of line appearance keys.

m  host call appearance key
Use this key to make a call through the host PBX.
m locd call appearance keys

Use these keys to make calls to other stationsin your office, or to make and
receive cals through the local PSTN. You can define up to two local call
appearance keys on each digital telephone.

For adetailed description of the outgoing call process, see the sample
illustrations beginning on page 22.

Incoming call process

When a user places acall through the host PBX to auser at the Remote Office
9150 site, a connection is made from the RL C to the Remote Office 9150 unit
and the host PBX completesthe call. If a connection cannot be established, then
the call rings until it is forwarded to voice mail by the host PBX. See Chapter 6,
“Using Remote Office 9150 stations,” for amore detailed description of the
incoming call process.

When someone places a call through the PSTN to a user at the Remote Office
9150 site, a connection is made from the central office to the Remote Office
9150 unit. The number that outside callers dial is the number assigned by the
ISDN service provider to the ISDN BRI B-channel on which the incoming call
isreceived.

You can configure an unanswered incoming local call to Call Forward to aDN
on the host PBX. The Bridge Port connects the call to the host PBX and it can
then transfer to voicemail.

Bridge Port

A Bridge Port isa proxy port that represents alocal or inbound PSTN call to the
host PBX. When alocal incoming call on a Remote Office 9150 unit needs PBX
services, the Bridge Port obtains a PBX presence on behalf of the local call.
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Bridge Ports can represent the following types of local calls:

s Cdl Forward: A Loca and Remote call made to another Local and Remote
telephone uses Call Forward to connect to athird telephone on the PBX.

m  Cdl Transfer: A Local call to alLoca and Remote tel ephone uses Call
Transfer to connect to alocal trunk or a host-based set.

m  Conference: A Remote call to ahost telephone can connect to trunk call(s),
or if you areon acall to alocal trunk, you can connect to host telephone(s)
to create three-or-more-party telephone calls.

To configure Remote Office 9150 Bridge Ports refer to page 225.

Host controlled call mode

When auser places acall to someone at the host site, or when someone from the
host site calls the Remote Office 9150 site, the call isin host-controlled call
mode. Callsin host-controlled mode are routed through the host PBX. See the
sampleillustrations on pages 22 and 24.

Locally controlled call mode

When a user places acall from alocal call appearance key, or the cal isto
another telephone at the Remote Office 9150 site, the call isin locally controlled
mode. Callsthat are initiated from the local call appearance key are routed
through the local PSTN. Callsto other extensionsin the Remote Office 9150 site
are routed only through the Remote Office 9150 unit.

The host PBX isnot involved in locally controlled mode calls. See the sample
illustration on page 26.

Quality of Service transitioning technology

If the QoS on the IP network falls below a predefined threshold, you can
configure the Remote Office 9150 unit to automatically route voice traffic away
from the | P network connection to the circuit-switched connection. See “ Quality
of Service transitioning technology” on page 39 for a detailed description.
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Call scenario 1: host-controlled—internal corporate call

The following diagram shows how acall is routed when making a
host-controlled call to the corporate office.

Host-controlled call (corporate internal call)
Branch office .
Up to 32 digital telephones
(Chicago) P 9 P
Userl User2 User3
¢ H Central office trunks
Ethernet network H : (ISDN BRI)
1 .
: ---------------------
Host location H
(Los H PSTN
Angeles) ! -
RLC
Eg;t ISDN PRI :
Host .
stations --=-= Voice over IP call
-------- PSTN call

G101392

The network that is used to route the host-controlled call is transparent to the
user, and the dialing requirement is the same for both. Calls work the same way
in reverse, from host PBX site to the Remote Office 9150 site.
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Voice over IP network call

1 User 1 presses the host call appearance key.
Result: User 1 hears a dial tone. This indicates that the connection to the
RLC over the IP network was successful.

2 User 1 dials a telephone number (such as the extension number of host
station 1).
Result: The dialed digits are sent by the Remote Office 9150 unit as
packets across the Ethernet network. The RLC converts the packets to the
format required by the PBX. The PBX then converts the data to voice and
routes the call to host station 1.

PSTN call

1  User 3 presses the host call appearance key.
Result: User 3 hears a dial tone. This indicates that the connection to the
RLC over the PSTN was successful.

2 User 3 dials the telephone number (such as the extension number of host

station 3).

Result: Dialed digits are sent across the PSTN then sent through the host
PBX to host station 3.
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Call scenario 2: host-controlled—external corporate call

The following diagram shows how acall is routed when making a
host-controlled call to a party outside the organization.

Host-controlled call (corporate external call)
Branch office -
(Chicago) Up to 32 digital telephones
Userl User2 User3
' i Central office trunks
Ethernet network E : (ISDN BRI)
1
Host location i
Hos @ moem C pem )
Angeles) RLC P (3 . (;»\'_/ -
: Lo v
.................. : ,/, ..." : E
Host L || [f-----=-------- = g
PBX P
2 ] Called party
----Voice over IP call is local
-------- PSTN call pizza parlor
(Chicago)
G101393

The network used to route the call is transparent to the user, and the dialing
requirement is the same for both. Calls work the same way in reverse, through
the host PBX site to the Remote Office 9150 site.
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Voice over IP network call

1

User 1 presses the host call appearance key.

Result: User 1 hears a dial tone. This indicates that the connection to the
RLC over the IP network was successful.

User 1 dials the external telephone number.

Result: The dialed digits are sent by the Remote Office 9150 unit as
packets across the Ethernet network. The RLC converts the packets to the
format required by the PBX. The PBX then converts the data to voice and
routes the call through the PSTN to the called party.

PSTN call

1

User 3 presses the host call appearance key.

Result: User 3 hears a dial tone. This indicates that the connection to the
RLC over the PSTN was successful.

User 3 dials the external telephone number.

Result: Dialed digits are sent across ISDN BRI through the PSTN, through
the host PBX to the called party.
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Call scenario 3: locally controlled mode—Iocal call

The following diagram shows how acall is routed when making a call within

your local area.

Locally controlled call

Branch office
(Chicago)

Ethernet network

Host location
(Los
Angeles)

Host
PBX

Up to 32 digital telephones
Userl User2 User3

RLC

-==-=-PSTN call

Called party
is local
pizza parlor
(Chicago)

G101394
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Local call

1 User 1 presses the local call appearance key and hears a dial tone from the
Remote Office 9150 unit.

2 User 1 then dials a trunk access code (such as #61) and hears a dial tone
from the Central Office (PSTN).

Note: If all trunks are busy and unavailable, then User 1 hears a fast busy
signal.

3 User 1 dials the telephone number (the pizza parlor in this example). The
dialed digits are sent across the ISDN BRI connection through the PSTN to
the called party.
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System security

This section describes the security levels that are supported for controlling
access from the Remote Office 9150 unit to the RLC on the host PBX.

No security

When no security measures are used, the RLC accepts all incoming calls from
the Remote Office 9150 site.

Use thislevel with caution asit can be prone to unauthorized use. For example,
auser in your site could accidentally, or intentionally, enter atrunk number for
another site and place long distance phone calls through this connection.

Caller Identification (ID)

When Caller ID isused, and the PSTN routes the call, the RLC identifies the
Remote Office 9150 unit’s calling line identification (CLID). If the CLID
matches the remote number configured on the port assigned to the Remote
Office 9150 unit, accessis granted. If the incoming call’s CLID does not match,
accessis denied.

Note: Caller ID authentication cannot be performed over the IP network.

Provision ID

You can use Provision Identification (ID) authentication over the IP network or
PSTN. When you choose Provision ID, the Remote Office 9150 unit sends its
10-digit security identifier (password) for each connection request. The RLC
compares the security identifier with the one configured on the RLC port where
the Remote Office 9150 unit is assigned. If the security identifiers match, access
is granted.

If the security identifiers do not match then an event is recorded in the Remote
Office 9150 unit system log, which can be viewed in Configuration Manager.
The telephone that was used to make the call displays a message indicating that
communications with the host PBX are down.
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You must configure two security identifier passwords on the Remote Office
9150 unit:

m  inbound security identifier: Thisisthe RLC’s security identifier. Itis
presented on incoming calls.

m  outbound security identifier: Thisisthe Remote Office 9150 unit’s security
identifier. It is presented to the RLC on outgoing calls.

You must configure the same security identifiersin reverse on the RLC port to
which this Remote Office 9150 unit is assigned.
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Trunking, connection types, and call timers

This section describes the features that are supported on the PSTN.

Trunk connections

The following digital trunk connections are supported:

= |SDN BRI from the Remote Office 9150 unit to the PSTN
s |SDN PRI from the PSTN to the RLC at the host site

Remote Office supports Multiple Subscriber Numbering (MSN). If the Central
Office provides each B-channel with aunique DN then the first B-channel you
configure defines the number for both B-channels.

64K (56K) dynamic adaptation

With some carriers, 64K calls routed over a56K PSTN infrastructure may cause
errors. The dynamic adaptation feature allows the Remote Office 9150 unit and
the RLC to dynamically detect the limitation of the bandwidth. The call isthen
downgraded from 64K to 56K.

Bandwidth allocation

The RLC automatically allocates trunk bandwidth to the Remote Office 9150
connection as needed. For example, as calls are initiated and bandwidth
requirementsincrease, additional trunk connections are established. Likewise, as
calls terminate and bandwidth requirements drop, connectionsto idle trunks are
terminated.

Connection types

The Remote Office 9150 connection to the RLC can be defined on the RLC as
permanent or on demand. A permanent connection means that the ISDN
connection to the host PBX always remains open. An on demand connection
means that the ISDN connection is established only when a connection with the
host PBX isrequired.
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If the connection is defined as demand, then you can configure minimum call
duration and idle timers on the RLC to help reduce call charges.

Minimum call duration timer

Most ISDN tariffs specify a minimum length of time for which you are charged
when you open the line, regardless of the call duration. Thisis the same asthe
minimum call charges listed on long distance telephone bills.

The minimum call duration timer is used in circuit-switched mode only and
specifies the minimum length of time that each circuit-switched call to the host
PBX remains active, regardless of telephone activity or inactivity. The timer
should be configured on the RLC to drop inactive connections just before an
additional charge period isincurred. For example, if thetimer is set to 59
seconds and your call lasts only 20 seconds, the ISDN connection drops when
the timer reaches 59 seconds.

If another call is made to the host PBX before the timer expires, the timer is
reset. The timer tracks the current call.

Idle timer

The idle timer identifies the maximum length of time during which an ISDN
connection remainsidle beforeit closes. |dle means that a voice connection
exists but is not active, and buttons are not being pressed on digital telephones.

For example, if theidle timer is set on the RLC to 60 seconds, the ISDN call
remains open for 60 seconds after you hang up. If you or someone else dials
another number before 60 seconds have passed, another ISDN connection is not
opened.

How the timers work to control ISDN costs

The minimum call duration and idle timers work together to control ISDN
charges. The following exampl es describe what happens when the minimum call
duration timer is set to 59 seconds and the idle timer is set to 60 seconds.

Installation and Administration Guide 33



Remote Office 9150 description Standard 2.0

Example 1

If the call lasts for 20 seconds and no other calls are made, the ISDN connection
drops when the minimum call duration timer reaches 59 seconds. The minimum
call duration timer expires before the idle timer.

Example 2

If the call lasts for 65 seconds and no other calls are made, the ISDN connection
drops after another 60 seconds has passed without activity. Since the ISDN call
exceeded 59 seconds, the minimum call duration timer no longer applies. The
idle timer isused, in this case, to prevent further ISDN charges.
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Telephones

This section lists the tel ephones, features, and modul es supported by the Remote
Office 9150 unit.

Supported digital telephones

The following Meridian digital telephones are supported:

M2008D M2616CT M3902
MZ2008HFD M3110 M3903
M2216D M3310 M3904
M2616D M3820 M3905

Note: The M2006 and M 3901 tel ephones are al so supported, but can be used
only for locally controlled calls. These telephones do not have displays, which
arerequired for host PBX functionality.

You cannot dial directly from the Call Log of M 3900 series telephones because
the Trunk Access code and country code may not be displayed.

Supported telephone modules

The following telephone modules are supported:

= add-on modules (to add more keys)

s application modules that provide more functionality
m  Meridian Communication Adapters (MCA)

m  Analog Telephone Adapters (ATA)

Note: You cannot dia directly from the Call Log of M 3900 series telephones
because the Trunk Access code and country code may not be displayed.

Computer telephony integration applications

There are two types of computer telephony integration (CTI) applications:
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m first-party CTI applications that use the Symposium Desktop TAPI Service
Provider

m third-party CTI applicationsthat use Symposium TAPI Service Provider for
Meridian 1

Both types can be used with the Remote Office 9150 unit.

TAPI Type Supported CTI Application

Standard 2.0

Symposium Desktop TAPI Service = Symposium FastView 1.6
Provider 1.6 = Symposium FastCall 1.6

m Symposium Call Manager 5.0

m other TAPI-compliant applications

Symposium TAPI Server Provider
for Meridian 1 Release 2.1

Symposium Agent 1.1
= Symposium Call Manager 5.0
m other Symposium Partner products

You can use first-party CTI applications with the Remote Office 9150 unit if

m  your PCisequipped with a Symposium Communicator card version 1.2
with software version 2.0

= your digital telephoneis equipped with a Meridian Communications
Adaptor (MCA)

Note: The Symposium Communicator card is hot available in all countries.
Check with your Nortel Networks distributor for availability.

Automatic Call Distribution (ACD) applications

The Remote Office 9150 unit supports all Nortel Networks ACD applications.
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Voice over IP features

You can configure the Remote Office 9150 unit to use the following Voice over
IP features:

s Convert analog voice into digital data for transmission as voice packets
over the network for callsto or from the fax machine or other analog device
that is connected to the analog port on Telco 1.

= Automatically switch from the IP network to the PSTN when the voice QoS
falls below a predetermined threshold, and back to the | P network when the
QoS returnsto normal.

Packetized voice

DSPslocated in the Remote Office 9150 unit convert voice into digital data
packets and, if compression isused, compresses them. The datais constructed as
UDP/IP voice packets for transmission over the I P network.

When voice packets are compressed, they consume less bandwidth, leaving
more bandwidth for data or other voice or fax communications. The following

algorithms are supported:
m G711 Packets are transmitted at 64 Kbps (that is, they are not
compressed).

m  G726: Packets are compressed and transmitted at 32 Kbps.
. G729A: Packets are compressed and transmitted at 8 Kbps.

G.729A isthe default algorithm on both the RLC and the Remote Office 9150
unit.

In addition to voice compression, the Remote Office 9150 unit supports the
following additional packetized voice features:

m A voicejitter attenuation buffer removes the variable delays from the voice
packets sent across the | P network, thus avoiding awkward-sounding
speech.

m  Packet loss handling techniques accommodate missing packets or packets
received too late to be processed.
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m  Silence suppression prevents packet transmission during periods when
there is no voice data present. Comfort noiseisinserted to assure the user
that the lineis still active.

Silence is determined when the difference between the adaptable noise
floor and the detected signal islessthan 9 dB. To prevent clipping, silence
must be present for a minimum of 250 milliseconds.
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Quality of Service transitioning technology

Communications between the Remote Office 9150 unit in your office and the
host PBX take place across the | P network using a 10BaseT Ethernet interface.
You can configure the Remote Office 9150 unit to switch automatically from the
IP network to the PSTN when the voice QoS falls below a predetermined
threshold. Within the QoS settings you can also enable Differentiated Services
(DiffServ) and 802.1p mapping to give priority to voice over IP traffic on your
network.

Both the RLC and the Remote Office 9150 unit monitor the IP network’s QoS
constantly. If the IP network QoS degrades, causing poor voice quality, the
Remote Office 9150 unit moves, or transitions, the call to the PSTN. When the
QoS returns to normal, the Remote Office 9150 unit transitions the call back to
the IP network.

For detailed instructions on configuring the thresholds, refer to the Reach Line
Card Installation and Administration Guide (NTP 555-8421-210). For
guidelines on evaluating and adjusting the QoS on your |P network, see the
Remote Office Network Engineering Guidelines (NTP 555-8421-103).

Log reports and statistics
Configuration Manager provides a statistics log that identifies the number of
QoS transitions (see “ Caller Information Statistics screen” on page 284).

See Chapter 7, “ Administration” for a detailed description of log and statistic
reports.
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Port management

You can assigh Remote Office 9150 stations to one of the following types of
RLC ports:

m  single-user ports
= multi-user voice ports
m  dynamic port pool

Port types are assigned on the RLC. Refer to the Reach Line Card Installation
and Administration Guide (NTP 555-8421-210) for detailed instructions.

Single-user ports

Each port that is defined as a single-user (dedicated) port on the RLC supports
one Remote Office 9150 station.

Multi-user ports

Ports that are defined on the RLC as multi-user ports allow multiple stations on
different Remote Office 9150 unitsto time-share a single port on the host PBX.

Up to eight persons can share the same RLC port, but not at the same time. Al
stations that use this type of port must respond to the same DN and have
identical phoneset configurations. This port type is especially useful for
employees who work mutually exclusive shifts.

Dynamic port pool

Dynamic port pooling is similar to a multi-user port except that the persons who
share ports in a dynamic pool are assigned to the next available port inthe RLC
port pool. There is no correlation between the station and the port on the RLC.

Thisfeatureis especially useful in free-seated ACD environments where agents
log on to the host PBX using their agent IDs.
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Station priority

You can define the priority of aRLC port to which a station is assigned as
normal, high, IP only, or circuit only.

Normal priority

When both the IP and PSTN networks are used to route cals, calls to and from
the station are routed primarily over the | P network. Callstransition between the
IP and PSTN networks whenever voice QoS levels change. (The voice QoS
levels are defined on the Quality of Service screen on the RLC for your Remote
Office 9150 unit.)

High priority

When you define an RLC port as high priority, the associated station has the
following benefits:

m If allowed to use the IP network to process cals (thisis transparent to the
user), an active call on that station is always one of the first to transition to
PSTN trunks when Voice over IP QoS degrades. (Thistransition is
accomplished using the QoS Transitioning Technology.)

s Call blocking is reduced because bandwidth is always available to these
stations.

Note: If the reserved bandwidth is being used by other high priority
stations, then new calls are processed using unreserved bandwidth.

The number of stations that you can configure as high priority depends on the
amount of available bandwidth. Ensure that enough bandwidth is available to
process calls on normal priority stations.

IP only

Callsto and from the station are routed over the IP network only. QoS
transitioning is not available for stations that are defined as IP only.
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Circuit only

Callsto and from the station are routed over the PSTN network only. Circuit
only stations never experience voice QoS degradation.
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Connection bandwidth

On the connection between the RLC and the Remote Office 9150 unit, you can
configure the following:

= when to open additional B-channels (referred to as extra bandwidth)

= how much bandwidth to reserve for high priority stations (referred to as
priority reserved bandwidth)

For instructions, refer to “ Configuring ports’ in the Reach Line Card
Installation and Administration Guide (NTP 555-8421-210).

Extra bandwidth

When available bandwidth is no longer sufficient to process active calls,
additional B-channels are opened according to the extra bandwidth setting. For
example, if you configure the extra bandwidth setting as 16 Kbps, another
B-channel opens when existing bandwidth is reduced to 16 Kbps or less.

Priority reserved bandwidth

The priority reserved bandwidth setting defines how much bandwidth to reserve
for high priority stations. The reserved bandwidth cannot be used by stations
configured as normal, IP only, or circuit-only priority. High priority stations
consume priority reserved bandwidth before consuming unreserved bandwidth.

For example, if you configure the priority reserved setting as 16 Kbps, then only
high priority stations can use this reserved bandwidth. When the reserved
bandwidth is being used for active high priority calls, additional calls from high
priority stations are processed using unreserved bandwidth. If no bandwidth is
available, callsto or from high priority stations are blocked until bandwidth
becomes available.
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Local calling

The Remote Office 9150 unit allows you to place calls to other extensions
within your office or to telephones in your local community. Thisis
accomplished through the use of up to two local call appearance keys. See
Chapter 6, “Using Remote Office 9150 stations,” for a detailed description of
the local call appearance keys.

Local extension calling

When you place a call to another telephone in your office using the local call
appearance key, it is handled by the Remote Office 9150 unit, not the host PBX.

Note: If the call isinitiated from the host call appearance key, then the
station-to-station call requires transmission of signaling data through the host
PBX.

Local SwitchOver

Local SwitchOver is amechanism by which the Remote Office 9150 unit
determinesthat aPBX controlled call that originated on the Remote Office 9150
unit is actually destined for aDN on the same Remote Office unit.

Note: The DN Discovery feature is necessary for the Local SwitchOver feature
to work properly. Refer to the Reach Line Card Installation and Administration
Guide (NTP 555-8421-210) for more information.

In this situation, the Remote Office 9150 unit switchesto alocal 64K channel
and cross-connect the voice-paths of the phone without using wide area
bandwidth.

There are times, however, when the Remote Office 9150 unit does not know that
an incoming and outgoing call are part of the same call (for example, you
transfer/forward a call within the same PBX, or redial the last number).
Although the call still functions, it consumes Wide Area bandwidth.

Local SwitchOver isnot availableif the call is answered with the Handsfree
button on M 39xx telephones.
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Local calls through PSTN

The Remote Office 9150 unit allows you to make outgoing and answer
incoming PSTN calls over the ISDN BRI connection.

See Chapter 6, “Using Remote Office 9150 stations,” for a more detailed
description of local calling.

Bridge Port

Bridge Ports are proxy ports that represent local calls or inbound PSTN callsto
the PBX. When alocal call on a Remote Office 9150 unit needs PBX services,
the Bridge Port obtains a PBX presence on behalf of the local call.

Call restrictions

To prevent outgoing calls to certain types of numbers (for example, 1-976), you
can disable outgoing calls to specific digit sequences.

Telephone features that are supported

The following Meridian telephone features are supported for locally controlled

cals:
s Paging
s Cdl Waiting

s Hold for callsthat appear on local call appearance keys

m  Call Transfer (blind and announced) for station-to-station calls only

u Release

s Handsfree

m caling lineidentification (CLID) and calling party name display (CPND)

Telephone features that are not supported

The Conference and Call Forward features require a host PBX connection, and,
therefore are not supported in locally controlled mode.
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Online/offline table

The online/offline table is configured on the RLC and allows you to schedule

times

s whenthe ISDN BRI connection to the host PBX is made available to the
Remote Office 9150 site

Note: When the Remote Office 9150 unit is in offline mode, users cannot
make or receive calls through the host PBX over the IP or PSTN.

= when all telephones at the Remote Office 9150 site revert to normal
telephone service

Thisalows you to ensure that unwanted ISDN BRI telephone calls through the
host PBX are disabled after business hours.

How the table works

You can define up to eight entries per day, every day of the week, for each
remote site. You can define each entry as online, offline, or undefined for each
time period entered.

Users at the Remote Office 9150 site can override the settings of the online/
offline table, should the table attempt to suspend access to the host PBX in the
middle of abusiness call. Each user station at the remote siteis alerted by abuzz
and a display message at 30, 20, and 10 seconds before the connection is
terminated. To override connection termination, the user must enter the online
SPRE (Special Prefix) code on the telephone.

Configuration

The online/offline table is configured for each remote site on the RLC. Refer to
the Reach Line Card Installation and Administration Guide
(NTP 555-8421-210) for configuration information.

For adescription of how to go online or offline at the Remote Office 9150 site,
see Chapter 6, “Using Remote Office 9150 stations.”
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Other supported features

Fax support

The Remote Office 9150 unit contains one analog port that can be used to send
and receive faxes. You can send and receive faxes in both host- and locally
controlled call modes over the IP or PSTN. Faxes are sent uncompressed (that is,
you require 64 Kbps of bandwidth).

To support faxing through the host PBX, the fax port on the Remote Office 9150
unit must be associated with a port on the RLC that is configured on the host
PBX with voice capability.

Emergency activation code

If your community hasimplemented an emergency service number (such as911)
to call the police, fire department, or ambulance, you can configure that number
on the Remote Office 9150 unit. This allows usersin your office to dial the
emergency number and be connected directly to the local emergency dispatch
center through the PSTN. The call is automatically routed through the local
PSTN without having to dial alocal trunk access code.

When you configure an emergency activation code on the Remote Office 9150
unit, you also prevent the call from being automatically routed through the host
PBX, which could be in a different city. An emergency call that is routed
through the host PBX can result in emergency support being dispatched to the
wrong location.

ATTENTION If you are using only the IP network to route calls, you should

make emergency service calls on atelephone that is directly
connected to a PSTN line. If you make an emergency service
call from a station that is connected to the Remote Office 9150
unit, the call isrouted through the host PBX, which could bein
adifferent city.
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Administration software

Configuration and administration of the Remote Office 9150 unit is performed
with Configuration Manager software, a Windows-based application that is
installed on your PC.

The software is provided on the Remote Office Product CD-ROM. You can
obtain the CD from your Nortel Networks distributor or click on the Customer
Support and Software Distribution links at the following website:

www.nor tel networ ks.com

Administration PC connection options

You can connect the administration PC to the Remote Office 9150 unit through
the following:

s  an RS-232 connection to the administration PC's serial port

s alOBaseT Ethernet interface connection

What you can do with Configuration Manager

Configuration Manager allows you to configure the Remote Office 9150 unit.
Configuration Manager al so provides the Configuration Wizard for first-time
configuration. The Configuration Wizard prompts you for the minimum
information that is needed to get the Remote Office 9150 unit communicating
with the RLC on the host PBX.

After theinitial configuration is completed, use Configuration Manager to
administer the Remote Office 9150 unit. Administration tasks include the
following:

= viewing the system status

performing upgrades, backups, or restores
m  making configuration changes
changing the administration password
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Note: Configuration Manager aerts you when you must restart after you have

made a configuration change.

Command line interface

When the administration PC is connected to the Remote Office 9150 unit
through the serial port, you can view the command line interface using an
application such as Telnet or HyperTerminal. However, the command line
interface is not documented in this guide. Configuration Manager is the
supported tool for administering the Remote Office 9150 unit over both the
serial port and Ethernet connections.
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Planning for installation

Standard 2.0

Remote Office 9150
Installation checklist

Page 1 of 4
Use this checklist to ensure that all installation tasks are completed.
Check | Task For details, see

0 |Review the Release Notes for last-minute Remote Office and RLC Release
product updates. Notes (NTP 555-8421-102).

0 |Ensureyou have the latest firmware and Remote Office and RLC Release
software. Notes (NTP 555-8421-102)

0 |Youcanroute calls over the |P network, the |“Deployment options” on page
PSTN, or both. Determine, at ahigh level, |82.
what you must do to implement these call
routing methods.

00 |If you want to use the IP network to route = your data network
calls, evaluate the IP network to determineif administrator
the network infrastructure can support voice | . Remote Office Network
traffic. Engineering Guidelines

(555-8421-103)

O |If youwant to usethe PSTN to route calls, |“ISDN BRI information” on page
order trunks from the central office to the 88.
Remote Office 9150 unit site.
Note: The Remote Office 9150 unit supports
ISDN BRI trunks (S/'T or U interface).

[0 |Obtain the cablesthat you need to establish |“Cablesyou must supply
the network connections. yourself” on page 59.

[0 |Decide on the administration PC setup. “Administration PC” on page 61.
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Remote Office 9150 unit
Installation checklist

Page 2 of 4
Check |Task For details, see

0 Gather the configuration information = “Deployment options’ on
(network addresses, connection numbers, page 82
online/offline schedule, QoSthresholds, and | , Appendix A, “Planning
so on). forms’

U Install DSP application and trunk interface | “Installing a trunk interface or
modules into the Remote Office 9150 unit. | DSP application module” on

page 100.

U Choose a suitable location for the Remote | “Choosing a suitable |ocation”
Office 9150 unit. on page 106.

0 Install the Remote Office 9150 unitinthe | “Mounting the Remote Office
chosen location. 9150 unit” on page 106.

U Connect the Remote Office 9150 unit to the |“Connecting the Remote Office
power source, administration PC, and 9150 unit” on page 113.
network.

U Power up the Remote Office 9150 unit and | “Powering up the Remote Office
observe LED behavior. 9150 unit” on page 119.

The Status LED remains lit when the power-
up cycle completes successfully.

0 Install the software from the product “Installing the software” on page
CD-ROM or the Nortel Networks web site. | 122.

0 Configure the | P address, subnet mask, and | “Using the Configuration Wizard

default gateway on the Remote Office 9150
unit.

to perform initial configuration”
on page 124.
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Remote Office 9150 unit
Installation checklist

Page 3 of 4
Check |Task For details, see
O Configure the following items, as required, | m “Using the Configuration
to create the communication paths between Wizard to perform initial
the Remote Office 9150 unit and the RLC: configuration” on page 124
m |Pnetwork: RLC's | P address m “Configuring the security
= PSTN: level” on page 204
m RLC’stelephone number
= primary trunk
m security level and, if required, security
identifier
0 Ping the Remote Office 9150 unit and ensure | “ Testing the network
that it is recognized as a device on the connections” on page 138.
network.
0 Ensure that the Remote Office 9150 unit’s | the Reach Line Card Installation
connection information is completed on the |and Administration Guide
RLC. (NTP 555-8421-210).
U Configure user stations with appropriate “Defining stations’ on page 225.
calling permissions and features.
U Configure ports on the RLC. the Reach Line Card Installation

and Administration Guide
(NTP 555-8421-210).
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Remote Office 9150 unit
Installation checklist

Page 4 of 4
Check |Task For details, see
O Configure network devices = your data network
= 5o that voicetraffic is not constrained or administrator.
congested = Remote Office Network
= tomaximize network efficiency for Voice |  Engineering Guidelines
over IP service (555-8421-103)
Ensure that voice cals can be sent or your data network administrator.
received over the following:
H = |P network
O s PSTN
Ensure that processing of voice and data = your data network
traffic over the IP network performs as administrator
expected. = your telecom network
] |Adjust QoS transitioning settings, if administrator
required. = Remote Office Network
Engineering Guidelines
(555-8421-103)
0 Ensure that calls can be made and received | “ Testing the network
on each station. connections” on page 138.
O Plan for administration training and m Chapter 7, “Administration”
technical support. = Chapter 8, “Troubleshooting”
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Physical environment

Space

This section provides the space, temperature, cabling, and mounting information
you need to know before you install the Remote Office 9150 unit.

Ensure that the Remote Office 9150 unit isinstalled in alocation that is dry and
provides plenty of air circulation.
The chosen location should be within cable-length distance from the following:

m theadministration PC (if the serial connection is used)
s the Ethernet hub
= trunk and telephone connection interfaces

The Remote Office 9150 unit can beinstalled up to

m  1230.7 meters (4000 feet) from the digital telephones
m  307.7 meters (1000 feet) from the analog device

It is recommended that you install the Remote Office 9150 unit in the same
room where your communications equipment is installed.

Temperature and humidity

The following table describes the temperature and humidity conditions that the
Remote Office 9150 unit can withstand without any performance degradation or
damage.
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Specification Minimum Maximum

Normal operation

Recommended:

m Temperature m 15°C (59°F) s 30°C (86°F)

m Relative humidity n 20% = 55% (non-condensing)
Absolute:

m Temperature s 10°C (50°F) m 45°C (113°F)

» Relative humidity n 20% = 80% (non-condensing)
Short term (less than 72 hours): -40°C (-40°F) 70°C (158°F)

Rate of change

Storage

Recommended temperature
Relative humidity
Non-condensing
Temperature shock

In 3 minutes

In 3 minutes

Non-condensing

Lessthan 1°C (33.8°F) per 3 minutes

-20°C (-4°F)
5%
-40°C (-40°F)

-40°C (-40°F)
70°C (158°F)
-40°C (-40°F)

60°C (140°F)
95% (non-condensing)

70°C (158°F)

25°C (77°F)
25°C (77°F)
70°C (158°F)

Installation and Administration Guide

57



Planning for installation Standard 2.0

Mounting options

You can place the Remote Office 9150 unit on adesk or in arack, or you can
mount it on the wall.

The Remote Office 9150 unit dimensions are

m  42.5cm (17 in.) wide (without rack-mounting brackets)
m 294cm(11.75in.) deep
m  44cm(L.75in.) high

Mounting the Remote Office 9150 unit in a rack
If you want to install the Remote Office 9150 unit in arack, the rack slot must

= belarge enough to provide air circulation to keep the Remote Office 9150
unit cool

= allow you to securely fasten the Remote Office 9150 unit to the rack using
the rack-mount brackets

Mounting the Remote Office 9150 unit on the wall

If you want to install the Remote Office 9150 unit on the wall, you can mount it
so the cables from the rear panel are directed either right or left. Ensure that the
chosen location allows you to easily view the LEDs on the front panel.

ATTENTION  you must complete wall installation using standard tel ephony

installation practices.

Connections

The following connections are made from the rear panel of the Remote Office
9150 unit to the telephone and data networks:

m  Two 25-pair connectors (labeled TELCO 1 and TELCO 2) providetip and
ring connections to stations (telephones) and central office trunks (ISDN
BRI). These connections provide the interface to the tel ephone network and
the PSTN.
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An RJ45 connector (labeled ETHERNET) provides a 10BaseT Ethernet
connection. This connection provides the ability to pass both voice and data
administration traffic over the existing Ethernet network.

A DB-9 connector (labeled ADMIN) provides an RS-232 seria port
connection. You can use this serial port connection to configure a Remote
Office 9150 unit that is directly connected to a PC.

The DB-25 connector (labeled V.35) is for future use.

Cables included with the Remote Office 9150 unit

The Remote Office 9150 unit package includes the following cables:

power cord and power supply
Notes:

= In North America, the power cord and power supply are included inside
the Remote Office 9150 box. In al other regions, the power supply is
provided inside the box. However, the power cord for your region is
provided outside the box.

= When the North American power cord and power supply are connected
together, they are 3.2 meters (10.4 feet) in length.

= If you connect the Remote Office 9150 unit to an uninterruptible power
supply then the UPS must have a minimum of 100 Watts available.

RS-232 seria cable

If the RS-232 cable is not long enough, you can supply your own cable, up
to 15.38 meters (50 feet) in length.

Cables you must supply yourself

The cables used to establish the tel ephone and Ethernet network connections are
industry-standard cables. They are not provided in the Remote Office 9150
package. You must obtain them from your local cable supplier.

Telephone network cables
The telephone network cables establish the telephone and trunk connections.

One end of the cable must provide a male 50-pin connector. (This end connects
to the Remote Office 9150 unit.)
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Ensure that the other end of the cable matches the connectors needed to connect
to the telephones or trunks. (For example, if you are using a BIX block to
establish the telephone connections, you might need to cut off the connector to
expose the wires inside.)

Notes:

Two telephone cables may be required, based on how many telephones and
ISDN BRI lines you plan to connect. (Each telephone cable provides
support for up to 16 digital telephones, and two ISDN BRI lines providing
two B-channels each. The Telco 1 cable also provides support for one
analog station such as afax machine.)

The Telco 1 and 2 connections are the opposite gender of the connections
for an Meridian 1 IPE or Option 11 cabinet line card dot. Therefore, you
must use different cables when connecting to the Remote Office 9150 than
those used to connect to Meridian 1 line cards.

Digital telephones should be located no further than 1230.7 meters (4000
feet) from the Remote Office 9150 unit.

The analog device should be located no further than 307.7 meters (1000
feet) from the Remote Office 9150 unit.

Ethernet cable

If you are connecting the Remote Office 9150 unit to a hub, you need a standard
CAT5 unshielded twisted-pair (UTP) straight-through Ethernet cable. The cable
should be no longer than 100 meters (325 feet) in length.
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Administration PC

The administration software is Windows-based and isinstalled on a PC. This
section describes ways that you can connect an administration PC to the Remote
Office 9150 unit. It also describes the hardware and software requirements for
using the administration software.

Connection options

The Remote Office 9150 product includes the Configuration Manager software
that enables you to configure, administer, and upgrade the Remote Office 9150
unit. You can perform these tasks over one of the following:

m  an RS-232 serial connection (required for first-time configuration only)

s alOBaseT Ethernet connection (for ongoing administration and upgrades)

Serial connection

You must use the serial connection when you first install and configure the
Remote Office 9150 unit. You must establish a serial connection to the Remote
Office 9150 unit to enter the I P interface information.

See the following diagram.

Remote Administration
Office 9150 PC

RS-232 serial connection
(using Configuration
Manager software)

G101417

You can continue using the serial connection for ongoing administration of the
Remote Office 9150 unit, if you wish. However, if thisisthe only connection
option used, you cannot administer the Remote Office 9150 unit remotely or
perform upgrades.

Installation and Administration Guide 61



Planning for installation Standard 2.0

Note: When the administration PC is connected to the Remote Office 9150 unit
through the serial port, you can view the command line interface using an
application such as Telnet or HyperTerminal. However, the command line
interface is not documented in this guide. Configuration Manager is the
supported tool for administering the Remote Office 9150 unit over the serial
port.

Ethernet connection

Once you configure the Remote Office 9150 unit with its IP interface
information, the following can happen:

= Communication can be established between the Remote Office 9150 unit
and the RLC (that is, calls can be routed over the I P network).

= You can administer and upgrade the Remote Office 9150 unit over the IP
network.

This means you do not have to install an administration PC in the same
location as the Remote Office 9150 unit.

See the following diagram.

Remote Office 9150 Ethernet
network

Router

Network

10.1110

G101415

62 Remote Office 9150



September 2001

Planning for installation

Administering multiple nodes in the network
If you are responsible for administering one or more Remote Office 9150 units
and the RLC on the host PBX, you can access the Remote Office 9150 unit and
the RLC from anywhere on the network. The following diagram shows an
example of an assembled network with administration PCs.

Note: You do not have to install separate administration PCs for the RLC and
the Remote Office 9150 unit. You can use one administration PC to administer

al unitsin the Remote Office network.

Host PBX Internal
administration network

Ethernet
network

Host
PBX

Management
port (optional)

Router

RLC

oo
Sos
o9

Router

Ethernet
network

Remote
Office
9150

10.112

Remote
Office 9150
Administration

G101400
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Windows PC requirements

To use Configuration Manager, the administration PC must:

= beanIBM-compatible PC

m  use Windows 95, Windows 98, or Windows NT Workstation (Service Pack
5 or later) with the Microsoft TCP/IP networking component installed

Note: Windows 2000 is not supported.
m  beequipped with a CD-ROM drive

m  beequipped with a10BaseT Ethernet interface card (this provides access to
the Ethernet network)

m  havean available COM port if you wish to use the RS-232 seria port to
establish adirect serial connection

m  beequipped with a pointing device (mouse)

m  have 32 Mbytes of RAM for Windows 95 and 98, or 64 Mbytes of RAM for
Windows NT

m  have 48 Mbytes of available storage for Windows 95 and 98, or 64 Mbytes
of available storage for Windows NT

Trivial File Transfer Protocol server
The administration PC must have a Trivial File Transfer Protocol (TFTP) server
application installed to perform firmware upgrades and configuration uploads.

You can use any TFTP server application. TFTP server applications are
available from the Internet.

Year 2000 compliance

The Remote Office 9150 unit and Configuration Manager software are Year
2000 compliant. However, you must ensure that the administration PC is Year
2000 compliant by verifying that the Windows operating system is listed in this
table:

Operating system Year 2000 compliance requirement
Windows NT Workstation Service Pack 5 or higher
Windows 95 Version 95b
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Operating system Year 2000 compliance requirement

Windows 98 OK asis

Meridian Administration Tools and Configuration Manager

Meridian Administration Tools (MAT) and Configuration Manager are not
guaranteed to operate simultaneously on the same administration PC.
Simultaneous operation of these two applications on the same PC has not been

tested and therefore, is not supported.
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Network considerations

The Remote Office 9150 unit communicates through both the IP and
telecommunications network using a host PBX.

To use the Remote Office 9150 unit in these networks, you must consider the
issues described in this section.

IP addressing and routing

To make and receive calls over the | P network, the Remote Office 9150 unit
must be;

s physically connected to the | P network
m  assigned a subnet mask, default gateway, and unique I P address

Note: Similarly, a subnet mask, gateway, and unique |P address must be
assigned to the RLC on the host PBX.

s  ableto send and receive traffic to and from the RLC on the host PBX
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Network diagram
The following diagram shows the Remote Office 9150 unit’s positionin an IP

network.
Internal Host Ethernet Ethernet
network PBX network network

Router Remote Office 9150

Management
port (optional)

G101418

Note: For placement of one or more administration PCs, see “ Administration
PC” on page 61.

Quality of Service

The routers used on your | P network must be capable of handling voice traffic,
with little or no congestion and few delays. If the network is congested or
subjected to many delays, voice quality is affected.

For more information, see the Remote Office Network Engineering Guidelines
(555-8421-103).

Installation and Administration Guide 67



Planning for installation Standard 2.0

Numbering plans

Each trunk groups at the Remote Office 9150 unit site must be assigned a trunk
access code (that is, the number dialed to obtain an outgoing trunk). In addition,
special prefix (SPRE) codes must be defined for the following features if you
want to use them:

m  paging
m local caling on ATA-equipped analog devices

m togoonlineor offline (for more details, see “Onling/offline table” on page
46)

= registration and deregistration for multi-user or dynamic ports

All trunk access and SPRE codes are automatically defined in Configuration
Manager with a pound prefix (# in North America) so that there are no conflicts
with host PBX dialing plans. For alist of the default trunk access and SPRE
codes, refer to the “ Remote Office 9150 Configuration Information—Dialing
Plans’ form on page 354.

Numbering plan for local stations

You should consider the numbering plan on the host PBX when setting up the
numbering plan for local stations at the Remote Office 9150 unit site. This
ensures that station-to-station calls through the host PBX compl ete correctly.

Call blocking

Call blocking can occur when there are more users installed and more calls
being processed than can be supported by the Remote Office 9150 unit’s DSP
application and trunk interface modules.

The voice processing capacity of the Remote Office 9150 system depends on the
number of DSP application and trunk interface modules installed in the Remote
Office 9150 unit and the amount of bandwidth available to process calls. If
bandwidth is not available, additional calls are blocked. (This setting is
configured on the RLC for each site). This voice processing capacity defines
how many calls can be active at one time.
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The Remote Office 9150 unit ships with the ability to support up to 32 users,
with up to 8 simultaneous calls (providing a 4:1 call blocking ratio). By adding
additional DSP application or trunk interface modules, you can reduce or
eliminate call blocking.

Reducing call blocking between the Remote Office 9150 unit and the
host PBX

Each DSP application module provides the ability to support eight more
simultaneous calls when voice traffic is routed over the I P network. Up to three
more DSP application modules can be installed in the Remote Office 9150 unit,
allowing 32 active calls at onetime.

Note: If you add DSP capacity to the Remote Office 9150 unit, you must add the
same DSP capacity to the RLC on the host PBX.

Trunks are required for the Remote Office 9150 unit to operate in circuit-
switched mode (that is, over the PSTN instead of the IP network). Trunks are
used to route calls between the Remote Office 9150 unit and the host PBX or the
local PSTN.

By default, the Remote Office 9150 unit ships with no trunks installed. Trunks
can be provided by installing trunk interface modules.

The number of trunks you can install depends on the type of trunk interface
modul es used on the Remote Office 9150 unit. For example, if ISDN BRI trunks
are used, each trunk interface module provides one BRI trunk (providing two
B-channels). You caninstall up to four trunk interface modules in the Remote
Office 9150 unit.

Note: The Remote Office 9150 unit supports only ISDN BRI S/IT or U trunks.

Calculating system requirements

To determine how many DSP application or trunk interface modules are needed
to reduce or eliminate call blocking, use the “ Remote Office 9150 System
expansion worksheet” on page 355.
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Managing trunk connections

You can manage trunk connectionsto the host PBX in several ways.

s Put the Remote Office 9150 unit into offline mode, so that it cannot receive
or make calls through the host PBX when operating in circuit-switched
mode.

s Definecall duration and idle timers, if the trunk connection is defined as
on-demand.

m  Define minimum and maximum bandwidth allocation settings.
s Usethe QoS transitioning technology.

Quality of Service transitioning technology

On IP networks, traffic congestion or delays can occur that result in poor voice
quality or lost connections. The RLC can be configured to transition call
processing from the |P network to the PSTN when the Quality of Service
degrades. When Quality of Service on the IP network returnsto normal, call
processing can be transitioned back to the I P network.

The points at which the transition occurs are determined by the Quality of
Service thresholds (level and duration) defined on each RLC port. To determine
appropriate thresholds for each site in your network, you should consult your
data network administrator. For more information, see the Remote Office
Network Engineering Guidelines (555-8421-103).
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Online/offline schedule

You can configure an online/offline schedule on the RLC to control when the
Remote Office 9150 unit can make and receive calls through the host PBX.
When the Remote Office 9150 unit isin offline mode, calls cannot be made or
received through the host PBX over the IP or PSTN.

You should configure offline entries:

s for timeswhen the connection to the host PBX should not be active, such as
during evenings and weekends

m  to prevent the Remote Office 9150 unit from staying online permanently,
thereby eliminating unwanted ISDN BRI charges

When the RLC processes an offline entry, it instructs the Remote Office 9150
unit to go offline for a specified number of hours and minutes. The number of
hours and minutes the Remote Office 9150 unit stays offline is the difference
between the offline entry being processed and the next online entry.

For example, an offline entry is configured at 6:00 p.m. The next online entry is
configured at 9:00 am. the following day. When the RLC processes the 6:00
p.m. entry, it instructs the Remote Office 9150 unit to go offline for 15 hours.

When going offline, atimer is activated within the Remote Office 9150 unit.
When the timer expires (in the example above, at 9:00 am.), the Remote Office
9150 unit automatically initiatesa*“ going online” request to the host PBX. If the
RLC successfully receives the request, the Remote Office 9150 unit and its
connected telephones go online.

Changing the online/offline mode

Whether an online/offline schedule is used or not, you can put the Remote
Office 9150 unit into online or offline mode at any time by dialing the online or
offline SPRE code at any phoneset connected to the Remote Office 9150 unit.
The SPRE codes are configured on the Remote Office 9150 unit.
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Trunk bandwidth allocation

The Remote Office 9150 unit can dynamically allocate available trunk
bandwidth to active calsin circuit-switched mode. As calls are initiated and
bandwidth requirements increase, additional trunk connections are established.
Similarly, as calls terminate and bandwidth requirements drop, calls are
aggregated and idle trunks are shut down.
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Station configuration

When planning the stations at the Remote Office 9150 site, you must think about
the call capabilities required by each station.

Each station at the Remote Office 9150 site inherits settings such as voice
compression and priority from the RLC port with which it is associated. At the
Remote Office 9150 site, the station is configured with the ability to make
locally controlled calls, host-controlled calls, or both local- and host-controlled
calls. For stations defined with local- or local- and host-controlled capability,
specific features can be enabled or disabled.

RLC settings

You must define the following on each RLC port:

m  port allocation as dedicated, multi-user, or dynamic
m  whether voice compression will be used
m  priority level

Port allocation

Assign each user at the Remote Office 9150 site to one port on the RLC on the
host PBX. You can configure an RLC port in one of the following ways:

m  asadedicated port (one port per remote user)

m  asamulti-user port (one port shared by multiple users)

Up to eight persons can share the same RLC port, but not at the same time.
All stationsthat use this type of port must respond to the same DN and have
identical phoneset configurations. This port type is especially useful for
employees who are working in mutually exclusive shifts.
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s aspart of adynamic pool
Dynamic port pooling is similar to a multi-user port except that the persons
who share ports in adynamic pool are assigned to the next available port in
the RLC port pool. There is no correlation between the station and the port
ontheRLC.
Thisfeatureis especialy useful in free-seated ACD environments where
agents log on to the host PBX using their agent I1Ds.

Voice compression
If calls are to be routed over the I P network, you must select one of the
following voice compression agorithms on each RLC port:

m G711 Voiceistransmitted at 64 Kbps (no compression).
m  G726: Voice is compressed and transmitted at 32 Kbps.

. G729A: Voiceis compressed and transmitted at 8 Kbps.
G.729A isthe default voice compression algorithm used by the RLC. This
alows
m Uup to six simultaneous voice calls to be processed over the first ISDN
BRI B-channel (16 Kbps are reserved for signaling data)

= Up to eight simultaneous voice callsto be processed over the remaining
ISDN BRI B-channels

Each Remote Office 9150 station inherits its compression algorithm from the
RLC port to which it has been assigned.

Station priority
You can configure each RLC port that is assigned to each station as normal
priority, high priority, circuit-switched only, or IP only.

When the port is configured as high priority and the priority reserved setting is
configured on the connection between the RLC and Remote Office 9150 unit,
you can ensure voice Quality of Service for callsto and from those stations.

For more detail s, see “ Station priority” on page 41 and “ Connection bandwidth”
on page 43.
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Notes:

1

Each Remote Office 9150 station inherits its priority setting from the RLC
port to which it has been assigned.

The number of RLC ports that you can configure as high priority depends
on the amount of available bandwidth. The RLC administrator must ensure
that enough bandwidth is available to process calls on normal priority ports.

Remote Office 9150 settings

You can define the following settings for each Remote Office 9150 station:

port type as local, remote, or both
extension (directory) number (on local stations only)
key placement (on local stations only)

Port types
On the Remote Office 9150 unit, you can define each station with one of the
following capabilities:

local control only (local)

You can use stations defined as local to make and receive calls through the
local PSTN. You can also make station-to-station calls at the Remote Office
9150 site. Calls through the host PBX are not allowed.

host control only (remote)

If aparticular station is not allowed to make or receive calls through the
local PSTN, that station is configured as remote only. All calls are routed
through the host PBX, except for emergency calls (such as 911). If the
emergency service number is configured on the Remote Office 9150 unit,
calls made to the emergency number are routed through the local PSTN so
the emergency service receives the correct location information.

both local and remote control

You can use stations defined as local and remote to make and receive calls
through both the host PBX and the local PSTN. You can also make station-
to-station calls at the Remote Office 9150 site.
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Outgoing calls are routed according to the call appearance key used to
initiate the call. Callsinitiated on the key defined as the primary or host call
appearance key are routed through the host PBX. Calls initiated on the key
defined asthe local call appearance key are routed through the local PSTN,
if atrunk access code was dialed before the tel ephone number.

When a station is configured with local control capability, further configuration
of the station is required to

= enableor disable certain features
s disable outgoing calls or single-digit dialing, if required
m  define key placement on the telephone

User extension configuration
Each stationisassigned alocal directory number (DN). The Remote Office 9150
unit uses the DN to route the incoming call to the correct station.

Stations that are configured with host-controlled call capability are associated
with a port number on the RLC. The RLC and the Remote Office 9150 unit use
this port number to establish the communication path between the host PBX and
the station.

Placement of local call appearance and feature keys

When determining the placement of the local call appearance key on a station,
ensure that the key position is not already configured for a specific feature on the
host PBX. If you configure a PBX-configured feature key asalocal call
appearance key, the user cannot use that feature.

If the station is configured with local control capability, you can also configure
the placement of other keys, such as Transfer, Call Waiting, and Make Set Busy.
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Security

The RLC and Remote Office 9150 unit offer the following types of security:

m  Security level and, if required, security identifier to prevent toll fraud on the
host PBX

m  two levels of administration passwords to secure node configurations

Toll fraud

You can minimize toll fraud on the PBX by implementing one of the following
levels of security:

[ | Caller ID

When Caller ID is selected, the Remote Office 9150 unit's calling line
identification (CLI1D) is compared with its PSTN number configured on the
RLC port when a connection to the host PBX is attempted. If they match,
the connection is established. If they do not match, the host PBX drops the
call.

Caller ID authentication cannot be performed over the IP network.

m  security identifier
You can use security identifier authentication over the IP or PSTN. If this
level ischosen, asecurity identifier must be configured on both the Remote
Office 9150 unit and the RLC port to which the unit is assigned. When a
connection between the host PBX and Remote Office 9150 unit is

attempted, the security identifiers are compared. If they match, the
connection is established. If they do not match, the host PBX drops the call.

Data network security

The Remote Office 9150 solution does not provide for data network security. If
security on the data network is an issue, security must be implemented on the
data network devices.
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System configuration

The RLC and Remote Office 9150 unit configurations are protected by two
layers of security:
m  administration password

The administration password is required when starting the Configuration
Manager software. If the password is not known, the person attempting to
use the Configuration Manager cannot log on to any Remote Office node.

Note: A nodeisany RLC or remote site connected to the RLC.
= node password

The node password is required before the configuration of a particular node
can be displayed or modified.
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Planning for future growth

The Remote Office 9150 unit can change or grow along with your
telecommunication needs. This section describes planning for accommodating
those needs.

Adding DSP modules

The Remote Office 9150 unit ships with the ability to support up to 32 stations
(which must all be assigned to one RLC). Up to eight simultaneous voice calls
can be supported when calls are routed over the IP network.

You can increase the voice processing capability of the Remote Office 9150 unit
by installing up to three more DSP modules. Each DSP module adds support for
up to eight more simultaneous calls (to a maximum of 32).

To determine how many DSP application modules you need to install, use the
“Remote Office 9150 System expansion worksheet” on page 355. For
instructions on installing additional DSP modules, see “Installing a trunk
interface or DSP application module” on page 100.

Refer to “Configuring DSP resources’ on page 235 for configuration
information.

Note: When installing additional DSP modul es on the Remote Office 9150 unit,
you must also increase voice processing capability on the RLC. The number of
modul es that need to be added on the RLC depend on the requirements of other
remote units connecting to the same RLC. If only this Remote Office 9150 unit
is connecting to the RLC, then the same number of DSP modules must be
installed on both the Remote Office 9150 unit and the RLC. To calculate the
RLC's DSP refer to the expansion worksheet in the Reach Line Card Installation
and Administration Guide (NTP 555-8421-210).
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Adding trunk interface modules

Initially, the Remote Office 9150 unit shipswith no trunks. As connection needs
change, you can add up to four ISDN BRI S/T or U trunk interface modules.

To determine how many trunk interface modules you need to install, use the
“Remote Office 9150 System expansion worksheet” on page 355. For
instructions on installing or replacing existing trunk interface modules, see
“Installing atrunk interface or DSP application module’ on page 100.

Maximum configurations

The following table identifies the maximum configurations for the Remote

Office 9150 solution:

Component

Maximum

RL C connections

1

Note: You must assign al users at the Remote
Office 9150 site to the same RLC.

DSP application modules 3
ISDN BRI modules 4
ISDN BRI lines 4

Note: Each lineisassociated with one ISDN BRI
module and provides two B-channels.

Trunk groups 10

Digital telephones 32

Analog telephone or fax 1

machine

MCAsor ATAs » 4 if the Remote Office 9150 unit is connected

to al-slot RLC (supporting 16 users).

= 7 if the Remote Office 9150 unit is connected
to a2-slot RLC (supporting 32 users).
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Component Maximum

MCAsor ATAs (continued) Notes:

= You can have eight MCAs or ATAs installed
if an anal og telephone or fax machine is not
installed.

m Thetotal number of digita telephones and
ATASs cannot exceed 32.
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Deployment options

You can ingtall and configure the RLC on the host PBX and Remote Office 9150
unit to initialy use

m  only theIP network (Voice over IP)

m  only the PSTN (for example, ISDN BRI trunks)

m  both networks (which provides the ability to perform QoS transitions)

If you choose not to use both networks initialy, this section suggests how you
can gradually phase in Voice over | P and QoS transition functionality.

ATTENTION Even if you plan to route calls over the PSTN only, you must

assign an | P address and gateway to the Remote Office 9150
unit and RLC. Thisalows you to administer both these nodes
from an administration PC that is located elsewhere on the
network.

Port and station assignment

Regardless of which network you useinitially to route calls, you must plan RLC
port and user station assignment. For thisrelease, each user at the Remote Office
9150 site must be assigned to one RLC port that is configured on the host PBX
with voice capability.

Exception: You must assign the fax machine and stations that use ATAs or
MCAs for data transmission to ports that are configured on the host PBX with
data capahility.

If the PSTN will be used to route calls, one data port on the host PBX must be
dedicated to the Remote Office 9150 site to establish the call connections.

Use the following forms to plan port and station assignment:

= “Remote Office 9150 Configuration Information—Stations’ on page 346
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“Reach Line Card Connection Information—16 ports’ planning forminthe
Reach Line Card Installation and Administration Guide
(NTP 555-8421-210).

“Reach Line Card Connection Information—a32 ports’ planning forminthe
Reach Line Card Installation and Administration Guide
(NTP 555-8421-210).

To implement circuit-switched mode

In a network using circuit-switched mode only, all incoming and outgoing calls
are processed through the PSTN

to or from the host PBX (host-controlled mode)
to or from other PSTN customers (locally controlled mode)

To use this scenario, follow these steps:

1

Determine how many simultaneous calls you want to process over the
PSTN. This will help you determine how many trunk interface modules and
DSP application modules to install on the Remote Office 9150 unit.

To do this, complete the “Remote Office 9150 System expansion
worksheet” on page 355.

Similarly, you must calculate how many DSP application modules to install
on the RLC (if any), using the “Reach Line Card System expansion
worksheet” in the Reach Line Card Installation and Administration Guide
(NTP 555-8421-210).

Arrange for ISDN BRI lines from the PSTN to the Remote Office 9150 site,
if they are not already present.

Install ISDN BRI trunk interface and DSP application modules on the
Remote Office 9150 unit, if needed. Up to four ISDN BRI modules and up to
three DSP application modules can be installed.

Similarly, install DSP application modules on the RLC, if needed.

Note: The Remote Office 9150 unit does not ship with trunk interface
modules or DSP application modules installed. The RLC does not ship with
DSP application modules installed.

Obtain the ISDN BRI information for each line from the Remote Office 9150
site’s PSTN service provider. This information must be configured on the
Remote Office 9150 unit.
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Identify the telephone number assigned to the B-channel that will be used
as the primary trunk connection to the RLC on the host PBX. This
telephone number must be configured on the RLC, and is used by the RLC
to establish connections with the Remote Office 9150 unit.

Similarly, obtain the telephone number assigned to the RLC port to which
this Remote Office 9150 unit is assigned. This telephone number must be
configured on the Remote Office 9150 unit, and is used by the Remote
Office 9150 unit to establish connections with the RLC.

To implement Voice over IP mode

In Voice over IP mode, all incoming and outgoing calls are processed across the
IP network to or from the host PBX. Callsthat are made to external parties
through the host PBX are routed to the PSTN using the host PBX’strunks. Both
internal and external calls that are made through the host PBX are referred to as
host-controlled calls.

Note: You can implement support for local PSTN calls at the Remote Office
9150 site by adding ISDN BRI lines at that site. Local PSTN calls are referred to
aslocally controlled calls.

To implement Voice over IP mode in host-controlled mode, follow these steps

1

Determine how many simultaneous calls you want to process. This will help
you determine how many DSP application modules to install on the Remote
Office 9150 unit. To do this, complete the “Remote Office 9150 System
expansion worksheet” on page 355.

Similarly, you must calculate how many DSP application modules to install
on the RLC (if any), using the “Reach Line Card System expansion
worksheet” in the Reach Line Card Installation and Administration Guide
(NTP 555-8421-210).

Install DSP application modules on the Remote Office 9150 unit, if needed.
Up to three DSP application modules can be installed.

Similarly, install DSP application modules on the RLC, if needed.

Obtain an IP address assigned for the Remote Office 9150 unit. This IP
address must be configured on the RLC, and is used by the RLC to
establish connections with the Remote Office 9150 unit.
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4 Similarly, obtain the IP address assigned to the RLC. This IP address must
be configured on the Remote Office 9150 unit, and is used by the Remote
Office 9150 unit to establish connections with the RLC.

5 If IP mode is stage 2 in your network implementation, run this stage with a
minimal number of users until you are sure that

m your IP network can handle the additional traffic

= you can identify the kinds of configuration adjustments you need to
make to the IP network to handle that traffic

6  When you are satisfied with the IP network performance, continue with
implementing the QoS transitioning technology.

To implement a Remote Office 9150 unit behind a NAT router

Some network routers run the Network Address Trand ation protocol to allow
multiple devicesin an Ethernet network to share the same broadband Ethernet
address. An alternative to running the NAT protocoal is to have the network
administrator provide each device with its own broadband Ethernet address.
Remote Office 9150 units support NAT functionality. Only a single Remote
Office 9150 unit may be connected behind a NAT router. Multiple Remote
Office 9150 units may be connected behind a PNAT router. A PNAT router isa
port number and network address trand ation router.

For a Remote Office 9150 unit connected behind a NAT router you must:
m  configure a permanent | P signaling connection
m  assign astatic IP address

Refer to “ Configuring the RLC connection information” on page 198 for the
procedure.

To implement the Quality of Service transitioning technology

When the QoS transitioning technology isimplemented, cals transition

m  tothe PSTN when IP QoS degrades
m  back to the IP network when IP QoS returns to normal
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To implement the QoS transitioning technology, you must understand what
your IP network is doing, such as

= when the busy times are on the network
= how much traffic is processed (during normal and busy traffic periods)
= how to evaluate and adjust your network’s Quality of Service

For more details, consult with your data network administrator and refer to
the Remote Office Network Engineering Guidelines (555-8421-103).

Once you have this information and understand it, determine what the QoS
settings should be, and then configure them on each RLC port.

For instructions, refer to the Reach Line Card Installation and
Administration Guide (NTP 555-8421-210).

If IP mode is the last stage in your network implementation, run this stage
with a minimal number of users until you are sure that your IP network’s
Quality of Service is acceptable.

When you are satisfied with QoS transitioning performance, deploy the
QoS transitioning capability to the rest of the network.
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Planning the configuration

Before you configure the Remote Office 9150 unit, it is strongly recommended
that you complete the data entry forms shown in Appendix A, “Planning forms.”

This section describes the information you can configure on the Remote Office
9150 unit.

Data entry form completion sequence

You should complete the data entry forms in the following sequence:
1. Remote Office 9150 Configuration Information—Stations form
2. Remote Office 9150 Configuration Information—ISDN BRI Modules form

3.  Remote Office 9150 Configuration Information—Network Connections
form

4. Remote Office 9150 Configuration Information—Dialing Plans form

For more details, see Appendix A, “Planning forms.”

Station assignments and configuration

You must assign each telephone in your office to one of the 32 ports provided by
the Remote Office 9150 unit. You can configure stations with the ability to make
locally controlled calls (local), host-controlled calls (remote), or both (local and
remote).

If astation will be configured with the ability to make host-controlled calls, then
that station is mapped to aRL C port (which, in turn, is mapped to telephone port
configuration on the host PBX).

If astation will be configured with the ability to make locally controlled calls
(including station-to-station dialing), you must take the numbering plan on the
host PBX into consideration. You need to ensure that when users dial another
station in the same office in host-controlled mode, the call routes correctly.
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Stations that will be used for locally controlled calls can be further configured
with features and their key locations.

ISDN BRI information

Providing information to your service provider

To ensure that you get the correct ISDN service for the Remote Office 9150 unit,
tell your service provider how the ISDN line should be provisioned. Request the
following:

= two B-channels providing voice and data capability
Both B-channels must be Circuit Switched Voice and Data.
s Calling Line Identification (CLI) or Caller ID

CLI providesthe caller’s telephone number when you receive acall. This
information is provided by the network and not the caller, so it can be used
as a security measure to identify calls to be accepted and rejected.

m 64 Kbpsclear channel

Note: A 64 Kbps clear channel isalso required on the ISDN PRI
connection between the host PBX and the PSTN. A 56 Kbps channel does
not provide enough bandwidth to process one call using G711
compression.

Receiving information from your service provider

In return for providing the ordering information, your service provider givesyou
directory numbers and, if used in your area, Service Profile Identifiers (SPIDs).
SPIDs are not provided for the AT& T 5ESS Custom service.

A directory number is the address or ISDN telephone number for the ISDN line
assigned by the service provider. Each ISDN linereceives at |east one telephone
number, called the Primary Directory Number.

If used in your area, your service provider provides you with the SPIDs. These
are associated with the service you have ordered, and you must use these as part
of the configuration for the Remate Office 9150 unit before any ISDN
connections can be made (except for AT& T Custom). The SPID issimilar to the
ISDN telephone number and its format is unimportant as long as the information
is entered correctly when configuring the Remote Office 9150 unit.
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IP addresses

If you want to administer the Remote Office 9150 unit over the IP network, the
following information is required for the Remote Office 9150 unit:

m [P address (it must be unique)
= subnet mask
m  default gateway

If you want to route voice traffic over the |P network, you also need the RLC's
I P address. The Remote Office 9150 unit uses these | P addresses to establish the
connection with each other.

Connection between the RLC and Remote Office 9150 unit information

If you want to route voice traffic over the PSTN, the telephone numbers for each
end of the network are required. If security is being implemented, the security
authentication information (Caller 1D or security identifier) is also needed.

Online/offline schedule

You can configure each port on the RLC with a schedule that identifieswhen a
remote site is online (connected to the corporate PBX) or offline. When the
Remote Office 9150 unit is in offline mode, calls cannot be made or received
through the host PBX over the IP or PSTN.

You can configure only one online/offline schedule for the RLC port. This
schedule affects all stations at the Remote Office 9150 site. You should create
offline entries

s for timeswhen the connection to the host PBX should not be active, such as
during evenings and weekends

=  to prevent the Remote Office 9150 unit from staying online permanently,
thereby eliminating unwanted ISDN BRI charges

To help you plan the online/offline schedule configuration on the RLC, use the
“Reach Line Card Online/Offline Table Configuration” form in the Reach Line
Card Installation and Administration Guide (NTP 555-8421-210).
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Trunk configuration information

Trunk configuration on the Remote Office 9150 unit consists of defining the
ISDN BRI linesfrom the central office and assigning one or more B-channds, if
desired, to trunk groups.

Numbering plan

You must assign atrunk access code to each trunk group at the Remote Office
9150 unit site. A trunk access code is the number that must be dialed to obtain an
outgoing trunk. In addition, you must define special prefix (SPRE) codesfor the
following featuresif you want to use them:

= paging
m  togoonline or offline (for more details, see “ Onling/offline table” on page
46)

s locd calling

This allows analog or ATA-equipped station users to change the outgoing
call mode to locally controlled mode. (Host-controlled mode is the default
mode when users go offhook on analog or ATA-equipped stations.)

m  registration and deregistration

The registration SPRE code is used to register the station user with a multi-
user or dynamic port.

The deregistration SPRE code disengages the user from the port so that
another user can use it. The user is put into not logged in mode.

All trunk access and SPRE codes are automatically defined in Configuration
Manager with a pound sign (# in North America) so that there are no conflicts
with host PBX dialing plans. The maximum length of each codeisthreedigitsin
addition to the pound sign. For alist of the default SPRE and trunk access codes,
refer to the “ Remote Office 9150 Configuration Information—Dialing Plans’
form on page 354.

Note: You can change the defaults if you wish.
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Installing the Remote Office 9150 unit
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General safety

This section describes the general safety guidelines recommended by Nortel
Networks. You must follow these saf ety guidelines whenever you perform
installation or maintenance tasks on the Remote Office 9150 unit.

Precautionary messages

This guide provides warnings when risks related to hardware installation and
handling are known. For a description of the types of warnings this guide
provides, see“ Conventions used in this guide” on page xix. Do not ignore these
warnings.

Safety precautions
To avoid damage or injury, follow these safety precautions at all times.

Plug the Remote Office 9150 unit into a properly grounded power source to
reduce the possibility of electric shock and damage to the unit or network.

DANGER
A Risk of electric shock

Disconnect the power aswell asthe Telco 1 and Telco 2
cables before you perform any hardware troubleshooting or
add ISDN BRI or DSP application modules to the Remote
Office 9150 unit.

If you do not disconnect the Telco 1 and Telco 2 cables from
the Remote Office 9150 unit, you can receive a lethal shock
if an external telco line is accidentally severed.

Ensure that nothing rests on connection cables, and that cables cannot be tripped
over or stepped on.
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Electrostatic discharge safety precautions

Electrostatic discharge (ESD) affects the performance and decreases the useful
life of system components. ESD can seriously damage component parts, such as
circuit cards.

Implement the following precautions, which are recommended by computer and
telephone equipment manufacturers.

m  Remove itemsthat generate static charge from the installation site.
m  Useantistatic spray if the site is carpeted.

s Ground yourself before handling any equipment. (For example, wear an
antistatic wrist strap attached to any unpainted metal surface that is
connected to an electrical ground.)
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Required tools

This section identifies the tools you need to perform Remote Office 9150 unit
installation and maintenance tasks.

Hardware installation tools

You need the following tools to install the Remote Office 9150 unit, or to install
or replace DSP application or trunk interface modules:

an antistatic ESD wrist strap (recommended)

a Phillips (cross-head) screwdriver

apen or pencil for

m noting the installation location (if mounting on awall)
= noting cable lengths

m labeling cables

cable tiewraps

cableidentification labels

atape measure

four wood screws if you want to mount the Remote Office 9150 unit on the
wall

Software installation or upgrade tools

In addition, if you are performing afirst-time installation or a maintenance
upgrade, you need the following items:

the Remote Office Product CD-ROM

aPC with aCD-ROM drive or an Internet connection for obtaining
software, firmware, and documentation updates

aTFTP server application installed on the PC

The TFTP server isrequired for performing firmware upgrades. If aTFTP
server is currently not installed, you can obtain one from the Internet.

94

Remote Office 9150



September 2001

Installing the Remote Office 9150 unit

Unpacking and inspecting the equipment

Before you install the Remote Office 9150 unit, ensure that the package contents
are all present and are not damaged.

Before you begin

Before you unpack the equipment, ensure that your work areais safe from
electrostatic discharge. For more details, see “Electrostatic discharge safety
precautions’ on page 93.

To inspect the package contents

1 Inspect the box in which the Remote Office 9150 unit was shipped for

damage.

2 Open the box and remove its contents.

3 Verify that, in addition to this guide, the following items are present:

Check Item

[0 Remote Office 9150 unit

[0 Package containing rubber feet and rack-mounting brackets with
screws

[0  Power cord and power supply
Note: In North America, the power cord and power supply are
included inside the Remote Office 9150 box. In all other regions,
the power supply is provided inside the box and the power cord
for your region is provided outside the box.

Il RS-232 serial cable
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Check Item

[0 Remote Office and RLC Release Notes (NTP 555-8421-102)

O Remote Office Product CD-ROM

4 Visually inspect each item for obvious faults or damage.

What to do if damage is found

If any component is damaged, report the damage immediately to your
Nortel Networks distributor and the carrier who delivered the equipment.

What's next?

When you have verified that all components are present and are undamaged, do
the following:
m Install DSP application and trunk interface modules, if required.

For instructions, see “Installing a trunk interface or DSP application
modul€” on page 100.

m  Install the Remote Office 9150 unit in its chosen location.
For instructions, see “M ounting the Remote Office 9150 unit” on page 106.
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Removing the Remote Office 9150 unit cover

Asyou increase or change the voice processing capability of the Remote Office
9150 unit, you need to perform one or more of the following tasks:

s Install additional trunk interface modules.
m Install additional DSP application modules.

To perform these tasks, you must remove the Remote Office 9150 unit cover.

To remove the Remote Office 9150 unit cover

DANGER
A Risk of electric shock

Disconnect the power aswell asthe Telco 1 and Telco 2
cables before you perform any hardware troubleshooting or
add ISDN BRI or DSP application modules to the Remote
Office 9150 unit.

If you do not disconnect the Telco 1 and Telco 2 cables from
the Remote Office 9150 unit, you can receive a lethal shock
if an external telco line is accidentally severed.

1 Use a Phillips screwdriver to remove the following screws from the Remote
Office 9150 unit cover:

m two screws from the sides
m four screws from the top
m eight screws from the bottom

See the diagram on page 98.
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Place the screws in a safe place where they cannot be lost.
Ensure the Remote Office 9150 unit is placed top side up.
Remove the cover as follows:

a. Grasp both sides of the Remote Office 9150 unit.

b. Slide the cover toward you.

c. Lift the cover off the unit.

d. Putthe cover aside.

Turn the Remote Office 9150 unit so the rear panel faces you.

This allows you to read the labels on the Remote Office 9150 unit circuit
board.

Perform module installation as required.

For instructions, see “To install a trunk interface or DSP application module”
on page 103.

Replace the cover as described in “To replace the Remote Office 9150 unit
cover” below.

To replace the Remote Office 9150 unit cover

1

Carefully slide the top cover into position over the circuit board so that the
holes along the top edge of the rear panel are aligned.

Replace the four screws on the top.
Replace the two screws on the sides.

Turn the Remote Office 9150 unit over and replace the eight screws on the
bottom.

Continue with “Mounting the Remote Office 9150 unit” on page 106.
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Installing a trunk interface or DSP application
module

The Remote Office 9150 unit ships from Nortel Networks with

= no trunk interface modules installed

s oneDigital Signal Processor (DSP) built into the Remote Office 9150 unit’s
motherboard

What trunk interface modules do

Trunk interface modul es route calls over the PSTN. The number of modulesyou
must install depends on the number of simultaneous calls you want to processin
host-controlled or locally controlled mode.

Note: To determine how many trunk interface modules you need for your
calling requirements, use the “Remote Office 9150 System expansion
worksheet” on page 355.

What DSP application modules do

DSP application modules convert voice and fax into digital data for transport
over the IP and PSTN.

Initially, the Remote Office 9150 unit shipswith the ability to support up to eight
simultaneous calls through a DSP that is built into the Remote Office 9150 unit’'s
motherboard. To add support for up to 32 simultaneous calls, you must install
DSP application modules. Up to three DSP application modules are supported.
Each module provides up to eight more simultaneous calls.

Note: To determine how many DSP application modules you need for your
calling requirements, use the “ Remote Office 9150 System expansion
worksheet” on page 355.
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When to install trunk interface or DSP application modules

Perform the procedures in this section when you

= need to expand the Remote Office 9150 unit’s voice processing capability
and have ordered additional modules (up to four trunk interface modules or
three DSP application modules)

m  heed to replace amodule because it is faulty

Before you begin

Before you can install atrunk interface or DSP application module, you must
remove the cover from the Remote Office 9150 unit. For instructions, see
“Removing the Remate Office 9150 unit cover” on page 97.

ATTENTION  hop application and trunk interface modules are sensitive
pieces of eectronic equipment and must be handled as such.
Ensure that you follow the electrostatic discharge saf ety
precautions described on page 93.

Where the modules can be installed

Each module position is labeled on the Remote Office 9150 unit circuit board as
shown in the following table:

Module type Valid module positions

DSP application module = MOD1
= MOD 2
= MOD 3

Trunk interface module Telco 1 connector (phone lines 1 through 16):
= MOD 4
= MOD5
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Module type Valid module positions

Trunk interface module Telco 2 connector (phone lines 17 through 32):
(continued) = MOD 6

= MOD7

Note: Each Telco connector provides access to
two ISDN BRI lines (each with two B-channels).

The following diagram shows where you can install the trunk interface and DSP
application modules on the Remote Office 9150 unit circuit board:

Trunk interface modules
Telco 2 Telco 1

DSP modules

(G101408

Nortel Networks recommends that you popul ate each module position in
sequential order. Install trunk interface modules according to the Telco 1 or
Telco 2 connections used.
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Note: The Remote Office 9150 unit contains a dongle socket located in the
middle of the circuit board. Thisdongle is not being used.

To remove a trunk interface or DSP application module

Note: Perform this procedure only if you need to replace a trunk interface or
DSP application module.

1

Use one hand to firmly grasp the long sides of the module that you want to
remove.

Gently lift one side of the module up until it is free of the connectors on the
Remote Office 9150 unit circuit board.

Lift the module up and away from the Remote Office 9150 unit circuit board,
and place it to one side.

Note: If you are replacing this module, put it inside the replacement
module’s protective wrapper for storage or return it to Nortel Networks for
repair.

To install a trunk interface or DSP application module

1

Remove the trunk interface or DSP application module from its protective
wrapper.

Compare the connectors on the module with the connectors in the location
where you want to install the module.

The connectors are keyed so that you can install the module in one way
only. Ensure you hold the module so that the orientation of the connector
keys match.

See “Where the modules can be installed” on page 101, and the diagram
on page 104.
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Connector
on module

Connector
on motherboard

Dongle socket
(not used)

G101404

3 Align the connectors on the module with the connectors on the Remote
Office 9150 unit circuit board.

4  Use both hands to grasp the module firmly and push down until it snaps
into place.

5  Visually inspect the module connectors to ensure there is no gap between
the module connectors and the Remote Office 9150 motherboard
connectors.

6  Ensure the module is securely installed by placing one finger beneath the
module and tugging upward. The module should not move.
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What's next?

After you have installed the trunk interface or DSP application modules, replace
the Remote Office 9150 unit cover, and then install the unit in its chosen
location. For instructions, see the following:

m  “To replace the Remote Office 9150 unit cover” on page 99
= “Mounting the Remote Office 9150 unit” on page 106

Module configuration

To associate the ISDN BRI line from your ISDN service provider with a
particular trunk interface module, you must configure the trunk interface
modules in Configuration Manager.

If you have installed one or more modules as part of your first-time installation,
compl ete the remaining proceduresin this chapter. Then, complete configuration
as required and described in “Configuring BRI trunks’ on page 211.

Installation and Administration Guide 105



Installing the Remote Office 9150 unit Standard 2.0

Mounting the Remote Office 9150 unit

The Remote Office 9150 unit can beinstalled

m  onadesk (see below)
s onawall (see page 108)
= inarack (seepage 110)

The Remote Office 9150 unit package contains the following hardware:

= rubber feet for installing the Remote Office 9150 unit on a desk
m  brackets with screws for installing the Remote Office 9150 unit in arack

If you want to mount the Remote Office 9150 unit on awall, you must provide
your own mounting hardware.

Choosing a suitable location

The Remote Office 9150 unit dimensions are

m  42.5cm (17 in.) wide (without rack-mounting brackets)
m 294cm(11.75in.) deep
s 44cm(L.75in.) high

For guidelines on whereto install the Remote Office 9150 unit, see “Physical
environment” on page 56.

Note: It isrecommended that you install the Remote Office 9150 unit in the
same room where your communications equipment is installed. The Remote
Office 9150 unit should be located no further than

s 1230.7 m (4000 ft) from the digital telephones
s 307.7 m (1000 ft) from the analog device
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To install the Remote Office 9150 unit on a desk

1  Turn the Remote Office 9150 unit bottom side up.

2  Affix the rubber feet to the Remote Office 9150 unit as shown in the
following diagram:

Peel off
each foot from
adhesive backing
and attach as indicated

Remote Office 9150
(bottom view)

G101395

3 Ensure the rubber feet are securely fastened.
4  Place the Remote Office 9150 unit in the desired location.

5  Continue with “Connecting the Remote Office 9150 unit” on page 113.
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To install the Remote Office 9150 unit on the wall

Do not affix the rubber feet to the bottom of the Remote Office 9150 unit.
Otherwise, the unit cannot be mounted flush against the wall.

To mount the Remote Office 9150 unit on the wall, you must provide your own
screws. You need suitable size screws that are long enough to ensure the Remote
Office 9150 unit is securely mounted.

When mounting the Remote Office 9150 unit on the wall, you must use standard
telephony installation practices. The unit is mounted so that

m thecablesare at right angles to the unit
m  therear (connection) panel faces left or right
Ensure that

m the LEDson the front panel can be viewed easily

= the chosen location provides enough space to accommodate the cables
when they are connected to the Remote Office 9150 unit

See the diagram on page 109.
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To route cables To route cables
to the right to the left

g Wy W

[

37.5cm (15 in) OR

[T

V‘ 15cm (6in) s (B Q

(G101396

Cables must be connected and routed away from the
Remote Office 9150 unit at a right angle

1 Choose the location on the wall where you want to mount the Remote
Office 9150 unit.

2 Use the predrilled screw slots on the bottom of the Remote Office 9150 unit
as a guide to measure and mark the location on the wall for each mounting
screw.

The measurements between the screw slots are as follows:
= from front to back panels: 15 cm (6 in.)

m from side to side: 37.5cm (15in.)
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Note: Two sets of screw slots are provided. Each set allows you to route the
cables to the left or right when the Remote Office 9150 unit is correctly
mounted. Ensure you use the same screw slot orientation for each location
that you mark on the wall.

3 Mount the screws.

Note: Do not screw the screws all the way in. The heads should be screwed
to about 5 mm (1/8 in.) from the wall.

4 Mount the Remote Office 9150 unit on the screws, and then gently pull it
down so the screws slide into the narrow portion of the screw slots.

Do not let go yet!

5 Ensure the Remote Office 9150 unit is securely mounted.

WARNING
& Risk of personal injury or equipment damage

Ensure the Remote Office 9150 unit is securely fastened to
the wall. Otherwise, it can fall, be damaged, and cause injury
to yourself or others.

6  When you are satisfied that the Remote Office 9150 unit is securely
mounted, continue with “Connecting the Remote Office 9150 unit” on page
113.

To install the Remote Office 9150 unit in a rack

The rack slot chosen for the Remote Office 9150 unit must
m  belarge enough to provide air circulation to keep the Remote Office 9150
unit cool

s adlow you to securely fasten the Remote Office 9150 unit to the rack using
the rack-mount brackets
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1  Attach the rack-mount brackets as shown in the following illustration.

G101397

2  Slide the Remote Office 9150 unit into the rack slot.
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G101398

3 Secure the Remote Office 9150 unit to the rack with nuts and bolts.

4 When you are satisfied that the Remote Office 9150 unit is securely
installed, continue with “Connecting the Remote Office 9150 unit” on page
113.

What's next?

When you have completed the installation of the Remote Office 9150 unit in its
chosen location, attach the cables. For instructions, see “ Connecting the Remote
Office 9150 unit” on page 113.
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Connecting the Remote Office 9150 unit

When you establish the cabling connections, you are connecting the Remote
Office 9150 unit to the:
m  power source
m telephonesand ISDN BRI trunks
Note: If you are connecting the Remote Office 9150 unit to aMeridian 1
in-building cross-connect system, you need a QCBIX 1A BIX block.
s Ethernet network

= administration PC

Remote Office 9150 ISDN BRI Interface information—
for Norway and Sweden only

EN 60950:1992 Annex ZB, Special National conditions, Clause 6.2.1.2 states
that in Norway and Sweden, supplementary insulation for a primary circuit is
required between any TNV circuit and any circuit that has a connection to a
protective earthing terminal.

The Remote Office 9150 has the ability to support up to a maximum of 4 ISDN
BRI connections. To comply with the af orementioned specification for
supplemental insulation, an isol ation adapter must be placed between each of the
9150 BRI inputs and the BRI lines from the service provider.

Isolation adapters are available from local vendors. Alternatively, you may order
this part from Nortel Networks as a merchandise item. The Nortel Networks part
number is P0935714.

Cables you must provide

Ensure that you have obtained the tel ephone and Ethernet cables for your
network. These cables are not supplied in the Remote Office 9150 unit package.

The cables must meet the following requirements:
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m telephone cable: One end of the cable must provide a male 50-pin
connector. (This end connects to the Remote Office 9150 unit.)
Ensure the other end of the cable matches the connectors needed to connect
to the telephones or trunks. (For example, if you are using a Bl X block to
establish the telephone connections, the wires inside must be exposed.)

Notes:

Two telephone cables are required, depending on how many telephones
and trunks are installed. (Each telephone cable provides support for up
to 16 digital telephones, and two ISDN BRI lines providing two
B-channels each. The Telco 1 cable also provides support for one analog
station such as afax machine.)

Nortel Networks recommends that you use straight-through Amphenol
cablesinstead of side-entry Amphenol cables. (See “ Cable attachment”
on page 116.)

Digital telephones should be located no further than 1230.7 meters
(4000 feet) from the Remote Office 9150 unit.

The analog device should be located no further than 307.7 meters
(1000 feet) from the Remote Office 9150 unit.

s Ethernet cable

If you are connecting the Remote Office 9150 unit to a hub, you need a
standard CAT5 unshielded twisted-pair (UTP) straight-through Ethernet
cable. The cable should be no longer than 100 meters (325 feet) in length.

Connector and pin-out reference

The following table identifies where to find the pin-out table for each connector:

Connector Connection type For the pin-out table, see
TELCO1 25 TIP and RING pairs page 374.
TELCO 2 25 TIP and RING pairs page 376.
ETHERNET RJ-45 page 378.
ADMIN DB-9 page 379.
Power DIN page 380.
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More information
The following documents describe how to establish telephone and trunk
connections using the Meridian 1 BIX in-building cross-connect system:
m  Meridian 1 Installation planning (NTP 553-3001-120)
m  Telephone and attendant console installation (NTP 553-3001-215)

= BIX* In-Building Cross-Connect System Material Installation and
Servicing (Wall-Mounted System) (NTP 631-4511-200)

Remote Office 9150 unit connection panel

The following diagram shows the connectors on the back panel of the Remote
Office 9150 unit.

Telco 1 Ethernet Telco2 Power V.35 Admin

Note: The V.35 connector is for future use.

G101403

Note: If you want to connect the Remote Office 9150 unit to an uninterruptible
power supply (UPS), ensure the UPS has a minimum of 100 Watts available.
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Cable attachment

Nortel Networks recommends that you use straight-through Amphenol cables
instead of side-entry Amphenol cables.

The following diagram shows cable attachment.

Cables must be connected and routed
away from the 9150 unit at a right angle

< o

Telco 1 [
[

Ethernet

| =
Telco 2

f o
P

= M

«—|

G101399

Note: The Remote Office 9150 Telco 1 and 2 connections provide the opposite
gender of that provided by an Meridian 1 |PE or Option 11 cabinet line card dot.
Therefore, different cables must be used when connecting to the Remote Office
9150 than cables used to connect to Meridian 1 line cards.
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To connect the Remote Office 9150 unit to the network

WARNING
& Risk of electric shock or damage to equipment

To reduce the risk of electric shock to yourself or damage to
the Remote Office 9150 unit, ensure that the power source to
the unit isturned off until the Telco 1 and Telco 2 connections
have been completed.

1 Connect the male 50-pin connector of the telephone cable to the TELCO 1
connector on the Remote Office 9150 unit.

Secure the cable connection by snapping the wire tabs into place or by
inserting screws.

2 Referto the pin-out table in “TELCO 1 connector pin-out table” on page 374
(in Appendix C) for establishing the connections to the telephones and
trunks.

3  If you want to route calls over the IP network, or administer the Remote
Office 9150 unit from another location on the IP network, connect the
Remote Office 9150 unit to the Ethernet network by doing the following:

a. Connect one end of the RJ-45 Ethernet cable to the ETHERNET
connector on the Remote Office 9150 unit.

b. Connect the other end to an Ethernet hub.

4  Connect the male 50-pin connector of the other telephone cable to the
TELCO 2 connector on the Remote Office 9150 unit.

Secure the cable connection by snapping the wire tabs into place or by
inserting screws.

5 Referto the pin-out table in “TELCO 2 connector pin-out table” on page 376
(in Appendix C) to establish the connections to the telephones and trunks.
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Connect the ADMIN connector on the Remote Office 9150 unit to the
administration PC as follows:

a. Connect the male 9-pin connector of the supplied RS-232 serial cable
to the ADMIN connector on the Remote Office 9150 unit.

Note: You may need to provide an RS-232 adapter if the available
RS-232 port on your PC does not match the connector on the serial
cable.

b. Connect the other end to an available COM port on the PC.
Connect the Remote Office 9150 unit to the power source as follows:

a. Connect the four-pin plug on the power transformer to the POWER
connector on the Remote Office 9150 unit.

Note: Ensure the arrow on the four-pin plug faces up.

b. Connect the AC cord to the AC power receptacle on the power
transformer.

c. Plugthe AC cord into a 110 V or 220 V uninterruptible power source
(UPS) or wall outlet.

Proceed with “Powering up the Remote Office 9150 unit” on page 119.
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Powering up the Remote Office 9150 unit

As soon as you connect the Remote Office 9150 unit to the power source, the
unit begins to power up.

Note: If you are connecting a Remote Office 9150 unit to a UPS (uninterruptible
power supply), ensure that the UPS has a minimum of 100 Watts available.

What happens during power-up

During power up, the following events occur:

m  The Remote Office 9150 unit performs a self-test that verifies all critical
functionality.

s AnLED test sequenceis performed.

Power-up self-test

During power-up, the Remote Office 9150 unit performs a self-test that verifies
al critical functionality, including

= RAM memory test

s EPROM checksum validation

»  flash checksum validation

s DSPhedth

m interface loopbacks

The power-up cycle also automatically detectsif one or more DSP application or
trunk interface modules have been installed. If trunk interface modules have
been installed, you can configure them in Configuration Manager.

The power-up cycle takes about 60 seconds to complete.
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LED test sequence
The following diagram shows the LEDs on the front panel.

Note: The V.35 LEDs are for future use.

Power Ethernet Modules V.35 Status

G101402

During the power-up cycle, the LEDs behave as follows:

1
2.
3.
4,

All LEDslight for about 15 seconds.

The Module LEDs light individually in sequence (1 through 8).

All LEDslight.

All LEDs except the Status LED go out. The Status LED remainslit.

Note: Steps 2 through 4 take about 4 to 5 seconds.

After this point, the Remote Office 9150 unit is functional.

Notes:

The ETHERNET TX and RX and module (ISDN BRI) LEDs flash only
when transmit and receive activity is present on those interfaces.

The ETHERNET COLL LED flashes when a data collision occurs on the
line.
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What's next?

If the power-up cycle completes successfully (indicated by alit Status LED),
your hardware installation is successful. Continue with “Installing the software”
on page 122.

If the power-up cycle was not successful (indicated by the Status LED going
out), contact your Nortel Networks distributor. There is a possible hardware
problem.
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Installing the software

You use the Configuration Manager software to configure and administer the
Remote Office 9150 unit. This software is located on the CD-ROM provided in
the package. You must install the software on the administration PC.

To install the software
1 Insert the CD-ROM in the applicable drive on your PC.

Result: If autorun is enabled on your PC, a Welcome screen appears listing
available options.

2 If autorun has started, select the Install option; otherwise, navigate to the
software directory, and then locate and double-click setup.exe.

Result: The InstallShield prepares for installation, and then the Welcome
screen appears.

Welcome [ %]

‘welcome to the Remote Office Setup program. This
program will inzstall Remaote Dffice on your computer.

It iz strongly recommended that pou exit all \Windows programs
befare running this Setup progranm.

Click Cancel to quit Setup and then close any programs pou
have running.  Click Mext to continue with the Setup program.

WARMIMG: This program iz protected by coppright law and
international treaties.

Unautharized reproduction or distribution of thiz program, or any
portion of it, may result in severe civil and criminal penalties, and
will be progecuted ta the maximum extent possible under law.

Cancel
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3 Click Next, and then follow the screen prompts.

Result: Once the software has been installed, messages appear confirming
that the Windows registry has been updated and that the installation was
successful.

4  Click OK to the next message.

Result: The Setup Complete screen appears.

Setup Complete

Setup has finished instaling Remate Office on pour computer

Click Finizh to complete Setup.

< Back

Note: You might be prompted to restart your computer. If you are, then click
Yes, | want to restart my computer.

5  Click Finish.

Result: The InstallShield closes.

What's next?

After you install the software on the administration PC, start Configuration
Manager and run the Configuration Wizard. The Configuration Wizard allows
you to perform initial configuration quickly and easily.

For instructions, see “Using the Configuration Wizard to perform initial
configuration” on page 124.

Note: DLL filesinstalled by the Configuration Manager InstallShield should be
left in the Windows system directory. Do not move these files to any other
directory.
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Using the Configuration Wizard to perform initial
configuration

The Configuration Wizard option in Configuration Manager allows you to
configure the minimum information needed for establishing communications
between the Remote Office 9150 unit and the RLC at the host site. The
Configuration Wizard does not provide all the configuration settings that are
available in Configuration Manager. By using the Configuration Wizard, the
Remote Office 9150 unit can be up and running within 10 minutes.

You can use the Configuration Wizard in offline mode or while connected and
logged on to the Remote Office 9150 unit (online mode).

What you can configure with the Configuration Wizard

The Configuration Wizard allows you to configure the following:

s the Remote Office 9150 unit’s | P address, subnet mask, and default
gateway
Thisinformation must be valid for your I P network.

Note: If you will not be using the IP network to route calls, you must still
enter thisinformation for administration purposes. If you do not have an IP
network in place, you can use the sample information provided in the
procedure on page 129.

m  for Voice over IP capability: the IP address for the RLC at the host site
m  for PSTN capability:
n the telephone number of the RLC at the host site

m information provided by your ISDN service provider for each ISDN
BRI trunk interface modul e (telephone numbers, SPIDs, and switch

type)
Ensure you have thisinformation ready before you begin.

Note: If, after completing configuration with the Configuration Wizard, you
want to modify any settings, you must use Configuration Manager.
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To start Configuration Manager
1  Click Start [J Programs [1 Remote Office [1 Configuration Manager.

Result: The Configuration Manager opens and you are prompted for the
logon name and password.

2 Enter admin into the Login Name box.
3 Enter root into the Password box.

Note: This is the default password. It might be different.
4  Click on the OK button.

Result: You are informed if the logon was successful.

Configuration Manager B

—

5 Click OK.

Result: The logon status dialog box disappears.
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6 Do one of the following:

IF you want to
perform an THEN

offline configuration do the following:
a Choose View [] Device Type [J 9150.

b Continue with “To perform configuration
with the Configuration Wizard” on page
129.

online configuration continue with “To establish a serial
connection” below.

To establish a serial connection
Note: If you want to perform an offline configuration, ignore this procedure. Go
to “To perform configuration with the Configuration Wizard” on page 129.

1  From the menu, choose Connect [1 Login board L] Serial.
Result: The Serial Port Configuration dialog box appears.

Serial Port Configuration [ %]

Part Mumnber: Ih

Cancel |
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2 Enter the COM port to which the Remote Office 9150 unit is connected,
and then click OK.

Result: The User Authentication for Serial Mode dialog box appears.

User Authentication for Serial Mode [ x|
Login Mame I

Fassword I

Type guest for the logon name.
4  Type guest123 for the password.

Note: This is the default password. It might be different if it was changed.
5 Click OK.

Result: The connection attempt is initiated. Tryi ng to Connect vi a
Serial Port <port nunber> might appear.

IF the logon attempt THEN

failed the following message appears:
SERI AL CONNECTI ON FAI LED

Check the serial connection and ensure it is good.
Then, go back to step 1.
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IF the logon attempt THEN

succeeded the User Logged In dialog box appears.
Click OK.
Result: The following dialog box appears:

Startup Information E

Syztem Information

BOARD YERSION : 1_00_00 RLC
TIME: 14:53

DATE: MAR-07-2001

MAC ADDRESS : 00:50:D7:04:5C:A3
IF INFORMATION

T

System Messages
SYSTEM STATUS - HEALTHY

LAST LOGIN WWAS TERMINATED. .|
PLEASE SEE THE LOG REPORT TO GET MORE DETAILS

Lo [ Db

Fieading Configuration D ata from Board

The following messages appear above the
progress bar at the bottom of the dialog box:

m Reading Hardware Information
m Reading DSP Load Data
m Reading Configuration Data

These messages mean that Configuration
Manager is obtaining the unit's configuration
information from flash memory.

When initialization completes, click on the Close
button.

6  Continue with “To perform configuration with the Configuration Wizard.”
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To perform configuration with the Configuration Wizard

Note: The screen examplesin this procedure use information from the sample
network diagram in “Example of anetwork” on page 360.

1 Choose Configuration Wizard from the menu.
Result: The following screen appears:

Configuration Wizard [x]

Remote Office Configuration Wizard

This wizard will guide you through the minimum Remote Office configuration
required to start using the Remote Office System. While the wizard includes
only a sub-set of the options available, most users wiill find that it covers all of
the settings needed for their system. For users with mare specific
requirements, the Configuration Manager provide access to all user settable
parameters. This Wizard is intended to be used in the offine mode of
operation

<< Back | Mext  >> I Finish | Close Help

2 After reviewing the message, click Next.

Result: The following screen appears:
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Configuration Wizard [ ]
< W Existing Meri
r[?r D s
é Z \ PSTH
o Moo Syt BRI GO Trunks
R A Reach Line Cand
A %
'%' R it Jnote Offce L
O 32 Meridian Digital Telephunes
x D -
i nalog Faxe
Ensure the
Device box
shows 9150.
Currently Logged in Device |91 50 LI
<« Back | Nex > | Fish | Close | Help |

Verify that the Currently Logged in Device box shows 9150, then click Next.

If it does not show 9150, then select 9150 from the list box.

Result: The Local Unit Configuration screen appears.

Note: A completed example is shown on page 131.

Complete the fields on this screen as described in the following table:

Field

Description

Set the unique Unit ID of the
unit

Enter a node name that
identifies the unit

Enter the number from 1-255 that uniquely
identifies the Remote Office 9150 unit you
are configuring for a particular RLC.

Note: Each unit connected to a RLC must
be given a unique unit ID. This implies that
Remote Office 9150 units that connect to
different RLCs in the network can have the
same unit ID.

Enter a name that uniquely identifies the
Remote Office 9150 unit you are
configuring.
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Field

Description

Enter the local IP Address
of the unit

Enter the Local IP Mask
of the unit

Enter the Local IP Gateway
of the unit

Enter the IP address assigned to the
Remote Office 9150 unit.

Note: If you do not have a valid IP address,
type the sample IP address: 10.1.1.2.

Enter the subnet mask.

Note: If you do not have a valid subnet
mask, type the sample subnet mask:
255.255.0.0.

Enter the IP address of the gateway
between the Remote Office 9150 unit and
the network.

Note: If there is no router between the
Remote Office 9150 unit and the network,
then the administration PC acts as the
gateway. Type 10.1.1.10.

m as the IP address on the administration
PC

= as the gateway on the Remote Office
9150 unit

The following is a completed example:

) . Set the unique Unit 1D of the unit l—

The IP information i
allows you to

. Enter & node hame that identifies the urit lm—
administer the
Remote Office
9150 Unit from any Enter the Local [P &ddiess of the unit ID_ ID_ ID_ ID_
location on the
network. Enter the Local IP Mask of the unit lg_ lg_ lg_ lg_

Ertter the Local IP Gateway of the urit lg_ X lg_ X lg_ X lg_
< Back | Nert > | Firish Close Help
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Click Next.

Result: The Set the Configuration for the Remote Unit screen appears.

Note: A completed example is shown on page 133.

Complete the fields on this screen as described in the following table:

Field

Description

Set the Unit ID of the RLC to Enter the RLC’s unit ID.

connect to

Wish to Enable IP Voice
Connection to Remote

Wish to Enable PSTN
Connection to Remote

m Accept Yes if the IP network will be

used to route calls. Then, enter the IP
address of the RLC to which this
Remote Office 9150 unit is connected.

Click No if the IP network will not be
used. The IP Address boxes are
dimmed.

Accept Yes if the PSTN will be used to
route calls. Then, enter the telephone
number that must be dialed to connect
to the RLC.

The telephone number can include the
following digits or characters: 0 through
9, #, *, comma (,), period (.), and

dash (-).

m Caller ID separator: “.” (period)

m Caller ID separator and 1/2 second

delay: “,” (comma)
= null separator: “-" (dash)

Click No if the PSTN will not be used.
The PSTN Number box is dimmed.
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Field

Description

Wish to configure Multiple

9150 Ports

m Click Yes if you want to assign Remote
Office 9150 ports to digital telephones
now. Then, do the following:

m Enter the first RLC port number to
assign.
Note: Nortel Networks recommends
that ports be configured so that the
RLC port number matches the
Remote Office 9150 unit’s port
number.

m Enter the number of telephones
connected to the Remote Office
9150 unit.

m Click No if you want to complete port
assignment at a later time with
Configuration Managetr.

The following is a completed example:

Set the Configuration for the Remote Unit [ ]

Click Yes to allow voice

calls over IP, then enter
the RLC’s IP address.

Click Yes to allow
voice calls over the
PSTN, then enter
the RLC'’s phone
number.

Click Yes to automatically

assign Remote Office >

9150 unit ports to RLC
ports, then enter the
information as described
previously.

7 Click Next.

Result: The Enter the BRI module data screen appears.

Setthe Unitld of the BLC to connectto

—Wish to Enable [P %oice Connection ta Remaot;

 Yes
If*ves. Enter the IP Address of 1 2 3 4
the hast RLC ' ' '

Mo

—Wish to Enable PSTH Vaoice Connection to Remote

It*es, Enterthe PSTM Number
o connectto host RLS 6135561234

—— P Ves

Mo

—wWish to configure Multiple 9150 Port:

* Yes Starting Port Nurnber on host RLC 0
Mumber of Phones supported by 7
Mo this rerote

<« Back | Ned » | Fiish | Closa

Help

Note: A completed example is shown on page 135.
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Complete the fields on this screen as described in the following table:

Field

Description

Which module would
you wish to configure

Module Status

Select the
Switch Type

Select the
ISDN Line Type

Enter the PSTN Number
(B channel 1
and B channel 2)

Enter the SPID Number
(B channel 1
and B channel 2)

B Channel Usage
(B channel 1
and B channel 2)

Click the number identifying the trunk
interface module that you are configuring.

The number you select must match the
position where the module has been installed
in the Remote Office 9150 unit.

This box identifies if a module has been
physically installed on the Remote Office 9150
unit.

Select the type of switch used by your ISDN
service provider.

Select the ISDN variant used in your country.

Enter the telephone number provided by your
ISDN service provider for this B-channel.

Enter the Service Profile Identifier (SPID)
provided by your ISDN service provider for
this B-channel.

Select one of the following connection types:

m Local: This trunk is used for local PSTN
calls only.

m Remote: This trunk is used only for calls to
and from the host PBX.

m Local & Remote: This trunk can route both
types of calls.
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The following is a completed example.

Select the module you
want to configure.

Specify the ISDN

Enter the BRI module data

—> Which module would you wish to configure & Module 4  Module &  Module B  Module 7

Module Status Module Mot Plugged In

Ime and4> Selectthe Protocol Type Morthem Telecam hd Selectthe Country type Mational ISON -1 hd

switch type. (Get this

information from your

service provider.)

Enter the DN and

Enter data for B Channel 1

Enter the PETH Mumber ShEA3ET Enter the SPID Nuraber  [B0B55569870101

B Channel Usage
SPID  Lacal £ Femae # Local & Remats

for each B-channel. Then,
specify whether the Enter data for B Channel 2

B-channel will be

used to
Enter the PSTH NMumber 5656383 Enterthe SPID Murker  |[P0555569880101

process locally controlled

calls, host-control
calls, or both.

10

led B Channel Usage
" Local " Remote & Local & Remaote

MNext 3> | | Closs | Halp

Repeat step 8 for each ISDN BRI module you want to configure.
Click Next.

Result: The following screen appears:

Configuration Wizard [ ]

You have successfully configured the board. You have
two oplions tochoose from

You could use the Save to Flash option which will wirite
the configured information onto the flash

You could also save the configuration onto a file which
vou could reload later onto the Configuration Manager.

Save to File Close Help
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11 Do the following:

IF you are performing an

THEN

offline configuration

online configuration

1 Click Save to File.

Result: You are prompted to specify the
directory path and file name for the
configuration file.

2 Specify the directory path and file name
for this configuration.

Note: The file name is automatically
defaulted with the name you entered as
the node name.

3 Ensure the Files of type box shows Text
File(*.TXT).
4 Click Save to complete the Save to File.

Result: The file is saved, and then you are
asked if you want to configure another
board. If you do, click Yes, and continue
with step 3 on page 130.

The information in this file can be opened in
Configuration Manager, and then sent to and
saved in the Remote Office 9150 unit’s flash
memory at another time. For instructions,
refer to “Working with configuration files” on
page 163.

1 Click Save to Flash.

Result: The information entered is written
to the flash memory of the Remote Office
9150 unit you are configuring.

If successful, the following message
appears:

Data Sent Successfully

Note: Nortel Networks recommends that
you also save the configuration to a file.

2 Restart the Remote Office 9150 unit.
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What's next?

Now that you have configured the minimum information required for network
connectivity, you can do the following:

m  Test the network connections. For instructions, see “ Testing the network
connections’ on page 138.

s Peaformadditiona configuration, if needed. For instructions, see Chapter 5,
“Configuring the Remote Office 9150 unit.”
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Testing the network connections

After you have installed the hardware and performed initial configuration, verify
that network connectivity is present by performing the tests described in this
section.

To verify IP network connectivity using PING

To test the Ethernet connection between the administration PC and the Remote
Office 9150 unit, you can use PING. To do thistest, the Remote Office 9150 unit
and the administration PC must be physically connected to the IP network.

1 From the menu in Configuration Manager, choose Tests [1 Ping.

Result: The PING Test dialog box appears.

PING Test [ x|

IP Address I . I . I . I
Mumber of Cycles ID

coca_|

Enter the IP Address of the unit you want to ping.

3 Inthe Number of Cycles box, enter the number of times you want to ping
the unit.

The number must be in the range of 1-100.
4  Click OK.

Result: The PING test results screen appears, showing the ping results.

138 Remote Office 9150



September 2001 Installing the Remote Office 9150 unit

The following is an example of a successful ping:
PNGtese K

64 BYTES FROM10.1.1.10: SEQ = D:RTT = 10MS TTL=255 J
54 BYTES FROM10.1.1.10: SEQ = 1: RTT = 10MS TTL=255
54 BYTES FROM10.1.1.10: SEQ =
64 BYTES FROM10.1.1.10: SEQ =
64 BYTES FROM10.1.1.10: SEQ =
64 BYTES FROM10.1.1.10: SEQ =
54 BYTES FROM10.1.1.10: SEQ =
64 BYTES FROM10.1.1.10: SEQ =
64 BYTES FROM 101110: SEQ =
64 BYTES FROM 101110: SEQ =
FING STATISTICS FOR 10.1.1.10

PACKETS: SENT =10, RECEIWED = 10, LOST = 0 (0 PERCENT LOSS),
APPROXIMATE ROUMD TRIP TIMES IN MILLI-SECONDS:

MINIMUR = 10MS, MAXIMURM = 10MS, AVERAGE = 10MS

RTT = 10MS TTL=255
RTT = 10MS3 TTL=255

0D m L

o o

Close

The following is an example of an unsuccessful ping:
pNGOSt K

REQUEST TIMED OUT. J
REQUEST TIMED OUT.
REQUEST TIMED OUT.
REQUEST TIMED OUT.
REQUEST TIMED OUT.
REQUEST TIMED OUT.
REQUEST TIMED OUT.
REQUEST TIMED OUT.
REQUEST TIMED OUT.
REQUEST TIMED OUT.
FIMNG STATISTICE FOR 9999
PACKETS: SENT =10, RECEVED = 0. LOST =10 (100 PERCENT LOSE).
APPROXIMATE ROUND TRIP TIMES IN MILLI-SECONDS:
MINIMUR = OME, MAKIMUM = 0MS, AVERAGE = OME

5 Click Close.

Result: The Ping test screen closes.
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What to do if the ping did not work

1

Use Configuration Manager to ensure you have entered the IP address,
subnet mask, and default gateway correctly.

Note: For instructions, see “To enter the IP addresses” on page 196.
Ping the gateway to see if it responds.

If the ping still does not work, contact your data network administrator.

To verify the telephone network connectivity

1

Look at the digital telephone display.

Does it display the correct time and date? If yes, then the connection paths
between the digital telephone, Remote Office 9150 unit, and the RLC are
working.

Lift the telephone handset, or press the host call appearance key to go off
hook.

Did you receive a dial tone? If yes, then the connection path between the
Remote Office 9150 unit and the RLC is working.

Initiate an outgoing call through the host PBX.

Did the call proceed as expected? If yes, then the connection path between
the Remote Office 9150 unit and the RLC is working.

Press the local call appearance key to go off hook.

Did you receive a dial tone? If yes, then the connection path between the
Remote Office 9150 unit and the digital telephone is working.

Initiate an outgoing call through the PSTN.

Did the call proceed as expected? If yes, then the ISDN BRI lines to the
PSTN are working.

What to do if the telephone connection tests do not work

1

Ensure the Remote Office 9150 unit completed its power-up cycle
successfully. If it did, the Status LED remains lit.

Verify the connections between the telephone network and the Remote
Office 9150 unit.
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3 Ensure that the placement of ISDN BRI modules within the Remote Office
9150 unit correspond with the Telco 1 and Telco 2 cable connections.

Note: Refer to the Telco 1 and Telco 2 cable pin-out tables in Appendix C,
“Connection pin-out tables.”

4  Use Configuration Manager to verify that the following configuration is
correct on the Remote Office 9150 unit, as appropriate:

m |P addresses (Remote Office 9150 unit, subnet mask, and default
gateway, as well as the RLC’s IP address, if the IP network is being used
to route calls)

m the telephone number used to establish connections to the RLC, if the
PSTN is being used to route calls

m the security IDs of both the Remote Office 9150 unit and the RLC, if a
security ID is required to authenticate connection attempts

m  DNs and SPIDs assigned to the ISDN BRI modules installed in the
Remote Office 9150 unit

m station configuration, to ensure that the telephone you are using has the
calling capabilities needed to complete the tests (that is, verify that the
station is correctly configured as local only, remote only, or both local
and remote)

Note: For instructions on using Configuration Manager, see Chapter 5,
“Configuring the Remote Office 9150 unit.”

5  Work with the administrator at the host PBX site to ensure that

m the RLC is enabled and working in its PBX slot (restart the RLC, if
necessary)

m the configuration of the IP address, telephone number, and security ID
on the RLC port are correct (if these items are used)

6  Verify that both the telecom and data networks are routing voice calls as
expected (that is, calls are not being blocked in any way).

What to do if nothing works

If you cannot get the system to work, contact your Nortel Networks distributor
for assistance.
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What's next?

Once you have confirmed that the Remote Office 9150 unit can be recognized
on the network, you can fine-tune the configuration. Nortel Networks
recommends that you also change the passwords used for logging on to the
Configuration Manager and the Remote Office 9150 unit.

For See

adescription of Configuration Chapter 4, “ Configuration Manager
Manager overview.”

instructions on how to modify the Chapter 5, “ Configuring the Remote
configuration Office 9150 unit.”

instructions on how to change “Changing the administration
passwords password” on page 260.
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Configuration Manager overview

In this chapter

Starting Configuration Manager 144
Configuration Manager description 147
Using the online Help 155
Configuration files description 156
Working with configuration files 163
Selecting the device type for offline configuration 167
Logging on to a unit 169
Logging off from a unit 176
Performing a system restart or shutdown 177
Closing Configuration Manager 180
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Starting Configuration Manager

To perform administrative tasks, you must first start the Configuration Manager
software.

To start Configuration Manager
1  Click Start [ Programs [1 Remote Office [1 Configuration Manager.

Result: The Configuration Manager opens and you are prompted for the
logon name and password.
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Type admin in the Login Name box.
3 Type root in the Password box.

Note: This is the default password. It might be different.
4 Click OK.

Result: You are informed if the logon was successful.
5 Click OK.

Result: The Login Name dialog box disappears.

6  Proceed as follows:

To perform an See
online configuration “Logging on to a unit” on page 169.
offline configuration “Selecting the device type for offline

configuration” on page 167.

7  To view the system tree, click the plus sign beside Configuration Manager
in the left pane.

Result: Based on the system type you are working with, the system tree
expands, showing you the types of configuration you can work with. An
example is shown on page 146.
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+ Configuration - Configuration Manager

I o
-4l 1P Corfiguration
ol FLC Pait Configuration
-4l Remate Connection Corfiguration
ol D3P Configuration

Note: When you first logon to Configuration Manager, the default system
tree shows RLC configuration sheets.
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Configuration Manager description

This section describes each part of the Configuration Manager screens.

Parts of the Configuration Manager screen

The Configuration Manager is divided into three parts— a menu and two panes.

m  Themenu acrossthe top of the screen lists various administrative tasks you
can perform. These tasks are common to all Remote Office units.

m  The pane on the l€eft lists the property sheets you can work with. In this
guide, the left paneis called the system tree.

m  The pane on the right displays the screen associated with an item you
selected from the system tree. In this guide, the right paneis called the
property sheet.

Menu

The menu across the top of the screen provides access to system display and
reporting options.

When you click an option on the menu, a drop-down list appears. When you
select an option from the drop-down list, the screen associated with that option

appears.

Note: Options that appear dimmed cannot be used for the unit you are working
with, or if you are working offline (that is, when you are not logged on to any
unit).
: Configuration Setup - Configuration Manager HERA
File | View Display Connect Configuration Wizard Alarms/Stats/Logs System Information Tests Upload/Download

Help v Status Bar

= & v Tree Bar

A Device Type *
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How this guide presents instructions for selecting menu options

To simplify the instructions for selecting options from the menu, this guide
abbreviates the selection path. For example, if a procedure requires you to
choose Over |P from the Remote Connectivity menu, which is under the Tests
menu, this guide uses the following style:

From the menu, choose Tests [1 Remote Connectivity L1 Over IP.

System tree

The left pane of the Configuration Manager lists property sheets you can work
with. To view alist of all the property sheets associated with a system, click the
plus sign to expand the list. (To hide thelist, click the minus sign.)

The following example shows an expanded system tree for the Remote Office

9150 unit:
: Configuration Setup - Configuration Manager —|Fx
File View Display Connect ConfigurationWizard Alarms/Stats/Logs System Information Tests Upload/Download
Help
[ZE2 |

=4 Configuration Manager
.ol 3150 System Configuration

IP Configuration

RLC Connection Configuration

9150 Port Configuration

BRI Configuration

Trunk Group Configuration

----- DSPF Configuration

You can hide the system tree. To do this, choose View [1 Tree Bar. The screen
redisplays, showing only the property sheet pane.

To display the system tree again, choose View [1 Tree Bar.

Property sheets

When you are logged on to a particular system (that is, a Remote Office 9150
unit, a Remote Office 911x series unit, or RLC), and you click an item in the
system tree, the associated property sheet appearsin the right pane. For
instructions on selecting a device type when not logged on, see “ Selecting the
device type for offline configuration” on page 167.
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The following is an example of the property sheet associated with the 9150
System Configuration system tree option:

How this guide presents instructions for displaying property sheets

To simplify the procedures for accessing property sheets throughout this guide,
the instructions for displaying a particular property sheet are summarized into a
“Getting there” statement.

The procedure for displaying the screen you need depends on whether you are

s performing an online configuration (that is, you are connected to a unit by
serial port or Telnet)

s performing an offline configuration (that is, you are not connected to a unit)
s working with the system tree visible
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Example

Getting there 9150 [ Configuration Manager [ IP Configuration
The following is the long instruction for this example:

1 Do the following:

IF you are performing an THEN

offline configuration select the 9150 device type as described in
“Selecting the device type for offline
configuration” on page 167.

online configuration connect to, and then log on to the Remote
Office 9150 unit as described in “Logging on
to a unit” on page 169.

2 Navigate to the IP Configuration screen as follows:

IF the system tree is THEN

visible do the following:

a Click the plus sign beside Configuration
Manager to expand the system tree.

b Click IP Configuration.

hidden from the menu, choose Display L1 IP
Configuration.

Result: The IP Configuration property sheet appears in the right pane.

Drop down list boxes

Boxes that provide alimited list of values are called drop down list boxes. To
view the values available for alist box, click the down arrow for that list box. To
select anitem from the list, move the cursor until the desired item is highlighted,
and then click the item. The item you select appears in the list box.

RLCType |Si

LI

Double Width { B4 Ports )

150 Remote Office 9150



September 2001 Configuration Manager overview

In some cases, selecting a particular list item causes the property sheet contents
to change asfollows:

m  Somefields appear dimmed (disabled) because they cannot be configured
in the context of thelist item you selected.

m  Other fields are re-enabled (no longer appear dimmed).

= Oneor more values on the property sheet are replaced with values that are
specific to the item you selected.

Check boxes

Fields that contain a blank box beside them are called check boxes. These check
boxes are used to enable or disable the feature associated with that field. To

enable the feature, click the check box. A check mark appears. When you click
the check box again, the check mark disappears (thereby disabling the feature).

¥ AutoConfiguration

Option buttons

Some fields can have two or more options from which to select. The options
contain acircle beside them, which are called option buttons. For these fields,
only one option can be selected.

To enable an option, click the button for the option you need. If the option you
selected is achange, the button for the previously selected optionis cleared.

Frequency
& Once aDay

 Once a'Week

¢ Once a maonth

In some cases, selecting a particular option button causes the property sheet
contents to change as follows:

m  Somefields appear dimmed (disabled) because they cannot be configured
in the context of the option you selected.

Installation and Administration Guide 151



Configuration Manager overview Standard 2.0

m  Other fields are re-enabled (no longer appear dimmed).

= Oneor more values on the property sheet are replaced with values that are
specific to the option you selected.

Scroll boxes

Boxes that contain data with up and down arrows beside them are called scroll
boxes. When you click the data, and then the up arrow, the selected data
increases in value. When you click the down arrow, the selected data decreases
invaue.

You can also change the data by manually entering it. To do so, highlight the
data you want to change, and then type over it.

The following screen is an example of a scroll box:

—ANI/CPND AutoConfiguration Time of Day —

. |:4a =
Tirme . =
Dy I VI
Dat |09:09:1999 =

e =

Scroll bars

If your monitor’s display settings are configured so that not all the information
can be displayed at once, horizontal and vertical scroll bars might appear in
Configuration Manager. Some fields and buttons might be hidden. An example
is shown on the next page.

The Configuration Manager software application is best viewed when your
monitor settings are configured as 1024 by 768 pixels using Small Fonts at 96
dpi. This ensures that all fields and buttons are visible.

For instructions on changing your display settings, refer to the Windows online
Help on your PC.
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nfiguration Wizard ~ Alarms/Stats/Logs System Information Tests Upload/Download

RLC SYSTEM CONFIGURATION

— Genaral Config

UnitID i Node Name Unit
~ DN Discovery Schedule
Fraquency
I~ Enable DN Discovery. [ € Once aDay & Once aWeek o
You can prevent these scroll bars
Tine [1200 = oo | [ from appearing by changing the
Lo B Dt screen area pixel and font sizes in the
Windows Control Panel display
Port [0 L2 Featura Key [0 =l oN |wza4557a X
settings on your PC.

o | o

Ready Offline

Command buttons

The following command buttons appear on al property sheets:

. OK

OK accepts any changes you make and stores them in atemporary file on
your PC until you are ready to update the unit’s flash memory. For more
details, see “OK” on page 159.

n Default
Default replaces the values displayed on the property sheet with default
values.

u Send

Send updates to the buffer of the unit to which you are logged on with any
changes you have made to the configuration. For more details, see “ Send”
on page 160.
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m Retrieve

Retrieve downloads the unit’s configuration from flash memory and
displaysit in Configuration Manager on your PC. For more details, see
“Retrieve”’ on page 160.

= Help

Help displays online Help for the property sheet you are working with. For
other methods of displaying Help, see “Using the online Help” on page
155.

Note: If the command buttons are not visible, use the vertical scroll bar to scroll
through the screen.
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Using the online Help

While using Configuration Manager, you might have questions about what
certain boxes and buttons do, as well as how to complete certain tasks. Online
Help provides brief answers to such questions.

To access Help

1 Use one of the following methods:
m  Method 1: Click Help on the property sheet for which you need help.
m  Method 2: From the Help menu, choose Help [ Help Topics.
= Method 3: Click ? in the toolbar.
= Method 4: Press F1 on the keyboard.

2 Ifyou selected methods 2, 3, or 4, go to one of the following tabs, based on
how you want to search for a topic:

m To see a list of Help topics, click the Contents tab.
m To look up a subject alphabetically, click the Index tab.

m To do a full-text search to find topics that contain the words you enter,
click the Find tab.
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Configuration files description

This section describes configuration files and the ways in which you can work
with them.

Configuration Manager: File operations diagram

The following diagram shows how configuration information is stored. A
detailed description of each file type and operation follows.

T R(ledmote Office h Backup and restore operations | RLC
folder ;
» Download (.TXT) or unltt at_t
D configuration file 1 | remote sie
D configuration file 2 Upload (.TXT) o
D configuration file 3
9 D configuration file 4/ Administration PC

Configuration Wizard or
Configuration Manager

File Open (.TXT)

File Save As or
Save to File (.TXT)

*OK

Event .dat
file on PC

Telnet or serial
connection

(Node logon
session)

Send, followed by Save to Flash

* Retrieve

Configuration operations

G101411
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Types of files

There are four types of filesthat you can work with in Configuration Manager.
Each fileisidentified by one of the following file name extensions as described

in the following table:

File name File type

When it is created and used

EVENT.DAT Logfile

Thisfilerecords al activities (and messages
associated with those activities) that you perform
while running Configuration Manager, such as

» logging on to Configuration Manager

= logging on to aunit (by serial or Telnet
connection)

= logging off from the unit
m performing configuration changes
m performing firmware upgrades

Thisfile can be very useful when performing
troubleshooting for system problems. If you need
technical support, you might be asked to provide
thisfile.

Note: Information is appended to thisfile each
time you start a new Configuration Manager
session.

*axt Text

Thetext fileis created when you do one of the
following:

m Click Save to File while running the
Configuration Wizard.

» Click File ] Save Aswhileworkingin
Configuration Manager.

= Choose Upload/Download [1 Download
Configuration to save a unit’s configuration in
atext file on the administration PC.
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File name

File type

When it is created and used

* Ixt
(continued)

Text

To view or make changes to the text file (whilein
online or offline mode), do one of the following
to open thefile:

m Click Open while running the Configuration
Wizard.

m Click File 1 Open while running
Configuration Manager.

= Choose Upload/Download [1 Upload
Configuration to load the configuration file to
the unit’s buffer.

For more details about these tasks, see

= “Working with configuration files” on page
163

m “Performing backups and restores’ on page
265.

Note: You can view or edit the contents of the
text file by opening it in aword processing
application, such as WordPad.

* .UPG

Upgrade

Use thisfile type when performing firmware
upgrades. For more details, see “Performing
upgrades’ on page 309.
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Configuration Manager: File operations description

The following table describes each operation shown in the previous diagram:

Operation

Description

OK

When you click OK, the following occurs:

m The changes you make are checked for errors. If errors
are found, an error dialog box appears.

Make the necessary changes, and then click OK again.

m The changes you make are stored in the event.dat file on
your PC. For more information about the event.dat file,
see “Types of files’ on page 157.

To update the flash memory of the unit to which you are
logged on, you must click Send, and then perform a Saveto
Flash. For more details, see “ Send” on page 160.

Note: If you do not click OK on a property sheet before
displaying another property sheet, all changes made on the
property sheet are lost and must be reentered.

File J Open

When you choose File [I Open from the Configuration
Manager menu, you can open a previously saved
configuration file. Thisis useful for preparing and storing
configuration filesin a central location before they are
deployed to the network.

Note: To open afile, the file type must be text (.txt).

Filed SaveAs

When you choose File [ Save As from the Configuration
Manager menu, the unit’s configuration is saved to a
configuration file on your PC. You specify the file name and
directory location.

After you save thefile, you can open and modify the file at
another time.

Notes:
m Thefileissaved asatext (.txt) file.

m |f you close Configuration Manager without performing
aFile [l SaveAs, all changes you made arelost.
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Operation

Description

Send

When you click Send on the current property sheet, any
changes you make to this property sheet are sent to the
buffer on the unit to which you are connected. If the send is
successful, Dat a Sent Successful | y appears.

Note: You must perform a Save to Flash from the Upload/
Download Menu to save the changes in the unit’s flash
memory. For more details, see Save to Flash below.

Send All

When you choose Upload/Download [1 Send All on any
property sheet, changesfor all property sheets are sent to the
buffer on the unit to which you are connected. If the send is
successful, Dat a Sent Successf ul | y appears.

Note: You must perform a Save to Flash from the Upload/
Download Menu to save the changes in the unit’'s flash
memory. For more details, see Save to Flash below.

Retrieve

When you click Retrieve on a property sheet, the
configuration stored on the unit to which you are connected
appears in Configuration Manager.

If theretrieveis successful, Dat a Recei ved
Successf ul | y appears.

Save to Flash

When you choose Upload/Download [1 Save to Flash, the
information stored in the unit’s buffer is saved to flash
memory. This preventsthe configuration from being lost if a
power l0ss occurs on the unit.

Whilein progress, Save to Fl ash in Progress
appearsin the status bar at the bottom of the screen. When
the save to flash is completed, the Data Stored to Flash
dialog box appears.

Note: You must perform a Send or Send All before you
perform a Saveto Flash. You should perform a Saveto Flash
as often as required.
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Operation Description

Upload When you choose Upload/Download [1 Upload

Configuration Configuration from the Configuration Manager menu, the
configuration file you specify is uploaded and written to the
buffer on the unit to which you are connected.

Use this option if you need to restore or replace an entire
configuration.

You must perform a Save to Flash from the Upl oad/
Download Menu to save the changes in the unit’'s flash
memory. If you do not perform a Save to Flash and a power
loss occurs on the unit, the changes are lost.

Whilein progress, Save to Fl ash in Progress
appearsin the status bar at the bottom of the screen.

When the Save to Flash is completed, the Data Stored to
Flash dialog box appears.

Notes:

m To upload a configuration file, the file type must be text
(.txt).

m To perform aconfiguration upload over the IP network, a
TFTP server application must be running on your PC.
Uploads over the serial port are not supported.

m The upload operation does not affect the event.dat file on
the PC.

m The new configuration does not take effect until you
restart the unit. For instructions on how to restart the
unit, see “Performing a system restart or shutdown” on
page 177.
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Operation Description

Download When you choose Upload/Download [1 Download

Configuration Configuration from the Configuration Manager menu, the
configuration stored on the unit to which you are connected
is saved to afile on the PC.

Use this option if you want to create a backup of the unit’s
configuration.

Notes:
m The downloaded file is saved as atext file (.txt).

m The download operation does not affect the event.dat file
on the PC. Therefore, if you make changes and do not
save them, they are lost.
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Working with configuration files

This section explains how to

create a configuration file (see page 164)

open a configuration file in Configuration Manager (see page 165)
perform a configuration upload (see page 166)

perform a configuration download (see page 166)

When to use the Configuration Manager file operations

You can use

When you are

OK, File J Open, and

File SaveAs

working in offline mode
or
connected and logged on to a unit.

Note: When working in offline mode, you must save
the configuration to afile. However, when you are
connected and logged on to a unit, the file save
operation is optional when you use Send or Send All to
update the unit’s flash memory.

one of the following:

Send
Send All
Retrieve

Upload
Configuration

Download
Configuration

connected and logged on to a unit.
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To create a configuration file on the PC

1
2

Start Configuration Manager.
Make the required changes on each property sheet.

Note: You do not have to be logged on to a unit to make configuration
changes. When you are not logged on to a unit, you are performing an
offline configuration.

From the menu, choose File [ Save As.

Result: The Save As dialog box appears.

Save As 7] %]
Savain: I@My Diocurnents LI gl l_ =

File name: IConfiguration.txt
Save as type: I KTFiles(*.bd) LI Cancel |

Enter a descriptive name for the file.

/

It should identify the type of configuration it contains.

Example 1: If the file contains basic configuration that will be used for all
similar-type units, you can type template as the file name.

Example 2: If the file contains configuration that is unique to a specific unit,
enter the unit's name or number as the file name.

Ensure the Save as type box shows Text Files(*.TXT).

Specify the folder where the file is to be saved.
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7  Click OK.

Result: The file is saved.

To open a configuration file

1  Start Configuration Manager.

2 If you want to work in online mode, log on to the unit. Otherwise, ensure
that you have selected the device type.

3 From the menu, choose File [ Open.
Result: The Open dialog box appears.

Open 7] x]
Look in: I@MyDDCuments LI gl :

Files of type: ITextFiIe(”‘. =T LI Cancel |
A

4  Ensure the Files of type box shows Text Files(*.TXT).

Navigate to the folder containing the file you need.
6  Select the file, and then click Open.

Result: The contents of the configuration file are loaded into Configuration
Manager.

7  View the configuration details by clicking each item in the system tree to
display the associated property sheet.
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8 Make changes as necessary, and then do one of the following:
a. Save the file.

b. Click Send to update the unit, and then perform a Save to Flash.

To upload a configuration to a unit

For instructions, see “Restoring the configuration” on page 268.

To download a configuration from a unit

For instructions, see “Creating a backup configuration file’ on page 266.
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Selecting the device type for offline configuration

If you are not logged on to a particular system (that is, an RLC, a Remote Office
911x series system, or a Remote Office 9150 system), you must select the type
of device with which you want to work.

When you select the device type, it causes the Configuration Manager
application to automatically reorganize the system tree with the screens
associated with that device type.

To select the device type

1  Start Configuration Manager as described in “Starting Configuration
Manager” on page 144.

2 Do the following:

To view the

system tree for Do the following

the RLC Choose View [] Device Type [ RLC.
the Remote Office 9150 unit Choose View [] Device Type [J 9150.

3 Click the plus sign beside Configuration Manager in the left pane.

Result: The system tree expands, showing you the types of configuration
you can work with, as shown in the example on page 168.
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ion Manager

RLC System Configuration
‘ |P Configuration
‘ RLC Part Configuration
il Remote Connection Configuiation
il 5P Configuration
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Logging on to a unit

If you want to update the flash memory on a unit as you make configuration
changes, or view statistics and logs, you must log on to the unit. Each unit hasits
own administration ID and password.

You can log on to the unit by using one of the following connection methods:

m  Telnet (over the IP network)
= Seria port

Connection types

If the RLC or Remote Office 9150 unit is connected to the administration PC by
the RS-232 cable, you can establish a connection through the serial port.

If Ethernet connectivity has been established between the administration PC and
the RLC or Remote Office 9150 unit, you can establish an IP connection with
Telnet.

Connection history

The Configuration Manager maintains a history of past unit connections. You
can select and then connect to a unit from the history list that appearsin the
Connect menu.

Note: The connection history list is deleted each time you upgrade the
Configuration Manager software.

Default logon ID and password
The default logon ID is guest. It cannot be changed.

The default password is guest123. The password can be different if it was
changed.
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Auto logoff

If the connection has remained active with no activity for 15 minutes or more,
you are automatically logged off and the Session Timed Out message appears.
This helps to secure the configuration in the event that you walk away from the
administration PC while logged on to a unit.

To log on to a unit using the connection history

1 From the menu, choose Connect L1 IP address of the unit to which you
want to log on.

Result: The User Authentication for Telnet Mode dialog box appears.

User Authentication for Telnet Mode [ %]

Login Mame I
Passward I

Cancel |

2 Enter your logon name and password, and then click OK.

Result: The connection attempt is initiated. Tryi ng t o Connect to <l P
addr ess> message might appear.

IF the logon attempt THEN

failed the following message appears:
10060 TELNET CONNECTI ON FAI LED
Go back to step 1.
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IF the logon attempt THEN

succeeded the User Logged In dialog box appears.
Click OK.
Result: The following dialog box appears:

Startup Information E

Syztem Information

BOARD YERSION : 1_00_00 RLC
TIME: 14:53

DATE: MAR-07-2001

MAC ADDRESS : 00:50:D7:04:5C:A3
IF INFORMATION

T

System Messages
SYSTEM STATUS - HEALTHY

LAST LOGIN WWAS TERMINATED. .|
PLEASE SEE THE LOG REPORT TO GET MORE DETAILS

Lo [ Db

Fieading Configuration D ata from Board

The following messages appear above the
progress bar at the bottom of the dialog box:

m Reading Hardware Information
m Reading DSP Load Data
m Reading Configuration Data

These messages mean that Configuration
Manager is obtaining the unit's configuration
information from flash memory.

When initialization completes, click on the Close
button.
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To log on to a unit using Telnet

Note: If someone elseis aready logged on to the unit, you cannot log on.
1  From the menu, choose Connect [ Logon Unit [1 Telnet.

Result: The Telnet Configuration dialog box appears.

Telnet Configuration [ %]

IP Address [

Cancel |

2 Enter the IP Address of the unit to which you want to connect and click OK.
Result: The User Authentication for Telnet Mode dialog box appears.

Login Mame I
Passward I

Cancel |

3 Enter your logon name and password, and then click OK.

Result: The connection attempt is initiated. The message Tryi ng to
Connect to <l P address> message might appear.

IF the logon attempt THEN

failed the following message appears:
10060 TELNET CONNECTI ON FAI LED
Go back to step 1.

172 Remote Office 9150



September 2001 Configuration Manager overview

IF the logon attempt THEN

succeeded the User Logged In dialog box appears.
Click OK.
Result: The following dialog box appears:

Startup Information E

Syztem Information

BOARD YERSION : 1_00_00 RLC
TIME: 14:53

DATE: MAR-07-2001

MAC ADDRESS : 00:50:D7:04:5C:A3
IF INFORMATION

T

System Messages
SYSTEM STATUS - HEALTHY

LAST LOGIN WWAS TERMINATED. .|
PLEASE SEE THE LOG REPORT TO GET MORE DETAILS

Lo [ Db

Fieading Configuration D ata from Board

The following messages appear above the
progress bar at the bottom of the dialog box:

m Reading Hardware Information
m Reading DSP Load Data
m Reading Configuration Data

These messages mean that Configuration
Manager is obtaining the unit's configuration
information from flash memory.

When initialization completes, click on the Close
button.
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To log on to a unit using the serial port

1 From the menu, choose Connect [1 Logon Unit [J Serial.
Result: The Serial Port Configuration dialog box appears.

Serial Port Configuration [ %]

Part Mumnber: Ih

Cancel |

2 Enter the COM port number to which the unit is connected, and then click
OK.

Result: The User Authentication for Serial Mode dialog box appears.

User Authentication for Serial Mode [ x|

Login Mame I

Fassword I

oK I Cancel |

3 Enter your logon name and password, and then click OK.

Result: The connection attempt is initiated. The message Tryi ng to
Connect via Serial Port <port nunber> might appear.

IF the logon attempt THEN

failed the following message appears:
SERI AL CONNECTI ON FAI LED

Check the serial port connection and ensure it is
good. Then, go back to step 1.
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IF the logon attempt THEN

succeeded the User Logged In dialog box appears.
Click OK.
Result: The following dialog box appears:

Startup Information E

Syztem Information

BOARD YERSION : 1_00_00 RLC
TIME: 14:53

DATE: MAR-07-2001

MAC ADDRESS : 00:50:D7:04:5C:A3
IF INFORMATION

T

System Messages
SYSTEM STATUS - HEALTHY

LAST LOGIN WWAS TERMINATED. .|
PLEASE SEE THE LOG REPORT TO GET MORE DETAILS

Lo [ Db

Fieading Configuration D ata from Board

The following messages appear above the
progress bar at the bottom of the dialog box:

m Reading Hardware Information
m Reading DSP Load Data
m Reading Configuration Data

These messages mean that Configuration
Manager is obtaining the unit's configuration
information from flash memory.

When initialization is completed, click on the
Close button.

To access property sheets associated with the unit
1 Click the plus sign beside Configuration Manager.
Result: This expands the system tree.
2 Click the name of the property sheet with which you want to work.

Result: The property sheet appears in the right pane.
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Logging off from a unit

When you are finished using Configuration Manager to make configuration
changes, or to view logs and statistics, you should log off from the unit. Logging
off secures the unit’s configuration.

To log off from the unit

1

From the menu, choose Connect [ Logoff Unit.
Result: The Log off dialog box appears.

Log off [ <]
ARE vOU SURE?

Click Yes.
Result: The following dialog box appears:

Configuration Manager B3

@ Uszer Logged off.

Click OK.
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Performing a system restart or shutdown

Configuration Manager allows you to perform a controlled system restart or
shutdown.

When to perform a restart
You must perform a system restart each time you change the configuration or
upgrade the firmware.

When to perform a shutdown

You must perform a system shutdown when

m  you want to install DSP application or trunk interface modules
= you need to power down the system for any reason

To perform a system restart

1 From the menu, choose Connect [1 System Reset [1 Restart.

Result: The System Restart dialog box appears.

& This will restart your system. Are you Sure?

Nao |

2 Click Yes.
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Result: The following status dialog box appears:

L[]

The following message also appears in the status bar at the bottom of the
screen:

Restarting the System

The status continues to show Online. When the system restart is
completed, the following dialog box appears to inform you that the system
restart was successful and that you were logged off:

Configuration Manager ]

@ System restarted Successfully. User has been logged out

3  Click OK.

Result: You are prompted to log back on using the previous connection
method (Serial or Telnet).

To perform a system shutdown

ATTENTION Do not perform this procedure if you do not have physical

access to the unit. To recover from the system shutdown, you
must power the unit off, and then power it back on.

1 Choose Connect [ System Reset [] Shutdown.
Result: The System Shutdown dialog box appears.
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System Shutdown B

& Thiz will shutdown wour system. Y'ou will require a power toggle to restart, Are you Sure?

2 Click Yes.

Result: Your logon session is disconnected, and the following message
appears in the status bar at the bottom of the screen:

Shutting Down the System
The status shows Offline.

3 Turn the power off.

Note: You must turn the power off before you can power the unit back up.
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Closing Configuration Manager

When you have completed all the configuration modifications you want to
make, or are done viewing unit logs and statistics, close the Configuration
Manager application. This secures the configuration, preventing others from
accessing it if you walk away from the administration PC while logged on to a
unit.

To close Configuration Manager

CAUTION
& Risk of configuration loss

If you close Configuration Manager without saving the changes
you made to a file on your PC, or without updating the flash
memory of the unit you were working on, all changes are lost. You
must reenter any changes you made.

1  Ensure that you have saved all configuration changes by doing one or more
of the following:

= From the menu, choose File [1 Save As, and then specify the name for
the configuration file. The file is saved on the administration PC hard
disk.

m Update the flash memory of the unit to which you are connected by
doing one of the following:

m Click Send on any property sheet, and then choose Upload/
Download [] Save to Flash.

m Click Send All on any property sheet, and then choose
Upload/Download [] Save to Flash.

m If you have saved the changes to a file, choose
Upload/Download [1 Upload Configuration.
For instructions, see “Restoring the configuration” on page 268.
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2  Log off by choosing Connect [J Logoff Unit.
3 From the menu, choose File [] Exit.

Result: The Configuration Manager closes.
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Uninstalling the Configuration Manager software

If you need to remove the Configuration Manager software from your
administration PC, do the following:

1
2
3

Click Start » Settings > Control Panel.

Double-click Add/Remove Programs.

Select Remote Office from the list, and then click Add/Remove.
Result: The following dialog box appears:

Confirm File Deletion B

@ Are you sure pou want to completely remove 'Remate Office’ and all of its components?

Click Yes.

Result: The Uninstall Shield begins the uninstall and displays the progress.
When the uninstall is completed, the screen appears as follows:

Remove Programs From Your Computer

unlnstallShigld will remove the software ‘Remate Office’ from
your computer. Please wait while each of the following
components is removed...

Shared program files...

Standard program files. ..

Falder items. ..

Frogram folders...

Program directories. ..

T O T

Frogram registry entries...

Uningtall successfully completed.
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Configuring the Remote Office 9150 unit

In this chapter

Configuring the system settings 184
Configuring International Tones 190
Configuring the Remote Office 9150 unit’s IP interface 195
Configuring the RLC connection information 198
Configuring the PSTN connection number 202
Configuring the security level 204
Configuring trunks and trunk groups 208
Configuring stations 219
Configuring a fax station 231
Configuring DSP resources 235
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Configuring the system settings

This section describes the settings that apply to the system rather than to the
RLC port or Remote Office 9150 trunks or stations.

Getting there 9150 [0 Configuration Manager [1 9150 System Configuration

System Configuration sheet
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To configure the Remote Office 9150 system settings

1 Complete the fields as described in “9150 System Configuration field
descriptions” on page 186.

2 Click OK to save the information in the temporary work file.

3  To update the Remote Office 9150 unit with the new information, click

Send.
IF you are THEN
logged on to the the changes are written into the Remote

Remote Office 9150 unit  Office 9150 unit’s buffer.
To save the changes in flash memory, choose
Upload/Download [] Save to Flash.
not logged on to the the Connection not Established dialog box
Remote Office 9150 unit appears:
Do one of the following:

= Log on to the Remote Office 9150 unit,
and then click Send again.

m Save the changes to a file on your
administration PC.
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9150 System Configuration field descriptions

Field

Unit ID

Node Name

Time Offset

Emergency Activation Code

Description

Enter a unique number between 1 and 255 to identify this
Remote Office 9150 unit. This number must be different
from:

m the number assigned to the RLC where this Remote
Office 9150 unit connects

» the numbers assigned to other remote units connected
to the same RLC

Enter your site name.

The node name uniquely identifies this Remote Office
9150 site in the RLC network.

Click the up or down arrows to change the time zone
difference between this Remote Office 9150 unit and the
RLC.

Note: Time Offset isin 15-minute intervals to a maximum
of, plus or minus, 24 hours.

If you are using the PSTN to route calls, then enter the
number your community dialsto reach an emergency
service.

Note: Only enter the Emergency Activation Code (for
example, 911 in North America). Do not include the trunk
access code because the Emergency Activation code dials
out directly on the PSTN.

If you are using only the IP network to route calls, leave
thisfield blank.
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Field

SPRE Codes: Online

SPRE Codes: Paging

SPRE Codes: Registration

SPRE Codes: Offline

Description

Enter the SPRE code that is used to put your site into
online mode, or accept the default. The default is#99.

Note: The SPRE code is automatically prefixed with the
pound sign (# in North America). This means users must
dial # before the SPRE code when going into online mode.

Maximum length: 3 digitsin addition to the pound sign.

Refer to “Onlineg/offline table” on page 46 for more
information.

Enter the SPRE code that is used to announce pagesto
other stationsin your office, or accept the default code.
The default is #05.

Note: The SPRE code is automatically prefixed with a
pound sign (#). This means users must dia # before the
SPRE code when initiating a page.

Maximum length: 3 digitsin addition to the pound sign

Enter the SPRE code that allows a multi-user or port-
sharing participant to begin a session, or accept the default
code. The default is#97.

Note: The SPRE code is automatically prefixed with a
pound sign (#). This means users must dia # before the
SPRE code when registering for a port.

Maximum length: 3 digitsin addition to the pound sign

Enter the SPRE code that is used to put your site into
offline mode, or accept the default code. The default is
#98.

Note: The SPRE code is automatically prefixed with the
pound sign (# in North America). This means users must
dial # before the SPRE code when going into offline mode.

Maximum length: 3 digitsin addition to the pound sign
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Field Description

SPRE Codes: Local Calling Enter the SPRE code that allows analog or ATA-equipped
station users to change the outgoing call mode to locally
controlled mode. The default is#8.

Note: The SPRE code is automatically prefixed with a
pound sign (#). This means users must dial # before the
SPRE code when initiating alocal call on an analog or
ATA-equipped station.

Maximum length: 3 digitsin addition to the pound sign

SPRE Codes: Enter the SPRE code that will allow a multi-user or port
DeRegistration sharing participant to end a session, or accept the default
code. The default is#96.

Note: The SPRE code is automatically prefixed with a
pound sign (#). This means users must dia # before the
SPRE code when disengaging from a port.

Maximum length: 3 digitsin addition to the pound sign

Trunk support Choose 56K if you know that your Remote Office 9150
unit isin a PSTN network that can only transport at 56K.

Choose 64K if you know that your Remote Office 9150
unit isin a PSTN network that supports speeds that vary
from 64K to 56K. The Remote Office system dynamically
adapts and downgrades a call to 56K if 64K is not
available.
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Field

Local SwitchOver

Companding Algorithm

Multiple Subscriber Number

Description

Select Enable to automatically route through the Remote
Office 9150 unit, the voice path for local station-to-station
calls that are made on the host call appearance key.

The signaling data is routed through the host PBX.
However, the voice path is routed through the Remote
Office 9150 unit to:

= prevent tromboning between the RLC and Remote
Office 9150 unit

m save connection bandwidth
Select Disable to route the voice path through the PBX.

Note: You must enable the DN Discovery feature in order
for the Local SwitchOver feature to work. Refer to the
Reach Line Card I nstallation and Administration Guide
(NTP 555-8421-210) to enable DN Discovery.

Select the companding algorithm for the Remote Office
9150 unit.

Valid options are: Mu-law, A-law, Automatic

Note: A-law is standard for Europe and most areas outside
of North America. Mu-law is standard for Japan and North
America

Choose Enable if the Central Office has given a separate
DN number to each B-channel.

Choose Disable if the Central Office has given a separate
DN number to each B-channel.

Installation and Administration Guide 189



Configuring the Remote Office 9150 unit Standard 2.0

Configuring International Tones

The Tone Code field on the International Tones Support dialog box specifies the
frequency and levelsfor the NT8D17 TDS card.

When configuring International Tones, consider the following:

m International Tone configuration uses NT8D17 card Tone Codes. These
codes are valid for all countries and Option11/IPE Controller cards.

m  To configure the four international tones, you need to obtain the following
FTCvaluesfor DIAL, RGBK, BUSY and OVFL from LD 56 of your PBX:

>l d 56

REQ prt
TYPE FTC Look for the DIAL,RGBK, BUSY and OVFL values

DAL

XTON 129 Enter the XTON value as the “Tone Code” value for this tone
XCAD 000 XCAD is used below to determine the Repeat, No. of Cycles and Cadence Time
RGEBK

XTON 132

XCAD 32

BUSY

XTON 130

XCAD 30

OvFL

XTON 130

XCAD 0
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In the following example there are three different values for XCAD. Collect the
LD 56 WCAD details for each different XCAD value.

> d 56

REQ prt

TYPE FCAD

WCAD 0 for XCAD 0

CDNC 00000 00000 00000 00000 00000 00000 00000 00000 0000 00000
END OFF

WION NO

REQ prt

WCAD 30

CDNC 100 50 00000 ...
END REPT

CYCs 1

WON NO

REQ prt

WCAD 32

CDNC 102 102 205 819 00000 ...
END REPT

CyCs 1 2

WON NO

Note the values printed for CDNC, END, and CYCS.

If END = REPT, then the value entered into the End Repeat field is “ Repeat”.
CYCSusualy has“1” or “1 2". Enter the largest number as the No. of Cycles.
Enter the non-zero CDNC valuesinto the Cadence Timefields.
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Getting there 9150 [0 Configuration Manager [1 9150 System Configuration

International Tones Support property sheet
International Tones Support

End Repeat

Tane Type . ’7 & if " Repeat

Tone Code |4 Ma of Cycles ID

— Cadence Time

ok | Close | Default | Help

To configure International Tones

1 Click on the International Tones button in the System Configuration sheet.

2 Complete the fields as described in “International Tone field descriptions”
on page 193.

3  Click OK to save the information in the temporary work file.
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International Tone field descriptions

Field

Tone Type

End Repeat

Tone Code

No of Cycles

Cadence Time

Description

Enter the Tone Type for your country. Valid options are:
Dial, RGBK, BUSY, OVFL

Dial: dial tone signifies that the telephone is ready to
receive dialed digits.

RGBK: ringback signifies that the dialed line is ringing.
Busy: busy signal signifies that the dialed line is not ready
to receive calls.

Ovfl: overflow (congestion) tone signifies that there are no
channels available.

Select Off if you want the tone type you selected to be a
constant tone.

Select Repeat if you want the selected tone type to have on
and off phases.

Note: If you chose End Repeat: Off, then the No of Cycles
and Cadence Timefields are dimmed.

Enter the four letter LD 56 Tone Codes that you want this
Remote Office 9150 unit to use for the tone type you
selected.

Enter the number of cycles that you want in the tone type
you selected.

Two boxes in the Cadence Time field become active for
each cycle you request.

Valid options are: 1, 2, 3, 4

Enter the length, in milliseconds, of the phases of the
cadence that you want to configure for the tone type you
selected.

Refer to the X11 Administration Guide (NTP 553-3001-
311) for more information.
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Note: Refer to the Configuration Manager Help file for more information about
International Tones.
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Configuring the Remote Office 9150 unit’s IP
interface

This section explains how to enter the | P address, subnet mask, and default
gateway for the Remote Office 9150 unit.

Differentiated Services (DiffServ)

This setting modifies the |P Header and is applicable across the entire WAN. If
enabled, this feature allows the Remote Office 9150 unit to set the DiffServ
code-paint to Nortel Network’s standards for Voice over | P: EF (Expedited
Forwarding).

802.1p

This setting inserts an additional tag at the Media Access Control (MAC) layer
of IEEE 802.3 and therefore ends at the first router. Refer to RFC 2474.

Getting there 9150 [ Configuration Manager [1 IP Configuration
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IP Configuration sheet

To enter the IP addresses

1

Enter the IP address assigned to the Remote Office 9150 unit into the IP
Address boxes.

Enter the subnet mask into the IP Network Mask boxes.
Enter the IP address of the network gateway into the IP Gateway boxes.

To enable DiffServ, click on the Enable option button in the DiffServ
CodePoint field.

To enable 802.1p mapping, click on the Enable button in the 802.1p
Mapping field.

Click OK to save the information in the temporary work file.
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7  To update the Remote Office 9150 unit with the new information, click
Send.

IF you are THEN

logged on to the Remote  the changes are written into the Remote
Office 9150 unit Office 9150 unit’s buffer.

To save the changes in flash memory, choose
Upload/Download [J Save to Flash.

not logged on to the The Connection not Established dialog box
Remote Office 9150 unit appears.

Do one of the following:

= Log on to the Remote Office 9150 unit,
and then click Send again.

m Save the changes to a file on your
administration PC.

8 Restart the Remote Office 9150 unit.

Note: For instructions on how to restart the Remote Office 9150 unit, see
“Performing a system restart or shutdown” on page 177.
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Configuring the RLC connection information

This section describes how to configure information needed by the Remote
Office 9150 unit to establish connections with the RLC on the host PBX.

Getting there 9150 [0 Configuration Manager [1 RLC Connection Configuration

RLC Connection Configuration sheet
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To configure the RLC connection information

1 Complete the fields as described in “RLC Connection Configuration field
descriptions” on page 200.

2 Click OK to save the information in the temporary work file.

3  To update the Remote Office 9150 unit with the new information, click

Send.
IF you are THEN
logged on to the the changes are written into the Remote

Remote Office 9150 unit  Office 9150 unit’s buffer.
To save the changes in flash memory, choose
Upload/Download [] Save to Flash.

not logged on to the The Connection not Established dialog box
Remote Office 9150 unit appears.

Do one of the following:

= Log on to the Remote Office 9150 unit,
and then click Send again.

m Save the changes to a file on your
administration PC.
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RLC Connection Configuration field descriptions

Field

Unit ID

IP Connection

IP Address

IP Signaling

PSTN Connection

Description

Enter the number (between 1 and 255) assigned to the
RL C to which this Remote Office 9150 unit is connected.

The RLC's unit ID must be different from
= this Remote Office 9150 unit’s ID

= the IDs of other units that are also connected to the
RLC

Note: This Unit ID must be entered on the Remote
Connection Configuration property sheet onthe RLC to
create the communication path between this Remote
Office 9150 unit and the RLC.

Select Enable if you want to route calls over your IP
network.

Select Disableif you do not want to route calls over your
I P network.

Enter the RLC's |P address. The Remote Office 9150 unit
will use this | P address to connect to the RLC over the IP
network.

Select Enable if you want to set the IP signaling
connection to permanent mode on the Remote Office 9150
unit.

Refer to “Deployment options’ on page 82 for more
information.

Select Enable if you want to route calls over the PSTN.

Select Disable if you do not want to route calls over the
PSTN.

200

Remote Office 9150



September 2001 Configuring the Remote Office 9150 unit

Field Description

Block Incoming Local Call  Select Enable if incoming local calls should not be
on Primary B Channel received on the first B-channel.

Select Disable if the first B-channel should receive
incoming local calls.
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Configuring the PSTN connection number

The PSTN number corresponds to the dedicated network port on the RLC for
your Remote Office 9150 unit. The PSTN number to connect to the RLC must
be configured in a specific manner. If you select Caller ID as the security level,
then the PSTN number that you enter for the Remote Office 9150 unit to connect
to the RLC is compared with the telephone number configured on the RLC for
your site. If the two humbers do not match, the call is dropped.

Note: Enter the PSTN number to connect to RLC exactly asit must be dialed by
the Remote Office 9150 unit, including 1 for long distance and 9 for Centrex
trunk access.

Getting there 9150 [0 Configuration Manager [1 RLC Connection Configuration

RLC Connection Configuration sheet

RLC CONNECTION CONFIGURATION

Uit ICr 254
~ IP Connection PSTH Connection
" Enable v Disable " Enable ' Disable
PSTM Mumber to Connect to RLC
IP Address IU IU o 1o ‘ I

IP Signaling | € Femanent & [ Demand 1% Eriatile 7] Disahle

"Bluck Incoming Lozal Call on Primary B Channel

i Security Lewel Security [d

Inbaund Security 1D
Security Level  [No Security vl
Outbound Security |D

Caller ID |

oK Delail | Send T Heieve ) Heo |
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To configure the PSTN number

1 Enable the PSTN Connection option.

2 Enter the telephone that the Remote Office 9150 unit will dial to connect to
the RLC in the PSTN Number to Connect to RLC field.

3  Click OK to save the information in the temporary work file.

4  To update the Remote Office 9150 unit with the new information, click

Send.

IF you are

THEN

logged on to the
Remote Office 9150 unit

not logged on to the
Remote Office 9150 unit

the changes are written into the Remote
Office 9150 unit’s buffer.

To save the changes in flash memory, choose
Upload/Download [] Save to Flash.

The Connection not Established dialog box
appears.

Do one of the following:

= Log on to the Remote Office 9150 unit,
and then click Send again.

m Save the changes to a file on your
administration PC.
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Configuring the security level

It is recommended that you implement a security authentication method on both
the RLC and the Remote Office 9150 unit to prevent toll fraud.

The security level defines what type of security authentication is used between
the Remote Office 9150 unit and the host PBX. The information used to perform

security authentication depends on the security level chosen. There are three
levels of security:

m  No security (default setting)
u Caller ID
s ProvisionID

For adetailed description of these security levels refer to “ System security” on
page 30.

Getting there 9150 [I Configuration Manager [1 RLC Connection Configuration
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RLC Connection Configuration sheet

To configure the security level

1  Select one of the following security level settings from the Security Level list
box:

= No Security
m Caller ID

m  Provision ID

Installation and Administration Guide 205



Configuring the Remote Office 9150 unit Standard 2.0

2 If you selected Caller ID or Provision ID security levels, do one of the

following:
IF you selected THEN
Caller ID click CallerID.
Result: The List of Caller IDs dialog box
appears.

CallerlD | | | |

Add Femove | Petieve | Cose | Hep |

In the Caller ID box, enter the telephone
number from which the Remote Office 9150
unit can accept calls. Ensure that the
telephone number you enter matches the
Caller ID actually presented by the RLC.

Click OK, and then click Add from the pop-up
menu that appears.

Result: The telephone number appears in the
blank box.
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IF you selected

THEN

Provision ID

the Security ID fields are enabled.

Do the following:

m Enter the RLC'’s security identifier (must
be a 10 digit password) in the Inbound
Security ID field.

m Enter the Remote Office 9150 unit's
security identifier (must be a 10 digit

password) in the Outbound Security 1D
field.

Note: You must configure the same security
identifiersin reverse on the RLC port to
which this Remote Office 9150 unit is
assigned.

3  Click OK to save the information in the temporary work file.

4 To update the Remote Office 9150 unit with the new information, click

Send.

IF you are

THEN

logged on to the
Remote Office 9150 unit

not logged on to the
Remote Office 9150 unit

the changes are written into the Remote
Office 9150 unit’s buffer.

To save the changes in flash memory, choose
Upload/Download [J Save to Flash.

The Connection not Established dialog box
appears.

Do one of the following:

= Log on to the Remote Office 9150 unit,
and then click Send again.

m Save the changes to a file on your
administration PC.
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Configuring trunks and trunk groups

This section explains how to configure your trunks to connect with the RLC at
the host site, or to make calls through the local PSTN. The procedure to
configure BRI trunks can be found on page 211. The procedure to configure
trunk groups can be found on page 215.

Trunks

A trunk isthe straight connection between the PSTN and the Remote Office
9150 unit. Each ISDN BRI line (up to four are supported by the Remote Office
9150 unit) provides two B-channels. In Remote Office 9150 unit context, each
B-channel equals one trunk.

Each B-channel can be defined as alocal trunk, remote trunk, or both.

Note: Remote Office 9150 units support MSN. If each B-channel has a unique
DN then the configuration of the first B-channel defines both b-channels.

Local trunk
The trunk is used to make local calls over the PSTN.

Remote trunk

A remote trunk is used to establish a connection to the RLC from the Remote
Office 9150 unit.

Local and remote trunk
A B-channel that is defined as both local and remote can be used to make calls
through both the local PSTN, as well as through the RLC on the host PBX.

Primary trunk on the Remote Office 9150 unit
The primary trunk on the Remote Office 9150 unit is one of the following:

m  thelowest-numbered B-channel defined as Remote only
= thelowest-numbered B-channel defined as Local and Remote
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Since alocal call can cause blocking of an incoming host-controlled call on a B-
channel defined as Local and Remote, or prevent QoS transitions from
occurring, Nortel Networks recommends that you configure the primary trunk as
Remote only. For example, Module 4 first B channel.

Do not include the primary trunk in any trunk groups.

Trunk groups

A trunk group consists of one or more B-channels that are logically grouped.
You can configure up to eight trunk groups. For example, you can configure

s each B-channd as adifferent trunk group
= two or more B-channels as a trunk group

A B-channel can be amember of more than one trunk group.

Trunk access codes

Trunk access codes are numbers that are used by the Remote Office 9150 unit to
determine which trunk group to use when routing the call. You must define a
trunk access code for each trunk group.

For example, you can assign trunk access codes #61 and #62, as shown below:

Group 1 Group 2
Trunk 1 Trunk 3
Trunk 2 Trunk 4
Trunk access code: #61 Trunk access code: #62

If auser dialstrunk access code #61, the call isrouted (or processed) using
trunks 1 or 2. If trunks 1 and 2 are both busy, the user’s call is blocked (the user
receives afast busy signal).

Note: All trunk access codes are automatically defined in Configuration
Manager with a pound prefix (# in North America) so that there are no conflicts
with host PBX dialing plans. Trunk access codes must be between one and three
digitsin length in addition to the pound sign.
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For alist of the default trunk access codes, refer to the “ Remote Office 9150
Configuration Information—Dialing Plans on page 354.

ISDN configuration

In order to configure European ISDN, the PSTN must support the following
features:

m  Multiple Subscriber Numbering (MSN)
m  Two directory numbers (one per B channel)
The default configuration setting for BRI SPIDsisNC (Not Configured). Ensure

that no supplemental ISDN services, (for example, Call Waiting) are provided as
this may disrupt the data path and drop calls.

European ISDN
When configuring Eurol SDN and ETSI variants, the BRI Configuration SPIDs
must be set to NC (not configured).

To change Eurol SDN SPID values, complete the following procedure:
1 Go to Configuration Manager > 9150 > BRI Configuration.

2 Click on the Default button.

3 Configure the DNs, SPIDs, and ISDN line type.

Note: Only A-Law configuration is fully supported with ETSI configurations.

National ISDN
If you select National ISDN asthelinetype, there are minor protocol differences
between National ISDN -1, -2, -3, and -4. The Proprietary Switch linetypeis
more general and should be used if problems are encountered.
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Configuring BRI trunks

This topic shows you how to configure the BRI trunks. See “ Configuring trunks
and trunk groups’ on page 208 for a detailed explanation of BRI configuration
Settings.

Getting there 9150 [0 Configuration Manager [1 BRI Configuration

BRI Configuration sheet

Proprietary Switch
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To enter the BRI settings

1 Complete the fields as described in “BRI Configuration field descriptions”

on page 213.

2 Click OK to save the information in the temporary work file.

3  To update the Remote Office 9150 unit with the new information, click

Send.

IF you are

THEN

logged on to the
Remote Office 9150 unit

not logged on to the
Remote Office 9150 unit

the changes are written into the Remote
Office 9150 unit’s buffer.

To save the changes in flash memory, choose
Upload/Download [] Save to Flash.

The Connection not Established dialog box
appears.

Do one of the following:

= Log on to the Remote Office 9150 unit,
and then click Send again.

m Save the changes to a file on your
administration PC.
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BRI Configuration field descriptions

Field

Module #

ISDN Line Type

Switch Type

Status (B channel 1
and B channel 2)

Type (B channel 1
and B channel 2)

Description

Select the number identifying the trunk interface module
that you are configuring.

Note: The number you select must match the module
position where the module has been installed.

Valid options:. 4 through 7

Select the ISDN variant used in your country.
Get thisinformation from your ISDN service provider.

Select the type of switch used by your ISDN service
provider for thistrunk.

Get thisinformation from your ISDN service provider.

Select Enable to activate the ISDN BRI channel.
Select Disable to deactivate it.

Select the type of connection—Ilocal, remote, or local and
remote.

m Local: Thistrunk is used for local PSTN calls only.

» Remote; Thistrunk creates a circuit-switched
connection path to the host PBX.

s Local & Remote: Thistrunk can routelocal PSTN calls
and host PBX calls.

Note: If you select Local or Local & Remote, then the
Allocation field is enabled.

Installation and Administration Guide 213



Configuring the Remote Office 9150 unit Standard 2.0

Field Description

PSTN Number Enter the full telephone number provided to you by your
(B channel 1 and B channel  |SDN service provider for this B-channel. Include access
2) codes, dialing prefix, and area code if necessary.

When entering the area code, always enter it directly
before the main telephone number. Do not use ahyphen (-)
as a separator because hyphens are reserved for

subaddressing.
SPID (B channel 1 Enter the Service Profile Identifier (SPID) provided to you
and B channel 2) by your ISDN service provider for this B-channel.
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Configuring trunk groups

This section shows you how to enable and create trunk groups for use with the
Remote Office 9150 unit. For more information, see“ Trunk groups’ and “ Trunk
access codes’ on page 209.

Getting there 9150 [0 Configuration Manager [1 Trunk Group Configuration

Trunk Group Configuration sheet

To configure trunk groups

1 Complete the fields as described in “Trunk Group Configuration field
descriptions” below.

2  Click OK to save the information in the temporary work file.
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3 To update the Remote Office 9150 unit with the new information, click

Send.

IF you are

THEN

logged on to the
Remote Office 9150 unit

not logged on to the
Remote Office 9150 unit

the changes are written into the Remote
Office 9150 unit’s buffer.

To save the changes in flash memory, choose
Upload/Download [J Save to Flash.

The Connection not Established dialog box
appears.

Do one of the following:

= Log on to the Remote Office 9150 unit,
and then click Send again.

m Save the changes to a file on your
administration PC.
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Trunk Group Configuration field descriptions

Field
Group No

Status

Trunk Access Code

Local DNs to Alert: Not
Configured

Description
Select agroup number. You can create up to ten groups.

Select Enable to activate the trunk group.
Select Disable to deactivate the trunk group.

Enter the trunk access code that you want to assign to the
trunk group, or accept the default.

Note: Thetrunk access codeisautomatically prefixed with a
pound sign (#in North America). This means users must
dial the # before the trunk access code when making an
outgoing local call.

Maximum length: 1 to 3 digitsin addition to the pound sign

Select the Not Configured box if you want all setsto ring for
incoming local calls.

If you want incoming callsto ring on specific telephones
only, then enter the DNs of those telephones.

If you do not configure DNsfor aparticular trunk group then
all of the DNs (both Local only and Loca and Remote) will
aert.

If you configure DNs but the trunk group is disabled, then
all of the DNs (both Local only and Local and Remote) will
aert.
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Field Description

Trunk Group Click Trunk Group B Channels.

B Channels Result: The Trunk Group B-Channel dialog box appears.
Module Device B Channel
E o o 4
E o [ r
F o o r
F o [ r
F o o r
F o [ r
[ o o r
[ o [ | ™ |

QK I Drefault | Cancel | Help |

Trunk Group Complete the fields as follows:
B Channels

(continued) m Module: Displaystrunk interface module numbers.

m Device: Displaysthe internal device number for each
B-channel provided by the module.

m B Channel: Displays B-channel numbers.

m Check boxes: Click the check box for each B-channel
you want to include in this trunk group.

Note: A B-channel can be amember of more than one trunk
group.
Click OK.
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Configuring stations

This section explains how to configure the Remote Office 9150 unit so that it
can:

=  route calls between the stations at your site and the host PBX

Each tation is associated with a port on the RLC, and can be configured
with different capahilities.

m  makecallsthrough thelocal PSTN or to other stations at the Remote Office
9150 site

If resources on the RLC on the host PBX allow, you can configure up to

32 telephone stations plus one analog device (such as an analog telephone or fax
machine). This configuration assumes that none of the stations are equipped
with Analog Telephone Adapters (ATAS) or Meridian Communication Adapters
(MCAYS).

Bridge Ports

Bridge Ports are proxy ports that represent local calls or inbound PSTN callsto
the PBX. When alocal call on a Remote Office 9150 unit needs PBX services,
the Bridge Port obtains a PBX presence on behalf of thelocal call.

When configuring Bridge Ports:

m  Consider the number of simultaneous remote service telephone calls and
the number of bridge portsin use when determining PSTN or |P bandwidth
needs.

m  Remember that every local ISDN call reduces the PSTN bandwidth
available for remote service telephone calls and bridge ports when
determining needed PSTN bandwidth.
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Notes: You can configure amaximum of sixteen (16) Bridge Ports. You must
configure at least one SCR key on the set for the Bridge Port feature to work.

You must configure Bridge Port parameters on both the RL C and Remote Office
9150 unit. For information regarding Bridge Port configuration on the RLC,
refer to the Reach Line Card Installation and Administration Guide

(NTP 555-8421-210).

Note: Loca Only sets do not support conference callsto alocal Remote Office
9150 unit or to ahost PBX. Local Only sets can dial host PBX DNs using an
enabled Bridge Port.

Configuring Bridge Ports reduces the total number of ports available from the
RLC.

Call processing capabilities and station settings

Each station can be defined as a telephone that can process

s locd calsonly
= remote calsonly
m local and remote calls

Stations defined with local call capability are further defined with telephone
features and local call appearance keys. Stations that are defined with remote
call capability do not need to be further configured because they inherit their
features and call appearance keys from their associated port configurations on
the host PBX.

Local call capability

Stations defined as local can make and receive calls through the local PSTN or
to other stations at the Remote Office 9150 site. Calls through the host PBX are
not allowed.

Local stations are not associated with RLC ports.

Remote call capability

Stations defined as remote are associated with RLC ports, and can make and
receive calls through the host PBX only. Calls through the local PSTN are not
allowed.
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Local and remote call capability

Stations defined as local and remote are associated with RLC ports, and can
= make and receive calls through both the host PBX and the local PSTN
= make calsto other stations at the Remote Office 9150 site

Outgoing calls are routed according to the call appearance key used to initiate
the call.

m  Callsinitiated on the key defined as the host call appearance key (also
referred to as the primary DN key) are routed through the host PBX.

m  External calsinitiated on the key defined as the local call appearance key
are routed through the local PSTN.

m Interna callsinitiated on the local call appearance key are routed to other
stations at the Remote Office 9150 site.

The Remote Office 9150 unit distinguishes an incoming call by its calling line
identification, and rings it as follows:

= onthehost call appearance key if the call was routed through the host PBX

s onthelocal call appearance key if the call was routed through the local
PSTN or if the call was a station-to-station call

Local station settings
When a station is defined with local capahility, you can further configure the
station to

= enableor disable certain features (for more details, see “Defining stations”
on page 225)

m  disable outgoing dialing digit sequences (see “ Disabled Outbound Digit
Sequence” on page 229)

m identify local call appearance and feature key positions (see “ Optional
Feature Keys’ on page 230)

Remote station settings
When the station is defined with remote capability, you can assign it to a specific
port on the RLC (see “Defining stations’ on page 225).
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Call appearance keys

The host call appearance key is defined for each station on the host PBX. It is
not defined for each station on the Remote Office 9150 unit.

The local call appearance keys, on the other hand, must be defined for each
station connected to the Remote Office 9150 unit to allow

m  usersto make outgoing calls using Remote Office 9150 trunks
= usersto make station-to-station calls without host PBX control
= incoming calls on Remote Office 9150 trunks to ring specific stations

Thelocal call appearance keys must be |eft undefined in the host PBX
configuration to avoid indicator conflicts between the host PBX and the Remote
Office 9150 unit. Only indicators defined as local call appearances are blocked
from the host PBX.

When to configure the local call appearance keys

Thelocal call appearance key positions must be defined when a new stationis
being configured with local capability, or when a request to change feature key
positions has been initiated.

Associating trunk groups with local stations

Each trunk group can be defined to ring only specific stations. This feature
allows you to route certain types of calls (such asincoming calls on a 1-800
number) to specific stations.

Private lines

A private lineis atelephone line that is used by one person only. Calls that are
routed to the private line do not ring on any other station in your office. To
dedicate a private line to astation, configure atrunk group to ring incoming calls
only on that station.

If you are connecting a fax machine to the Remote Office 9150 unit, then
configure a private line to the fax. Incoming calls on thisline are routed directly
to the fax.

For instructions, refer to “ Configuring trunk groups’ on page 215.
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Calling permissions and restrictions

You can consider the ability to make certain types of calls from a station to be a
calling permission. Similarly, acertain type of call that isnot allowed isacalling
restriction.

You can define both permissions and restrictions for each station.

Local and remote calling permissions

When you define a station as alocal station, you are granting the station with
local calling permission. Calls can be made or received through the local PSTN
or to and from other stations. Calls through the host PBX are not allowed.

When you define a station as a remote station, you are granting the station with
remote calling permission. Calls can be made or received through the host PBX
only. Callsthrough the local PSTN are not allowed.

Exception: If the emergency service number is configured on the Remote Office
9150 unit and you are using the PSTN to route calls, the dialed emergency
service number is routed through the local PSTN to the emergency service. This
ensures that the emergency service receives the correct calling location
information.

When you define a station as alocal and remote station, you are granting the
station with the ability to make or receive calls through both the local PSTN and
the host PBX. Station-to-station calls are also allowed.

Call restriction

You can prevent certain types of calls from being made at a station by disabling
the digits that normally allow the call to proceed. This option is available for
stations designated as Local or both Local and Remote.

For example, if you want to prevent someone from calling a 1-976 number, enter
1976 asthe digitsto disable. For more information refer to “ Disabled Outbound
Digit Sequence” on page 229, in the Local Profile Configuration field
description section.
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ATA- and MCA-equipped stations and bandwidth requirements

Each station equipped with an MCA requires afull 64 Kbps of bandwidth to the

host PBX.

For stations equipped with ATA devices, the bandwidth used by calls processed

on those stations is as follows:

IF

THEN

G.729 compression is being
used and the call isavoice cdl

G.729/Fax or G711
compression is being used
and the call isafax call

the call isalocal call

the voice call is sent as 8 Kbps to the
host PBX.

thefax call is sent as 64 Kbps.

the voice call is not compressed. It is
sent as 64 Kbps of data acrossthe ISDN
BRI B-channel.

The following table identifies the number of MCAs or ATAs that can be
connected to the Remote Office 9150 unit:

IF the Remote Office 9150 unit is
connected to

THEN you can connect

al-dotRLC
(supporting 16 users)

a2-dotRLC
(supporting 32 users)

four MCAs or ATAsto the Remote
Office 9150 unit.

seven MCAs or ATAsto the Remote
Office 9150 unit.

Notes:

m  Youcan have eight MCAs or ATAsinstaled if an analog telephone or fax

machineis not installed.

s Thetotal number of digital telephones and ATASs cannot exceed 32.
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Defining stations

Getting there 9150 [1 Configuration Manager[] 9150 Port Configuration

To make and receive calls, you must use Configuration Manager to configure

each station (tel ephone or other device such as afax machine) in your office.

Note: To ensure that digital telephones, ATAs, and MCAs operate as expected,

you must specify the Phone Type when configuring a station as Local or

Remote.

9150 Port Configuration sheet

Ports 0-15 | Parts 16 - 31 | Potts 32 - 47 | Pos 43- 54|
9150 PORT CONFIGURATION
Fort Type | RLC Port Description
~Paortz 015
0  local © Remote ¢ Local&Remote IU_ IAutoho\d:Enabled Paging:Enabled .C Configuie |
1 & Local ¢ Remote ¢ Local&Remote IW_ IAutoho\d:Enabled PagingEnabled .C Conliguie |
2 (% local O Remote ( Local&Remote |2_ IAutoho\d:Enabled Paging:Enabled .C Configuie |
3 & Local  Remote ¢ Local&Remcte |3_ IAutoho\d:Enabled PagingEnabled .C Conliguie |
4  Local ¢ Remote € Local & Remote |4_ IAuthU\d.Enabled PagingEnabled .C Conligure |
5  Local  Remote ¢ Local&Remcte IS_ IAutoho\d:Enabled PagingEnabled .C Conliguie |
6  Local ¢ Remote ¢ Local&Remote IB_ IAuthU\d.Enabled PagingEnabled .C Conligure |
7 ¢ Logal © Remote ¢ Local& Remote IT_ IAulnhn\d Enabled Paging:Enabled .C Canfigure |
B  Local ¢ Remote ¢ Local & Remote IS_ IAuthU\d.Enabled PagingEnabled .C Conligure |
9 ¢ Logal  Remote ¢ Local& Remote IS_ IAulnhn\d Enabled Paging:Enabled .C Canfigure |
10 & Local ¢ Remote ¢ Local Remote |T IAuthU\d.Enabled PagingEnabled .C Conligure |
1 & Local © Remote ¢ Locald Remate lﬂ_ IAulnhn\d Enabled Paging:Enabled .C Canfigure |
12 & Local © Remate ¢ LocaldRemate IT IAutnhn\d'Enahled PagingEnabled .C Configure |
13 & Local © Remate ¢ LocaldRemate IT IAutnhn\d'Enahled PagingEnabled .C Configure |
14 & Local  Remate ¢ Locald Remate IT IAutoho\d:EnabIed [PagingEnabled ,C Configure |
15 & Local © Remote ¢ Local& Remaote IT IAutoho\d:Enabled [PagingEnabled ,C Configure |
|
04 Default | Send Retrieve Get DM List Help
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To configure stations

1

Locate the port that you want to configure by clicking the appropriate port
range tab, and then scrolling down the list.

The following table describes port number ranges and how they can be
configured:

Ports Can be assigned to

0-15 and 32-47 digital telephones.

Note: The associated ports on the host PBX
must be configured with voice capability.

16-31 and 48-63 stations equipped with ATAs or MCAs.

Note: The associated ports on the host PBX
must be configured with data capability.

64 a fax machine or other analog device (without
an ATA).

Note: The associated port on the host PBX
must be configured with data capability.

Note: You can use ports 32—-47 and 48-63 only if this Remote Office 9150
unit connects to a 2-slot RLC on the host PBX.

Under Port Type, click the call processing capability that this station should
have:

m Local: if only calls through the local PSTN are allowed. This option
enables the Configure button for this port.

= Remote: if only calls through the host PBX are allowed.

m Local and Remote: if both local and remote calls and local station-to-
station calling are allowed. This option enables the Configure button for
this port so you can configure local station features and keys.

Note: Choose Local and Remote if you want to define a Bridge Port.

Accept the default RLC Port to which this station is assigned, or enter a
new RLC port number.

Exception: Do not associate a local-only port with an RLC port.
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Notes:

m  Generally, the Remote Office 9150 port and RLC port should match to
simplify configuration and administration.

m [f the station is equipped with an MCA or ATA for data transmission, or if
the port is used for fax, the RLC port must be configured on the host
PBX with data capability.

4  Ifyou selected Local or Local & Remote, click Configure for the port you are
configuring.

Result: The Local Profile Configuration property sheet appears.

Local Profile Configuration E

— Local Features

CPND |ﬁ on  [4000 Phone Type  |M2516 |
Add on Module INut Configured vl
Type
— Auto Hold  Paaing Eridge Port
% Enable " Disable @ Ensble " Disable ’7 £ Eratle. ) Disable

— Fonward Busy/ Mo Answer
= Enahbl £ Disabl Himbensfiiings I Tiramster T l—
et 3| befure tansfer 5 W

— Digabled Dutbound Digit Sequence
V' Not Configured

— Local Call Key:

Kepl |MC - Key2 NC - Optional Feature Keys |

Ok, | Drefault | Cancel | Help |

5 Complete the fields as described in “Local Profile Configuration field
descriptions” on page 228.

6  Once you have completed the Local Profile Configuration, click OK.

Result: The 9150 Device Configuration sheet reappears. The
configurations you set are displayed in the port's Description box.
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Local Profile Configuration field descriptions

Field

CPND

DN

Phone Type

Add on Module Type

Auto Hold

Paging

Bridge Port

Forward Busy/No
Answer

Description

Enter the calling party name display (CPND) for the user to which
the station is assigned.

Enter the user’s local extension number.

Note: If Auto DN Discovery isenabled on the RLC, then thisfield
is configured to be the same DN as the primary DN configured on
the host PBX for this station.

Select the telephone model type connected to the port. Valid
options are: M2006, M2008, M2216, M2616, M2616CT, M 3820,
M3901, M3902, M3903, M3904, M3905, MCA, ATA, Other.

Select the applicable Add on Module for the M3904 and M 3905
telephones. Valid options are: Not Configured, KBA, DBA.

Select Enableif active calls should be automatically put on hold
when another call appearance key is pressed.

Select Disableif active calls should be disconnected when another
call appearance key is pressed.

Select Enableif this station will be allowed to announce pages.

Select Disableif this station will not be allowed to announce
pages.

Select Enable to inbound PSTN calls access to certain PBX
features.

Select Enable to alow incoming calls to this station to be
forwarded if they are not answered by the number of rings
configured in the Number of Rings before transfer field or if the
station is busy.

Select Disable if calls should not be forwarded.
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Field

Forward Busy/No
Answer: Number of
Rings before transfer

Forward Busy/No
Answer: Transfer to
DN

Disabled Outbound
Digit Sequence

Local Call Keys (Key
1 and Key 2)

Description

Enter the number of timesthis station rings before transferring the
call to the configured DN. Default is four rings.

Enter the DN where calls to this station will be transferred if not
answered before the configured number of rings. This DN may be
for avoicemail service or the DN of another station.

If you want to prevent this station from making a certain type of
call, then enter the digits that normally allow that type of call to
proceed.

Example: Enter 1976 to prevent cals to 1-976 numbers.

Note: You can configure five digit sequences. In order for callsto
be restricted, the dialed number must contain a matching string at
the beginning of the number.

The number selected identifies the feature key position on the
telephone. Select the feature key you want to use for each local
call appearance key. Valid options are; 1-15. NC means not
configured.

Note: If the port is configured as loca and remote, Key 0 is not
recommended. Keys 8 and 9 are recommended. You can select
Key 0 if the port is configured as local only.

Valid options: 0 through 15
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Field

Optional Feature
Keys

Description

If you configured the port as Local, click this button to assign
local features to specific keys.

Result: The Key Feature Configuration property sheet appears.

Key Feature Kep Mumber  Key Data

INot Eonfiguredj |4 j

I Mot Eonfiguredj I ] j
I Mot Eonfiguredj I E j
I Mot Eonfiguredj I 7 j

QK I Cancel | Help

1

Note: Ensure that the selected key does not already have a feature
assigned to it through the PBX.

m Key Feature
Select the name of the feature you want to configure on this
key.
Valid options: Call Transfer, Call Forward, Auto Dial, Make
Set Busy, Not Configured

» Key Number:

The key number identifies the feature key position on the
telephone. Select the key you want for the feature you are
configuring.

Note: If the station is configured as local and remote, the key
number selected for the feature must match the feature key
position defined in the PBX voice port configuration.

Valid options: 0 through 15
m Key Data
Enter the DN to be used by the feature, if applicable.
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Configuring a fax station

The Remote Office 9150 unit provides the ability to connect and use afax
machine. You can define port 64 as the fax machine on the Remote Office 9150
unit in one of the following ways.

TO allow all fax calls to be

made or received through THEN

thelocal PSTN only define the fax machine as alocal device.

the host PBX define the fax machine as a remote device.
both the local PSTN and define the fax machine as alocal and remote
the host PBX device.

Note: When faxes are sent and received through the host PBX, they are sent
uncompressed (that is, they require 64 Kbps of bandwidth).

For instructions on configuring the fax port, see “To configure the fax port” on
page 232.

For instructions on configuring atrunk group that rings only on the fax machine,
see “To configure trunk groups’ on page 215.
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Getting there 9150 [0 Configuration Manager [1 RLC Port Configuration

9150 Port Configuration sheet

Paits 0-15 | Ports 16.- 31 | Pars 3247 | Pons 48- 54

9150 PORT CONFIGURATION

Port Type ‘HLC Purt‘ ['escription ‘

i Ports 015

0 & Local ¢ Femote ¢ Local& Remote
1 & Local © Femate © Local& Remote
2 % Local © Femate © Local& Remote
3 & Local ¢ Remote ( Local® Remote
4 & Local  Femote ¢ Local & Remote
5 & Local  Femote ¢ Local& Remote
6 @ Local © Femate © Local& Remote
7 & Local ¢ Remote ¢ Local% Remote
8 & Local ¢ Remote ¢ Local® Remote
9 & Local  Femote ¢ Local& Remote
10 & Local € Remote { Local & Remote
1 & Local © Remote © Local & Remote
12 & Local © Remote ¢ Local % Remate
13 & Local © Remote ¢ Local % Remate
14 & Local O Remote { Local & Remote

15 & Local O Remote © Local & Femote

14 IAuthuld Enabled Paging:Enabled .C Configure:

|U_ [Futohold Enabled Paging Enabled .C Configurs |
IW_ IAutnhnId Enabled Paging:Enabled .C Canfigure |
|2_ IAutnhnId Enabled Paging:Enabled .C Canfigure |
|3_ [AutoholdEnabled PagingiEnatled .C Canfigurs |
|4_ [Futohold Enabled Paging Enabled .C Configurs |
|5_ [Futohold Enabled Paging Enabled .C Configurs |
IB_ IAutnhnId Enabled Paging:Enabled .C Canfigure |
|7_ [AutoholdEnabled PagingiEnatled .C Canfigurs |
|s_ [AutoholdEnabled PagingiEnatled .C Canfigurs |
|s_ [Futohold Enabled Paging Enabled .C Configurs |
IT IAuthuld Enabled Paging:Enabled .C Configure: |
lﬁ_ IAutnhnId Enabled Paging:Enabled .C Canfigure |
|T [AutoholdEnabled PagingiEnatled .C Canfigurs |
|T [AutoholdEnabled PagingiEnatled .C Canfigurs |

_Conlpre |

_ Corlire|

15 IAutnhnId Enabled Paging:Enabled .C Canfigure

ok | Defaull | Send

| Retrieve Get DM List Help

To configure the fax port

1 Locate port 64.

2 On port 64, under Port Type, click the call processing capability the fax
machine should have:

m Local: if only faxes through the local PSTN are allowed. This option
enables the Configure button for this port.

= Remote: if only faxes through the host PBX are allowed.

m Local and Remote: if both local and remote faxing are allowed. This
option enables the Configure button for this port so you can configure
local station features and keys.
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3 Accept the default RLC Port to which this station is assigned, or enter a
new RLC port number.

Notes:

m  Generally, the Remote Office 9150 port and RLC port should match to
simplify configuration and administration.

m  For fax transmissions, the RLC port must be configured on the host PBX
with data capability.

4  Ifyou selected Local or Local & Remote, click Configure for the port you are

configuring.

Result: The Local Profile Configuration dialog box appears.

Local Profile Configuration E
— Local Features
crND [T pN  [4000 Phone Type  |M2616 |
Add on Module [} 5 Canfigured vl
Type
— Auto Hold — Paging Bridge Part
' Enable " Disable @ Enable ¢ Disable ’7 £ Engble. (8] Disatle
— Fonward Busy/ Mo Answer
‘s &~ Di Humtien arEites Transher T li
Enable Dizable i |4 Drrjms i=pil]

r— Dizabled Outbound Digit Sequenc:
¥ Mot Configured

~Local Call K
Keyl [NC - Kep2 NC Optional Feature Keyps |
ok Drefault Cancel Help |

5 Inthe Local Features: CPND box, enter a description (for example, FAX).

6  Enter the number used to ring the fax machine in the Local Features: DN

box.

7  Click Disable under Local Features for the following:

= Auto Hold

m Forward Busy/No Answer

m Paging

m Bridge Port (Local and Remote only)
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10
11

If applicable, enter the digits that prevent a certain type of call from
proceeding in the Disabled Outbound Digit Sequence box.

Specify the positions of the Local Call Keys.

Note: Key 0 is not recommended for ports defined as local and remote.
Keys 8 and 9 are recommended. You can select Key 0 if the port is
configured as local only.

Click OK to save the information in the temporary work file.

To update the Remote Office 9150 unit with the new information, click
Send.

IF you are THEN

logged on to the Remote  the changes are written into the Remote
Office 9150 unit Office 9150 unit’s buffer.

To save the changes in flash memory, choose
Upload/Download [] Save to Flash.

not logged on to the The Connection not Established dialog box
Remote Office 9150 unit appears.

Do one of the following:

= Log on to the Remote Office 9150 unit,
and then click Send again.

m Save the changes to a file on your
administration PC.
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Configuring DSP resources

This section shows you how to configure DSP resources on your Remote Office
9150 unit. The Remote Office 9150 unit must provide the same number of voice
DSP channels as the maximum number of simultaneous calls your remote
services network supports. Each DSP module holds two DSP devices. Currently,
each DSP device holds four DSP channels. To add eight DSP channelsto your
Remote Office system’s voi ce processing capability, add one DSP application
module.

Getting there 9150 [0 Configuration Manager [1 DSP Configuration
DSP Configuration property sheet
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Module identification

The upper portion of the DSP configuration property sheet displays fields that
identify the module you are currently configuring. In the Module Number drop
down box, choose the module position on the Remote Office 9150 unit that the
DSP module occupies. Module 0 represents the built-in DSP resources on the
Remote Office 9150 unit—the equivalent of one DSP application module.

Device configuration

The middle portion of the property sheet displays information describing the
DSP loads, and corresponding compression algorithms that you can select for
each DSP device.

Configuring DSPs
To configure DSP modules on your Remote Office 9150 unit, complete the
following steps:
1  Access the DSP Configuration property sheet.
2  Complete the fields as described in “DSP Configuration field descriptions”
on page 237.
Click on the OK button to save the information in the temporary work file.

4  Click on the Send button to update the Remote Office 9150 unit with the
new information.

Result: The Remote Office 9150 unit writes changes to a temporary file on
the administration PC.

Note: To save changes to the Remote Office 9150 unit’s flash memory,
select Upload [1 Save to Flash.
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DSP Configuration field descriptions

Field

Module Number

No of Devices

DSP Load

Note: This description
applies to both appearances
of thisfield.

Compression Algorithms

Note: This description
applies to both appearances
of thisfield.

Description

Select the number of the module DSP position on the
Remote Office 9150 unit occupied by the DSP application
module you are configuring. Valid options are; 1-4.

Thisisaread-only field displaying the number of DSP
devices on the application module in the selected module
position. Refer to “Configuring DSPS’ on page 236 for an
explanation of DSP devices versus DSP modules and DSP
channels.

Select the DSP load that you want to enable on this DSP
device. Valid options are: G729, AUTO.

Note: Nortel Network’s recommends that you select
AUTO.

This read-only field displays the compression algorithms
contained in DSP load displayed in the DSP load drop
down box.
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Using Remote Office 9150 stations
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Modes of operation

Digital telephones at your Remote Office 9150 site can operate in the following
modes:

s host-controlled

s locally controlled

s onlineto host PBX

m  offline from host PBX

Host-controlled mode

Host-controlled mode means that the host PBX controls the following:

m  some display messages that appear on your telephone
m indicator updates such as the message waiting indicator
m  calsthat you receive from or place to someone at the host PBX site

In host-controlled mode, a voice path is established to the host PBX and
signaling messages are passed between the host PBX and the Remote Office
9150 unit.

Exception: If Local Switchover is enabled, and the station-to-station call is
completed through the host PBX, sighaling messages are passed between the
host PBX and Remote Office 9150 unit normally. However, the voice path is
established by the Remote Office 9150 unit without consuming host connection
bandwidth. The host PBX is aware that the call is active and tracks the status of
the phoneset.

If the call cannot be completed through the host PBX, you hear areorder dial
tone.
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Locally Controlled mode

L ocal-controlled mode means that the Remote Office 9150 unit at your site
controls the following:

m calsto other stations at this site

m callsthat are made to or received from your community through your local
telephone service provider

Relationship between host-controlled and locally controlled modes

Both the host-controlled and locally controlled modes can be used at the same
time. When placing or receiving calls, the call modes are controlled by the
following telephone keys:

m thehost call appearance key (also known asthe primary DN key)

m thelocal call appearance key (can sometimes be referred to asthe
secondary DN key)

Host call appearance key

The host call appearance key isthe main key you use to place and receive calls.
For example, if someone from Finance at Head Office callsyou, the call ringson
this key. Similarly, if you need to call someone in Payroll at Head Office, you
place the call on thiskey.

Local call appearance key

Thelocal call appearance key isthe key you use to place and receive local calls.
For example, if your office is working overtime and everyone wants pizza, you

call the pizza delivery place on the local call appearance key. Similarly, you use
thiskey if you want to call one of your customers or suppliers or someone else at
your site.

Your telephone can have up to two local call appearance keys. Your system
administrator can tell you where these keys are and how they are labeled.
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Online mode

When in online mode, callsinitiated on the host call appearance key are directed
through the host PBX. Any long distance charges associated with calls placed
through the PBX over the PSTN are charged to the host PBX site. The display
on all digital telephones shows “Online Mode.”

Offline mode

When in offline mode, you cannot place calls through the host PBX over either
the IP network or PSTN. You can only place calls through your local telephone
service provider if your station has been granted locally controlled call
capability. The display on all digital telephones show “ Offline Mode.”

Why offline mode is important

Your organization is concerned about telephone costs and, as such, wants to
ensurethat the ISDN BRI line at your site is used for host-controlled calls during
business hours only. This is especially important when the ISDN BRI
connection between the host PBX and your siteis defined as permanent (always
on) rather than on demand. A permanent ISDN BRI connection means the line
remains active all the time and incurs charges unlessit is put into offline mode.

What controls the online and offline modes

The online and offline modes can be controlled by one or both of the following:

m theonline/offline schedule configured for your site on the RLC at the host
PBX

m  gpecia prefix (SPRE) codes configured on the Remate Office 9150 unit at
your site

Online/offline schedule at host PBX

If telephone service costs are an issue, your telecom network administrator
defines an onling/offline schedule on the RLC port to which your siteis
assigned. The times at which your siteis put into online or offline mode are
processed by the host PBX.
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For example, if your normal business day is from 9:00 am. to 5:00 p.m. from
Monday to Friday, the schedule for your site instructs the host PBX to put al
stations at your site into online mode during those times. For all other time
periods, all stations are in offline mode and, therefore, disconnected from the
host PBX.

Note: If you initiate acall on ahost call appearance key on any station, then full
functionality is allowed even if the time period is outside the automatic offline
periods defined on the RLC.

SPRE codes used at your site

If SPRE codes have been defined on the Remote Office 9150 unit at your site,
your site can control the times at which stations are put into online or offline
modes. You do this by entering one of the following codes on any digital
telephone at your site:

s Online SPRE code

= Offline SPRE code

It is recommended that one person at your site be designated as the person
responsible for putting the Remote Office 9150 unit (and all stations) into online

mode at the beginning of the business day, and into offline mode at the end of
the day.

For information about going online or offline, see page 257.
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Placing and receiving calls

The way in which you place outgoing calls depends on the call appearance key

you use to place the call.

The call appearance key on which calls are received depends on wherethecall is

coming from.

Receiving incoming calls

The caling lineidentification (CLID) of anincoming call determineswhich call

appearance key accepts the call.

IF the call

THEN the call

information contains a Called Party
Number Display (CPND) that matches
atelephone number assigned to one of
the ISDN BRI B-channels from your
telephone service provider

is routed to the station based on the DNsto
Alert configuration on the trunk group to
which the B-channel belongs. If the DNsto
Alert fields are blank, the call rings on all
stations.

The call rings on the first local call
appearance key on all stations that have been
designated to receive calls from this trunk.

Note: If thefirst call appearance key is
already busy with a call, the call is presented
on the second call appearance as a call
waiting. The indicator flashes and an alert
tone sounds.

comes in on the communication path
between the RLC and Remote Office
9150 unit

isrouted to the station based on the Remote
Office 9150 station to RLC port assignment in
the Remote Office 9150 unit’s ports
configuration.

The call rings on the host call appearance key.

information containsthe DN of another
station at this site

rings on the local call appearance key.
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Methods for placing outgoing calls

You can place an outbound call from a Remote Office 9150 station in one of the
following ways.

Method 1: Pick up the handset.
This method automatically initiates a host-controlled call.

Note: If you then pressthelocal call appearance key, the dial tone from the
host PBX is changed to locally controlled mode, and the host PBX
connection is released.

Method 2: Press acall appearance key.

When you press the host call appearance key, a host-controlled call is
initiated. When you press the local call appearance key, alocally controlled
cal isinitiated.

To place host-controlled calls

1

Pick up the handset or press the host call appearance key.

Result: A connection is established with the host PBX and you hear dial
tone.

Note: If a connection to the host PBX cannot be established within a time-
out period or no resources are available to carry the call, you hear a reorder
dial tone (a fast busy signal), and the following message appears on the
telephone display:

Rel ease and Try Again
Dial the number of the party you want to call.

Result: The host PBX receives and processes the dialed digits and rings
the called party.
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To place outgoing locally controlled calls

Note: You cannot use this procedure to place calls to the host PBX site. If you
try, you hear areorder dial tone (afast busy signal) and the following message
appears on your telephone display:

Rel ease and Try Again

1 Do one of the following:

IF you are using THEN
an analog or ATA-equipped do the following:
station a Pick up the handset.

Result: A connection is established
with the host PBX and you hear a
dial tone.

b Dial the Local Calling SPRE code.

Result: The connection is switched
to the Remote Office 9150 unit and
you hear a dial tone.

a digital telephone pick up the handset, and then press a
local call appearance key.

Result: A connection is established with
the Remote Office 9150 unit and you
hear a dial tone.

2  Dial a trunk access code, if required.

Result: The Remote Office 9150 unit obtains a free trunk and you hear
another dial tone.

Note: If a trunk is not available, you hear a reorder dial tone (a fast busy
signal) and the following message appears on the telephone display:

Rel ease and Try Again
3 Dial the number of the party you want to call.

Result: Your local telephone service provider receives and processes the
dialed digits and rings the called party.
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To call another station at your site

Station-to-station calls should be attempted through the host PBX to alow all
stations configured as multiple appearance DNs (MADNS) to ring and provide
access to voice mail if the call is not answered.

If aconnection cannot be established through the host PBX, then you can usethe
local call appearance key to place the station-to-station call.

1 Pick up the handset or press the host call appearance key.

Result: A connection is established with the Remote Office 9150 unit and
you hear a dial tone. The indicator beside the host call appearance key
lights.

2  Dial the extension of the party you want to call.

Result: The host PBX receives and processes the dialed digits, and rings
the station as well as any other stations that include the dialed DN as an
MADN appearance.

Note: The MADN stations could be located at another site (such as the host

PBX site).

IF the call is

answered by THEN

an MADN station a voice path to the host PBX is established and the
at another site call proceeds.

a station at all signaling continues to be processed by the host
this site PBX. However, the actual voice path is connected

between the two stations and the Remote Office
9150 unit. No trunk bandwidth back to the host PBX
is used for the voice path. Trunk bandwidth
previously reserved for the call is released and
made available to other calls.
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Indicator updates

Digital telephone indicators reflect the current status of the telephone. For
example, they identify when calls are waiting, active, or on hold, or, if your
office has voice mail, that messages have been received.

Indicators are updated as follows:

m by the host PBX when a connection between the host PBX and Remote
Office 9150 unit is active

m by the Remote Office 9150 unit for feature keys defined on stations with
local call capability

Host-controlled indicator updates

Indicators for host-controlled features are updated automatically by the host
PBX eachtime

s anincoming call isreceived by your site from the host PBX

= anoutgoing call is made from your site through the host PBX

m  amessage waiting indicator (MWI) update is received by someone at your
ste

Note: If the PSTN is being used and the Remote Office 9150 unit is configured
with a permanent (always on) connection to the host PBX, the ISDN BRI
serviceis active and telephone indicators are always updated.

If the IP network is being used to route calls, indicators are always updated.

Locally controlled indicator updates

The following indicators are updated by the Remote Office 9150 unit (that is,
these indicator updates are locally controlled):
s host and local call appearance key indicators

The indicator lights when the handset is taken off-hook, or when you press
the call appearance key to go off-hook.
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Note: The Remote Office 9150 unit passes key presses and the on- or off-
hook status for the host call appearance key to the host PBX.

s Handsfree
= Mute

Installation and Administration Guide 249



Using Remote Office 9150 stations Standard 2.0

Display messages

This section describes the messages that can appear on your digital telephone

display.

Message descriptions

Message

Description

Going Offlinein 30 Secs
Going Offlinein 20 Secs
Going Offlinein 10 Secs

This message warns you that al digital telephones at this
site are about to go offline in the number of seconds
indicated.

If any calls are active, they are disconnected when the
offline mode is activated.

To override, enter the Online SPRE code.

Hostless Mode

The connection to the host PBX cannot be established. The
host PBX might be temporarily unavailable.

You can still place local calls by using one of the local call
appearance keys.

Note: If Hostless Mode persists, contact your system
administrator.

Logged In

If this message appears on your station, then your stationis
associated with a multi-user or dynamic pool port on the
RLC, anditisinlogged on status.

Note: This message appears for approximately ten
seconds.

Offline Mode

You cannot place calls through the host PBX over either
the IP network or the PSTN.

Note: If you need to place acall through the host PBX
while in offline mode, press the host call appearance key.
This establishes a connection to the host PBX and puts dl
digital telephones at your site into online mode.
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Message

Description

Online Mode

You can place and receive calls through the host PBX.

Port Already in Use

If this message appears on your station, then your station is
associated with a multi-user or dynamic pool port on the
RLC.

This message appears if the port to which you are
attempting to log on is aready being used by someone else.

Port Not Logged In

If this message appears on your station, then your stationis
associated with a multi-user or dynamic pool port on the
RLC, but it isin logged off status.

QoS Recovery

The QoS has returned to normal on the IP network and
your active call is being automatically moved to the IP
network.

QoS Transition

The QoS has degraded on the IP network and your active
call isbeing automatically moved to the PSTN.

Release and Try Again

All Remote Office 9150 trunks are busy or there are not
enough DSP resourcesto processthe call. Try again at a
later time.

Note: Ensure the call you are placing is initiated from the
appropriate call appearance key:

m host call appearance key: to call someone at the host
PBX site

m local call appearance key: to place alocal PSTN call or
to call another station at your site

Bandwidth Limit

If you see this message and hear afast busy signal when
you attempt to place a call, then there isinsufficient PSTN
bandwidth.

Wait a moment, and then try your call again.
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Message Description

DSP Limit If you see this message and hear afast busy signal when
you attempt to place acall, then Digital Signal Processor
(DSP) resources are al busy.

Wait amoment, and then try your call again.

Cdl Failure If you see this message and hear afast busy signal when
you attempt to place a call, then the Remote Office 9150
unit failed to establish the PSTN connection to the RLC.

Wait amoment, and then try your call again.
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Telephone features operation

This section describes how to use the following digital telephone featuresin
host- or locally controlled modes:

= emergency service cals m Conference
= Hold s Call Forward
m Call Waiting = Paging

m Cal Transfer

Note: The Conference and Call Forward features are supported for
host-controlled calls only.

Emergency service calls

The Remote Office 9150 unit allows an emergency humber (for example, 911 in
North America) to be programmed by your system administrator.

If the PSTN is used to route calls, and someone dials this emergency service
number on any station that is connected to the Remote Office 9150 unit, the call
is processed by your local telephone service provider.

You can initiate the emergency service call on either the host call appearance
(primary DN) key or local call appearance key. You do not have to dial atrunk
access code first.

ATTENTION If only the IP network is being used to route calls, you must

use a telephone that is directly connected to the PSTN to
place an emergency service call. If you place the call on a
station that is connected to the Remote Office 9150 unit,
the call is routed through the host PBX, which canin a
different city.
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Hold

How Hold works in host-controlled mode

When you press Hold on a host-controlled call, the holding party receives the
Hold treatment defined on the host PBX. For example, if the host PBX is
configured to play music to holding parties, then the holding party hears music.

You can press any available call appearance key to place anew call.

How Hold works in locally controlled mode

Normally, you put a call on hold by pressing Hold. However, you can aso put a
locally controlled call automatically on hold by pressing the other local call
appearance key. To use this feature, Auto Hold must be enabled on your station.

If Auto Hold is not enabled, and you pressalocal call appearance key while a
call is active on the other local call appearance key, that call is disconnected.

When you press Hold on alocally controlled call, the holding party hears
silence. You can press any available call appearance key to place anew call.

Call Waiting

Since the Remote Office 9150 unit does not use host-controlled indicators and
thelocally controlled indicators are not defined on the host PBX, there are never
any indicator conflicts when acall is presented to the station.

However, since the host PBX is not aware when locally controlled calls are
active, the host PBX might try to present a call and ring your station while you
are busy with alocally controlled call. The Remote Office 9150 unit always
checks the status of your station before ringing it. If your station is busy with a
cdl, the dert tone is sounded instead.

How Call Waiting works in host-controlled mode

If you are busy with a host-controlled call, incoming calls are handled as
follows:

m  Anincoming host-controlled call is directed to the call waiting key by the
host PBX.

m  Anincoming locally controlled call flashesthe local call appearance key
indicator and sounds the alert tone.
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How Call Waiting works in locally controlled mode

If you are busy with alocally controlled call, incoming calls are handled as
follows:

= Anincoming host-controlled call flashes the host call appearance key and
sounds the alert tone.

= Anincoming locally controlled or station-to-station call flashes the next
available local call appearance key and sounds the alert tone. If both local
call appearance keys are busy, then the call is not presented to your station.

Call Transfer
Call transfer works the same way in both host- and locally controlled modes.
The only difference is the treatment the holding party receives, depending on
whether the original call is a host-controlled or locally controlled call.
A call onthe host call appearance key can be transferred

m toanother station that has remote call capability at this site
s toastation at the host PBX site
A call onthelocal call appearance key can only be transferred to another station

at thissite. You cannot transfer acall on thelocal call appearance key to a station
a the host PBX site.

For both, you can do an announced or unannounced (blind) transfer.

To transfer a call

1 Press the Transfer key.

Result: The active call is placed on hold and you hear a dial tone.
2 Dial the number to which you want to transfer the call.
3 Press the Transfer key again to complete the transfer.

Note: You can press the Transfer key while the call is still ringing, or after
the called party answers.
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Conference

The Conference feature is supported for host-controlled calls only. You cannot
conference in someone who must be called through the local PSTN.
To place a conference call
1 Press the Conference key.
Result: The active call is placed on hold and you hear a dial tone.
2 Dial the number of the party you want to conference in.

3 When the called party answers, press the Conference key again to
complete the conference.

Call Forward

Call Forward is supported for host-controlled calls only. Your station might be
programmed to forward all calls, forward calls when your station is busy, or
forward calls when you do not answer.

Paging

When you press alocal cal appearance key, and then dial the Paging SPRE
code, you can announce a page to all other stations at your site.

Note: You can disable Paging for any station.
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Going online and offline

Stations at the Remote Office 9150 site operate in either online mode or offline
mode. Thisis controlled by one or both of the following:

SPRE codes to manually toggle al stations at your site between online and
offline modes

an online/offline schedule on the host PBX to automatically toggle all
stations at your site between online and offline modes

For a description of the online and offline modes, see “Modes of operation” on
page 240.

To use the SPRE code to put all stations into online mode

1

Lift the digital telephone handset, or press one of the local call appearance
keys.

Dial the pound key (# in North America) followed by the Online SPRE code.
Note: To learn this code, consult with your system administrator.

Result: The connection to the host PBX is initiated and negotiated with the
host PBX. During this negotiation period (up to 5 seconds), stations at your
site cannot be used for host-controlled calls. When negotiation is completed
and connection to the host PBX has been established, Online Mode
appears on the telephone display.

To use the SPRE code to put all stations into offline mode

1

Lift the digital telephone handset, or press one of the local call appearance
keys.

Dial the pound key (# in North America) followed by the Offline SPRE code.
Note: To learn this code, consult with your system administrator.

Result: Offline Mode appears on the telephone display.
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To override an automatic offline event from the host PBX

If the host PBX attempts to process an offline event while you are on a host-
controlled call, you are alerted by both an audible alert and a display message
indicating that you are about to go offlinein 30, 20, or 10 seconds. If you ignore
this warning, your call will be disconnected.

To prevent your call from being disconnected, enter the online SPRE code. You
can do thiswithout putting your call on hold first. The online SPRE code cancels
the offline event, leaving all stations online until the next offline event occurs.
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Changing the administration password

The Remote Office 9150 unit’s configuration is protected by two layers of
password security. If you want to secure the Remote Office 9150 unit’s
configuration so that others cannot make configuration changes, you should
change the following:

s the Configuration Manager password

This password prevents unauthorized offline configuration changes from
being performed.

m  the Remote Office 9150 unit’s password

This password prevents unauthorized online changes of the configuration
residing in the Remote Office 9150 unit’s flash memory.

ATTENTION Ensure that you record the passwords and store them in asafe,

secure place. If you forget or lose the password, you must
contact your Nortel Networks technical support representative.

Getting there 9150 [0 Configuration Manager

To change the Configuration Manager password

1 From the menu, choose Connect [1 Change Password [ Local.

Result: The Change Password - Local dialog box appears.

0ld Pazswaord ||

MNew Password I
Fetype Mew Pazsword I

Cancel |
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2  Complete the fields as described in “Password dialog box field descriptions”
on page 263.

3  Click OK.

IF the password change  THEN

was successful the following appears:
Configuration Manager ]

@ Password Changed Successfully

Click OK.

was not successful one of the following messages appears:

Configuration Manager B

Incorrect Old Password

was not successful
(continued)

Configuration Manager B

ReEnter New Password

Click OK, and then try again.
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To change the Remote Office 9150 unit’'s password

1 From the menu, choose Connect [1 Change Password [] Node.

Result: The Change Password - Node dialog box appears.

0ld Pazswaord ||—
MNew Password I
Fetype Mew Pazsword I

Cancel |
2 Complete the fields as described in “Password dialog box field descriptions”
on page 263.
3 Click OK.

IF the password change  THEN

was successful the following appears:
Configuration Manager ]

@ Board Password Changed Successfully

Note: This means the password has been
written to the Remote Office 9150 unit’s flash
memory.

Click OK.
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IF the password change  THEN

was not successful one of the following messages appears:

Configuration Manager B

Incorrect Old Password

Configuration Manager B

ReEnter New Password

Click OK, and then try again.

4 From the menu, choose Upload/Download [] Save to Flash.

Result: The Remote Office 9150 unit’s flash memory is updated with the
new password.

5 Restart the Remote Office 9150 unit.

Password dialog box field descriptions

Field Description

Old Password Enter the existing password.
New Password Enter the new password.
Retype New Password Enter the new password again.
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Section A:  Performing backups and
restores

In this section

Creating a backup configuration file 266

Restoring the configuration 268
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Creating a backup configuration file

Create a backup copy of the Remote Office 9150 unit’s configuration by
downloading the Remote Office 9150 unit’s configuration from flash memory to
atext file on your administration PC.

When to create a backup

Nortel Networks recommends that you create a backup of your configuration
file whenever you make configuration changes or after you perform afirmware
upgrade.

Storing backup configuration files

The Remote Office 9150 unit is an extension of the telecommunications and
data network. It is extremely important that you keep a backup copy of the
Remote Office 9150 unit’s configuration. If the Remote Office 9150 unit’s flash
memory or configuration becomes corrupted or islost, you can easily restore it.

Store the configuration file in a safe, secure location, such as on backup tape or
other mediathat is stored offsite.

Nortel Networks recommends that you keep the backup files indefinitely.

Getting there 9150 [I Configuration Manager

To create the backup file
1 From the menu, choose Upload/Download [1 Download Configuration.

Result: The Save As dialog box appears.
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Save As 7]
Save I@MyDocuments LI ﬁl ;

Save astype: ITextFiIe("‘. =T LI Cancel

Y

2 Navigate to the folder where you want to put the configuration text file.
3 Enter a name for the file in the File name box.

Note: This configuration file will become your backup file, so ensure the file
name is meaningful. The file name’s extension is .TXT.

4  Click Save.

Result: The Save As box closes, and the following message appears in the
status bar at the bottom of the screen:

Downl oadi ng Config From Board

When completed, the following appears:

Configuration Manager ]

@ Downloaded Configuration Data

5 Click OK.
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Restoring the configuration

Restore the Remote Office 9150 unit’s configuration in flash memory by
uploading a configuration text file from your administration PC.

The upload is performed over the | P network using the TFTP protocol. You must
have a TFTP server application running on your administration PC. The TFTP
server’s base directory must point to the directory that contains the configuration
file you want to upload.

Before you begin

Before you can upload the configuration file to the Remote Office 9150 unit,
you must do the following:

1  Start the TFTP server application.

2  Ensure the TFTP base directory reflects the directory where the
configuration file you want to upload is located.

Getting there 9150 [0 Configuration Manager

To upload a configuration file over the IP network

1 From the menu, choose [J Upload/Download [] Upload Configuration.

Result: The Upload Configuration screen appears.
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Upload Configuration [ %]

Mode
’7 & TFTP ‘

Paddess[5 6 7 Jp
File Mame ItESt-TXT Browse |

Mote: The file should be in the zame directory az the TFTP
oot directory.

Log Report
UPLOADCFG 2567 8.best TXT

Iplaad I Saye o Flashl [Hoze | Help |

2 In the IP Address boxes, enter the IP address of the TFTP server.

Note: Since the TFTP server application is running on your administration
PC, this is the IP address of the PC.

3  Click Browse.

Result: The Open dialog box appears.

Open EE
Loak in: I@My Documents LI gl

Files of type: ITextFiIe(*. ®T) LI Cancel |
2

4  Ensure the Files of type box shows Text File(*.TXT).
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Navigate to the folder in which the configuration file is located.
Select the file, and then click Open.

Result: You are returned to the Upload Configuration dialog box. The file
you selected is shown in the File Name box.

Click Upload.

Result: If the file opens successfully, then the upload proceeds. The
following message appears in the status bar at the bottom of the screen:

Upl oadi ng Config to Board

Status messages relating to the upload appear in the middle of the Upload
Configuration dialog box. The following is an example.

Upload Configuration | x|
Mode

’7 & TFTFP ‘

IP Address |5 _ |5 _ |? _|9

File Marne I b-6-7-8.bt Browse |

Log Report

UFPLOADCFG 2,47.72.241.159,47-29-32-250.Tx il
READING FILE .

FILE READING IS OVER.

PROCEEDING AFTER DEFAULTING LOCAL COMNFIG...

PROCESSING COMMAND IPCFG ...

PROCESSING COMMAND APPMODCFG ... LI

Upload I Sawve to Flash Close |
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CAUTION
& Risk of incorrect operation due to partial configuration

Do not interrupt the configuration upload. If you interrupt the
configuration upload, this results in an incomplete
configuration in the Remote Office 9150 unit’s database.

If the configuration upload is interrupted, repeat this
procedure immediately.

IF the upload was THEN

successful The following message appears:

CONFI G UPLOAD SUCCESSFUL. .. USE
SAVECFG TO UPDATE FLASH.

Go to step 8.

not successful the following message appears in the middle of
the Upload Configuration dialog box:
CONFI G UPLOAD FAI LED

For further instructions, see Chapter 8,
“Troubleshooting.”

8 On the Upload Configuration screen, click Save to Flash.

Result: The following dialog box appears:

FLASH CONFIG B

Configuration will be permanently stored in the Flash.
Call Frocessing will be halked temporarily.
Are you sure?

Mo Cancel

Installation and Administration Guide 271



Administration Standard 2.0

9 Click Yes.

Result: The following message appears in the status bar at the bottom of
the screen:

Saving to Flash in Progress

When the save is finished, the following message appears in the middle of
the Upload Configuration dialog box:

CONFI GURATI ON | S UPDATED | NTO FLASH. . .
10 Click Close.
11 Restart the Remote Office 9150 unit.

Note: For instructions, see “Performing a system restart or shutdown” on
page 177.
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Section B:  Working with system logs

In this section
Displaying logs

274
Resizing logs 276
Clearing logs 277
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Displaying logs

The Remote Office 9150 unit keeps track of system performance through the
maintenance of logs. Each line stored in the log represents a separate action
completed by the unit.

Use these logs when you want to troubleshoot system problems. You can print
the log to atext file by copying the information from the log window, and then
pasting it into atext file.

For adescription of the Display log messages refer to Appendix D, “Display log
definitions,”.

Getting there 9150 [I Configuration Manager
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To display logs

From the menu, choose Alarms/Stats/Logs [ Display Logs.

Result: The Remote Office 9150 unit displays the logs it maintains in a window
similar to the following. You can use the scroll bar to browse through the logs to
find the information in which you are interested.

Dizplay Logs E

067 ALGT0 18:38 PORTINFO
067 ALGT018:38 PORTINFO
067 ALIGT018:28 PORTIMFO
067 ALIGT018:28 PORTIMNFO
067 AUG1018:38 PORTINFO
067 AUG1018:38 PORTINFO
067 AUG1018:38 PORTINFO
067 AUG1018:38 PORTINFO
067 ALGT0 18:38 PORTINFO
067 ALGTO 18:33 PORTINFO
067 ALGT018:33 PORTINFO
067 ALGT018:33 PORTINFO
067 ALGT018:29 PORTIMNFO
067 ALIGT018:29 PORTIMNFO
067 ALIGT018:33 PORTIMNFO
067 AUG1018:33 PORTINFO
067 AUG1018:33 PORTINFO

FORT 33.L0OCAL FEATURE OVERRIDES PEX FEATURE ON ;I
PORT 4LOCAL FEATURE OVERRIDES PEX FEATLURE ON
PORT 42:L0OCAL FEATURE OVERRIDES PEX FEATURE ON
PORT 42L0CAL FEATURE OWERRIDES PEX FEATLURE ON
FORT 44:L0CAL FEATURE OVERRIDES PBX FEATURE ON
FORT 46:LOCAL FEATURE OVERRIDES PBX FEATURE ON
FORT 47:LOCAL FEATURE OVERRIDES PBX FEATURE ON
FORT 3%L0OCAL FEATURE OVERRIDES PBX FEATURE ON
FORT 36:LOCAL FEATURE OVERRIDES PBX FEATURE OM
FORT 4:LOCAL FEATURE OVERRIDES PEX FEATURE ON
FORT 43L0OCAL FEATURE OVERRIDES PBX FEATLUIRE ON
PORT 12:LOCAL FEATURE OVERRIDES PEX FEATLURE ON
PORT 33L0OCAL FEATURE OVERRIDES PEX FEATURE ON
PORT 15:LOCAL FEATURE OWERRIDES PEX FEATLRE ON
PORT 47:LOCAL FEATURE OVERRIDES PEX FEATURE ON
FORT 42:L0OCAL FEATURE OVERRIDES PBX FEATURE ON
FPORT 11:LOCAL FEATURE OVERRIDES PBX FEATURE ON

007 AUGI01&:39LOGIN - USER LOGGED IM : TELMET

A AEIN19N2 COMEE NATARASE LB NAN - FAILEN ITEST TWT FROAM RE T 01

4

080 AUG1018:39 SITEINFO COMMECTIVITY 15 CLOSED TO REMOTE: 254 ON MEDIUM: |
>

Help |

Save Report |

Note: The information displayed in these logs also appears in the event.dat file
on your administration PC.

To print the log to a file

If you are requesting technical support, you might be asked to provide a copy of
the logs. To recreate the log in afile on your administration PC, follow this
procedure:

1

a A W N

Position the mouse pointer inside the log window at the beginning of the
text you want to copy.

Select the text you want to copy, and then press Ctrl-C.

Open WordPad or Notepad.

Press Ctrl-V to paste the text.

Save and close the text file.
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Resizing logs

The log maintains a maximum of 1000 lines of text. When the log reaches 1000
text lines, new text lines overwrite existing lines.

You might find that you want the logs to occupy a larger or smaller percentage
of memory on the Remote Office 9150 unit. You can use the following
procedure to change the size of the logs that the Remote Office 9150 unit keeps.

Getting there 9150 [0 Configuration Manager

To change the size of Remote Office 9150 unit logs

1 From the menu, choose Alarms/Stats/Logs [] Resize Logs.

Result: The Resize Log dialog box appears.

Resize Log [ %]

M aximum Logs || Messages
coun |

Note: The queue size, in this case, means the number of text lines in the
log. The log currently holds a maximum of 1000 text lines.

2 Enter the maximum number of text lines you want to maintain in the log.
3  Click OK.
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Clearing logs

The Remote Office 9150 unit allows you to increase memory by clearing the log

queue. Use the following procedure to discard information from the logs that is
no longer useful.

Getting there 9150 [0 Configuration Manager

To clear logs

1 From the menu, choose Alarms/Stats/Logs [] Clear Logs.
Result: The CLEAR LOGS dialog box appears.

Are you sure?

IF you select THEN
No or Cancel the dialog box closes and the logs remain as is.
Yes the Remote Office 9150 logs are cleared and the

following confirmation dialog box appears:

@ LOGS Cleared

Click OK.

Installation and Administration Guide 277



Administration Standard 2.0

278 Remote Office 9150



September 2001 Administration

Section C: Viewing statistics

In this section

Trunk Connection Statistics screen 280
Bandwidth Connection Statistics screen 282
Caller Information Statistics screen 284
Hardware Statistics screen 287
DSP screen 289
Ethernet Interface Statistics screen 292
BRI Statistics screen 295
Local Call Statistics screen 297
Remote Call Statistics screen 299
Device Information screen 301
ISDN Module Information screen 303
Network Statistics screen 305
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Trunk Connection Statistics screen

The Trunk Connection Statistics screen allows you to see the amount of traffic
that is processed over each B-channedl. Use this statistics log to determine which
trunks get used the most.

Getting there 9150 [0 Configuration Manager

To display the trunk connection statistics
1 From the menu, choose Alarms/Stats/Logs [1 Trunk Connection Statistics.
Result: The Trunk Connection Statistics screen appears.

2 Wait while Configuration Manager gathers statistics from the Remote Office
9150 unit's system logs.

Result: The statistics appear. The following is an example.

Trunk Connection Statistics M= B3
Trunk Mumber | Status | Call Type | Femote 1D | Called Mumber | Start Time | Cloze Time | b}
04.00.01 IDL.. | Ma& M M M M &
04.00.02 IDL.. | Ma& M M M M &
05.00.01 IDL.. | Ma& M M M M &
05.00.02 IDL.. | Ma& M M M M &
| | |

’W Save to File T Eiese Y Heset Help
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3 Do one of the following:

m To refresh the statistics, click Refresh.

m To close the statistics screen, click Close.

Trunk Connection Statistics field descriptions

Column

Trunk Number

Status

Call Type

Remote ID

Called Number

Start Time

Duration

Description

9150 - Identifiesthe ISDN BRI module and B-channel
used for the call.

Identifies the current status of the trunk. Valid options are:
Activeand Idle.

| dentifies whether the call isalocal cal or aremote
signaling call. Valid options are: Local and Signaling.

| dentifies the remote unit involved in the call.

| dentifies the remote DN regardless of who initiated the
call.

| dentifies the time that the call began.

I dentifies the amount of time taken for the call.
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Bandwidth Connection Statistics screen

The Bandwidth Connection Statistics screen allows you to see how much
bandwidth the Remote Office 9150 unit can use, and how much is actually being
used. Use this statistics log to help you determine if you need to add more
bandwidth on PSTN or |P connections.

Getting there 9150 [I Configuration Manager

To display the bandwidth connection statistics
1 From the menu, choose Alarms/Stats/Logs [1 BW Connection Statistics.
Result: The Bandwidth Connection Statistics screen appears.

2 Wait while Configuration Manager gathers statistics from the Remote Office
9150 unit’'s system logs.

Result: The statistics appear. The following is an example.

Bandwidth Connection Statistics M= B3
Fiemote Lnit Mumber | Signaling Status | Mo of Yoice Callz on IP | Mo of Yoice Callz on PSTH | Uszed [P Biw | Uszed Trunk
254 IDLE a a 0.00 0.00
4] | i
Fiefrezh Save to File Freset | Help |
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3 Do one of the following:

m To refresh the statistics, click Refresh.

m To close the statistics screen, click Close.

Bandwidth Connection Statistics field descriptions

Column
Remote Unit Number

Signaling Status

No of Voice Calls on IP

No of Voice Calls on PSTN

Used IP BW
Used Trunk BW

Total Up Trunk BW

IP QoS Status

Description
| dentifies the remote unit that initiated the call.

| dentifies whether a connection is up on this unit. Valid
options are: Active and Idle.

| dentifies the number of callsin progress on this unit’s IP
connection.

| dentifies the number of callsin progress on this unit’'s
PSTN connection.

| dentifies the | P bandwidth in use on this unit.
I dentifies the PSTN bandwidth in use on this unit.

Identifies the total PSTN bandwidth up and available to
this unit.

I dentifies the quality of servicelevel on thisunit's P
connection. Valid options are: Good and Bad.
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Caller Information Statistics screen

The Caller Information Statistics screen allows you to see the types of calls
being made (1P or PSTN), and how often QoS transitions occur. Use this
statistics log to help you determine if the voice Quality of Service onyour IP
network is stable.

Getting there 9150 [I Configuration Manager

To display the caller information statistics
1  From the menu, choose Alarms/Stats/Logs [1 Caller Info Statistics.
Result: The Caller Info Statistics screen appears.

2 Wait while Configuration Manager gathers statistics from the Remote Office
9150 unit’'s system logs.

Result: The statistics appear. The following is an example.

Caller Info Statistics M= B3
Connection [0 | Femote 1D | Current Media | Type | Prior_itﬂ Call B | Start Time | Trangitions to PSTH |
7 254 IP SIGMALING | IPO.. | 16.00 07/28/2000.. | 0
1| | |
’W Save to File T Eiese Y Heset | Help |
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3 Do one of the following:

m To refresh the statistics, click Refresh.

m To close the statistics screen, click Close.

Caller Info Statistics field descriptions

Column

Call Number

Remote ID

Connection ID

Remote ID

Current Media

Type

Priority

Call BW
Start Time

Transitions to PSTN

Transitions to IP

Description

| dentifies the number of the call that was processed by the
Remote Office 9150 unit.

Identifies the board ID of the remote site that wasinvolved
in the call.

| dentifiesthe serial number of this call through thelifetime
of the logged on unit.

Identifies the unit ID of the involved remote unit.

| dentifies whether the call took place over the PSTN or IP
network.

Identifies the type of call. Valid options are: Signaling,
Voice, and Local.

| dentifies the priority setting of the involved trunk.Valid
options are: PSTN Only, IP Only, High, and Normal.

| dentifies the amount of bandwidth used by the call.
I dentifies the time that the connection initiated.

I dentifies the number of times the RLC moved the call to
the PSTN.

| dentifies the number of times the RLC moved the call to
the | P network.

Installation and Administration Guide 285



Administration

Standard 2.0

Column

Last Transition to PSTN

Last Transition to IP

Description

Identifies the last time the RLC moved the call from the |P
network to the PSTN.

| dentifies the last time the RLC moved the call from the
PSTN to the | P network.
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Hardware Statistics screen

The Hardware Statistics screen provides a listing of what modules you have
installed in your Remote Office 9150 unit. Use it to determine which module
positions in the Remote Office 9150 unit are popul ated, and what they contain.

Getting there 9150 [0 Configuration Manager

To display the hardware statistics

1  From the menu, choose Alarms/Stats/Logs [1 Hardware Statistics.

Result: The Hardware Statistics screen appears.

2 Wait while Configuration Manager gathers statistics from the Remote Office
9150 unit's system logs.

Result: The statistics appear. The following is an example.

Hardware Statistics M= B3
Module Ma | Statuz | Module Type | Wergion
1 EQUIPPED DSP_2TMS320LC543
2 EQUIPPED DSP_2TMS320LC543
3 EQUIPPED DSP_2TMS320LC543
4 EQUIPPED ERI_U BRI U INTERFAL...
] EQUIPPED ERI_U BRI U INTERFAL...
E UMEQUIFFED M M
7 UMEQUIFFED M M
Fiefrezh | Save to File Freset Help |
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Do one of the following:
m To refresh the statistics, click Refresh.

m To close the statistics screen, click Close.

Hardware Statistics field descriptions

Column Description

Module No | dentifies the DSP application modul€’s position on the
Remote Office 9150 motherboard.

Status | dentifies whether there is afunctional DSP application
module in the position identified in the Module No field.
Valid options are: Equipped, meaning that a DSP
application moduleisinstalled in the module position, and
Unequipped, meaning that there is not a DSP application
module installed in the modul e position.

Module Type | dentifies the part number of the hardware installed in the
module position.

Version | dentifies the version of DSP application module installed
in the module position.
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DSP screen

Digital Signal Processor (DSP) Statistics provide information about the DSP

application modules installed on the logged-on RLC. Use this screen to
determine the modul e positions that are populated, what type of DSP those

positions contain, and the functionality provided by each module.

Getting there 9150 I Configuration Manager

To display DSP statistics

1 From the menu, choose Alarms/Stats/Logs [1 DSP.

Result: The DSP screen appears.

2 Wait while Configuration Manager gathers statistics from the Remote Office

9150 unit's system

Result: The statistics appear. The following is an example.

DSP Statistics

logs.

IS E3

Single Digit Device D | Module Mumber | Device Mumber | In Service | Total MIPS | Available Mips | Tatal Channels | T

a a a 15 100 100 M [

1 a 1 15 a a M [

2 a 2 15 100 100 12 :

3 a 3 15 100 100 12

4 1 a 15 100 100 4

] 1 1 15 100 100 4

E 2 a 15 100 100 4

7 2 1 15 100 100 4

g 3 a 15 100 100 4

| 3 1 15 100 100 4

| | i
’W SavetoFie | 77 fiose Heset Help |
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3 Do one of the following:

m To refresh the statistics, click Refresh.

m To close the statistics screen, click Close.

DSP Statistics field descriptions

Column

Single Digit Device ID

Module Number

Device Number

In Service

Total MIPS

Available Mips

Total Channels

Total Voice Channels

Available Voice Channels

Total Modem Channels

Available Modem Channels

Description

Identifies an internal sequence number for indexing this
DSP device among all others onthe RLC.

I dentifies this DSP Application Module’s module number
onthe RLC. Vaid optionsare: 0, 1, 2, 3, 4.

| dentifies the DSP device that processed the call.

| dentifies any voice channels operating on this DSP
application module.

| dentifies the total millions of instructions per second
(MIPS) capacity for this DSP device.

| dentifies the millions of instructions per second (MIPS)
currently available on this DSP device.

| dentifies the total channel capacity for this DSP device.

| dentifies the total voice channel capacity for this DSP
device.

| dentifies the number of unused voice channels on this
DSP device.

I dentifies the number of channels on this DSP device that
can transmit modem calls.

| dentifies the number of unused channels on this DSP that
can transmit modem calls.
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Column Description

Total Flex Channels | dentifies the number of channels on this DSP that can
provide multiple functionalities.

Available Flex Channels | dentifies the number of channels on this DSP currently
available to provide multiple functionalities.

Total Tones Channels | dentifies the number of channels on this DSP that can
transmit tones.

Total Reserved Channels | dentifies the number of special purpose channels on this
DSP reserved for internal use.

Name | dentifies the name of the DSP load, that is, the
combination of DSP algorithms, on the DSP module.
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Ethernet Interface Statistics screen

Ethernet Interface Statistics provide information about the connection between
the I P network and the logged-on RLC that is achieved over the RLC’s Ethernet
interface.

Getting there 9150 [0 Configuration Manager

To display the Ethernet Interface statistics
1 From the menu, choose Alarms/Stats/Logs [1 Ethernet Interface Statistics.
Result: The Ethernet Interface Statistics screen appears

2 Wait while Configuration Manager gathers statistics from the Remote Office
9150 unit's system logs.

Result: The statistics appear. The following is an example.

Ethernet Interface Statistics M= B3
Channel | LANDry | Admin | Oper | licType | IfcMo | MTUlen | Speed | IN - Ootet | UPkts | MPkts | Diss | En
1 POWERD.. | 1 1 3 1 1600 | 100.. | 895943 2067 G422 3 O
4] | |
Fiefrezh Save to File Freset | Help |
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3 Do one of the following:

m To refresh the statistics, click Refresh.

m To close the statistics screen, click Close.

Ethernet Interface Statistics field descriptions

Column

Channel

LAN Drv
Admin
Oper
IfcType

IfcNo

MTUIlen

Speed
In - Octet

UPkts

MPkts

Disc

Err

Description

Identifies the Ethernet device that the statistics on that
line apply to. Valid options are: 1, 2.

Identifies the LAN driver used by the call.
Identifies the desired state of the port.
Identifies the actual state of the port.
Identifies the interface type used by the call.

Identifies the Ethernet interface used by the call. Valid
options are: 0 (ELAN), 1 (CLAN).

Identifies the Maximum Transmission Unit for this
interface.

Identifies the data rate of this interface.
Identifies the number of inbound bytes.

Identifies the number of inbound packets sent only to this
recipient.

Identifies the number of inbound packets sent to multiple
recipients.

Identifies the number of packets discarded by the
interface.

Identifies the number of error packets received by the
interface.
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Column Description
Out - Octet Identifies the number of outbound bytes.
UPkts Identifies the number of outbound packets sent only to

this recipient.

MPkts Identifies the number of outbound packets sent to multiple
recipients.
Disc Identifies the number of outbound packets discarded by

the interface due to resource problems.

Err Identifies the number of outbound packets discarded due
to errors.

QLen Identifies the number of bytes in the interface’s outbound
queue.
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BRI Statistics screen

The BRI Statistics screen allows you to see the operational BRI channels and the
cross connections between those channels and telephone sets.

Getting there 9150 [0 Configuration Manager

To display the BRI statistics
1  From the menu, choose Alarms/Stats/Logs [1 BRI Statistics.
Result: The BRI Statistics screen appears.

2 Wait while Configuration Manager gathers statistics from the Remote Office
9150 unit’'s system logs.

Result: The statistics appear. The following is an example.
BRI Information Statistics M= B3

Module Index | Module Mumber | Device Mumber | In Service | Uszage | Total Channels | Awailable Channels | Crogs Cor
a 4 a a 2048 | 3 3 1
1 ] a a 2048 | 3 3 1
1| I |

Refresh I Save to File

Freset Help
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3 Do one of the following:

m To refresh the statistics, click Refresh.

m To close the statistics screen, click Close.

BRI Statistics field descriptions

Column

Module Index

Module Number

Device Number

In Service

Usage

Total Channels

Available Channels

Cross Connect Type

Description

| dentifies the port on which the call was made.Valid
options are: 0-63.

| dentifies the module position of the ISDN BRI
module.9150 valid options are: 4,5, 6 and 7.

Identifies internal sequence number for indexing ISDN
BRI devices.

Indicates successful initialization of the ISDN BRI
module.

Bit-encoded field identifying the module as an ISDN BRI
module.

I dentifies the ISDN BRI modul€’s working and non-
working channels.

| dentifies the working channels on the ISDN BRI module.

| dentifies the cross-connect type used by the ISDN BRI
module. Valid options are: DS30X, AMB, REG and VHD.
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Local Call Statistics screen

The Local Call Statistics screen allows you to see how many local calls were
processed by the Remote Office 9150 unit, and how long they lasted. Use this
statistics log to determine how much traffic is being processed through the local
PSTN.

Getting there 9150 [I Configuration Manager

To display the local call statistics

1 From the menu, choose Alarms/Stats/Logs [] Local Call Stats.
Result: The Local Call Statistics screen appears.

2 Wait while Configuration Manager gathers statistics from the Remote Office
9150 unit's system logs.

Result: The statistics appear. The following is an example.

Local Call Statistics [_ [

Paort Mo | Call Start Time | Call Duration ‘
7 1A 1A

3 Do one of the following:
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m To refresh the statistics, click Refresh.

m To close the statistics screen, click Close.

Local Call Statistics field descriptions

Column Description

Port No. | dentifies the Remote Office 9150 port through which the
call was processed.

Call Start Time Identifies the time when the call started.

Call Duration | dentifies the length of the call.
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Remote Call Statistics screen

The Remote Call Statistics screen allows you to see how many calls were
processed by the Remote Office 9150 unit through the host PBX, and how long
they lasted. Use this statistics log to determine how much traffic is being
processed through the host PBX.

Getting there 9150 [I Configuration Manager

To display the remote call statistics
1  From the menu, choose Alarms/Stats/Logs [ Remote Call Stats.
Result: The Remote Call Statistics screen appears.

2 Wait while Configuration Manager gathers statistics from the Remote Office
9150 unit's system logs.

Result: The statistics appear. The following is an example.

Remote Call Statistics [ [ %]

Pnn Mo ‘ CDnne:ﬂonlD ‘ RLC\D | RLC Port No ‘ RCM Callback pointer | DEP Callback pointer | Call Stan Time | Duration |

000034078 0»00085600 02/07/2106 0., NA

3 Do one of the following:
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m To refresh the statistics, click Refresh.

m To close the statistics screen, click Close.

Remote Call Statistics field descriptions

Column

ROU (Remote Office Unit)
Port No.

Connection ID
RLC ID
RLC Port No

RCM Callback pointer

DSP Callback pointer

Call Start Time

Duration

Description

| dentifies the Remote Office 9150 port through which the
call was processed.

A sequential number used for tracking individual calls.
I dentifies the board 1D of the RLC that processed the call.
| dentifies the RLC port that processed the call.

| dentifies the internal program routine used.

Note: Thisinformation isfor technical support use only.

| dentifies the internal program routine used.

Note: Thisinformation isfor technical support use only.
| dentifies when the call began.

| dentifies how long the call lasted.
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Device Information screen

Device Information Statistics screens allows you to see al telephones on the
Remote Office 9150 unit, their capability and current status.

Getting there 9150 [0 Configuration Manager

To display device information

1 From the menu, choose Alarms/Stats/Logs [1 Device Information.

Result: The Device Information screen appears.

2 Wait while Configuration Manager gathers statistics from the Remote Office
9150 unit’'s system logs.

Result: The statistics appear. The following is an example.

Device Information Statistics M= B3
Port Mumber | Type | Device Type | Call Status | -
a LOCALEREMO... | M221E IDLE
1 LOCAL M2E16 IDLE
2 LOCALEREMO... | M3303 IDLE
3 LOCALEREMO... | M2E1E IDLE
4 LOCALEREMO... | M2008 IDLE
] LOCALEREMO... | M2E1E IDLE
E LOCALEREMO... | M2E1E IDLE
7 LOCALEREMO... | M2E1E IDLE v
g LOCALEREMO... | M2008 IDLE
| LOCALEREMO... | M3303 IDLE
10 LOCALEREMO... | M2E1E IDLE
11 LOCALEREMO... | M2008 IDLE
12 LOCALEREMO... | M2E1E IDLE
13 LOCALEREMO... | M2E1E IDLE
14 LOCALEREMO... | M2E1E IDLE
15 LOCALEREMO... | M2E1E IDLE
16 LOCAL M2E16 IDLE
17 LOCAL M2E16 IDLE
18 LOCAL M2E16 IDLE
19 LOCAL ATA IDLE
20 LOCAL M2E16 IDLE
21 LOCAL M2E16 IDLE
22 LOCAL M2E16 IDLE LI

Fiefrezh Save to File Freset Help
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3

Do one of the following:
m To refresh the statistics, click Refresh.

m To close the statistics screen, click Close.

Device Information field descriptions

Column

Port Number

Type

Device Type

Call Status

Login Status

Description

| dentifies the RLC port number to which the displayed
information pertains.

| dentifiesthe port type. Valid options are: Remote, Data, or
Loca TCM.

| dentifies whether the telephone connection on the port
identified above is Normal or ACD. Valid options are:
Normal and ACD.

| dentifies whether the port is currently handling a call.
Valid options are: Busy and Idle.

| dentifies whether the telephone connected to this port is
active on the system. Valid options are: Logged on and
L ogged off.

Note: This statistic applies only to portsto which ACD
telephones connect.
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ISDN Module Information screen

The ISDN Module Information statistics screen provides information about the
ISDN BRI line. In particular you can use this statistics screen to determine if the
BRI lineiscurrently in use and the status of the link.

Getting there 9150 [0 Configuration Manager

To display ISDN module information
1 From the menu, choose Alarms/Stats/Logs [J ISDN Module Information.
Result: The ISDN Module Information screen appears.

2 Wait while Configuration Manager gathers statistics from the Remote Office
9150 unit's system logs.

Result: The statistics appear. The following is an example.

ISDH Module Information Statistics M= B3
Module Mumber | Module Type | Link Status | Uszage |
4 ERI_U P IDLE
] ERI_U P IDLE
Fiefrezh Save to File Freset Help
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3 Do one of the following:
m To refresh the statistics, click Refresh.

m To close the statistics screen, click Close.
ISDN Module Information field descriptions

Column Description

Module Number | dentifies the modul e position of the ISDN BRI module.
9150 valid options are: 4,5, 6 and 7.

Module Type I dentifies the type of the ISDN BRI module.Valid options
are: BRI-U, BRI-ST and INVALID.

Link Status I dentifies the current status of the ISDN BRI line. Valid
options are: UP, DOWN, and INVALID.

Usage I dentifies whether the ISDN BRI lineisin use or not.Valid
options are: IDLE and ACTIVE.
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Network Statistics screen

Network Statistics allow you to see the performance over the last 24 hours of the
remote units connected to the logged-on RLC. Use these statistics to identify
periods when other network activity can adversely affect Remote Office system
performance. This screen shows remote unit performance in terms of the
transmission and reception of frames and packets.

Getting there 9150 [I Configuration Manager

To display network statistics
1 From the menu, choose Alarms/Stats/Logs [] Network Statistics.

Result: The Network Statistics screen appears.
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2 Wait while Configuration Manager gathers statistics from the Remote Office
9150 unit's system logs.
Result: The statistics appear. The following is an example.
Metwork Statistics M= B3

Remate Unit Mumber = 254 IP Address : 192.168.142.229

Hour | T Frames | Fi= Frames | Fi= Errar | Fix Dropped | Eror % | BroadCast Packet | T UCaztPkt | T DiscPkE | F=
a a a a a 0.00 a Ly a .

1 a a a a 0.00 3 1832 a I
2 a a a a 0.00 a a a I
3 a a a a 0.00 a a a I
4 a a a a 0.00 a a a I
] a a a a 0.00 a a a I
E a a a a 0.00 a a a I
7 a a a a 0.00 a a a I
g a a a a 0.00 a a a I
| a a a a 0.00 a a a I
10 a a a a 0.00 a a a I
11 a a a a 0.00 a a a I
12 a a a a 0.00 a a a I
13 a a a a 0.00 a a a I
14 a a a a 0.00 a a a I
15 a a a a 0.00 a a a I
16 a a a a 0.00 a a a I
17 a a a a 0.00 a a a [
18 a a a a 0.00 a a a I
19 a a a a 0.00 a a a I
20 a a a a 0.00 a a a I
M n n n n nonn n 0 n

| | >|

Fiefrezh | Save to File | Freset Help
3 Do one of the following:
m To refresh the statistics, click Refresh.
m To close the statistics screen, click Close.
Network Statistics field descriptions
Column Description
Hour | dentifies the hour that the statistics on that line apply to.

These numbers refer to the most recent 24 hours, such that
“1" refersto one hour ago, “2" refersto two hours ago, and
S0 on.
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Column

Tx Frames

Rx Frames

Rx Error

Rx Dropped

Error %

BroadCast Packet

Tx UCastPkt

Tx DiscPkt

Rx MultiPkt

Rx UCastPkt

Rx DiscPkt

Description

| dentifies the number of frames transmitted in the given
hour.

| dentifies the number of frames received in the given hour.

| dentifies the number of frames received in the given hour
with an error.

I dentifies the number of received frames that the Remote
Office system dropped in the given hour.

| dentifies the percentage of frames received in the given
hour with an error.

| dentifies the number of packets broadcast, or sent to all
addresses on the network, by this unit in the given hour.

| dentifies the number of packets unicast, or sent to one
specific address, by this unit in the given hour.

| dentifies the number of packets discarded by thisunit in
the given hour.

| dentifies the number of packets received by this unit that
were sent to multiple addresses in the given hour.

| dentifies the number of packets received by this unit that
were sent only to this unit in the given hour.

| dentifies the number of received packets that were
discarded by this unit in the given hour.
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Section D: Performing upgrades

In this section

Verifying the firmware and software version 310
Obtaining the latest upgrade file 312
Extracting upgrade files from the download file 313
Performing a firmware upgrade 315
Performing a software upgrade 320
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Verifying the firmware and software version

This section describes how to determine the version of firmware and software
currently installed.

Before you perform afirmware or software upgrade, you should determine what
versionis currently installed. This ensures that you do not replace the installed
firmware or software with an older version.

To verify the software version

From the menu, choose Help [J About Configuration Manager.

Result: The following dialog box appears:

About Configuration Manager | x|

Configuration Manager Ver 1.00

Copyright (C) 2000

Warning

This computer program is protected by copyright law and -
international treaties. Unautharized reproduction or distribution of
this program. or any portion of it, may resultin severe civil and
criminal penalties, and will be prosecuted to the maximum extent
possible under the law.

[
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To verify the firmware version

1 From the menu, choose System Information [1 System Data.

2 The System Configuration Details screen appears.

System Configuration Details E
Unit 1d 254 Site Name I ALPHA_RLC
Unit Type I RLC-SINGLE ‘WIDE Unit Yersion I 1_03_001.1 RLC
Database |1.19 Date I M&R-06-2001
Wersion
Time I 14:24

IP Address I 192.168.143.253 Mac Address I 00:50:07:04:5C:43

Application Module Infarmation

SLOTHO STATUS TYPE  VERSIOM _I
1 HEALTHY DSP_2TMS320LC543
2 HEALTHY DSP_2TMS320LC543
3 HEALTHY DSP_2TMS320LC543
4 HEALTHY DSP_2TM5320LC543

-
A ¥

Successfully Read Spstem Configuration Data

Help |

3 Review the Firmware Version box. This identifies the version of firmware
installed on the unit.

To determine the current firmware and software versions

To determine the current firmware and software versions, refer to the Remote
Office and RLC Release Notes (NTP 555-8421-102).
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Obtaining the latest upgrade file

If you need to upgrade the firmware or software, you can obtain the latest
upgrade files by clicking on the Customer Support and Software Distribution
links at the following website:

www.nor tel networ ks.com

Nortel Networks provides upgrade files in self-extracting executable files. You
must extract the upgrade files before you can perform the upgrade.

Types of upgrades

There are two types of upgrades that can be performed for your Remote Office
9150 unit:

m  Configuration Manager software upgrade
m  firmware upgrades
m Remote Office 9150 motherboard firmware

Note: Thisincludes any firmware updates that have been made for DSP
application modules.

= trunk interface module firmware

The firmware contains the code necessary for operating the Remote Office
9150 unit.

To download the upgrade file

1  With your web browser, connect to the Nortel Networks web site at
http://www.nortelnetworks.com/remoteoffice.

2 Locate the software and firmware you need.
Download the files into a temporary location on your PC.

4  Extract the files into a temporary location on your PC by double-clicking the
.exe file.

5 Continue with “Extracting upgrade files from the download file” on page
313.
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Extracting upgrade files from the download file

Before you perform an upgrade, ensure you have obtained the latest upgrade
files from your Nortel Networks distributor. The upgrade files are enclosed in
self-extracting executable files. You must extract the upgrade files before you
can perform the upgrade.

To perform the extraction using Windows

1 Use Windows Explorer to navigate to the directory that contains the .exe file
you received from Nortel Networks.

2 Locate and double-click the .exe file.

Result: The WinZip Self-Extractor screen similar to the following opens.

WinZip Self-Extractor - rlc100.exe [ x|

Tounzip all files in rlcd117.exe to the specified falder

Unzi
press the Unzip buttaon. S

Fun ¥Windip

Browse... | Close

Ahout

Unzip to folder:

¥ Crvarwrite filas without prompting

i

Help

3 Review the information presented and make changes as necessary.
Notes:
m [tis recommended that you extract the files into a temporary directory.

m If you specify a directory that does not exist, the WinZip Self-Extractor
creates it.
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4  Click Unzip.

Result: The file extraction begins. A status bar shows the extraction
progress. When completed, a message similar to the following appears:

WinZip Self-Extractor B

5 file(s) unzipped successfully

5 Click OK.
Result: The WinZip Self-Extractor screen reappears.
6  Click Close.
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Performing a firmware upgrade

This section describes how to perform afirmware upgrade on your Remote
Office 9150 unit. You perform the upgrade over the | P network using the TFTP
protocaol.

You must have a TFTP server application running on the administration PC. The
TFTP server’s base directory must point to the directory that contains the
upgrade files.

To ensure that the RLC and Remote Office 9150 unit do not experience
communication problems during or after the firmware upgrade, Nortel Networks
recommends that you perform the upgrades in the steps shown bel ow.

1.

o 00~ w N

~

Create backup files for the Remote Office 9150 unit and RLC
configurations. Refer to “ Creating a backup configuration file” on page
266.

Upgrade the Configuration Manager software.

. Disablethe slot in which the RLC isinstalled.
. Upgrade the RLC firmware.
. Upgrade the Remoate Office 9150 unit firmware.

Upgrade the BRI module firmware for each BRI module on your
Remote Office 9150 units.

. Restart both units.

Re-enable the RLC dlot.
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When to perform a firmware upgrade

Perform afirmware upgrade if you have determined that you are using out-of-
date firmware. For instructions on determining if you need to perform an
upgrade, see “ Verifying the firmware and software version” on page 310.

CAUTION
& Risk of incorrect operation

You must ensure that the RLC's firmware has been upgraded
before you upgrade the Remote Office 9150 unit’s firmware. This
ensures that communication problems between the RLC and
Remote Office 9150 unit do not occur.

About firmware upgrades and configuration files

Each time you perform a firmware upgrade, the configuration database is also
converted (if necessary) to aformat that is compatible with the new firmware.
Configuration settings are not affected by the conversion.

Nortel Networks recommends that, each time you perform afirmware upgrade,
you create a backup copy of the converted configuration file, and storeitin a
safe secure location.

Before you begin
1  Obtain the firmware upgrade from Nortel Networks.
For instructions, see “Obtaining the latest upgrade file” on page 312.
2 Extract the upgrade files from the file you received from Nortel Networks.

For instructions, see “Extracting upgrade files from the download file” on
page 313.

Start the TFTP server application.

4  Ensure the TFTP base directory reflects the directory where the firmware
upgrade file you want to use is located.

Getting there 915001 Configuration Manager
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To upgrade the firmware

1

2

From the menu, choose Upload/Download [1 Upload S/W.

Result: The Software Upload screen appears.

Software Upload [ %]

— Module Mode
O ] BRI ’7 & TFTP

Slot Murmber lﬁ IP Address l_ . l_ o l_ l_
Uploaded File I Browse |

Mote: The file should be in the zame directory az the TFTP
oot directory.

— Log Report

|
Cloze | Help |

Do one of the following:

IF you are upgrading THEN

motherboard firmware in the Module section, click Application.

ISDN BRI module do the following:
firmware a In the Module section, click ISDN.

b Enter the position on the motherboard where
the ISDN BRI module is installed.

Valid values: 4 through 7

Enter the IP address of the TFTP server into the IP Address boxes.

Note: Since the TFTP server application is running on your administration
PC, this is the IP address of the PC.
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4 Click Browse.

Result: The Open dialog box appears.

Open EE

Laak jn: I@Windows LI gl

|0 43w _data 1 Cursars 1 Media G
|14l Users [C1Drwatson CIMsapps G
|1 Alluse™2 (£ Favorites [C10Options @
|_1 Application Data [CJFonts CAPif @
|_1 Catroat [C1fonts2 [C1Remote Office @
|_1Cammand Cdforms C1Samples @
|_1 Canfig CIHelp C1SendTo @
|_1Caakies 1 Java [C1 Start hMenu [l
| | 2l
File name: I : !
Files of type: IUpgrade Files(* UPG) LI Cancel |

Al

5  Ensure the “Files of type” box shows Upgrade Files(*.UPG).

6  Navigate to the folder where the firmware file is located.
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7  Select the file, and then click Open.
Examples:
m For motherboard firmware, select 9150-100.upg, and then click Open.

= For ISDN BRI module firmware, select brivi5u.upg, and then click
Open.

Result: You return to the Software Upload dialog box. The file you selected
is shown in the Uploaded File box.

8 Click Upload.

Wait until the file uploads completely before entering any other commands.
The Log Report box displays a confirmation message when the upgrade is
completed.

9 Restart the Remote Office 9150 unit.
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Performing a software upgrade

Perform a software upgrade if you have determined that you are using
out-of -date software. For instructions on determining if you need to perform an
upgrade, see “ Verifying the firmware and software version” on page 310.

To upgrade the Configuration Manager software

1 Use Windows Explorer to navigate to the directory that contains the
upgrade files you extracted.

Locate and double-click the setup.exe file.

3 Follow the prompts on the screen.

ATTENTION 5o ignore any warning messages that the

InstallShield displays about versions of files (such as DLL
files) that already exist on your PC. If you overwrite these
files, you can inadvertently cause other applications on
your PC to stop working.

Result: The InstallShield installs the software on top of the previous
version.
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Before you begin

If you experience problems in setting up or running your Remote Office 9150
unit, this chapter will help you to isolate and solve the problem.

Identifying why the problem occurred

Before you begin, ask yourself the questions listed in the following table:

IF you
Question answered THEN do the following:
Isthisanew yes Perform troubleshooting in the sequence
installation? presented in this chapter.
no Answer the next question.
Did the Remote Office yes Answer the next question.
9150 unit work, and then o
suddenly stop no Perform troubleshooting in the sequence
working? presented in this chapter.
Did you modify the yes 1 Verify that changes were done correctly.
configuration or 2 Check the hardware components to ensure
change any hardware they are in working order.
components? . -
3 Perform troubleshooting for the specific
component.
no Contact your telecom or data hetwork
administrator. There might be a problem with
the network.
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Remote Office 9150 LEDs

During a Remote Office 9150 unit power-up cycle, watch the front panel of the
Remote Office 9150 unit. The LEDs should appear as follows:

s The Power LED should light and remain lit.

s The Status LED should stay lit after the power-up cycleis compl eted.
When the Status LED islit al the time, the unit is healthy.

s Theremaining LEDs flash whenever there is network activity.

What to do if the LEDs do not display correctly

The following table describes what to do if the LEDs do not display correctly:

Symptom What to do

The Status LED is not lit. 1 Didthe Status LED ever illuminate? If not,
contact your Nortel Networks distributor.
There might be a hardware problem.

2 Areother LEDslit or flashing? If no, ensure
the power cable is connected to both the power
source and the Remote Office 9150 unit.

If it has become disconnected, reconnect it.

3 If the Status LED is still out, contact your
Nortel Networks distributor. There might be a
hardware problem.

No LEDs are lit on the Remote 1 Ensure that the Remote Office 9150 unit is
Office 9150 unit. connected to a power source.

2 If you are using an uninterruptible power
supply (UPS), ensure the UPS is powered on.

3 Verify that the AC power source is operational.
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Symptom

What to do

The Ethernet COLL LED islit
solid.

Network collisions are bound to occur and are
normal. However, if thisLED islit solid, do the
following:

1 Check the physical network connection.

2 Verify that the Remote Office 9150 unit can be
pinged.

3 Check the network configuration (such as
routing, traffic load, and so on). Adjust the
network configuration, if required.

4 There should be no broadcast or multicast
activity on the telephony LAN (TLAN).
Interconnect a hub and a network anayzer to
the TLAN and monitor for such activity.
| dentify the source(s) and isolate them from
the TLAN.
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Digital telephone

This section identifies some problems that could occur on the digital telephone,
and describes what to do to resolve them.

Symptom descriptions

If you are having trouble with digital telephones, perform troubleshooting as

described in the following table:

Symptom What to do

Thereisno dia tonewhen 1
pressing either the host call

appearance or local call

appearance keys.

Isthis afirst-timeinstallation? If yes, perform
troubleshooting as described in “What to do if
the telephone connection tests do not work” on
page 140.

If you are trying to make a host-controlled call,
check the IP network and ensure that

= itisnot down

m traffic is being routed between the Remote
Office 9150 unit and RLC on the host PBX

If you are trying to make a host- or locally
controlled call, Ensure the ISDN BRI lineis
working. Ask your service provider to check
this.

Restart the RLC, wait one minute, and then
restart the Remote Office 9150 unit.

Ensurethe RLC isenabled initshost PBX dot.

In Load 97 on the Meridian 1 PBX, stat the
RLC, disable and enableit, or reseat it if
necessary.
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Symptom

What to do

Thereisno dia tone when
pressing either the host call
appearance or local call
appearance keys. (continued)

6

Contact your telecom administrator. There
might be problems at the host PBX.

Lamps or indicators are not lit
after completion of a Remote
Office 9150 unit power cycle.

Check all cable connections to and from the
Remote Office 9150 unit and ensure they are
all securely connected.

Isthisafirst-timeinstallation? If yes, check the
telephone connections. Refer to the Telco 1 and
Telco 2 cable pin-out tablesin Appendix C,
“Connection pin-out tables.”

Ensure the ISDN BRI lineisworking. Ask
your service provider to check this.

Check the | P network and ensure that
m itisnot down

m traffic isbeing routed between the Remote
Office 9150 unit and RLC on the host PBX

Ping the RLC from the Remote Office 9150
unit to verify 1P network connectivity.

Lamps or indicators do not reflect
the true status of the telephone.

It is possible that there is a synchronization error
between the Remote Office 9150 unit and the host
PBX. Contact your telecom network
administrator.

The display isblank (that is, the
time and date are not displayed).

1

Takethe digital telephone handset off hook and
dia the Online SPRE code. The Remote Office
9150 unit attempts to connect to the host PBX.
When the connection is established, the time
and date appear.
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Symptom

What to do

The display isblank (that is, the
time and date are not displayed).
(continued)

2

Check the | P network and ensure that
= itisnot down

m traffic isbeing routed between the Remote
Office 9150 unit and RLC on the host PBX

Ping the RLC from the Remote Office 9150
unit to verify IP network connectivity.

Ensure the ISDN BRI lineisworking. Ask
your service provider to check this.

Restart the RLC, wait one minute, and then
restart the Remote Office 9150 unit.
Ensurethe RLC isenabled in its host PBX slot.
In Load 97 on the Meridian 1 PBX, stat the

RLC, disable and enable it, or reseat it if
necessary.

Contact your telecom administrator. There
might be problems at the host PBX.

There are noticeable gaps or poor
guality when avoice call is active
on the IP network.

Check the Quality of Service configuration on
the RLC. Adjust the configuration, if required.

Lower the QoS threshold so that transition
occurs earlier.

Conduct atraffic study on your voice and IP
network traffic patterns as described in the
Remote Office Network Engineering
Guidelines (555-8421-230). It is possible that
your |P network capacity cannot accommodate
the additional voice data, especially during
High Day Busy Hour (HDBH) periods. Make
adjustments to your network as required.
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Symptom

What to do

Incoming calls are not being
received from the host PBX.

Ensure your telephone is not on call forward.

Ensure the Remote Office 9150 unitisnot in
offline mode by entering the Online SPRE
code at adigital telephone.

Ensure the Remote Office 9150 unit is powered
up. It cannot receive calls from the host PBX if
it is not powered up.

Ensure the RLC is correctly configured with
your Remote Office 9150 unit’s IP address,
telephone number, and security ID (if they are
used).

Ensurethe ISDN BRI lineisworking, if itis
being used to route host-controlled calls. Ask
your service provider to check this.

Check the IP network (if it is being used) and
ensure that

= itisnot down

m traffic is being routed between the Remote
Office 9150 unit and RLC on the host PBX

Ping the RLC from the Remote Office 9150
unit to verify 1P network connectivity.

If the problem persists, contact your telecom
administrator or Nortel Networks distributor.

Incoming calls are not being
received from the PSTN.

Ensure your telephoneis not on call forward.

Ensure the calling party has your office's
correct telephone number.

Ensure the Remote Office 9150 unit is powered
up. It cannot receive callsfrom the host PBX or
the PSTN if it is not powered up.
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Symptom What to do

Incoming calls are not being 4 Ensurethe ISDN BRI lineisworking. Ask
received from the PSTN. your service provider to check this.
(continued) 5 If the problem persists, contact your telecom

administrator or Nortel Networks distributor.

A call in progress was suddenly 1 Does your telephone display “ Offline Mode?’
disconnected. If s0, enter the Online SPRE code to go back
online.

2 Contact your telecom and data network
administrators. Perhaps network problems
caused the call to drop.
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Device connectivity

This section identifies some problems that can occur on the data network, and
describes what to do to resolve them.

Symptom descriptions

Symptom

If you are not able to establish or maintain data network connectivity, perform
troubleshooting as described in the following table.

Note: To enable valid loopback testing of serial ports and cables, Nortel
Networks recommends that you use a breakout box.

What to do

SERI AL CONNECTI ON FAI LED 1
appears when attempting to

connect to the Remote Office

9150 unit. 2

Ensure that you entered the logon ID and
password correctly when trying to establish the
connection.

Ensure that someone elseis not aready logged
on to the Remote Office 9150 unit.

Ensure that you selected the correct COM port
when trying to establish the connection.

Verify that no other applications on the
administration PC are using the COM port.

Verify that the serial connection is good.

Using a breakout box, verify that the COM
port is active.

Ensure the Remote Office 9150 unit is
powered up.

Power the Remote Office 9150 unit off, and
then back on.

Contact your Nortel Networks distributor.
There might be a hardware problem.
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Symptom

What to do

10060 TELNET CONNECTI ON
FAI LED appears when attempting
to connect to the Remote Office
9150 unit.

1 Ensurethat you entered the logon ID and
password correctly when trying to establish the
connection.

2 Ensurethat you entered the | P address
correctly when trying to establish the
connection.

3 Ensurethat someone elseis hot already logged
on to the Remote Office 9150 unit.

4 Verify that the Ethernet cableis connected at
both ends (the Remote Office 9150 unit and
the network hub).

5 Check the Ethernet cable and ensure it is good.

6 Ensure the Remote Office 9150 unitis
powered up.

7 Power the Remote Office 9150 unit off, and
then back on.

8 Ensure the Remote Office 9150 unit’'s P
address, network mask, and default gateway
are correctly configured in the Remote Office
9150 unit.

9 Ping the Remote Office 9150 unit to seeif it
responds.

10 If the Remote Office 9150 unit does not
respond, ping the Remote Office 9150 unit’s
gateway to seeif it responds.

11 If the gateway does not respond, ping aknown
good device on the Remote Office 9150 unit’s
network.

12 If steps 10 and 11 work, but step 9 did not,
there might be a gateway configuration error.
Contact your data network administrator.

13 Contact your Nortel Networks distributor.
There might be a hardware problem.
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Symptom

What to do

There are many collisions on the
Ethernet network, as indicated by
asolid Ethernet COLL LED.

Network collisions are bound to occur and are
normal. However, if thisLED islit solid, do the
following:

1
2

3

Check the physical network connection.

Verify that the Remote Office 9150 unit can be
pinged.

Check the network configuration (such as
routing, traffic load, and so on). Adjust the
network configuration, if required.

There should be no broadcast or multicast
activity onthe TLAN. Interconnect ahub and a
network analyzer to the TLAN and monitor for
such activity. I dentify the source(s) and isolate
them from the TLAN.

The Remote Office 9150 unit will
not send or receive Ethernet
traffic.

Ensure that the Remote Office 9150 unit is
powered up. The Remote Office 9150 unit
cannot send or receive traffic if it is not
powered up.

Check the Ethernet cable between the Remote
Office 9150 unit and the network, and ensure
that it is good.

Ensure the Ethernet cable is connected.

If the Remote Office 9150 unit still will not
send or receive traffic, contact your data
network administrator.

Data network administrator: Ensure that other
network devices are configured to allow traffic
to and from the Remote Office 9150 unit.

An attempt to log off from the
Remote Office 9150 unit does not
work.

It is possible that communication has been lost
between the administration PC and the Remote
Office 9150 unit.

Close Configuration Manager, and then restart it.
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Symptom

What to do

The Remote Office 9150 unit
cannot establish aconnection with
the RLC.

1

Verify security authentication configuration
and ensure that it matches at both ends. (For
example, if the security identifier security level
is used, ensure that the inbound and outbound
security identifiers are correctly configured at
each end.)

Ensure that the unit IDs have been correctly
configured at each end. Anincorrect unit ID
causes security authentication to fail.

Ensure that the RLC's IP address and PSTN
number are correctly configured on the
Remote Office 9150 unit (as appropriate).

Verify that the IP network and PSTN are
operational (up and running) as appropriate.

Ensure that the RLC is enabled on the host
PBX.

Use the Ping option in Configuration Manager
to ping the RLC. For instructions, see “Using
Configuration Manager’s Ping” on page 336.

If the RLC does not respond, check the
network configuration (such as, routing, traffic
load, and so on). Adjust the network
configuration, if required.
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Software problems

This section identifies some problems that can occur with the Configuration
Manager software, and describes what to do to resolve them.

Symptom descriptions

If you are not able to complete atask with Configuration Manager, then perform
troubleshooting as described in the following table:

Symptom

What to do

The Configuration Manager
software installation fails.

Ensure that you close al background applications,
including anti-virus checking software before
performing the installation.

When performing one of the
following by TFTP, ERROR:
FI LE OPEN FAI LED appears.

= configuration upload
n firmware upgrade

1 Ensurethe TFTP server application isinstalled
and running on your administration PC.

2 Ensurethefileyou aretrying to upload is
present in the target directory. That is, either in
the TFTP directory, or in the directory that is
specified as the base directory in the TFTP
server application.

3 Review messages displayed by the TFTP
server application for clues.

4 Ping the Remote Office 9150 unit to verify that
network connectivity exists.

CONFI G UPLQAD FAI LEDwhen
attempting to perform a
configuration upload by TFTP.

1 Ensurethat you selected an appropriate file.
That is, ensure that the file you attempted to
upload is a Remote Office 9150 configuration
file.
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Symptom

What to do

CONFI G UPLQAD FAI LEDwhen
attempting to perform a
configuration upload by TFTP.
(continued)

2 Ensurethat the configuration file you are
attempting to upload is compatible with current
firmware.

Perform the configuration upload using a
previous configuration file, if necessary.

Note: Each time you perform afirmware
upgrade, you should also create abackup of the
configuration. The configuration database
format in the Remote Office 9150 unit is
dependent on the version of firmware installed.
If you recently downgraded to a previous
version of firmware, you might also need to
revert to a previous configuration format.

System not respondi ng
appears when working with
Configuration Manager.

It is possible that communication has been lost
between the administration PC and the Remote
Office 9150 unit.

Close Configuration Manager, and then restart it.

Nothing happens when attempting
to log off from the Remote Office
9150 unit.

It is possible that communication has been lost
between the administration PC and the node to
which you were logged on.

Close Configuration Manager, and then restart it.

Installation and Administration Guide

335



Troubleshooting Standard 2.0

Using Configuration Manager’s Ping

This section explains how to use the Ping option provided in Configuration
Manager to verify network connectivity. Usethistest asatroubleshooting tool to
determineif you can reach the RLC, another remote unit, or any other device on
the network.

Getting there 9150 [ Configuration Manager

To perform a Configuration Manager ping

1 From the menu, choose Tests [1 Ping.

Result: The PING Test dialog box appears.

PING Test [ x|

IP Address I . I . I . I
Mumber of Cycles ID

coca_|

2  Enter the IP Address of the unit you want to ping.

3 Inthe Number of Cycles box, enter the number of times you want to ping
the unit.

The number must be in the range of 1-100.
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4  Click OK.

Result: The PING test results screen appears, showing the ping results.
The following is an example of a successful ping:

64 BYTES FROM10.1.1.10: SEQ = D:RTT = 10MS TTL=255 J
54 BYTES FROM10.1.1.10: SEQ = 1: RTT = 10MS TTL=255
54 BYTES FROM10.1.1.10: SEQ = 2:RTT = 10MS TTL=255
54 BYTES FROM10.1.1.10: SEQ = 3:RTT = 10MS TTL=255
54 BYTES FROM10.1.1.10: SEQ = 4 RTT = 10MS TTL=255
54 BYTES FROM10.1.1.10: SEQ = 5:RTT = 10MS TTL=255
54 BYTES FROM10.1.1.10: SEQ = B:RTT = 10MS TTL=255
54 BYTES FROM10.1.1.10: SEQ = 72 RTT = 10MS TTL=255
54 BYTES FROM 101110: SEQ = B: RTT = 10MS T TL=255
54 BYTES FROM 101110: SEQ = 9:RTT = 10MS TTL=255
FING STATISTICS FOR 10.1.1.10
PACKETS: SENT =10, RECEIWED = 10, LOST = 0 (0 PERCENT LOSS),
APPROXIMATE ROUMD TRIP TIMES IN MILLI-SECONDS:
MINIMUR = 10MS, MAXIMURM = 10MS, AVERAGE = 10MS

0D m L

o ot

The following is an example of an unsuccessful ping:
pNGOSt K

REQUEST TIMED OUT. J
REQUEST TIMED OUT.
REQUEST TIMED OUT.
REQUEST TIMED OUT.
REQUEST TIMED OUT.
REQUEST TIMED OUT.
REQUEST TIMED OUT.
REQUEST TIMED OUT.
REQUEST TIMED OUT.
REQUEST TIMED OUT.
FIMNG STATISTICE FOR 9999
PACKETS: SENT =10, RECEVED = 0. LOST =10 (100 PERCENT LOSE).
APPROXIMATE ROUND TRIP TIMES IN MILLI-SECONDS:
MINIMUR = OME, MAKIMUM = 0MS, AVERAGE = OME

5 Click Close.

Result: The Ping test screen closes.
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What to do if the ping did not work

1  Ensure that you entered the IP address correctly.

2 Ensure that the subnet mask and default gateway are properly configured
on the device you are pinging.

Confirm this by viewing the IP Configuration property sheet for the device.
Ping the device’s gateway.

4  If the gateway does not respond, ping a known good device on the device’s
network.

5 Contact your data network administrator. There may be a configuration
error elsewhere on the network.
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Recovering from a catastrophic failure

For the purposes of this discussion, a catastrophic failure is defined as afailure
of the equipment to operate.

Inoperative hardware

If your Remote Office 9150 unit failsto operate, consult with your Nortel
Networks distributor for hardware replacement.
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Overview

This appendix provides several forms that you can use to plan and record the
various data hecessary for proper configuration of a Remote Office 9150 unit at
your site.

Note: RLC forms are provided in the Reach Line Card Installation and
Administration Guide (NTP 555-8421-210).

Network planning

To help you plan your Remote Office network, study the network diagram and
sample configurations provided in Appendix B, “Sample configuration files.”
The information provided in this appendix demonstrates the relationships
between RLC and Remote Office 9150 configuration settings.

Remote Office 9150 forms

Use the Remote Office 9150 forms to record information and cal cul ate needed
resources for a Remote Office 9150 unit. For more information about using
these forms, see “Planning the configuration” on page 87.

Data entry form completion sequence

Information from some forms might need to be copied to other forms. Generally,
you should complete the data entry forms in the following sequence:

1. Remote Office 9150 Configuration Information—Stations form

2. Reach Line Card Connection Information (for either the 16-port or 32-port
RLC)

3. Remote Office 9150 Configuration Information—Network Connections
form

4. Remote Office 9150 Configuration Information—ISDN BRI Modules form
5. Remote Office 9150 Configuration Information—Dialing Plans form
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6. Reach Line Card Online/Offline Table Configuration (if required)

For more details, see “Completing the Remote Office 9150 forms” on page 344.
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Completing the Remote Office 9150 forms

This section briefly describes how to complete the Remote Office 9150
configuration forms.

To complete the forms

1  Assign each user telephone or fax machine to a port on the Remote Office
9150 unit.

Record the assignments on the Remote Office 9150 Configuration
Information—Stations form. Designate each port as a local port, remote
port, or local and remote port.

2 Use the information you received from the ISDN service provider for the
Remote Office 9150 site to complete the Remote Office 9150 Configuration
Information—ISDN BRI Modules form.

At the same time, do the following:

a. Designate a B-channel as a primary trunk. The Remote Office 9150
unit uses primary trunk to establish connections between the Remote
Office 9150 unit and the RLC.

Note: The primary trunk on the Remote Office 9150 unit is defined as
follows:

m the lowest-numbered B-channel defined as Remote only
m the lowest-numbered B-channel defined as Local and Remote

Do not include the primary trunk in any trunk groups. Nortel Networks
recommends that you define the primary trunk as Remote only.

Record the primary trunk assignment in the “Connection to RLC
information” section on the Remote Office 9150 Configuration
Information—Network Connections form.

b. Assign B-channels to trunk groups. Record the assignments on the
ISDN BRI Modules form.
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3 Assign an IP address, subnet mask, and gateway to the Remote Office
9150 unit. This information is required if you want to administer the Remote
Office 9150 unit over the IP network.

Record the addresses in the “Remote Office 9150 unit identification”
section on the Remote Office 9150 Configuration Information—Network
Connections form.

4 If the security level chosen is security code, record the security identifier
assigned to the Remote Office 9150 unit.

5 Inthe “Connection to RLC information” section on the Remote Office 9150
Configuration Information—Network Connections form, record the RLC'’s

m |P address
m telephone number
m security code

The Remote Office 9150 unit uses this information to establish and
authenticate connections with the RLC.

6 If an online/offline table is configured on the RLC, configure the SPRE
codes for toggling the online/offline modes on the Remote Office 9150 unit.

Note: This step is optional, because default SPRE codes have already
been defined in the software (as indicated on the Remote Office 9150
Configuration Information—Dialing Plans form).

If you choose to change the code, record the new code on the Dialing Plans
form.

7  Define the trunk access and Paging SPRE codes.

Trunk access codes are used by Remote Office 9150 unit users to get
outside lines.

Note: Default trunk access digits and paging SPRE codes have already
been defined. Nortel Networks recommends that you use the defaults.

If you choose to change the predefined codes, record them on the Remote
Office 9150 Configuration Information—Dialing Plans form. Also, record the
trunk access codes (as required) on the ISDN BRI Modules form.
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Remote Office 9150

Configuration Information—Stations
Page 1 of 4
Notes:
m A maximum of seven MCAs and ATAs can be connected to digital telephones at this site.

m If you are connecting a fax machine or analog device that is not equipped with an ATA, it can be
connected only to port 64. If you want to connect a fax machine or analog device to any other
port, it must be equipped with an ATA.

If a remote
9150port Extension port, host port
# number (DN) Type number (TN)  MCA or ATA?
0 [ Local [IRemote [IBoth Lyes [No
1 [Otoca ORemote OBoth Oves [OnNo
2  [Otocal ORemote OBoth Oves [OnNo
3 Otocal ORemote OBoth  Oves ONo
4  DOvoca ORemote OBoth  Oves ONo
5  [Otocal ORemote OBoth Oves [ONo
6 Otocal ORemote OBoth  Oves [ONo
7  [Olocal ORemote OBoth Oves [ONo
8  [Otocal ORemote OBoth  Oves [OnNo
9  DOloca ORemote OBoth ~  Oves 0ONo
10  Olocal ORemote OBoth  Oves [ONo
11 [Olocal ORemote OBoth Oves [ONo
12 [Olocal ORemote OBoth Oves [OnNo
13 [Oiocal ORemote OBoth  Oves [ONo
14  [Olocal ORemote OBoth  Oves [OnNo
15 Otocal ORemote OBoth  Oves [ONo
16  [Olocal ORemote OBoth Oves [ONo
17 [Olocal ORemote OBoth  Oves [ONo
18  [Olocal ORemote OBoth  Oves [OnNo
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Remote Office 9150

Configuration Information—Stations
Page 2 of 4
Notes:
m A maximum of seven MCAs and ATAs can be connected to digital telephones at this site.

m If you are connecting a fax machine or analog device that is not equipped with an ATA, it can be
connected only to port 64. If you want to connect a fax machine or analog device to any other
port, it must be equipped with an ATA.

If a remote port,

9150 Extension host port

port # number (DN) Type number (TN) MCA or ATA?
19 [ Local [IRemote [IBoth Lvyes [No
20 DOvtoca ORemote OBoth  Oves [ONo
202 [DOvtoca [ORemote OBoth  Oves ONo
22 [Otoca ORemote OBoth ~  Oves ONo
23 DOvloca ORemote OBoth  Oves 0ONo
24 DOvloca ORemote OBoth ~ Oves ONo
25 [DOvloca ORemote OBoth ~ Oves [ONo
26 DOvloca ORemote OBoth  Oves [ONo
27 [Ovloca [ORemote OBoth  Oves [ONo
28 [Otoca ORemote OBoth Oves ONo
20  DOvloca ORemote OBoth ~ Oves ONo
30  DOvloca ORemote OBoth  Oves [ONo
38 Oloca ORemote OBoth  Oves [ONo

Use ports 32 through 63 only if this Remote Office 9150 unit connects to a 2-slot RLC on the host
PBX.

32 [ Local [IRemote [IBoth Lvyes [No
33 DOvloca ORemote OBoth  Oves [ONo
3  [Otocal ORemote OBoth ~  Oves ONo
35 DOtloca ORemote OBoth  Oves ONo
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Remote Office 9150

Configuration Information—Stations
Page 3 of 4
Notes:
m A maximum of seven MCAs and ATAs can be connected to digital telephones at this site.

m [f you are connecting a fax machine or analog device that is not equipped with an ATA, it can be
connected only to port 64. If you want to connect a fax machine or analog device to any other
port, it must be equipped with an ATA.

If a remote port,

9150 Extension host port
port # number (DN) Type number (TN) MCA or ATA?
36 [ Local [IRemote [IBoth Lvyes [No
37 DOtocal ORemote OBoth  Oves ONo
38  DOloca ORemote OBoth  Oves ONo
39 DOvloca ORemote OBoth  Oves [ONo
40  [DOvloca ORemote OBoth  Oves [ONo
40 [DOvloca ORemote OBoth  Oves [ONo
42  [DOvloca ORemote OBoth  Oves ONo
43 [Otocal ORemote OBoth ~ Oves ONo
44 DOvloca Oremote OBoth  Oves ONo
45 [DOvloca ORemote OBoth  Oves ONo
46  [Ovloca ORemote OBoth  Oves [ONo
47 [DOvloca ORemote OBoth  Oves [ONo
48  [Ovloca ORemote OBoth  Oves ONo
49  [Otocal ORemote OBoth ~ Oves ONo
50  DOloca ORemote OBoth  Oves ONo
52 DOvloca ORemote OBoth  Oves ONo
52 [Oloca ORemote OBoth  Oves [ONo
53 [Ovloca ORemote OBoth  Oves [ONo
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Remote Office 9150

Configuration Information—Stations
Page 4 of 4
Notes:
m A maximum of seven MCAs and ATAs can be connected to digital telephones at this site.

m [f you are connecting a fax machine or analog device that is not equipped with an ATA, it can be
connected only to port 64. If you want to connect a fax machine or analog device to any other
port, it must be equipped with an ATA.

If a remote port,

9150 Extension host port

port # number (DN) Type number (TN) MCA or ATA?
54 [ Local [IRemote [IBoth Lvyes [No
55 [OtLoca ORemote OBoth ~  Oves ONo
56  Oloca ORemote OBoth  Oves ONo
57 DOvloca ORemote OBoth  Oves ONo
58 [Oloca ORemote OBoth  Oves [ONo
50  Oloca ORemote OBoth ~ Oves [ONo
60  [Ovloca ORemote OBoth  Oves [ONo
60 [Otloca ORemote OBoth ~  Oves ONo
62  DOvloca ORemote OBoth ~ Oves ONo
63  DOvloca ORemote OBoth ~ Oves ONo

64:FAX  [OLocal ORemote OBoth [Oves ONo
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Remote Office 9150

Configuration Information—ISDN BRI Modules

Page 1 of 3
Module 4
ISDN line type (variant): Switch type:
B-channel 1 DN: SPID:
Connection type:
[ Local [J Local and Remote
[] Remote
Trunk group: Trunk access code:
B-channel 2 DN: SPID:
Connection type:
[ Local [J Local and Remote
[] Remote
Trunk group: Trunk access code:
Module 5
ISDN line type (variant): Switch type:
B-channel 1 DN: SPID:
Connection type:
[ Local [] Local and Remote

Trunk group:

[ Remote

Trunk access code:
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Remote Office 9150

Configuration Information—ISDN BRI Modules

Page 2 of 3
Module 5 (continued)
B-channel 2 DN: SPID:
Connection type:
[ Local [] Local and Remote
[ Remote
Trunk group: Trunk access code:
Module 6
ISDN line type (variant): Switch type:
B-channel 1 DN: SPID:
Connection type:
[ Local [] Local and Remote
[l Remote
Trunk group: Trunk access code:
B-channel 2 DN: SPID:
Connection type:
O Local O Local and Remote

Trunk group:

[J Remote

Trunk access code:
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Remote Office 9150

Configuration Information—ISDN BRI Modules

Module 7

Page 3 of 3

ISDN line type (variant):

Switch type:

B-channel 1 DN:

Trunk group:

B-channel 2 DN:

Trunk group:

SPID:

Connection type:
U Local U Local and Remote
[ Remote

Trunk access code:

SPID:

Connection type:
[ Local U Local and Remote
[ Remote

Trunk access code:
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Remote Office 9150

Configuration Information—Network Connections
Page 1 of 1

Security level: [J No security [ Caller ID [ Provision ID

Remote Office 9150 unit identification

Node number: Node name:

IP address: | | | |.| | | |.| | | |.| | | |

Subnet mask:

Default gateway:

If the security level is Provision ID, what is the Remote Office 9150 unit’s security identifier?

Connection to RLC information

IP address to reach the host PBX (for IP network):

Telephone number to reach host PBX
(for PSTN):

If security level is Provision ID, what is the
RLC'’s security identifier?

Trunk dedicated as the primary trunk:
Note: Refer to the Remote Office 9150 Configuration Information—ISDN BRI Modules form.

Module: 04 Os Oe 07
B-channel 01 02
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Remote Office 9150

Configuration Information—Dialing Plans

Notes:

Page 1 of 1

m  Nortel Networks recommends that you use the preconfigured default codes listed below.

m  The pound sign (# in North America) is mandatory and is automatically preconfigured in
Configuration Manager. The pound sign prevents conflicts with the dialing plan on the host

PBX.

m  You can dedicate all B-channels to one trunk group. You do not have to create a trunk group

for each B-channel.

Description

Online SPRE code
Offline SPRE code
Paging SPRE code

Local Calling SPRE code
(for analog or ATA-equipped stations)

Registration SPRE code
(for multi-user or dynamic pool ports only)

Deregistration SPRE code
(for multi-user or dynamic pool ports only)

Access code for trunk group 1
Access code for trunk group 2
Access code for trunk group 3
Access code for trunk group 4
Access code for trunk group 5
Access code for trunk group 6
Access code for trunk group 7

Access code for trunk group 8

Default code
#99

#98

#05

#8

#97

#96

#61
#62
#63
#64
#65
#66
#67
#68

Your code (maximum of 3 digits)

#

#

| FH | OFH| O H| FH OFH| OH| H R
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Remote Office 9150
System expansion worksheet

Page 1 of 3
Complete one worksheet for each Remote Office 9150 unit.
Number of stations:
1 How many digital telephones will be installed at the Remote Office 9150 site?
Note: A maximum of 32 digital telephones can be connected to the Remote
Office 9150 unit.
2 How many Analog Telephone Adapters (ATAs) will be installed?
3 How many Meridian Communication Adapters (MCAs) will be installed?
4 Add lines 1 and 2 together.
Notes:
m A maximum of four MCAs and ATAs can be installed when connecting the
Remote Office 9150 unit to a 1-slot RLC. A maximum of seven MCAs and
ATAs can be installed when connecting to a 2-slot RLC.
m The total number of ATAs and digital telephones cannot exceed 32.
5 Wil a fax machine be used for faxes through the host PBX? [ Yes O No
6 Ifline5is Yes, add 1 to line 4.
Call blocking:
7 Do you want to implement call blocking? (Users will receive a [ Yes U No
fast busy signal when resources are not available.)
8 Ifline 7 is Yes, calculate the number of calls that can be active at one time.
Note: A conservative estimate of one call in three being blocked when no
resources are available is recommended.
Multiply line 4 by your call blocking factor. For example, to calculate the number
of simultaneous calls that can be supported at a 3:2 blocking ratio, multiply line
6 by 2/3 (0.666). If the result contains a fraction, round up to a whole number.
Line 6: X =
If line 7 is No, the number of simultaneous calls is the same as the number of
stations installed. (Record your response to line 6 here.)
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Remote Office 9150
System expansion worksheet

Page 2 of 3
Call routing:
9 How do you want to route host-controlled calls?
O IP network O Circuit-switched network 0 Both

Note: If you want to route host-controlled calls over both networks, then the QoS transitioning
technology can be used.

10 If line 9 is Circuit-switched network or Both, do you want to
support local-controlled calls through the circuit-switched
network (that is, support local calling)? O Yes O No

Number of trunk interface modules needed for QoS transition support or
routing calls over the circuit-switched network:
Note: If you are routing calls over the IP network only, skip this section.

11 If line 10 is No, enter O.

If line 10 is Yes, how many simultaneous digital telephone or ATA local calls do
you want to support?

Enter a value between 1-7.

Note: Only one active call per ISDN BRI B-channel is allowed in local-controlled
mode because local calls are not compressed.

12 Calculate the number of B-channels required for simultaneous calls in host-
controlled mode.

Each B-channel can support one MCA call, or up to eight simultaneous voice
calls using G.729A compression (where each call is compressed to 8 Kbps).
However, when using G.729A compression, the first B-channel can support
only six simultaneous calls because 16 Kbps are required for transporting call
signaling data for the entire Remote Office 9150 unit (and all of its connected
stations) to the host PBX.

Line 3: + ((# of simultaneous calls: * 8 Kbps) +
16 Kbps) / 64 =

Round up the result to a whole number.
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Remote Office 9150
System expansion worksheet

Page 3 of 3

Number of trunk interface modules needed (continued):

13 Calculate the number of B-channels required for both local- and host-controlled
calls. Add lines 11 and 12.

If the result is greater than 8, then call blocking must be implemented, or the
number of simultaneous local calls must be reduced.

Recalculate lines 8, 11, 12, and 13.

14 Calculate the number of trunk interface modules required for local calls.
Divide line 13 by 2. If the result contains a fraction, round it up to the
next whole number.

Line 13: /2=

15 How many trunk interface modules are already installed in the
Remote Office 9150 unit?

16 Calculate the number of trunk interface modules you need to purchase.
Subtract line 15 from line 14.

Note: A maximum of four trunk interface modules can be installed in the
Remote Office 9150 unit.

Number of DSP application modules needed:
17 Each DSP application module can support up to eight simultaneous calls over
the IP network.

Divide line 8 by 8, and then round up the result to a whole number.
Line 8: /8=

18 Record the number of DSP application modules already installed.
Note: The Remote Office 9150 unit ships from Nortel Networks with one DSP
module already installed. Your response here must include that module.

19 Calculate how many DSP modules you need to purchase.
Subtract line 18 from line 17.
Note: A maximum of three DSP application modules can be installed in the
Remote Office 9150 unit.
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Example of a network 360
Voice port configuration on the Meridian 1 PBX 362
Data port configuration on the Meridian 1 PBX 364
RLC configuration 366
Remote Office 9150 unit 370
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Example of a network

This section provides an example of a network diagram that shows one host site
(RLC installed on the host PBX) and one Remote Office 9150 unit (with one
user station). The purpose of this diagram is to demonstrate the relationship
between configuration settings on each unit in the network.

Sample configuration printouts

Sample Meridian 1 PBX configuration printouts for the voice and data ports are
provided as follows:

m  Vvoice port: on page 362

m  dataport: on page 364

Sampl e configuration printouts for the RLC and Remote Office 9150 unit are
shown as follows:

s RLC: on page 366
»  Remote Office 9150 unit: on page 370

Configuration recommendation

The quickest way to configure the RLC and Remote Office 9150 unit isto run
the Configuration Wizard. For instructions, see “Using the Configuration
Wizard to perform initial configuration” on page 124. For your reference, the
Configuration Wizard screen examples are completed using the same
information.

Note: The network diagram shows information that cannot be configured
through the Configuration Wizard, such as the security identifiers. You must use
Configuration Manager to complete the configuration.
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Sample configuration files

Network diagram

Note: This diagram assumes that both the IP and PSTN are being used.

Host
PBX

IP Configuration Connection to remote unit
IP Address: 10211 information
IP Network Mask: 255.255.0.0 ?;?dz Unit ID: io T
. Data Port 16 ress: 11
::;Z;Z":;t p2lhy O DN (key 0): Network Port: 16
1234 ; cE.
IP Address (optional) [l [l _D_I_-_ ZSTN-tNuLmbelr. ?I;)B 555-6987
o | ecurity Level:
Management IP -t
Netwc?rk Mask (optional) I]D [l Inbound Security ID: 1234567890
o Voice Port 0 Outbound Security ID: 0987654321
RLC [l [l DN (key 0): Remote Port: 0
S| 5734 DN: 8734
6 Nk |] |:|‘—"—' g Note: If calls are routed over the
IP network, the network port and

PSTN number are not used.

Host PBX number 613-555-1234 //

Host PBX ports configuration

The TN for each port is the IPE slot
number and RLC port number.
(0 and 16 in this example.)

4(& PSTN

- D
—
Remote Office 9150
phone number 606-555-6987

Connection to RLC information

RLC's Unit ID: 254
IP Address: 10.2.1.1
PSTN Number: 613-555-1234

Security Level: ID

Inbound Security ID: 0987654321

Outbound Security ID: 1234567890

Remote
Office

Remote Port: 0 IP Configuration
Note: If calls are routed over the IP Address: 10.1.1.2
IP network, the PSTN number is IP Network Mask: 255.255.0.0
not used. R
IP Gateway: 10.1.1.10 DN: 8734
G101413
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Voice port configuration on the Meridian 1 PBX

This section shows the configuration settings for the voice port on the
Meridian 1 PBX. Generally, define voice ports according to the needs of your
remote users.

Configuration example

This configuration example uses the settings identified in the network diagram
shown on page 361.

Note: This configuration example isfrom aMeridian 1 Option 11.

REQ prt
TYPE: 2616 - Telephone type
MARP NOT ACTI VATED

TN 50
DATE
PAGE

DES

?—ﬁs %ro%a% I(Z))loor(1)0 - RLC slot and port numbers

TYPE 2616
CDEN 8D

0
0

:
OOOO%I—\
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CLS

CPND_LANG ENG

HUNT

CTD FBD WTA LPR MID FND HTD ADD HFD

MAD LMPN RMVD SMAD AAD | MD XHD | RD NI D OLD VCE DRGlL &
POD DSX VMD CMBD CCSD SWD LND CNDD
CFTD SFD MRD DDV CNI D CDCA MsI D DAPA BFED RCBD

| COD CDVD LLCN MCTD CLBD AUTU
GPUD DPUD DNDD CFXD ARHD CLTD ASCD

CPFA CPTA ABDD CFHD FI CD NAI D BUZZ AHD

DDGA NANA

DRDD EXRO

USMD USRD ULAD RTDD RBDD RBHD PGND FLXD FTTC DNDY DNCA

PLEV 02

AST

VCE defines the port as a

| APG 0 voice port.

AACS

NO

| TNA NO

DGRP

MW

DNDR
KEY

LANG 0

0

00 SCR 8734 0 MMRP <@¢—— 9150 unit user’'s DN

CPND

NAMVE Bryan Di on —— 9150 unituser’'s CPND
XPLN 24
DI SPLAY_FMI' FI RST, LAST

01 Cwr

02 NMSB

03 TRN

04 CFW 4

05 AG6

10 MCR 8234 0 MARP
CPND
NAME Bryan Dion
XPLN 24
Dl SPLAY_FMT FI RST, LAST
11 A6

13 DSP
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Data port configuration on the Meridian 1 PBX

This section shows the configuration settings for the data port on the Meridian 1
PBX. The data port provides the communication path between the RLC and the
Remote Office 9150 unit, and must be configured as an MCA adapter.

Configuration example

This configuration example uses the settings identified in the network diagram
shown on page 361.

Note: This configuration sample isfrom aMeridian 1 Option 11.
REQ prt
TYPE: 2616 - Telephone type
TN 5 16
DES
DES Renpte site 1
TN 005 0 00 16 . RLC slot and port numbers
TYPE 2616
CDEN 8D

[eoNe)

TGAR must be configured to allow
trunk access. Refer to your PBX
documentation for more details.

DTA defines the port as a data port.

:
i,

CLS CTD FBD WID LPR MID FND HTD ADD HFD
MAD LMPN RMVD SMAD AAD | MD XHD | RD NI D OLD DTA DRGL
POD DSX VMD CMBD CCSD SWD LND CNDD
CFTD SFD MRD DDV CNI D CDCA MsI D DAPA BFED RCBD
| CDD CDVD LLCN MCTD CLBD AUTU
GPUD DPUD DNDD CFXD ARHD CLTD ASCD
CPFA CPTA ABDD CFHD FI CD NAI D BUZZ AHD
DDGA NAMVA
DRDD EXRO
USMD USRD ULAD RTDD RBDD RBHD PGND FLXD FTTC DNDY DNO3
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TOV 0 MNS ,
DTAO MCA - Network ports must be defined as

PSEL DMVDM MCA.

TRAN ASYN

M.WJ_LANG 0
DNDR 0
KEY 00 SCR 1234 0 MARP

01

02 * The number that the Remote Office
9150 unit needs to connect to the RLC.
05 It must be a DID number.
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RLC configuration

This section shows the configuration settings for the RLC. You can obtain a
similar configuration printout by performing a configuration download while
connected to the RLC.

Note: Configuration settings are separated by commas ().

Configuration example

This configuration example uses the settings identified in the network diagram
shown on page 361.

| PCFG 10.2.1.1, 255.255.0.0,10.2.1.10,10.3.1.2,255.255.0.0
RLC'’s IP address information:

m |P address
m  Subnet mask

APPMODCFG 0, NC, NC m |P gateway

APPMCDCFG 1, E, Gr29, Gr29 = Management IP address
APPMODCFG 2, NC, NC

APPNODCEG 3, NC, NC = Management subnet mask
APPMODCFG 4, NC, NC L

APPMODCFG 5, NC, NC DSP application module
APPMODCFG 6, NC, NC =~ % (only module 1 is configured
APPMODCFG 7, NC, NC in this Case)

SYSCFG 1, HOST1 - Unit ID and node name
RLCCFG E, E

ACCFG D

PORTCFG 0,1,0,2,2,D

PORTCFG 1,1,0,2,2,D

PORTCFG 2,1,0,2,2,D ,

PORTCFG 3,1,0,2,2, D < Ports configured as remote ports
PORTCFG 4,1,0,2,2,D

PORTCFG 5,1,0,2,2,D
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PORTCFG
PORTCFG

6
7
PORTCFG 8
PORTCFG 9
PORTCFG 1
PORTCFG 1
PORTCFG 1
PORTCFG 13,0
PORTCFG 14,0
PORTCFG 15,0

PORTCFG 16, 2, 2, 6065556987 -

PORTCFG 17,0
PORTCFG 18,0
PORTCFG 19,0
PORTCFG 20, 0
PORTCFG 21, 0
PORTCFG 22, 0
PORTCFG 23, 0
PORTCFG 24, 0
PORTCFG 25, 0
PORTCFG 26, 0
PORTCFG 27,0

PORTCFG 63, 0

Ports configured as
local ports

Port configured as
network port

RUNI TCFG 1, E, 0, 2, 45, 45, 3, 1234567890, 0987654321, E, Y, 10. 1. 1. 2,

E, 16, D, 16, 10, Y, 6065556987, D

RUNI TCFG 2,D,0,0,2,1,1,D,D, D
RUNI TCFG 3,D,0,0,2,1,1,D,D, D
RUNI TCFG 4, D, 0,0,2,1,1,D,D, D
RUNI TCFG 5,D,0,0,2,1,1,D,D, D
RUNI TCFG 6, D, 0,0,2,1,1,D,D, D
RUNI TCFG 7,D,0,0,2,1,1,D,D, D
RUNI TCFG 8,D,0,0,2,1,1,D,D, D
RUNI TCFG 9,D,0,0,2,1,1,D,D, D
RUNI TCFG 10, D, 0,0, 2,1, 1, D, b,

Remote unit connection
information (unit 1):

= remote unit number
m 9150's unit ID

m security information
(inbound and outbound
security 1Ds)

m remote unit’s IP address
= network port
m  PSTN number
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ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG

OO UIUIUIVIUIUTUIANDNDARADNDRNWWWWWWWNNNNNNNRRRRRRR

nwnunumnd
X

nwuun-d
0%

nwnunumnd
X

nwuund
0%

nwnwmnd
X

DI

n
C
pz

3zfqp5

T

3zfn5

PN

3zfn5

T

3zfn5

PN

FLEE

PN

0

—
c

- com

ceolololololololololololololololololololololololoNoloolololololololololoNololoNe]

Online/offline schedule
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ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG
ONOFFCFG

FBQOSCFG
FBQOSCFG
FBQOSCFG
FBQOSCFG
FBQOSCFG
FBQOSCFG
FBQOSCFG
FBQOSCFG
FBQOSCFG
FBQOSCFG

Item not

6, SAT,0 O
7,SUN,0 O
7,MON,0 O
7, TUE, 0 O
7,VED, 0 O
7, THU, 0 O
7,FRI,0 O
7,SAT,0 O
8,SUN,0 O
8, MON,0 O
8, TUE,0 O
8, WED, 0 O
8, THU, 0 O
8,FRI,0 0
8,SAT,0 0
9,SUN,0 O
9, MON,0 O
9, TUE,0 O
9,VED,0 O
9, THU, 0 O
9,FRI,0 O
9,SAT,0 O
10, SUN, O

10, MON, O

10, TUE, O

10, VEED, 0

10, THY, O

10, FRI, O

10, SAT, O

QRN erNep)
o101 0101 0101 01

|5_aooo\107_o1.l>w|\)|—\
ooo0ooo0oom
oo aauoaa

Confi gur ed

, 6,5,10, 10, 32
l 1516151 10; 10,32

Quality of Service settings
(these are default settings)

Caller ID (not configured;
one line for each remote
unit)
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Remote Office 9150 unit

This section shows the configuration settings for the Remote Office 9150 unit.
You can obtain asimilar configuration printout by performing a configuration
download while connected to the Remote Office 9150 unit.

Note: Configuration settings are separated by commas ().

Configuration example

This configuration example uses the settings identified in the network diagram
shown on page 361.
| PCFG 10.1.1.2,255.255.0.0,10.1.1.10 9150 unit's IP interface information:
m |P address
= Subnet mask
m [P gateway

APPMODCFG 0, SPARE, TSI DSP On-board DSP module (module 0)
APPMODCFG 1, E, G729, G729 -&——— and installed DSP application
APPMODCFG 2, NC, NC module (modu|e 1)

APPMODCFG 3, NC, NC
APPMODCFG 4, 1, 1, E, 1, 1, 5556987, 60655569870101, E, 1, 1,
5556988, 60655569880101

ISDN BRI module configuration
APPMODCFG 5, NC, NC t = module number

APPMODCFG 6, NC, NC

APPMODCEG 7. NG, NG m  PSTN number for each B-channel

m  SPID for each B-channel

SYSCFG 2, Renpte site 1 -e«————— UnitiDand node name

ROUCFG 13: 00, 0, JAN- 13- 2000, 911, #222, #333, #345, #456, E

ACCFG N System configuration:
m Emergency service number
m System date and time
m SPRE codes
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RLCDETCFG 1, 3, 0987654321, 1234567890, E, 10. 2. 1. 1, E, 6135551234, E, D

Host PBX connection
{ information:
m RLC'sunitID

m security information
(inbound and outbound
security IDs)

m RLC’s IP address
m RLC PSTN number

ROUDEVCFG 0, 2,0, E, E, E, Bryan Di on, 8734, 04

ROUDEVCFG 1, 2,1, E E, E, Marc Horman, 8707, 04

ROUDEVCFG 2,2, 2,E E, E, Brad MAllister, 8708, 04 <

ROUDEVCFG 3, 2, 3, E, E, E, Andrew Wong, 8760, 04

ROUDEVCFG 4, 2,4,E, E E, Corey Snith, 8709, 04

ROUDEVCFG 5, 2,5, E E, E, Tracey Bl ack, 8743, 04

ROUDEVCFG 6, 0, E, E, E, John Brown, 8611, 04

ROUDEVCFG 7, 1, 0 Port (station) configuration:
ROUDEVCFG 8, 1,0

ROUDEVCFG 9. 1. 0 m  Port number
ROUDEVCFG 10, 1,0 m Local and remote capability
ROUDEVCFG 11,1, 0 = CPND

ROUDEVCFG 12,1, 0

ROUDEVCFG 13,1, 0 = DN

%ggg %g 1 8 = Restricted digits
ROUDEVCFG 16,1, 0

ROUDEVCFG 17,1, 0

ROUDEVCFG 18,1, 0 '

ROUDEVCFG 19, 1. 0 Unconfigured ports
ROUDEVCFG 20, 1, 0 - Note: The default capability is
ROUDEVCFG 21,1, 0 Remote.

ROUDEVCFG 22,1, 0

ROUDEVCFG 23,1, 0

ROUDEVCFG 24,1, 0 ) )
ROUDEVCFG 25, 1,0 Fax port configuration:
ROUDEVCFG 26, 1,0 m Port number
ROUDEVCFG 27,1, 0 .
ROUDEVCEG 28. 1.0 —— = Local and remote capability
ROUDEVCFG 29,1, 0 = CPND

ROUDEVCFG 30,1, 0 = DN

ROUDEVCFG 31,1, 0 . o
ROUDEVCFG 32, 2, 31, E, E, E, FAX, 8664, 900 = Restricted digits
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Standard 2.0

FKEYCFG
FKEYCFG
FKEYCFG
FKEYCFG
FKEYCFG
FKEYCFG
FKEYCFG

TRN 12345678, 3
TRN 12345678, 3
TRN 12345678, 3
TRN 12345678, 3
TRN 12345678, 3
TRN 12345678, 3
LC1 ,9 LC2 ,NC

CONNNNNN

FKEYCFG
FKEYCFG
FKEYCFG
FKEYCFG
FKEYCFG
FKEYCFG
FKEYCFG
FKEYCFG
FKEYCFG
FKEYCFG
FKEYCFG
FKEYCFG
FKEYCFG
FKEYCFG
FKEYCFG
FKEYCFG
FKEYCFG 23, NC
FKEYCFG 24, NC
FKEYCFG 25, NC
FKEYCFG 26, NC
FKEYCFG 27, NC
FKEYCFG 28, NC
FKEYCFG 29, NC
FKEYCFG 30, NC
FKEYCFG 31, NC
FKEYCFG 32, NC

PPRPOONOUIAWNRO
666

TRKGRPCFG 1, E, #61, 4.
TRKGRPCFG 2, D, #62, 1.
TRKGRPCFG 3, D, #63, 1.
TRKGRPCFG 4, D, #64, 1.
TRKGRPCFG 5, D, #65, 1.
TRKGRPCFG 6, D, #66, 1.
#67, 1.
#68, 1.

TRKGRPCFG 7, D,
TRKGRPCFG 8, D,

Item not Confi gured

cooooo00
eleolololololole)]
PRPRRREA
cooooo00

RPRRPRRRRRER

A

CFW 4000, 8
CFW 4000, 8
CFW 4000, 8
CFW 4000, 8
CFW 4000, 8
CFW 4000, 8

~
©

SISISIST SIS

cooooo00w
eololoNoloNe]
NISISISININIS
eleololololole]

LC1 ,9 LC2 ,NC
LC1 ,9 LC2 ,NC
LC1 ,9 LC2 ,NC=—
LC1 ,9 LC2 ,NC
LC1 ,9 LC2 ,NC
LC1 ,9 LC2 ,NC

Local station feature keys
configuration:

= Port number

m  Feature key number
m Feature name

m DN (if applicable)

m locations of local call
appearance keys 1 and 2

Trunk group configuration:
=  Trunk group number
m  Trunk access code

m  B-channels (ISDN module
and B-channel number)

m DNs to alert

.1, 4002
. 1, 4004
. 1, 4006
.1, 4008
. 1,4010
.1,4012
.1,4014

Caller ID (not configured)
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Appendix C

Connection pin-out tables

In this appendix

TELCO 1 connector pin-out table 374
TELCO 2 connector pin-out table 376
Ethernet connector pin-out table 378
Admin (serial) connector pin-out table 379
Power connector pin-out table 380
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Connection pin-out tables

Standard 2.0

TELCO 1 connector pin-out table

Note: The colors shown in thistable represent standard telephone cable

pin-outs.

Port or module Pin # Signal Color |Pin# Signal Color
Digital port O 1 DPORING BL-W |26 DPOTIP W-BL
Digital port 1 2 DP1RING OR-W |27 DP1TIP W-OR
Digital port 2 3 DP 2 RING GR-W |28 DP2TIP W-GR
Digital port 3 4 DP 3RING BR-W |29 DP3TIP W-BR
Digital port 4 5 DP 4 RING SL-W |30 DP4TIP W-SL
Digital port 5 6 DP5RING BL-R |31 DPS5TIP R-BL
Digital port 6 7 DP 6 RING OR-R |32 DP6TIP R-OR
Digital port 7 8 DP 7 RING GR-R |33 DP7TIP R-GR
Digital port 8 9 DP 8 RING BR-R (34 DP8TIP R-BR
Digital port 9 10 DP9 RING SL-R |35 DPOTIP R-SL
Digital port 10 11 DP 10 RING BL-B |36 DP10TIP B-BL
Digita port 11 12 DP 11 RING OR-B |37 DP11TIP B-OR
Digital port 12 13 DP 12 RING GR-B |38 DP12TIP B-GR
Digital port 13 14 DP 13 RING BR-B |39 DP13TIP B-BR
Digital port 14 15 DP 14 RING SL-B |40 DP 14 TIP B-SL
Digital port 15 16 DP15RING BL-Y |41 DP15TIP Y-BL
L eave open for UL 17 Open OR-Y |42 Open Y-OR
spacing requirements

Module 4 18 MOD 3Tip0+ GR-Y (43 Module3Tip0O-  Y-GR

(ISDN BRI—ST only)
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Connection pin-out tables

Port or module Pin # Signal Color |Pin# Signal Color
Module 4 19 MOD 3Ring 0+ BR-Y (44 Module 3RING 0- Y-BR
(ISDN BRI—U or ST)

Module 5 20 MOD 4Tip0+ SL-Y |45 Module4 Tip0O-  Y-SL
(ISDN BRI—ST only)

Module 5 21 MOD 4 Ring 0+ BL-V (46 Module 4 RING 0- V-BL
(ISDN BRI—U or ST)

Module 5 22 MOD 4Tipl+ OR-V (47 Module4TIP1- V-OR
(for future use)

Module 5 23 MOD 4Ring1+ GR-V (48 Module 4 RING 1- V-GR
(for future use)

L eave open for UL 24 Open BR-V |49 UK Ring V-BR
spacing requirements

Analog port 25 APTIP SL-V |50 AP RING V-SL
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Connection pin-out tables

Standard 2.0

TELCO 2 connector pin-out table

Note: The colors shown in thistable represent standard telephone cable

pin-outs.

Port or module Pin # Signal Color |Pin# Signal Color
Digital port 16 1 DP 16 RING BL-W |26 DP 16 TIP W-BL
Digital port 17 2 DP 17 RING OR-W |27 DP17TIP W-OR
Digital port 18 3 DP 18 RING GR-W |28 DP 18 TIP W-GR
Digital port 19 4 DP 19 RING BR-W |29 DP19TIP W-BR
Digital port 20 5 DP 20 RING SL-W |30 DP20TIP W-SL
Digital port 21 6 DP 21 RING BL-R |31 DP21TIP R-BL
Digital port 22 7 DP 22 RING OR-R |32 DP22TIP R-OR
Digital port 23 8 DP 23 RING GR-R |33 DP23TIP R-GR
Digital port 24 9 DP 24 RING BR-R (34 DP24TIP R-BR
Digital port 25 10 DP 25 RING SL-R |35 DP25TIP R-SL
Digital port 26 11 DP 26 RING BL-B |36 DP 26 TIP B-BL
Digital port 27 12 DP 27 RING OR-B |37 DP 27 TIP B-OR
Digital port 28 13 DP 28 RING GR-B |38 DP 28 TIP B-GR
Digital port 29 14 DP 29 RING BR-B |39 DP29 TIP B-BR
Digital port 30 15 DP 30 RING SL-B |40 DP30TIP B-SL
Digital port 31 16 DP 31 RING BL-Y |41 DP31TIP Y-BL
L eave open for UL 17 Open OR-Y |42 Open Y-OR
spacing requirements

Module 6 18 MOD5Tip0+ GR-Y (43 Module5Tip0O-  Y-GR

(ISDN BRI—ST only)
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Connection pin-out tables

Port or module Pin # Signal Color |Pin# Signal Color
Module 6 19 MOD 5Ring 0+ BR-Y (44 Module5Ring 0- Y-BR
(ISDN BRI—U or ST)

Module 7 20 MOD 6 Tip0O+ SL-Y |45 Module6 Tip0O-  Y-SL
(ISDN BRI—ST only)

Module 7 21 MOD 6 Ring0+ BL-V (46 Module 6 Ring 0- V-BL
(ISDN BRI—U or ST)

Module 7 22 MOD 6 Tipl+ OR-V (47 Module6 Tip1-  V-OR
(for future use)

Module 7 23 MOD 6 Ring1+ GR-V (48 Module6 Ring 1- V-GR
(for future use)

L eave open for UL 24 Open BR-V (49 Open V-BR
spacing requirements

Fault Relay 25 FLT RLY 1 SL-V |50 FLT RLY 2 V-SL
Contact 1
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Connection pin-out tables

Standard 2.0

Ethernet connector pin-out table

Pin number  Signal name I/0 Description
1 TX+ @) Transmit Clock +
2 TXC I Transmit Clock Common (Ground)
3 TX- @) Transmit Clock -
4 Chassis Ground I Shield
5 Chassis Ground I Shield
6 RXC I Receive Clock Common (Ground)
7 RX+ I Receive Clock +
8 RX- I Receive Clock -
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Admin (serial) connector pin-out table

Pin number  Signal name I/0 Description

1

2 MMI-RXD I MMI RS-232C Receive Data
3 MMI-TXD @) MMI RS-232C Transmit Data
4

5 Ground Logic Ground

6

7

8

9
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Connection pin-out tables

Standard 2.0

Power connector pin-out table

Pin number  Signal name 110 Current Description
1 +5V I 50A +5v
2 Ground I Logic Ground
3 +24V I 15A +24v
4 -12v I 0.1A +24v
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Display log definitions

In this appendix
Display logs 382
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Display log definitions Standard 2.0

Display logs

The display log functionality is significantly improved over prior releases of
Remote Office 9150. This appendix lists the 9150 system’s display log error and

status messages.
Statistic Definition
LOG NUMBER 0
DESCRIPTION This is a description of the log that is being generated.
SEVERITY NORMAL, WARNING, MINOR, MAJOR, CRITICAL

(Assigns one of these levels to the Log.)

TASK This is the task that originates the trap. This can be the full name or
an abbreviation. (For development use only.)

PRODUCT RLC, 9150, 911x (Lists all products that can generate this log.)

CANCELLATION This is a cross-reference to another log number that is the
complement of the current log (for example, QOS Transition/
Recovery, Link Up/Down.) This should be a LOG NUMBER and send
Log IDType.

ACTION TO BE TAKEN: If the Severity is higher than NORMAL, this should contain
information that would help the end user correct the problem, if
possible (for example, a Configuration Change), or give them
information about where the user should go for help.

PARAMETERS 1) description of parameter 1
2) description of parameter 2

N) description of parameter N

DISPLAYED TEXT Formatting String
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Display log definitions

Statistic Definition

LOG NUMBER 1

DESCRIPTION This log indicates that system started.
SEVERITY NORMAL

TASK MMI

PRODUCT RLC, 9150, 911x

CANCELLATION None

ACTION TO BE TAKEN None

PARAMETERS None

DISPLAYED TEXT

System started

LOG NUMBER

DESCRIPTION

SEVERITY

TASK

PRODUCT

CANCELLATION

ACTION TO BE TAKEN

PARAMETERS

DISPLAYED TEXT

2

This logs indicates that there was a failure in allocation of the TCM

block

CRITICAL

None

9150, 911x

None

TCM buffer is exhausted. If the problem persists reboot the system

and report back to vendor.
None

Out of TCM buffer
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Standard 2.0

Statistic Definition

LOG NUMBER 3

DESCRIPTION This logs indicates that there was a failure in allocation of memory
of size 'n’.

SEVERITY MAJOR

TASK None

PRODUCT 9150, 911x

CANCELLATION None

ACTION TO BE TAKEN

PARAMETERS
DISPLAYED TEXT

Memory buffers exhausted. If the problem persists reboot the
system.

Size of memory block that the system failed to allocate.

Couldn't allocate memory of size P1.

LOG NUMBER
DESCRIPTION

SEVERITY
TASK
PRODUCT
CANCELLATION

ACTION TO BE TAKEN

PARAMETERS
DISPLAYED TEXT

4

This logs indicates that there was a failure in sending a message to
a Remote Office unit.

MAJOR
None
9150, 911x
None

1) The destination host is unreachable check its status.
2) Check the configuration.

Unit ID of remote board for which message was intended.

Couldn’t send message to unit ID: P1
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Display log definitions

Statistic Definition

LOG NUMBER 5

DESCRIPTION This log indicates that the QoS of the IP network degraded and the
system transitioned to the PSTN.

SEVERITY NORMAL

TASK QoS Transitioning

PRODUCT RLC, 9150, 911x

CANCELLATION Log number 2 - FB_RECOVERY_LOG_ID

ACTION TO BE TAKEN

PARAMETERS

DISPLAYED TEXT

Investigate why the IP network was determined to be below VolP
quality. Review the Engineering Guidelines.

Unit ID of the Remote Office unit for which the IP QoS has
degraded.

Transition to remote site: P1

LOG NUMBER
DESCRIPTION

SEVERITY

TASK

PRODUCT
CANCELLATION
ACTION TO BE TAKEN

PARAMETERS

DISPLAYED TEXT

6

This log indicates that the QoS of the IP network recovered and the

system transitioned to the IP Network.
NORMAL

Fallback

RLC, 9150, 911x

Log number 1 - FB_FALLBACK_LOG_ID

Investigate why the IP network was determined to be below VolP
quality. Review the Engineering Guidelines.

Unit ID of the Remote Office unit for which the IP QOS has
recovered.

Recovery to remote site: P1
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Standard 2.0

Statistic Definition

LOG NUMBER 7

DESCRIPTION This log indicates that a user logged onto the system
SEVERITY NORMAL

TASK Session Control

PRODUCT RLC, 9150, 911x

CANCELLATION Log number 8

ACTION TO BE TAKEN
PARAMETERS

DISPLAYED TEXT

None

Connection (serial or Telnet) through which user logged onto
system.

User logged on: P1

LOG NUMBER
DESCRIPTION
SEVERITY

TASK

PRODUCT
CANCELLATION
ACTION TO BE TAKEN
PARAMETERS
DISPLAYED TEXT

8

This log indicates that a user logged off from the system.
NORMAL

Session Control

RLC, 9150, 911x

Log number 7

None

Logoff type — normal or terminated.

User logged off: P1
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Display log definitions

Statistic Definition

LOG NUMBER 9

DESCRIPTION This log indicates that logon to the system failed.
SEVERITY WARNING

TASK Session Control

PRODUCT RLC, 9150, 911x

CANCELLATION None

ACTION TO BE TAKEN None

PARAMETERS
DISPLAYED TEXT

Reason — wrong user name, password, device busy etc.

User login failed: P1

LOG NUMBER
DESCRIPTION

SEVERITY

TASK

PRODUCT
CANCELLATION
ACTION TO BE TAKEN
PARAMETERS
DISPLAYED TEXT

10

This log indicates a debug Session Terminated. A debug session
that was inactive for more than 15 minutes was automatically
logged off from the system.

NORMAL

Session Control

RLC, 9150, 911x
None

None

Reason for termination

Debug session terminated: P1
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Standard 2.0

Statistic Definition

LOG NUMBER 11

DESCRIPTION This log indicates that database reading from flash at Power on
failed. This can be caused by corrupted flash. As a result, the
system starts with the default configuration.

SEVERITY CRITICAL

TASK MMI

PRODUCT RLC, 9150, 911x

CANCELLATION None

ACTION TO BE TAKEN

PARAMETERS
DISPLAYED TEXT

1) Reconfigure the system and then save it to Flash.

Note: When you save configuration changes to Flash, the system
suspends new call processing for approximately 30 seconds.

2) Restart the system and log into the system and check the
configured parameters. If the problem persists contact your
vendor.

Reason reading from Flash failed.

Database reading from Flash failed - P1

LOG NUMBER
DESCRIPTION

SEVERITY
TASK
PRODUCT
CANCELLATION

ACTION TO BE TAKEN

PARAMETERS

DISPLAYED TEXT

12

This log indicates that user tried saving a hew configuration to
Flash.

NORMAL

MMI

RLC, 9150, 911x

None

None

Status of Save to Flash — success or failure

Database save to Flash: P1
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Display log definitions

Statistic Definition

LOG NUMBER 13

DESCRIPTION This log indicates that a user defaulted the configuration of the
board using the Set default configuration command.

SEVERITY NORMAL

TASK MMI

PRODUCT RLC, 9150, 911x

CANCELLATION None

ACTION TO BE TAKEN None

PARAMETERS None

DISPLAYED TEXT

Database defaulted

LOG NUMBER
DESCRIPTION
SEVERITY

TASK

PRODUCT
CANCELLATION
ACTION TO BE TAKEN
PARAMETERS

DISPLAYED TEXT

14

This log indicates that User tried a configuration upload.
NORMAL

MMI

RLC, 9150, 911x

None

None

1) Status - success or failure
2) Name of configuration file
3) IP address of source of configuration file

Database upload: P1 (P2 from P3)
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Standard 2.0

Statistic Definition

LOG NUMBER 15

DESCRIPTION This log indicates that an application module is enabled and not
plugged in. This can happen when the user configures a module
and then removes it from the system.

SEVERITY MAJOR

TASK MMI

PRODUCT RLC, 9150

CANCELLATION None

ACTION TO BE TAKEN None

PARAMETERS

DISPLAYED TEXT

1) Module type
2) Mismatch details

Application module configuration mismatch: P1 P2.
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Statistic Definition
LOG NUMBER 16
DESCRIPTION This log indicates that there is a DN clash. This can happen in the

following cases:

m Same DNs configured for multiple ports.

m Same access codes configured for trunk groups.
Same SPRE code is configured for different functions.
= A longer DN number exists.

SEVERITY MAJOR
TASK MMI
PRODUCT 9150
CANCELLATION None

ACTION TO BE TAKEN Check for duplication of configuration (Use “Get DN List” to see the
data) and correct it.

PARAMETERS 1) Type of Data
2) First clashing port number

DISPLAYED TEXT DN clash: P1 P2 P3
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Standard 2.0

Statistic Definition

LOG NUMBER 17

DESCRIPTION This log indicates that the User tried to upload software. This could
be application software or ISDN module software.
After an application software upload, the system is normally
restarted. Therefore, it is possible that this log was lost.

SEVERITY NORMAL

TASK MMI

PRODUCT RLC, 9150, 911x

CANCELLATION
ACTION TO BE TAKEN
PARAMETERS

DISPLAYED TEXT

None
None

1) Status - success or failure

2) Module type - application or ISDN

3) File name

4) Source of file (for example, IP address)

Software upload: P1 (P2, P3 from P4)

LOG NUMBER
DESCRIPTION

SEVERITY

TASK

PRODUCT
CANCELLATION
ACTION TO BE TAKEN
PARAMETERS
DISPLAYED TEXT

18

This log indicates that a user tried a cross connection to PBX over
RS232 Port using the Xconnect command.

NORMAL

MMI

RLC, 9150, 911x

None

None

Status of cross-connect attempt - success or failure

User cross connect to PBX: P1
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Display log definitions

Statistic Definition

LOG NUMBER 19

DESCRIPTION This log indicates that a user tried a Remote connection to another
system using the Telnet command.

SEVERITY NORMAL

TASK MMI

PRODUCT RLC, 9150, 911x

CANCELLATION None

ACTION TO BE TAKEN None

PARAMETERS

DISPLAYED TEXT

1) Status of Telnet attempt - success or failure
2) Destination (for example, IP address)

User remote connection: P1 P2

LOG NUMBER
DESCRIPTION
SEVERITY

TASK

PRODUCT
CANCELLATION
ACTION TO BE TAKEN
PARAMETERS
DISPLAYED TEXT

20

This log indicates the power on initialization of the ports completed.
NORMAL

CallProcessing

RLC

None

None

None

Power-on initialization of ports completed.
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Standard 2.0

Statistic Definition

LOG NUMBER 21

DESCRIPTION This log indicates that the remote site re-initialized upon Remote
Office unit configuration change.

SEVERITY NORMAL

TASK CallProcessing

PRODUCT RLC

CANCELLATION None

ACTION TO BE TAKEN None

PARAMETERS
DISPLAYED TEXT

Unit ID of the Remote Office unit re-initialized

Remote site: P1 is re-initialized

LOG NUMBER
DESCRIPTION

SEVERITY

TASK

PRODUCT
CANCELLATION
ACTION TO BE TAKEN
PARAMETERS
DISPLAYED TEXT

22

This log signals that the link to the specified Remote Office unit
went down.

MAJOR

CallProcessing

RLC

None

None

Unit ID of the Remote Office unit to which the link went down

Link down for remote site: P1
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Display log definitions

Statistic Definition

LOG NUMBER 23

DESCRIPTION This log indicates that a Remote Office unit registered.
SEVERITY NORMAL

TASK CallProcessing

PRODUCT RLC

CANCELLATION None

ACTION TO BE TAKEN None

PARAMETERS
DISPLAYED TEXT

Unit ID of the Remote Office unit that registered.

Remote site: P1 is registered.

LOG NUMBER
DESCRIPTION
SEVERITY

TASK

PRODUCT
CANCELLATION
ACTION TO BE TAKEN
PARAMETERS

DISPLAYED TEXT

24

This log signals a port registration clash for a dedicated port.
WARNING

CallProcessing

RLC

None

Possible mis-configuration on remote. Check the configurations

1) port number of first clashing remote port

2) unit ID of the remote on which first clashing port resides

3) number of dedicated RLC port for which there is a clash

4) port number of second clashing remote port

5) unit ID of the remote on which the second clashing port resides

Registration clash for port P1 on remote site: P2 with port P3 on the
RLC. Dedicated port P3 is already registered with port P4 of the
remote site: P5
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Standard 2.0

Statistic Definition

LOG NUMBER 25

DESCRIPTION This log indicates that a remote port registered with a multiuser/
dynamic RLC port.

SEVERITY NORMAL

TASK CallProcessing

PRODUCT RLC

CANCELLATION None

ACTION TO BE TAKEN None

PARAMETERS

DISPLAYED TEXT

1) Port number of remote port registered on multiuser/dynamic port
2) Unit ID of remote on which remote port resides
3) Port number of multiuser/dynamic port on RLC

Port P1 on remote site: P2 is registered with multiuser /dynamic
pool port P3.
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Display log definitions

Statistic Definition

LOG NUMBER 26

DESCRIPTION This log indicates a port registration clash for a Multiuser port.
SEVERITY MAJOR

TASK CallProcessing

PRODUCT RLC

CANCELLATION None

ACTION TO BE TAKEN None

PARAMETERS

DISPLAYED TEXT

1) number of remote port for which there is a registration clash
2) unit ID of the Remote Office unit on which port resides

3) port number of multiuser port on RLC

4) port number of currently registered remote port

5) unit ID of the Remote Office unit on which currently registered
port resides

Registration clash for port P1 on remote site: P2 with multiuser port
P3. Multiuser port P3 is already registered with port P4 on remote
site P5
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Standard 2.0

Statistic Definition

LOG NUMBER 27

DESCRIPTION This log indicates that a port registration failed for a dynamic pool
port. All ports in this dynamic pool are registered and no port is
available for use.

SEVERITY MAJOR

TASK CallProcessing

PRODUCT RLC

CANCELLATION None

ACTION TO BE TAKEN None

PARAMETERS

DISPLAYED TEXT

1) Port number on remote for which there is a registration failure.
2) Unit ID of the Remote Office unit on which port resides

Registration failed for dynamic pool port P1 on remote site: P2

Statistic Definition

LOG NUMBER 28

DESCRIPTION This logs indicates that there was a failure in allocation of a new call
register.

SEVERITY CRITICAL

TASK Device Control, Call Processing

PRODUCT RLC, 9150, 911x

CANCELLATION None

ACTION TO BE TAKEN

PARAMETERS

DISPLAYED TEXT

The system memory allocation has failed and might have been
exhausted. If the problem persists reboot the system.

port number

Call register allocation failed in local calling on Port P1.
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Display log definitions

LOG NUMBER
DESCRIPTION

SEVERITY

TASK

PRODUCT
CANCELLATION
ACTION TO BE TAKEN

PARAMETERS
DISPLAYED TEXT

29

This log indicates that there were insufficient DSP channels when a
voice call was attempted.

MINOR

Device Control/Call Processing
9150, 911x

None

1) All the DSP channels on the system are in use. Wait for calls to
be dropped.

2) To avoid blocking, either distribute calls onto additional RLCs
and 9150s, or add DSP modules to existing equipment, provided
there is space available for additional modules. Otherwise action
# 1 applies.

port number

DSP resource allocation failed on Port P1
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Statistic Definition
LOG NUMBER 30
DESCRIPTION This log indicates that allocation of a local trunk for a local call

failed. The possible reasons for failure are:
1) All the trunks are in use.
2) There are no Local or Local/Remote trunks configured.

3) The BRI link may be down or the BRI module might not be
plugged in completely.

SEVERITY MINOR

TASK Device Control
PRODUCT 9150, 911x
CANCELLATION None

ACTION TO BE TAKEN 1) Confirm that the BRI modules are plugged in properly and the
BRI link is UP.

2) Confirm that the BRI configuration is correct.
PARAMETERS port number

DISPLAYED TEXT Local trunk allocation failed on port P1.

400 Remote Office 9150



September 2001

Display log definitions

Statistic Definition

LOG NUMBER 31

DESCRIPTION This log indicates that a local call failed because the dialed DN
didn’t exist.

SEVERITY WARNING

TASK Device Control

PRODUCT 9150, 911x

CANCELLATION None

ACTION TO BE TAKEN
PARAMETERS

DISPLAYED TEXT

Verify the dialed digits with the configuration numbers.
Dialed digits.

Unassighed number P1

LOG NUMBER

DESCRIPTION

SEVERITY
TASK
PRODUCT
CANCELLATION

ACTION TO BE TAKEN

PARAMETERS

DISPLAYED TEXT

32

This log indicates that a local call failed because the sequence of
Dialed digits is not allowed on the set that is attempting to place the
call.

WARNING
Device Control
9150, 911x
None

Verify that the dialed digits don't match the disabled outbound
digits.

dialed digits

Disabled outbound digits blocked P1
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Statistic Definition

LOG NUMBER 33

DESCRIPTION This log indicates that the DSP cross connect failed, which might
have resulted in no voice path being established.

SEVERITY CRITICAL

TASK Device Control

PRODUCT 9150, 911x

CANCELLATION None

ACTION TO BE TAKEN Contact the vendor if the problem persists

PARAMETERS port number

DISPLAYED TEXT DSP cross connect failed on port P1

LOG NUMBER 34

DESCRIPTION This log indicates a change in the system Mode
SEVERITY NORMAL

TASK Device Control, Call Processing

PRODUCT RLC, 9150, 911x

CANCELLATION None

ACTION TO BE TAKEN None
PARAMETERS Status: online/offline

DISPLAYED TEXT Changing system mode to: P1
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Display log definitions

Statistic Definition

LOG NUMBER 35

DESCRIPTION This log indicates that there was a failure in registering to a remote
RLC. This would indicate that the Host is unreachable through both
the IP and the PSTN.

SEVERITY MAJOR

TASK Device Control

PRODUCT 9150, 911x

CANCELLATION None

ACTION TO BE TAKEN

PARAMETERS

DISPLAYED TEXT

1) Check for the IP/PSTN connectivity.
2) Check for the remote Host status.
3) Check the correctness of configuration. Units should be enabled.

Unit ID of remote site to which registration failed.

Failed to register to remote site: P1
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Standard 2.0

Statistic Definition

LOG NUMBER 36

DESCRIPTION This log indicates the success or failure of a Remote Office 9150
unit port’s attempt to register with a Multiuser/Dynamic port on a
RLC.

SEVERITY NORMAL

TASK Device Control

PRODUCT RLC, 9150

CANCELLATION None

ACTION TO BE TAKEN

1) Determine if the port was in use.
2) Configure the port as a Multiuser/Dynamic port.
3) The host RLC is unreachable.

PARAMETERS 1) 9150 unit’'s port number attempting to register with the multiuser/
dynamic port on the RLC
3) registered or unregistered status of 9150 unit’s port
4) port number of multiuser/dynamic port on RLC
DISPLAYED TEXT ROU port P1, P2 to RLC port P3
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LOG NUMBER
DESCRIPTION

SEVERITY
TASK
PRODUCT
CANCELLATION

ACTION TO BE TAKEN

PARAMETERS

DISPLAYED TEXT

37

This log indicates that an attempt to connect to a Remote Office
unit on the specified medium failed.

1) If the same message is displayed with both IP and PSTN, in
succession, the specified remote cannot be reached.

2) If only one message displays with a specific medium while
connections on other medium are fine, it indicates a possible
attempt to connect on the medium due to:

a) Priority of the call that requires only that medium. Voice call
would have failed. Check for log number 55

b) IP QoS state and priority level required a first attempt on  the
specified medium. A voice call would have succeeded on the
other medium, though it cannot be guaranteed.

¢) Attempt was made on receiving a QoS status message.

MAJOR

Network Manager
RLC, 9150, 911x
None

Verify the following:

1) correctness of configurations

2) whether the network connections are proper
3) status of the remote board

1) Remote Office unit ID
2) medium on which the attempt failed

Not able to connect to remote site: P1 on P2 medium
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LOG NUMBER 38

DESCRIPTION This log indicates that an attempt to bring up an additional trunk
failed due to the lack of an unoccupied, configured trunk.
This could cause the failure of a voice call depending on the media
allowed to communicate to that remote, the priority of the call, and
the Extra Bandwidth configured.
However, verify the presence of log number 55 on the RLC to see if
a voice call did not succeed. Look for the presence of log number
37 on the RLC. It indicates that an attempt was made to connect
the voice call on that medium, but that the medium was not
reachable.

SEVERITY MINOR

TASK Network Manager

PRODUCT RLC, 9150

CANCELLATION None

ACTION TO BE TAKEN

Verify for the specified log numbers and note them. If this happens
frequently, new trunks may have to be added.

PARAMETERS Remote Office unit ID
DISPLAYED TEXT No free additional trunk available to remote site: P1
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LOG NUMBER 39

DESCRIPTION This log indicates that there an attempt was made to get an
additional trunk on the PSTN.
This message should have a corresponding message with same
number on the Remote Office 9150 unit board. This might cause a
voice call to fail, depending on the media allowed to communicate
with that remote device and the priority of the call.
However, check for the presence of log number 55 on the RLC to
see if a voice call did not succeed. Look for the presence of log
number 37 on the RLC. It indicates that an attempt was made to
connect the voice call on that medium, but that the medium was not
reachable.

SEVERITY MINOR

TASK Network Manager

PRODUCT RLC, 9150

CANCELLATION None

ACTION TO BE TAKEN

PARAMETERS

DISPLAYED TEXT

1) Ensure the PSTN numbers shown in Trunk Configuration are
correct on both the RLC and Remote Office 9150 unit.

2) Ensure the trunk route to that Remote Office unit is not busy.

1) Remote Office unit ID

2) PSTN number attempted

3) A flag to indicate whether attempt is made by remote board or
local board.
1 - indicates attempt made by local board
2 - indicates attempt made by remote board

Attempted bring-up additional trunk failed. remote P1, PSTN
number P2, flag P3
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LOG NUMBER 40

DESCRIPTION This log indicates that an attempt to transition to the PSTN failed.
Appearance of this message does not cause a voice call to drop.
However, if RLC Log numbers 42 or 56 appear, the system can drop
voice calls and not be able to connect to the Remote Office unit
temporarily.

SEVERITY WARNING

TASK Network Manager

PRODUCT RLC

CANCELLATION None

ACTION TO BE TAKEN

PARAMETERS

DISPLAYED TEXT

a) Look for correctness of primary PSTN number. If PSTN is disabled,
ignore this message

b) Trunk route might be busy to that remote.
c) If the specified logs also appear, IP network could be down

Remote Office unit ID

Transition did not happen to remote site: P1
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Statistic Definition

LOG NUMBER 41

DESCRIPTION This log indicates the failure of the system to connect to the specified
remote on the IP network due to a network problem other than
unacceptable QoS.

SEVERITY WARNING

TASK Network Manager

PRODUCT RLC, 9150, 911x

CANCELLATION None

ACTION TO BE TAKEN

PARAMETERS

DISPLAYED TEXT

1) Check for problems on IP network.

2) Wait for more attempts because connections can take more time
depending on nature of the network.

Remote Office unit ID

Attempt to recover to IP network failed to remote site: P1
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Statistic Definition

LOG NUMBER 42

DESCRIPTION This log indicates that the IP network failed abruptly while there
were connections routed over IP, dropping active voice calls. To
check for dropped voice calls, look for log number 56.

SEVERITY MAJOR

TASK Network Manager

PRODUCT RLC, 9150, 911x

CANCELLATION

ACTION TO BE TAKEN

PARAMETERS
DISPLAYED TEXT

None

Check if the IP connection is intact or if there is another problem on
the IP network.

Remote Office unit ID

Abnormal failure of IP network. remote site: P1

LOG NUMBER
DESCRIPTION

SEVERITY
TASK
PRODUCT
CANCELLATION

ACTION TO BE TAKEN

PARAMETERS

DISPLAYED TEXT

43

This log indicates the failure of a non-primary trunk. This might lead
to dropping of voice calls to compensate the BW loss in the
absence of an IP connection to the Remote Office unit. Look for log
number 56 to see if any calls were dropped.

MAJOR

Network Manager
RLC

None

1) Verify that the PSTN connections are OK.

2) If this displays on the RLC, look for log number 46 on the 9150
unit. If this ID is there, it is a genuine closure.

3) Link might have failed somewhere in the PSTN.
Remote Office unit ID

Abnormal failure of one of the trunks. remote site: P1
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Statistic Definition

LOG NUMBER 44

DESCRIPTION This log indicates an abnormal failure of the primary signaling link.
This leads to the dropping of all active connections to the Remote
Office unit.

SEVERITY CRITICAL

TASK Network Manager

PRODUCT RLC, 9150, 911x

CANCELLATION None

ACTION TO BE TAKEN 1) Check IP and trunk connections. (physical connections)

2) If this displays on the RLC, look for log number 45 on the 9150
unit. If this log is there, it is a genuine closure.

3) Link might have failed some where in the Public network.
PARAMETERS Remote Office unit ID to which communication is lost

DISPLAYED TEXT Abnormal failure of primary signaling to remote site: P1
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LOG NUMBER 45

DESCRIPTION This log indicates that the primary signaling was dropped due to a
request for a 911 (emergency) call, resulting in a temporary loss of
communication with RLC.

SEVERITY WARNING

TASK Network Manager

PRODUCT 9150, 911x

CANCELLATION None

ACTION TO BE TAKEN

PARAMETERS
DISPLAYED TEXT

This indicates that there are not enough trunks and the primary
trunk had to be used for a 911 (emergency) call. Check if number of
trunks can be increased (9150 only).

None

Primary trunk dropped to place 911 call

LOG NUMBER
DESCRIPTION

SEVERITY

TASK

PRODUCT
CANCELLATION
ACTION TO BE TAKEN
PARAMETERS
DISPLAYED TEXT

46

This log indicates that the system dropped one of the additional
trunks to place a 911 (emergency) call as there were no available
trunks.

WARNING
Network Manager
9150

None

None

None

Closing an additional trunk to place 911 call
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LOG NUMBER 47

DESCRIPTION This log indicates that inactivity timer creation failed. This could
lead to the primary signaling channel not closing to the remote. If
the IP QoS is BAD, the PSTN trunk stays on. Otherwise, IP stay on.

SEVERITY WARNING

TASK Network Manager

PRODUCT RLC

CANCELLATION None

ACTION TO BE TAKEN

PARAMETERS
DISPLAYED TEXT

To overcome this situation, make sure no one is using the Remote
Office unit phones, and then go to offline mode and come back to
on-line. Normal operation is restored. Use online/offline spree
codes on the 9150, 911x unit.

Remote Office unit ID

Timer creation failed. Signal will not be closed to remote site: P1
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LOG NUMBER 48

DESCRIPTION This log indicates the failure of a connection because of incorrect
security information due to one of the following situations:
1) A Valid remote tried to connect with inappropriate Security data.
2) The Remote Office unit rejected a connection initiated by the
local unit.
3) There is a security issue with bringing up an additional trunk.

SEVERITY WARNING

TASK Network Manager

PRODUCT RLC, 9150, 911x

CANCELLATION None

ACTION TO BE TAKEN

PARAMETERS

DISPLAYED TEXT

1) Check that the security levels and security IDs are correct in
configuration.

2) Security issue for additional trunks comes up if security level is
CLID security and configuration is improper.

3) This may be an indication of an unauthorized Remote Office unit
attempting to connect.

1) Remote Office unit ID
2) media
3) connection type: primary/additional

Security failure to remote site: P1 on medium P2.
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Statistic Definition

LOG NUMBER 49

DESCRIPTION This log indicates that an unknown remote tried to connect and the
attempt failed.

SEVERITY WARNING

TASK Network Manager

PRODUCT RLC, 9150, 911x

CANCELLATION None

ACTION TO BE TAKEN

PARAMETERS

DISPLAYED TEXT

1) Confirm that the configuration of the unit IDs are OK between the
units.

2) This may be an indication of an unauthorized Remote Office unit
attempting to connect.

Unit ID of the Remote Office unit

Message from invalid remote site: P1
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Statistic Definition
LOG NUMBER 50
DESCRIPTION This log indicates that a connection came in on an unconfigured

port and was rejected by the system. (PSTN connections)

SEVERITY WARNING

TASK Network Manager
PRODUCT RLC, 9150
CANCELLATION None

ACTION TO BE TAKEN 1) Check for proper port configurations on the RLC and 9150 unit.

2) Check if a local call came in on a remote-only BRI port. Ensure
that non-remote only BRI trunk numbers only are given to
outsiders to call 9150’s local sets.

3) Unauthorized unit may be trying to connect. Verify!
PARAMETERS PSTN number from which the call originates

DISPLAYED TEXT Incoming connection rejected. Address P1
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Statistic Definition

LOG NUMBER 51

DESCRIPTION This log indicates that an incoming connection from the specified
Remote Office unit failed because the specified medium is not
allowed to connect to that Remote Office unit.

SEVERITY WARNING

TASK Network Manager

PRODUCT RLC, 9150, 911x

CANCELLATION None

ACTION TO BE TAKEN

PARAMETERS

DISPLAYED TEXT

1) Check the correctness of configurations.
2) Verify that unit trying to connect has needed authorization.

1) Unit ID of the Remote Office unit
2) The medium to which it attempted to connect

Signaling clash to remote site: P1 [on medium: P2]

LOG NUMBER
DESCRIPTION

SEVERITY

TASK

PRODUCT
CANCELLATION
ACTION TO BE TAKEN
PARAMETERS

DISPLAYED TEXT

52

This log indicates that no activity was found on the signaling link
and all remote service phones were idle.

NORMAL

Network Manager

RLC

None

None. This is part of normal system operation.
Remote Office unit ID

Signaling closed to remote site: P1 due to no activity
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Statistic Definition

LOG NUMBER 53

DESCRIPTION This log indicates that the Remote Office unit went Offline. No
communication is possible until the unit goes Online again or
Online time occurs. In Offline mode, all connections, including
permanent trunks, if any, are closed.

SEVERITY NORMAL

TASK Network Manager

PRODUCT RLC

CANCELLATION None

ACTION TO BE TAKEN None

PARAMETERS

DISPLAYED TEXT

Remote Office unit ID going offline

Close signal as unit goes offline. remote site: P1

Statistic Definition

LOG NUMBER 54

DESCRIPTION This log indicates an attempt to reach an invalid remote.
SEVERITY WARNING

TASK Network Manager

PRODUCT RLC, 9150, 911x

CANCELLATION None

ACTION TO BE TAKEN

PARAMETERS

DISPLAYED TEXT

1) Check for proper configuration
2) Check for updates completed while system was active.

3) If the message is consistent, even after proper configuration,
report to vendor.

unit ID of Remote Office unit to which connection was attempted.

Connection attempted to invalid remote site: P1
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Statistic Definition
LOG NUMBER 55
DESCRIPTION This log indicates the system was unable to place a voice call,
which could be caused by the following conditions:
1) No connection to the remote. Attempts failed.
2) HIGH/NORMAL priority: No BW on trunk and IP not available.
3) PSTN only call: No BW available, trunk disabled, or trunk not
reachable.
4) IP only call: IP not reachable or not enabled.
5) Some inconsistency within the system - Synchronization
between RLC - 9150/911x.
SEVERITY NORMAL
TASK Network Manager
PRODUCT RLC
CANCELLATION None

ACTION TO BE TAKEN

PARAMETERS

DISPLAYED TEXT

1) Verify correctness of configurations.

2) Verify physical connections on the medium as per information in
1), above.

Note: If this happens consistently for all calls, and is not an obvious
problem due to configuration or BW limitations, view the statistics
and report the problem.

1) Remote Office unit ID

2) amount of bandwidth the system needs to place the additional
call

Voice call did not succeed to remote site: P1 [BW required P2]
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Statistic Definition

LOG NUMBER 56

DESCRIPTION This log indicates an abnormal failure of a call. Possible reasons
include:

1) sudden link failure on the given medium

2) drop of remote trunks on the 9150/911x side for a 911
(emergency) call

3) sudden primary signaling failure

SEVERITY MAJOR

TASK Network Manager
PRODUCT RLC, 9150, 911x
CANCELLATION None

ACTION TO BE TAKEN Look for log numbers 42, 43, and 44 to ascertain the reason active
calls were dropped.

PARAMETERS 1) bandwidth of the call
2) unit ID of remote to which call is connected
3) media on which the call was active at the time of failure

DISPLAYED TEXT Call of P1 BW got dropped to remote site: P2, medium: P3
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Statistic Definition

LOG NUMBER 57

DESCRIPTION This log indicates a failed attempt to switch a voice connection to
the specified medium. This is an indication of a loss of one of the
following:
1) signaling packets
2) synchronization between RLC - 9150, 911x

SEVERITY MINOR

TASK Network Manager

PRODUCT RLC

CANCELLATION None

ACTION TO BE TAKEN
PARAMETERS

DISPLAYED TEXT

This should not happen in general. If it does, report the problem.

1) bandwidth of the call

2) medium from which the system attempted to switch the call
3) medium to which the system attempted to switch the call
4) Remote Office unit ID

Call of P1 BW did not switch from medium: P2 to medium: P3.
remote site: P4
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Statistic Definition

LOG NUMBER 58

DESCRIPTION This log indicates that there is no available trunk in the given trunk
group to place a local trunk call.

SEVERITY MINOR

TASK Network Manager

PRODUCT 9150

CANCELLATION None

ACTION TO BE TAKEN

PARAMETERS

DISPLAYED TEXT

If this happens consistently, think of reconfiguring B-channel
allocations on 9150

Trunk Group Number

Local call did not succeed.

Statistic Definition

LOG NUMBER 59

DESCRIPTION This log indicates that a local call was dropped because of an
abnormal link failure.

SEVERITY MAJOR

TASK Network Manager

PRODUCT 9150

CANCELLATION None

ACTION TO BE TAKEN

PARAMETERS
DISPLAYED TEXT

m Confirm that physical trunk connections are intact
m Check for failure on the PSTN.

None

Local trunk call abnormally failed.
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LOG NUMBER
DESCRIPTION

SEVERITY

TASK

PRODUCT
CANCELLATION
ACTION TO BE TAKEN
PARAMETERS
DISPLAYED TEXT

60

This message indicates that a local trunk call was dropped for an
emergency (911) call because there were no free trunks.

WARNING
Network Manager
9150

None

None

None

Local call dropped for 911.

Statistic Definition

LOG NUMBER 61

DESCRIPTION This log indicates that the signaling link to a Remote Office unit was
established on the specified medium.

SEVERITY NORMAL

TASK Network Manager

PRODUCT RLC, 9150, 911x

CANCELLATION None

ACTION TO BE TAKEN
PARAMETERS
DISPLAYED TEXT

Nothing. This is part of normal system operation.
Remote Office unit ID

Signaling is UP to remote site: P1 on medium: P2.
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LOG NUMBER

DESCRIPTION

SEVERITY
TASK
PRODUCT
CANCELLATION

ACTION TO BE TAKEN

PARAMETERS

DISPLAYED TEXT

62

This log indicates that the IDVR server has gone down.
(This log is not generated in the 1.2.1 release.)

MAJOR

Device Control, Call processing
RLC, 9150, IDVR

None

1) Check for the IP connectivity to server.
2) Check for the IDVR server status.

IDVR server’s IP address.

IDVR server status: P1
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LOG NUMBER 63
DESCRIPTION This log indicates a PSTN connection to a peer unit failed. This

could be caused by several possible problems, including:

1) A cabling issue at the Remote Office unit could keep that unit
from being able to connect on the PSTN.

2) The data port on the RLC could be disabled.

3) For BRI connections between a 9150 and an RLC the PSTN
path may not be a 64K clear channel (the required path).

4) Incorrect dial numbers could be keeping the circuit from
establishing.

5) Bit errors could be occurring preventing communication from
working. This could be due to bad cables or a bad connection.

SEVERITY MAJOR

TASK TP

PRODUCT RLC, 9150, 911x
CANCELLATION None

ACTION TO BE TAKEN To check for the possible problems named above, take the
associated action listed below:

1) Check the PSTN connections at the Remote Office unit.
2) Confirm that the RLC'’s data port is enabled.

3) Confirm that BRI connections between a 9150 unit and its RLC
are 64K clear channel (the required path).

4) Confirm that the correct numbers are configured on both ends.
5) Confirm that cables and connections on both ends are good.

PARAMETERS N/A

DISPLAYED TEXT PSTN connection failed to initialize.
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Statistic Definition

LOG NUMBER 64

DESCRIPTION This log indicates that the unit attempted a PSTN connection to its
peer unit at too slow a bit rate. This severely damages system
performance since all bandwidth calculations are incorrect.

SEVERITY Major

TASK TP

PRODUCT RLC, 9150

CANCELLATION None

ACTION TO BE TAKEN

PARAMETERS

DISPLAYED TEXT

The PSTN path between a 9150 and RLC requires a clear 64k
channel.

If this log occurs every time a PSTN call is made, then

m either the wrong service has been ordered from the
telephone company.

m the telephone company has provided the wrong service.

If this log occurs intermittently then the connection through the central

office has encountered some sort of problem.

It is still possible, however, that the wrong service has been ordered,
or provided, and that the majority of the time the PSTN has had a
clear channel by chance. Some customers have reported that they
requested the 64k channel, but a 54k channel was provided instead.

Another possible scenario is that bit errors could be occurring,
preventing communication from initializing at 64k, but allowing 56k.
This is probably the lease frequent cause.

Unit ID of the unit that tried to connect.

PSTN connection initialized at 56k clear channel unavailable.
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Statistic Definition

LOG NUMBER 65

DESCRIPTION This log indicates that the unit attempted a PSTN connection to its
peer unit, and that the connection attempt succeeded initially at 56K,
failed at 65K, and then failed again at 56K.

SEVERITY MAJOR

TASK TP

PRODUCT RLC, 9150

CANCELLATION None

ACTION TO BE TAKEN:

PARAMETERS

DISPLAYED TEXT

This problem is most likely related to log number 64 where a clear
64k channel could not be obtained.

It is possible that the attempt to increase speed to 64K caused a
problem with the central office, making it impossible to re-establish at
56K. This would increase the likelihood of the problem being due to a
high bit error rate on the link.

N/A

PSTN connection failed to re-initiate at 56K
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Statistic Definition
LOG NUMBER 66
DESCRIPTION This log indicates that the database has been converted from an

older version to the current version. The start and end versions are
specified. The status of the conversion is also available.

SEVERITY NORMAL

TASK MMI

PRODUCT 9150

CANCELLATION None

ACTION TO BE TAKEN: It the status is Failure, user must re-configure the system.
PARAMETERS 1) Status

2) Starting version (From version)
3) Current version (To version)

DISPLAYED TEXT Database Conversion: P1
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Statistic Definition

LOG NUMBER 67

DESCRIPTION This log indicates that a locally-defined feature clashes with a PBX
defined feature.

SEVERITY NORMAL

TASK Device Control

PRODUCT RLC, 9150

CANCELLATION None

ACTION TO BE TAKEN:

PARAMETERS

DISPLAYED TEXT

1. In the case of failure, check the key configurations on the switch
and the key configurations done on the 911x, 9150, IDVR for the port
concerned.

2. In case of clash Redefine the local feature on a key which is not
being used for a PBX feature.

1. Remote Office unit Port Number
2. Key Number

Port P1: Local Feature Overrides PBX Feature on key P2.
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Statistic Definition
LOG NUMBER 68
DESCRIPTION This log indicates that a PSTN connectivity test has started to a

specified remote, in a specified mode.

SEVERITY NORMAL

TASK Network Manager
PRODUCT RLC
CANCELLATION None

ACTION TO BE TAKEN: None

PARAMETERS 1. Remote board ID
2. Mode in which test started.
a. Disruptive test
b. Non disruptive test

DISPLAYED TEXT PSTN connectivity test started for remote = P1, in mode = P2
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Statistic Definition

LOG NUMBER 69

DESCRIPTION This log indicates that a PSTN connectivity test is completed or
aborted.

SEVERITY NORMAL

TASK Network Manager

PRODUCT RLC

CANCELLATION None

ACTION TO BE TAKEN: None

PARAMETERS 1. Remote board ID
2. Test ended manner
a. Normal end
b. Aborted

DISPLAYED TEXT PSTN connectivity test ended for remote = P1 and P2
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Statistic Definition

LOG NUMBER 70

DESCRIPTION This log indicates that there was a failure in adding a DN to the
system, since the DN was already in the system. If you want to place
a local call to this set, you must use the number configured through
Configuration Manager.

SEVERITY NORMAL

TASK Device Control

PRODUCT 9150

CANCELLATION None

ACTION TO BE TAKEN:

PARAMETERS

DISPLAYED TEXT

Do not configure MADN on the primary key if both of the sets are on
the 9150.

1. Remote Office unit Port Number
2. DN which couldn’t be added to the system.

MADN Conflict for DN P1 on Port P2: Could not update local DN.
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LOG NUMBER 71

DESCRIPTION This log indicates that the PBX has returned an lllegal number error
when attempting to dial from the Network port on the RLC to the 9150
Remote Office unit.
Most frequently, this error occurs when the dialed number is going to
be routed by the PBX, or Central Office, over an analog trunk instead
of a clear channel data path.

SEVERITY MAJOR

TASK DL

PRODUCT RLC

CANCELLATION None

ACTION TO BE TAKEN:

PARAMETERS

DISPLAYED TEXT

1. Verify that the Network port is configured correctly on the PBX
2. Verify that the number dialed from the RLC to the 9150 is correct.

3. Verify that the PBX trunks used allow clear channel data. LD 80
traces of the data port are helpful.

4. Verify that central office is not routing the data call over voice
circuits.

1. Network port from which this call was placed
2. Last number dialed by a Network port, usually this port.

Network Port P1 call to P2 may be routed over Voice circuits.
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Statistic Definition

LOG NUMBER 72

DESCRIPTION This log indicates that a key map update is written into the Flash.
SEVERITY NORMAL

TASK MMI

PRODUCT 9150

CANCELLATION None

ACTION TO BE TAKEN: None

PARAMETERS Status - SUCCESS if Save to Flash is successful.
Status - FAILED if the flash save attempt failed.

DISPLAYED TEXT Key Map Save to Flash: P1
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LOG NUMBER 73
DESCRIPTION This log indicates an invalid compression type (e.g., G729/Fax or

G726) has been configured for the 911x. It is then reset to G729.

SEVERITY MINOR
TASK MMI
PRODUCT 911x
CANCELLATION None

ACTION TO BE TAKEN: None

PARAMETERS P1: Remote Site Number
P2: Port Number.
Status - FAILED if the flash save attempt failed.

DISPLAYED TEXT "Remote Site: P1[911x] registered to Port P2with Invalid
Compression, reset to G729
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Statistic Definition

LOG NUMBER 74

DESCRIPTION This log indicates a status change (e.g, UP/DOWN) for the BRI line.
SEVERITY NORMAL

TASK MMI

PRODUCT 9150

CANCELLATION None

ACTION TO BE TAKEN: None

PARAMETERS P1: Describes status change (e.g, UP)
P2: BRI Module Number

DISPLAYED TEXT P1 detected for BRI Module P2.
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Statistic Definition

LOG NUMBER 75

DESCRIPTION This log indicates the system is not able to bring up an analog line
due to non-availability of modem DSPs.

SEVERITY MINOR

TASK MMI

PRODUCT 9150

CANCELLATION None

ACTION TO BE TAKEN:

PARAMETERS

DISPLAYED TEXT

a) Ensure that enough Modem channels are
configured on DSPs

P1: Remote Unit ID

Not able to connect remote: P1 on modem due to non availability of
Modem channels
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Statistic Definition

LOG NUMBER 76

DESCRIPTION This log indicates that the software version of the remote unit is
incompatible with the software version installed in the unit generating
this message.

SEVERITY MAJOR

TASK MMI

PRODUCT 9150, RLC, 911x

CANCELLATION None

ACTION TO BE TAKEN:

PARAMETERS

DISPLAYED TEXT

Verify software versions on both units.
P1: Remote Unit ID

Communication with Remote P1 is not possible due to software
incompatibility
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Statistic Definition

LOG NUMBER 7

DESCRIPTION This log indicates that the RLC’s remote unit config does not match
the remote device that is initiating the call. This is probably due to a
config error.

SEVERITY MAJOR

TASK MMI

PRODUCT RLC

CANCELLATION None

ACTION TO BE TAKEN:

PARAMETERS

DISPLAYED TEXT

Verify Remote Unit configuration
P1: Remote Unit ID

Remote Unit = P1 is found to be of incompatible board type.
Communication not possible
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LOG NUMBER 78
DESCRIPTION This log indicates that the keymap version of the PBX software has

changed. This is normal when upgrading major PBX versions.

SEVERITY NORMAL
TASK MMI
PRODUCT RLC
CANCELLATION None

ACTION TO BE TAKEN: None

PARAMETERS P1, P2: Keymap database version
P3: Indicates Success or Failure

DISPLAYED TEXT PBX Model database conversion from Ver P1 to Ver P2 P3
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Statistic Definition

LOG NUMBER 79

DESCRIPTION This log indicates the status of the keymap flash read.
SEVERITY NORMAL

TASK MMI

PRODUCT RLC

CANCELLATION None

ACTION TO BE TAKEN: None

PARAMETERS

DISPLAYED TEXT

P1: SUCCESS or failure reason.

P3 PBX Model database read - P1

Statistic Definition

LOG NUMBER 80

DESCRIPTION This log indicates that connectivity on the specified medium to the
specified remote unit closed. This is a part of normal system
operation.

SEVERITY NORMAL

TASK Network Manager

PRODUCT RLC, 9150, 911x

CANCELLATION
ACTION TO BE TAKEN
PARAMETERS

DISPLAYED TEXT

None
None

1) Remote unit
2) Medium (ISDN, IP)

Connectivity is closed to Remote: P1 on Media: P2
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Statistic Definition
LOG NUMBER 81
DESCRIPTION This log indicates that connectivity on the specified medium to the

specified remote failed abnormally due to an unspecified problem
on the network.

SEVERITY MAJOR

TASK Network Manager

PRODUCT RLC, 9150, 911x

CANCELLATION A message that indicates that signaling is up on the specified
medium.

ACTION TO BE TAKEN Check for the following on the specified medium:
1) Network connectivity both at RLC and the remote site

2) Check if any problem arose anywhere else on the network
between RLC and the remote

3) Check if any of the units got reset for any reason.

PARAMETERS 1) Remote unit
2) Medium (ISDN, IP)

DISPLAYED TEXT Abnormal failure of connectivity on Media: P1 to Remote: P2
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Statistic Definition
LOG NUMBER 82
DESCRIPTION This log indicates that Network Manager task states for a particular
remote unit got reset and all the connections to the remote are
cleared. This can happen due to the following reasons:
1) An error occurred in the system to automatically trigger Network
Manager reset
2) User has issued a debug command "nmr x" where x is a valid
remote unit number.
SEVERITY MAJOR
TASK Network Manager
PRODUCT RLC, 9150, 911x
CANCELLATION None

ACTION TO BE TAKEN

PARAMETERS
DISPLAYED TEXT

System should work normally after the log is displayed. If not,
contact Technical support personal for help. If the log is displayed
too frequently, check if anyone is entering debug commands. If not,
contact technical support.

Remote unit

States reset in NM for Remote: P1
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Statistic Definition

LOG NUMBER 83

DESCRIPTION This log indicates the result of DN discovery on RLC. If the result in
the log is Failure or Partial Success then the system retries for up to
five times at three minute intervals if port(s) is (are) busy during first
attempt. The system records the status of the initial attempt as well
as the last attempt, if made.

SEVERITY NORMAL

TASK Call Processing

PRODUCT RLC

CANCELLATION None

ACTION TO BE TAKEN

PARAMETERS

DISPLAYED TEXT

Ensure that LOG shows SUCCESS after every DN Discovery session
(either triggered by time-of-day or manually). In case of FAILURE /
PARTIAL SUCCESS, check if DN Discovery port is idle, not in set
busy, or call forwarded state.

Status: SUCCESS, PARTIAL SUCCESS, FAILURE

DN Discovery has completed: result - P1
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10BaseT Ethernet

The Ethernet standard for baseband local area networks using twisted-pair cable
carrying 10 megabits per second (Mbps) in a star topology.

A A-law

A companding technigue used in encoding and decoding audio signalsin
30-channel pulse code modulated (PCM) systems. A-law companding is the
primary method used in Europe. See also Mu-law.

adapter

Hardware required to support aparticular device. For example, network adapters
provide a port for the network wire. Adapters can be expansion boards or part of
the computer’s main circuitry.

administrator

A user who is responsible for maintaining the RLC or its associated remote
units.

agent
A person who isresponsible for handling customer calls.

analog

The type of signal used by most telephone connections. A modem converts a
digital (computer) signal to analog, and vice versa, so that the signal can travel
through telephone lines.

API
See application program interface.

application
A program that runs on a computer.
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application program interface

A set of routines, protocols, and tools that programmers use to develop software
applications. APIs simplify the development process by providing commonly
used programming procedures.

Automatic Call Distribution (ACD) applications

A separate system or built-in feature of a PBX that equally distributes incoming
callsto agents. As calls comein, they are placed into a queue (or awaiting line)
for the next available agent. The RLC and its associated remote units support all
of Nortel Networks' ACD applications.

bandwidth
The amount of datathat the network can transmit, usually expressed in Mbytes
per second.

baseboard
See motherboard.

Basic Input/Output System

Flash ROM-based code that runs the Power-On Self-Test (POST) and bootstrap
loader. BIOS contains low-level access routines for hardware that can be called
from DOS.

BIOS
See Basic | nput/Output System.

bit
Short for binary digit, the smallest unit of information on amachine. A single bit
can hold only one of two values: 0 or 1.

branch station
A phoneset or fax machine located at the Remote Office 9150 site.

BRI
Basic Rate Interface. An ISDN subscriber service that uses two B (64 Kbps)
channels and one D (64 Kbps) channel to transmit voice, video, and data signals.
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bridge

A protocol-independent device that connects two LANS or two segments of the
same LAN. Bridges are faster (and less versatile) than routers because they
forward packets without analyzing and rerouting messages.

bus

A collection of wires that connects the microprocessor and main memory to
internal computer components. All buses consist of an address bus that transfers
dataand a data bus that transfers information about where the data should go.

In a network, the bus (a so called the backbone) is the main cable that connects
all devicesonalLAN.

byte

Abbreviation for binary term, aunit of storage capable of holding asingle
character. On amost al modern computers, abyteis equal to eight bits. Large
amounts of memory are indicated in terms of kilobytes (1024 bytes), megabytes
(1 048 576 bytes), and gigabytes (1 073 741 824 bytes).

C cache

A temporary storage areain computer memory.

call duration timer

Used in circuit-switched mode only, it specifies the minimum length of time that
each call to the host PBX remains open, regardless of telephone activity (or lack
thereof).

call on demand

A call connection that is opened only when a connection to the host PBX is
required. Thisisdifferent from a permanent connection, which is open all the
time.

call treatment
A method of handling applied to a call whileit iswaiting to be answered or
serviced.
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Caller ID

Cdller ID isused on the RLC to identify the number of the caler requesting
access to one of its ports. It is also used on the Remote Office 9150 unit to
authenticate incoming calls from the RLC.

Calling Line Identification

An optional service that identifies the telephone number of the caller. This
information can then be used to route the call to the appropriate agent or skillset.
The caller’s telephone number can also be displayed on a phoneset.

card

A thin, rectangular plate on which chips and other electronic components are
placed. Examples of cards include motherboards, expansion boards,
daughterboards, controller boards, network interface cards, and video adapters.

CD-ROM

A type of optical disk capable of storing large amounts of data (up to 1 Gbyte),
athough the most common sizeis 630 Mbytes. A single CD-ROM has the
storage capacity of 700 floppy disks and is particularly well-suited to
information that requires large storage capacity.

CLAN
See Customer local area network.

CLID
See Calling Line Identification.

client

The part of a client/server architecture that runs on a personal computer or
workstation and relies on a server to perform some operations. For example, an
e-mail client isan application that enables you to send and receive e-mail.

codec

An acronym for COder-DECoder. A device that codes analog signalsinto digital
signals for transmission and decodes digital signalsinto analog signals for
receiving.
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COM or COMM

Communications port. This usually refers to the Logical Device name of PC
serial ports as defined by DOS.

computer-based training

Computer-based training (CBT) isatype of education in which studentslearn by
running special training programs on acomputer. CBT is especially effective for
training people to use computer applications, because the CBT program can be
integrated with the applications.

Configuration Manager
The software application used to configure and administer the Remote Office
9150 unit and the RLC to which it is connected.

controller board

A special type of expansion board that contains a controller for a peripheral
device. When you attach new devicesto acomputer, such asadisk drive, often a
controller board must also be added.

CPU
Central processing unit. Thisisthe system unit that holds a PC's essential
components.

crash

A serious computer failure during which the computer stops working or a
program closes unexpectedly. A crash indicates a hardware malfunction or a
serious software bug.

Customer local area network

The LAN to which your corporate services and resources connect. The RLC and
its associated remote units both connect to the CLAN.

D daughterboard
Usually used as a synonym for an expansion board, a daughterboard is any
printed circuit board that connects directly or indirectly to a motherboard.
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DB-9 connector

A 9-pin connector labeled ADMIN that provides the RS-232 serial port
interface. This serial port connection can be used to configure a Remote Office
9150 unit that is directly connected to a PC.

DB-25 connector

A 25-pin connector labeled V.35 provides a V.35 serial port connection for voice
and signaling. This connection can be used to send voice traffic over a Frame
Relay network instead of an Ethernet network.

Note: On the RLC and Remote Office 9150 unit, the V.35 connector isfor future
use.

DHCP
See dynamic host configuration protocol.

digital signal processor
A special type of coprocessor that manipulates anal og data, such as sound or
photographs, that has been converted to digital form.

directory number

The number that identifies a phoneset on a switch. The directory number (DN)
could be alocal extension (local DN), a public network tel ephone number, or an
automatic call distribution directory number (ACD-DN).

DLL
See dynamic link library.

DN
See directory number.

driver

A program that controls a device. Every device, whether it isa printer, disk
drive, or keyboard, must have a driver program. A driver acts like atranslator
between the device and programs that use the device.

DSP
See digital signal processor.
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dynamic host configuration protocol
A protocol for dynamically assigning | P addresses to devices on a network.

dynamic link library

A library of executable functions or data that can be used by a Windows
application. Typically, aDLL provides one or more particular functions and a
program accesses the functions by creating either a static or dynamic link to the
DLL. A DLL can be used by several applications at the sametime.

dynamic port pool

A RLC feature that is similar to multi-user portsin that multiple stations can
share ports on the RLC. However, users sharing ports from a dynamic pool are
assigned to the first available port on the RLC.

E ECC

See error correction code.

EEPROM
See electronically erasable programmable read-only media.

ELAN
See embedded local area network.

electronically erasable programmable read-only media

A memory chip that needs only a higher than normal voltage and current to erase
its contents. An EEPROM chip can be erased and reprogrammed without taking
it out of its socket. An EEPROM chip gives acomputer and its peripherals a
means of storing data without the need for a constant supply of electricity.

embedded local area network

Thisisthe network connection from the PBX to the RLC. It isan Ethernet LAN
that is segmented from the rest of the Ethernet network and enables signaling
and administration access to the RLC. Nortel Networks recommends the
following:

m |Ptraffic should not be routed between the main network and the ELAN.
= An P route should not be established between the two LANS,
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Emergency Service Number
The Remote Office 9150 unit allows you to program an emergency service
number (such as 911).

EMI
Electromagnetic interference

error correction code
A schemethat can detect and fix single-bit memory errors without crashing the
system. Also known as Error Detection and Correction (EDAC).

Ethernet
A widedly used LAN protocol that uses a bus topology and supports data transfer
rates of 10 Mbps.

event

An occurrence or action on the RLC or remote unit, such as the sending or
receiving of a message, the opening or closing of an application, or the reporting
of an error. Some events are for information only, while others can indicate a
problem.

expansion board
Any board that plugsin to one of the computer’s expansion slots. Expansion
boards include controller boards, LAN cards, and video adapters.

expansion bus
Enables expansion boards to access the microprocessor and memory. See also
bus.

first-level threshold

The value that represents the lowest value of the normal range for agiven field
in athreshold class. The system tracks how often the value for the field falls
below this value.
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G

G.711

G.711 istheinternational standard for encoding telephone audio on a 64 Kbps
channel. It is a pulse code modulation (PCM) scheme operating at an 8 kHz
sample rate, with 8 bits per sample. According to the Nyquist theorem, which
states that a signal must be sampled at twice its highest frequency component,
G.711 can encode freguencies between 0 and 4 kHz. Telcos can select between
two different variants of G.711: A-law and mu-law. A-law is the standard for
international circuits.

G.726

G.726 isastandard ADPCM algorithm specified by the International
Telecommunication Union (ITU) for reducing the 64 kbps A-Law or mpu-law
logarithmic data of a normal telephone line to 16, 24, 32, or 40 kbps.

G.729

G.729 is avoice compression International Telecommunications Union (ITU)
standard that can be used in awide range of applications including wireless
communications, digital satellite systems, packetized speech, and digital leased
lines. G.729 provides 8 Kbps of bandwidth for compressed speech at toll quality
(equivaent to G.726 32 Kbps ADPCM under clean channel condition).

gateway

A device that functions as a node on two or more networks, forwarding packets
from one network to addresses in the other networks. In Remote Office context,
the gateway is the device on the network that directs traffic to and from the
Remote Office 9150 unit or RLC.

Gbyte
1073 741 824 bytes. One Ghyte is equal to 1024 Mbytes.

general protection fault

A computer condition that causes a Windows application to crash. GPFs usually
occur when one application attempts to use memory assigned to another
application.

GPCP
General purpose computing platform

Installation and Administration Guide 453



Glossary

Standard 2.0

GPF
See general protection fault.

graphical user interface

The information displayed on the monitor when a Windows application (or
another non-command-based application) runs. A graphical user interface uses
features such as pointers, icons, |-beams, and menus to make the program easier
to use.

handshaking
A processinvolved in establishing avalid connection or signal between two
pieces of hardware or communications software.

host call appearance key
An assigned key on the tel ephone set at the remote site that is used to establish a
connection with the host PBX or to receive incoming calls from the host PBX.

host-controlled call mode

When acall is placed to someone at the host site, or when someone from the
host site calls the remote site, the call isin host-controlled call mode. Callsin
host-controlled mode are routed through the PBX.

host station
A telephone set located at the host PBX site.

host trunk
The ISDN PRI or Tl connection located at the host site. Host trunks are used to
route calls from the host PBX to remote sites over the PSTN.

hub
A common connection point for all 10Base-T cables connected to a small
network. A hub enables data to go from one device to ancther.

icon
A small picture that represents an object or program in agraphical user interface.
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idle timer

| dentifies the maximum length of time during which an ISDN connection should
remain idle before it can be closed. I1dle means that a voice connection does not
exist, and buttons are not being pressed on the digital telephone.

input/output
Refers to any operation, program, or device that enters data into a computer or
extracts data from a computer.

I/O
See input/output.

IP

Internet Protocol. The protocol within TCP/IP that governs the breakup of data
messages into packets, the routing of the packets from sender to destination
network, and the reassembly of the packetsinto the original datamessages at the
destination.

IP address

Internet Protocol address. An identifier for acomputer or deviceon a TCP/IP
network. Networks use the TCP/IP protocol to route messages based on the |IP
address of the destination. The format of an IP addressis a 32-bit numeric
address written as four numbers separated by periods. Each number can be
0-255. For example, 1.160.10.240 can be an | P address.

ISDN

Integrated Services Digital Network. A worldwide digital communication
protocol that permits telephone networks to carry data, voice, and other source
material. There are two kinds of ISDN lines—Primary Rate Interface (PRI) and
Basic Rate Interface (BRI). See also BRI.

J jumper
A metal bridge that closes an electrical circuit. Typically, ajumper consists of a
plastic plug that fits over a pair of protruding pins. Jumpers are sometimes used
to configure expansion boards. By placing ajumper plug over a different set of
pins, you can change a board’s parameters.
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K

kbyte
1024 bytes

LAN
See Local area network.

LED
Light emitting diode

Local area network

A computer network that spans arelatively small area. Most LANS connect
workstations and personal computers and are confined to a single building or
group of buildings.

local call
A call that originates at your site.

local call appearance key

An assigned key on the telephone set at the Remote Office 9150 site that is used
to call another station at the branch office, or to make and receive calls through
thelocal PSTN.

locally controlled call mode

When you place a call from a specified local call appearance key, or your call is
to another telephone at your branch site, you are in locally controlled call mode.
Cdlsinlocally controlled mode are routed through the local PSTN.

local station
A telephone set located at the Remote Office 9150 site.

M1
Meridian 1 PBX

MAT
Meridian Administration Tools. Thisis a Nortel Networks software application
that is used to administer the Meridian 1 PBX.
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Mbyte
1 048 576 bytes

megahertz
One million cycles per second.

MHz
See megahertz.

RLC

An abbreviation for Reach Line Card. The RLC isinstalled on the host PBX at
the host location and relays voice and signaling information from the digital
telephones connected at a remote site to the PBX at the host site.

motherboard

The principal board that has connectors for attaching devicesto the bus.
Typically, the motherboard contains the CPU, memory, and basic controllers for
the system. On PCs, the motherboard is often called the system board.

MTBF
Mean time between failures

Mu-law

A companding method for encoding and decoding audio signals in 24-channel
pulse-code-modulated (PCM) systems. Mu-law is the method used in North
Americaand Japan. See also A-law.

Multi-user ports

A RLC port feature that allows multiple stations to time-share a single port on
the host PBX. All stations that use a multi-user port are always assigned to the
same port number (TN) on the host PBX.

N network interface card
An expansion board that enables a PC to be connected to alocal area network
(LAN).
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NIC
See network interface card.

node

A device connected to the network capable of connecting to other network
devices. For example, the RLC and Remote Office 9150 unit are both nodes on
the network.

NPA
See Number Plan Area.

Number Plan Area
Area code

NVRAM
Non-Volatile Random Access Memory

OA&M
Operations, administration, and maintenance

object linking and embedding
A compound document standard that enables you to create objects with one
application and then link or embed them in a second application.

OEM
Origina eguipment manufacturer

online/offline table

The online/offline table is configured on the RLC. It allows you to schedule
times that the host PBX connection is made available to the remote site and at
which times all telephones at the remote site can use only the local telephone
service.

The online/offline table is used for controlling ISDN BRI costs.

Open System Interconnection
A worldwide communications standard that defines a framework for
implementing protocols in seven layers.
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oS
Operating Standard

oSl
See Open System I nterconnection.

P packetized voice
Digital Signal Processors (DSPs), located in the Remote Office 9150 unit and
RLC, convert analog voiceinto digital data. The datais constructed asa UDP/IP
voice packet for transmission over an | P network.

parity
The quality of being either odd or even. The fact that all numbers have parity is
commonly used in data communications to ensure the validity of data.

PBX
See private branch exchange.

pegging
The action of incrementing statistical counters to track system events.

pegging threshold
A threshold used to define a cut-off value for statistics such as short call and
service level. Pegging thresholds are used in reports and historical statistics.

personal directory number
A DN on which an agent can be reached directly, usually for private calls.

ping

Packet Internet Groper. A protocol that can be used to test the Ethernet
connection to devices on the network (such asthe RLC and its associated remote
units).

POST
See Power-On Self-Test.
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Power-On Self-Test

Initializes and performs rudimentary tests on baseboard hardware, including
CPU, floating point unit, interrupts, memory, real-time clock, video, and
auto-initializing PCI and EISA bus.

priority DN
A user station can be configured as a priority DN. There are two levels of
priority—high and normal. High priority level allows you to

s ensureatrunk isaways available
s use PSTN trunking for the host PBX connections
m  movethe high priority DN first from the IP network to the PSTN

private branch exchange

A telephone switch, typically used by a businessto service itsinternal telephone
needs. A PBX usualy offers more advanced features than are generally
available on the public network. Users of the PBX share a certain number of
outside lines for making telephone calls external to the PBX.

protocol

A standard format used for communication between two devices. The protocol
determines the type of error checking to be used, the data compression method
(if any), how the sending device indicates that it has finished sending a message,
and how the receiving device indicates that it has received a message.

PSTN
Public Switched Telephone Network (also known as the public telephone
network).

QoS transitioning technology

Technology that can automatically switch calls from the I P network to the PSTN
when the voice Quality of Service falls below a predetermined threshold, and
back to the IP network when the Quality of Service returns to normal.
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R

RAM

Random Access Memory. Thisisthe most common type of memory found in
computers and other devices, such as printers. Theterm RAM is usualy
synonymous with main memory, the memory available to programs. For
example, a computer with 8 Mbytes of RAM has approximately 8 million bytes
of memory that programs can use.

remote station
A phoneset or fax machine located at the Remote Office 9150 site.

remote trunk

From the RLC’s point of view, remote trunks are the ISDN BRI connections
between the PSTN and the Remote Office 9150 unit located at the branch office
site.

RJ-45 connector
An 8-position, 8-conductor modular jack that provides the 10BaseT Ethernet
connection.

ROM
Read-Only Memory. Thisisthe computer memory on which data has been
prerecorded and from which it cannot be removed.

router

A device that connectstwo LANSs. Routers are similar to bridges but provide
additional functionality, such as the ability to filter messages and forward them
to different places based on various criteria.

second-level threshold
The value used in display thresholds that represents the highest value of the
normal range for a given statistic.

security identifier

The remote unit sends the branch office security identifier (password) to the
RL C for each connection request. The RLC matchestheidentifier configured for
the RLC port. When it finds a match, it grants access to the port and allows the
call to proceed.
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serial port

A general-purpose interface that can be used for almost any type of device,
including modems, mice, and printers (although most printers are connected to a
parallel port). Most seria ports on personal computers conform to the RS-232C
or RS-422 standards.

server
A computer or device on anetwork that manages network resources. Examples
of serversinclude file servers, print servers, network servers, and database
servers.

service
A process that adheres to a Windows NT structure and requirements. A service
provides system functionality.

Service Control Manager
A Windows NT process that manages the different services on the PC.

silence suppression
A feature that prevents packet transmission during periods when thereisno
voice data present.

Simple Network Management Protocol

A set of protocols for managing complex networks. SNM P sends messages
called protocol data units (PDUSs) to different parts of a network, and then
analyzes the responses.

single-user ports
A RLC port that supports one remote station.

SNMP
See Simple Network Management Protocol.

SPID
Service Profile Identifier

462

Remote Office 9150



September 2001 Glossary

SPRE code
A Special Prefix code that is used to initiate use of aPBX feature. In a Remote
Office context, SPRE codes are used to

= toggle aremote site between online and offline modes
m  usethe paging feature

m  Switch an analog or ATA-equipped station from host-controlled mode to
locally controlled mode so that local calls can be made

m  register a Remote Office 9150 unit for amulti-user or dynamic port

station
A telephone or fax machine located at a Remote Office 9150 site.

stop bit

In asynchronous communications, a bit that indicates a byte has just been
transmitted. Every byte of datais preceded by a start bit and followed by a stop
bit.

subnet mask

A subnet mask is the part of the IP address used to represent a subnetwork
within anetwork. A typical |P address might be 192.210.34.144. Each part of
this address is made up of eight bits. The subnet mask identifies to the RLC or
remote unit what portion of the I P address represents the network (and
subnetwork) and what portion represents the host.

switch

In atelecommunications network, a switch is the hardware that receives phone
calls and provides connections to phonesets. The switch allows a connection to
be established as necessary and terminated when there is no longer a session to
support it.

In data networks, a switch is a device that filters and forwards packets between
LAN segments. Switches operate at the datalink layer (layer 2) of the OSI
Reference Model and, therefore, support any packet protocol. LANs that use
switches to join segments are called switched LANSs or, in the case of Ethernet
networks, switched Ethernet LANS.
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switch resource
A device that is configured on the switch.

TCP/IP

Transport Control Protocol/Internet Protocol. The communication protocol used
to connect devices on the Internet. TCP/IP isthe standard for transmitting data
over networks.

threshold
A vaduefor astatistic at which system handling of the statistic changes.

threshold class
A set of options that specifies how statistics are treated in reports and real-time
displays. See also pegging threshold.

trunk

A communications link between aPBX and the public central office, or between
PBXs. Various trunk types provide services such as Direct Inward Dialing
(DID), ISDN, and central office connectivity.

trunk access code

A trunk access code is a number that is used by the Remote Office 9150 unit to
determine which trunk to use when routing a call. For example, 9 isacommon
trunk access code used to obtain an outside line.

Note: All trunk access codes are configured on the Remote Office 9150 unit
with a pound sign (#in North America) so that there are no conflicts with host
PBX numbering plans.

trunk groups
A trunk group consists of one or moretrunk linesthat are logically grouped. You
can configure up to eight trunk groups on the Remote Office 9150 unit.

trunk interface modules

Used to route calls over the PSTN. The number of modules you must install on
the Remote Office 9150 unit depends on the number of simultaneous calls you
want in host-controlled or locally controlled mode.

464

Remote Office 9150



September 2001 Glossary

U

uninterruptible power supply

A power supply that includes a battery to maintain power in the event of a power
outage. Typically, a UPS keeps a computer running for several minutes after a
power outage, enabling you to save datathat isin RAM and to shut down the
computer safely.

UPS
See uninterruptible power supply.

utility

A program that performs a specific task, usually related to managing system
resources. Operating systems contain a number of utilities for managing disk
drives, printers, and other devices.

V.35

An ITU-T standard describing a synchronous, physical layer protocol used for
communications between a network access device and a packet network. V.35 is
most commonly used in the United States and in Europe, and is recommended
for speeds up to 48 Kbps. In practice, V.35 is used for synchronous transmission
up to 2048 Mbps.

V.35 interface
The V.35 interfaceis for future use.

voice compression

Prior to transmission, the voice data is compressed; after transmission, the data
is converted back to voice data at the destination. Voice compression means that
voice consumes | ess bandwidth, leaving more bandwidth for data or other voice
or fax communications.

voice jitter attenuation
A feature that removes the variabl e delays from the voice packets sent across the
IP network, thus avoiding awkward-sounding speech.

Voice over IP (VolP)
Technology that uses the IP data network to carry the voice conversation and
telephone set control signals between aremote site and the host PBX.
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Glossary

W WAN

Wide area network. A computer network that spans arelatively large
geographical area. Typically, aWAN consists of two or more local areanetworks
(LANS). The largest WAN in existence is the Internet.
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Fields index

A

Add on Module Type 228
Auto Hold 228, 233

B

B Channel 218
B Channel Usage 134
Bandwidth (BW) Connection Statistics
IP QoS Status 283
No of Voice Callson IP 283
No of Voice Callson PSTN 283
Remote Unit Number 283
Signaling Status 283
Total Up Trunk BW 283
Used IP BW 283
Used Trunk BW 283
Block Incoming Local Call on Primary B Chan-
nel 201
Bridge Port 228, 233
Browse (button)
Software Upload 318
Upload Configuration 269

C

Cdl BW 285

Call Duration 298

Call Number 285

Call Start Time
Local Call Statistics 298
Remote Call Statistics 300

Call Type 281

Called Number 281

Caller ID 206
Caller Info Statistics
Cal BW 285
Connection ID 285
Current Media 285
Last Transition to IP 286
Last Transition to PSTN 286
Priority 285
Remote ID 285
Start Time 285
Transitionsto IP 285
Transitionsto PSTN 285
Type 285
Compression algorithms 237
Connection ID 285, 300
CPND 228
Current Media 285

D

Default (button) 153
Device 218
Disabled Outbound Digit Seq. 229
DN 233
DSP Callback pointer 300
DSP load 237
Duration 281
Remote Call Statistics 300

E

Emergency Activation Code 186

Enter a node name to recognize the unit 130
Enter the local IP Address of the unit 131
Enter the Local IP Gateway of the unit 131
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Enter the Local IP Mask of the unit 131
Enter the PSTN Number 134

Enter the SPID Number 134

Error % 307

F

Forward Busy/No Answer 228, 233
Number of Rings before transfer 229
Transfer to DN 229

G

Group No 217

H

Hardware Statistics
Module No 288
Module Type 288
Status 288
Version 288
Hardware statistics
Available Channels 290
Available Flex Channels 291
Available MIPS 290
Available Voice Channels 290
Device Number 290
In Service 290
Module Number 290
Name 291
Single Dig Dev 1D 290
Total Channels 290
Total Flex Channels 291
Total MIPS 290
Total Reserved Channels 291
Total Tones Channels 291
Total Voice Channels 290
Help (button) 154
Hour 306

International Tones
Cadence Time 193
End Repeat 193
No of Cycles 193
Tone Code 193
Tone Type 193
IP Address
IP Configuration 196
RL C Connection Configuration 200
Software Upload 317
Upload Configuration 269
I P Connection 200
IP Gateway 196
IP Network Mask 196
IP QoS Status 283
IP Signaling 200
ISDN Line Type 213

L

Last Transition to IP 286
Last Transition to PSTN 286
Local Call Keys 229, 234
Local CPND 233

Local DN 228

Local DNsto Alert 217
Local SwitchOver 189

M

Module
Software Upload 317
Trunk Group B-Channel 218
Module # 213
Module Number 237
Module Status 134
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Fields index

N

New Password 263

No of Voice Callson IP 283

No of Voice Callson PSTN 283
Node Name 186

Number of devices 237

O

OK (button) 153, 159, 163
Old Password 263
Optional Feature Keys 230

P

Paging 228, 233

Phone Type 228

Port No.
Local Call Statistics 298
Remote Call Statistics 300

Port Type 226, 232

Priority 285

Provision ID 207

PSTN Connection 200

PSTN Number 214

R

RCM Callback pointer 300
Remote ID 281, 285

Caller Info Statistics 285
Remote Unit Number 283
Retrieve (button) 154, 160, 163
Retype New Password 263
RLC ID 300
RLC Port 226, 233
RLC Port No. 300
Rx Dropped 307
Rx Error 307
Rx Frames 307

S

Security Level 205
Select the Country Type 134
Select the Protocol Type 134
Send (button) 153, 160, 163
Set the unique Unit ID of the unit 130
Set the Unit ID of the RLC to connect to 132
Signaling Status 283
SPID 214
SPRE Codes
DeRegistration 188
Local Calling 188
Offline 187
Online 187
Paging 187
Registration 187
Start Time 281, 285
statistics
Bandwidth (BW) Connection Statistics
IP QoS Status 283
No of Voice Calson IP 283
No of Voice Calson PSTN 283
Remote Unit Number 283
Signaling Status 283
Total Up Trunk BW 283
Used IPBW 283
Used Trunk BW 283
Caller Info Statistics
Call BW 285
Connection ID 285
Current Media 285
Last Transition to IP 286
Last Transition to PSTN 286
Priority 285
Remote ID 285
Start Time 285
Transitionsto PSTN 285
Transtitionsto |P 285
Type 285
Trunk Connection Statistics
Call Type 281
Called Number 281
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Duration 281
Remote ID 281 W
Start Time 281 Which module would you wish to configure 134
Status 281 Wish to configure Multiple 9150 Ports 133
Trunk Number 281 Wish to Enable | P Voice Connection to Remote
Status 281 132

BRI Configuration 213
Trunk Group Configuration 217
Switch Type 213

T

Time Offset 186
Total Up Trunk BW 283
Total Voice Channels 290
Transitionsto IP 285
Transitionsto PSTN 285
Trunk Access Code 217
Trunk Connection Statistics

Call Type 281

Called Number 281

Duration 281

Remote ID 281

Start Time 281

Status 281

Trunk Number 281
Trunk Group B Channels 218
Trunk Number 281
Tx Frames 307
Type 213, 285

U

Unit ID
9150 System Configuration 186

RL C Connection Configuration 200

UPkts 294
Used IP BW 283
Used Trunk BW 283

Wish to Enable PSTN Connection to RLC 132
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Numerics

10BaseT Ethernet
as a component 2
connection option 17
25-pair connector 13
9150 Port Configuration property sheet 225

A

add-on modules
DSP application modules 16
trunk interface modules 15
Admin 293
Admin connector pin-out table 379
administration
backups and restores, performing 265
password, changing 260
Configuration Manager 260
Remote Office 9150 unit 262
PC
connection options 61
Meridian Administration Tools and
Configuration Manager 65
software
command line interface 49
Configuration Manager 48
connection options 48
statistics, viewing 279
upgrades, performing 309
analog port 18
configuring 232
ATA equipped stations 224
Auto Hold 228, 254
auto logoff 170
Automatic Call Distribution (ACD) applications
36

B

backup

configuration file, creating 266
bandwidth

allocating 72

allocation, description 32

extra 43

priority reserved 43
Bandwidth Connection statistics 282
BRI Configuration property sheet 211
Bridge Ports 219

C

call appearance keys
defined 222

host call appearance key 241
local call appearance key 241
call blocking 68
calculating system requirements 69
defined 68
reducing between Remote Office 9150 unit
and host PBX 69
Call Forward 228, 256
Call Transfer 255
Call Waiting 254
caller identification (security level) 30
Cadller Information statistics 284
calling permissions and restrictions 223
cals
emergency service 253
host-controlled calls 245
methods for placing outgoing calls 245
outgoing locally controlled calls 246
placing 244
receiving 244
station-to-station calls 247
Channel 293
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circuit only priority 42
circuit-switched mode, implementing 83
clearing logs 277
components
10BaseT Ethernet connection 2
Digital Signal Processor (DSP) 2
ISDN BRI trunk interface modules 2
Reach Line Card ( RLC) 2
Remote Office 9150 unit 2
compression algorithms 37, 74
and ATA devices 224
and MCA devices 224
Computer Telephony Integration (CTI)
applications 35
Conference calling 256
configuration
backup
creating 266
when to create 266
DSP Configuration property sheet 235
recommendation 360
samples
Meridian 1 data port 364
Meridian 1 voice port 362
Remote Office 9150 370
RLC 366
Configuration Manager
check boxes 151
closing 180
command buttons 153
configuration
downloading 166
uploading 166
configuration file
creating 164
opening 165
description of 9
device type, selecting 167
file operations
description 159
diagram 156
logging off from a unit 176
logging on to a unit 169
menus 147
option buttons 151
parts of the screen 147

password 260

property sheets 148

scroll boxes 152

shutdown, performing 177
starting 144

system restart, performing 177
system tree 148

Configuration Wizard

how it works 124
introduction 124
starting 125

configuring Remote Office 9150 unit

9150 Port Configuration sheet 225, 232
BRI Configuration sheet 211

BRI trunks, configuring 211

Cadence Time 193

Companding Algorithm 189
emergency number 186

End Repeat 193

fax station, defining 231

International Tones 190

| P addresses 196

local switchover 189

Multiple Subscriber Number 189

No of cycles 193

RL C Connection Configuration sheet 198
RLC connection information 198
security level 204

SPRE codes, defining 187—188
system identification information 186
Tone Code 193

Tone type 193

Trunk Group Configuration sheet 215
trunk groups, configuring 215

connecting the Remote Office 9150 unit

cables you must provide 113
connection panel diagram 115
pin-out references 114

connection bandwidth

extra bandwidth 43
priority reserved bandwidth 43

connection history 170
connection options

10BaseT Ethernet interface 17
analog port for fax machines 18
ethernet connection 62

472

Remote Office 9150



September 2001 Index
IPQuality of Servicetransitioningtechnology = Download Configuration 162, 163
17 DSP
ISDN BRI linesto PSTN 17 DSP Configuration property sheet 235
serial connection 61 DSP modules
connection types 32 adding 79
connector pin-outs installing 103
Admin 379 removing 103
Ethernet 378 what they do 100
Power 380 when to install 101
Telco 1 374 where they can be installed 101
Telco 2 376 DSP Statistics 290
connectors DSP Statistics screen 289
25-pair 13 dynamic port pooling 40
DB-25 13
DB-9 13
RJ45 13 E
cover, removing the Remote Office 9150 97
electrostatic discharge 93
emergency
D activation code
description of 47
DB-25 connector 13 cals, placing 253
DB-9 connector 13 service cals 253
deploying Remote Office 9150 unit service number 186
circuit-switched mode, implementing 83 EPROM checksum validation 119
overview 82 Err 293, 294
port and station assignment 82 Ethernet
Quality of Service transitioning technology connector pin-out table 378
85 LED 12
Voice over |P mode, implementing 84 Ethernet Interface Statistics
device connectivity 330 Admin 293
Digital Signal Processor (DSP) 2 Channel 293
digita telephones Disc 293, 294
display messages 250 Err 293, 294
supported 35 IFC No 293
troubleshooting 325 IFC Type 293
Disabled Outbound Digit Seq. 229 In - Octet 293
Disc 293, 294 LAN Drv 293
display messages 250 MPkts 293, 294
displaying logs 274 MTU Len 293
DLL files 123 Oper 293
documentation, related Out - Octet 294
Meridian 1 xvii QLen 294
MIG RLC xvii Speed 293
obtaining xviii UPkts 293
Remote Office 9150 xvii extra bandwidth 43
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F

fax port, configuring 232
fax support 47
File Open 159, 163
File Save As 159, 163
firmware
types of 312
upgrade files
downloading 312
extracting 313
upgrade, performing 315
version, verifying 310
flash checksum validation 119
future growth
DSP modules, adding 79
maximum configurations 80
trunk interface modules, adding 80

G

general safety
electrostatic discharge safety precautions 93
introduction 92
precautionary messages 92
safety precautions 92
GUI
DSP Configuration property sheet 235

H

hardware description
connectors 13
LEDs 11
mounting options 13
universal power supply 13
hardware installation tools 94
Hardware Statistics 287
host-controlled mode 240
and Call Transfer feature 255
and Call Waiting feature 254
and Hold feature 254
cals, placing 245
external corporate call, example 24
indicator updates 248

internal corporate call, example 22

idle timer 33
IFC No 293
IFC Type 293
In - Octet 293
incoming call process 20
incoming calls, receiving 244
indicators, telephone
host-controlled indicator updates 248
introduction 248
locally controlled indicator updates 248
installing the Remote Office 9150 unit
Configuration Wizard 124
connecting 113
cover, removing 97
general safety 92
mounting 106
network connections, testing 138
powering up 119
required tools 94
software, installing 122
unpacking and inspecting 95
interface loopbacks 119
International Tones 190
IP
addresses 89
addressing and routing 66
interface, configuring 195
IP Configuration property sheet 196
[P only priority 41
ISDN BRI
BRI Configuration sheet 211
connection option 17
planning for 88
trunks groups, configuring 215
trunks, configuring 211

K

Key Feature Configuration property sheet 230
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L

LAN Drv 293
LEDs
Ethernet 12
Module 12
Power 12
Status 12
troubleshooting 323
V.35 12
when powering up 119
local calling
Bridge Port 45
call restrictions 45
local callsthrough PSTN 45
local extension calling 44
telephone features
supported 45
unsupported 45
Local Profile Configuration property sheet 227
local switchover 189
locally controlled mode 21, 241
and Call Transfer feature 255
and Call Waiting feature 254, 255
and Hold feature 254
cals, placing 246
indicator updates 248
local call, example 26
logging off from a unit 176
auto logoff 170
logging on to a unit
connection history 169, 170
connection types 169
default logon ID and password 169
from Configuration Manager 169
through serial port 174
through Telnet 172
logon ID (to aunit) 169
logs
clearing 277
displaying 275
overview 273
printing 275
resizing 276

M

MCA equipped stations 224
Meridian 1
data port configuration (example) 364
voice port configuration (example) 362
Meridian Administration Tools (MAT) 65
messages, telephone display 250
minimum call duration timer 33
Module LEDs 12
mounting the Remote Office 9150 unit
choosing a suitable location 106
installing in arack 110
installing on a desk 107
installing the unit on the wall 108
MPkts 293, 294
MSN 189
MTU Len 293
multi-user ports 40

N

network
connecting the Remote Office 9150 unit to
117
considerations
call blocking 68
| P addressing and routing 66
network diagram 67
numbering plans 68
Quiality of Service 67
diagram (example) 361
no security (security level) 30
normal priority 41

O

offline mode

defined 242

importance of 242

what controls offline mode 242
OK 159, 163
online help (accessing) 155
online mode

defined 242
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what controls online mode 242
online/offline
automatic offline event, overriding 258
scheduling 71
SPRE codes, using 257
online/offline mode
changing 71
offline, description 242
online, description 242
online/offline table
configuration 46
description 46
how the table works 46
Oper 293
optional modules
DSP application module 16
trunk interface module 15
Out - Octet 294
outgoing calls, placing 244
description 20

P

packet loss handling techniques 37
Paging 228, 256
password (for a unit) 169
PC
connection options 61
Meridian Administration Tools and
Configuration Manager 65
physical environment 56
cables, included 59
cables, not included 59
connections 58
mounting options 58
Ping, using 336
pin-out tables, connector
Admin 379
Ethernet 378
Power 380
Telco 1 374
Telco 2 376
planning
configuration 87
data entry form completion sequence 87

deployment options 82
future growth 79
network considerations 66
numbering plan 90
online/offline schedule 89
physical environment 56
security 77
station configuration 73
trunk configuration 90
trunk connection management 70
port management
dynamic port pool 40
multi-user ports 40
single-user ports 40
ports, types of 75
Power
connector pin-out table 380
LED 12
precautionary messages 92
priority level
circuit only priority 42
IPonly priority 41
normal priority 41
priority reserved bandwidth 43
private lines, creating 222
Provision ID (security level) 30

Q

QLen 294
Quiality of Service transitioning technology
connection option 17
defined 39
implementing 85
log reports and statistics 39
transport connections 39

R

rack installation 110—-112

RAM memory test 119

Reach Line Card
as a component 2
configuration (example) 366
description of 8
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related documentation
Meridian 1 xvii
MIG RLC xvii
obtaining xviii
Remote Office 9150 xvii
Remote Call Statistics 299
remote configuration
configuring the remote connection settings
236
property sheet 235
Remote Office 9150 unit
add-on modules 15
administering 259—320
as acomponent 2
cables you must obtain 113
configuration (example) 370
Configuration Wizard 124
configuring 77234
connecting to the network 117
connection options 17
cover
removing 97
replacing 99
description 8, 9, 11
how it works 19
LEDs 323
mounting 106
network connections, testing 138
password, changing 262
port management 40
powering up 119
software, installing 122
station priority and connection bandwidth 41
stations, using 239—258
troubleshooting 322
restarting the system
performing arestart 177
when to perform arestart 177
restoring the configuration
before you begin 268
upload, performing 268
Retrieve 160, 163
RJ-45 connector 13
RL C Connection Configuration property sheet
198

S

safety precautions 92
Save to Flash 160
security
data network security 77
description 77
identifier 30, 204
RL C Connection Configuration sheet 202,
205
security level, configuring 204
system configuration 78
toll fraud 77
Send 160, 163
Send All 160, 163
serial port, logging on to aunit 174
shutting down the system
performing a system shutdown 178
when to perform a shutdown 177
silence suppression 38
single-user ports 40
software
installing 122
troubleshooting 334
upgrades
performing 320
version, verifying 310
Speed (statistic) 293
SPRE codes
configuring 187—188
controlling online and offline modes 243
stations
9150 Device Configuration sheet 225
assignment and configuration 87
ATA and M CA-equipped stations and
bandwidth requirements 224
call appearance keys 222
call processing capabilities and station
settings 220
calling permissions and restrictions 223
configuration overview
Remote Office 9150 settings 75
RLC setting 73
Configuring Bridge Ports 219
defining 225
display messages 250
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going online and offline 257
modes
controlling online and offline 242
host-controlled 240
importance of 242
locally controlled mode 241
of operation 240
offline mode 242
online mode 242

relationship between host-controlled and

locally controlled modes 241
placing and receiving calls 244
priority
circuit only priority 42
IPonly priority 41
normal priority 41
private lines 222
telephone features 253
telephone indicators 248
station-to-station calls 247
statistics

Bandwidth Connection Statistics screen 282

Caller Information Statistics screen 284
DSP Statistics screen 289, 290
Ethernet Interface Statistics

Admin 293

Channel 293

Disc 293, 294

Err 293, 294

IFC No 293

IFC Type 293

In - Octet 293

LAN Drv 293

MPkts 293, 294

MTU Len 293

Oper 293

Out - Octet 294

QLen 294

Speed 293

UPkts 293
Hardware Statistics screen 287
overview 279
Remote Call Statistics screen 299
Trunk Connection Statistics screen 280
viewing 279

Status LED 12

System Configuration sheet 184
system security

caller identification 30

no security 30

security identifier 30
system tree 148

T

Telco 1, connector pin-out table 374
Telco 2, connector pin-out table 376
telephone features
Call Forward 256
Call Transfer 255
Call Waiting 254
Conference 256
emergency service cals 253
Hold 254
Paging 256
telephone modules (supported) 35
telephones
Automatic Call Distribution (ACD) 36
Computer Telephony Integration (CTI)
applications 35
digital telephones 35
supported modules 35
See also stations
Telnet, using to log on to unit 172
TFTP
and upgrades 315
server 64
tools required
hardware installation tools 94
software installation or upgrade tools 94
troubleshooting
before you begin 322
device connectivity 330
digital telephone 325
overview 322
Ping option 336
recovering from a catastrophic failure 339
Remote Office 9150 LEDs 323
software problems 334
trunk access codes 209
Trunk Connection Statistics 280
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trunk connections 32

bandwidth allocation 72

changing online/offline mode 71

online/offline schedule 71

QoS transitioning technology 70
Trunk Group Configuration property sheet 215
trunk groups 209

configuring 215

trunk access codes 209
trunk groups, configuring 215
trunk interface modules

adding 80

installing 103

removing 103

what they do 100

when to install 101

where they can beinstalled 101
trunking

and idletimer 33

and minimum call duration timer 33

bandwidth allocation 32

connection types 32

types 32
trunks

configuring 211

local and remote trunk 208

local trunk 208

managing trunk connections 70

remote trunk 208

trunk access codes 209

trunk groups 209

configuring 215

U

universal power supply 13
upgrades, performing
extracting upgrade files from the download
file 313
firmware upgrade 315
firmware version, verifying 310
obtaining the latest upgrade file 312
software upgrade 320
software version, verifying 310
upgrades and configuration files 316

when to perform 316
UPkts 293
Upload Configuration 161, 163

V

V.35LED 12
voice jitter 37
Voice over IP
implementing 84
packetized voice 37
QoS transitioning technology 39

W

wall mounting
installing 108—110
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