PASSWORD RESET AND OVERIDE UTILITIES

The NTP is somewhat misleading. This is at least in part due to the fact that the Password Reset Mechanism functionality was added late in the Rls 4.5 cycle (as a CR.) 

Since Rls 25 there has been a PDT Password Override mechanism. (I believe, in fact, that this functionality was ported all the way back to Rls 19 as patches.) This mechanism is completely separate from the Password Reset Mechanism. (I don't think the NTP was entirely clear on this.) Once the Password Reset Mechanism is tested on all platforms it will replace the PDT Password Override mechanism. 

The creation of the Password Reset Mechanism was sparked by the fact that the CPP4 (CP PIV) platform did not have a floppy drive, and thus would not be able to directly use the PDT Password Override mechanism that was available on the CPP (CP P2) platform. As we went through the process to development something that would work, we also took into account the need to have something that would would on all platforms, that would fully prompt the user through the process and that would address certain security concerns. Unfortunately we did not have time to test the Password Reset Mechanism on all platforms before Rls 4.5 was GA, thus it is only supported on the Opt 11 (CS1000S) and the CPP4. 

Because the genesis of the Password Reset Mechanism was the CPP4, there was no official mandate to add it to any other platform and thus the Opt 11 is in a potentially strange state of supporting both the PDT Password Override and the Password Reset Mechanism. This should not be an issue, as either one should work, but it would obviously be preferred that the new Password Reset Mechanism is used, to give it some proper testing and because the PDT Password Override will be going away in Rls 5. 

Here is a sample TTY capture from using the Password Reset Mechanism on a CPP4 system. This might be slightly dated because there were a couple of bug fixes that this capture identified, but I don't think it would impact the user output. 

PDT: login on /tyCo/0
Password: {User enters the command: resetPWD}
*****************************************************************
* WARNING: All attempts to use the Password Reset Mechanism *
* are logged. In order to proceed, you will need *
* physical access to the Call Server. *
***************************************************************** 

If you do not wish to proceed, enter the word QUIT, otherwise
enter the PDW2/Admin2 userID: newuser
You have 60 seconds to put some media into the
CF2: Drive and press ENTER:
Checking the drive, please wait...
/cf2/ - Volume is OK
Enter new PWD2 password: {User enters new password}
Reenter new PWD2 password: {User confirms new password} 
Enter new PDT2 password: {User enters new password}
Reenter new PDT2 password: {User confirms new password} 
### New PWD2 account (newuser) created with specified password. ###
### PDT2 password successfully changed. ###
### Perform EDD to synchronize passwords to all elements. 
*****************************************************************
* REMINDER: Don't forget to remove any media in the *
* CF2: Drive *
* and replace the backup media if necessary. *
***************************************************************** 
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