An extra security feature has been set in V307 solo boxes.

solo login:solo

password:****

SoloShell>t

Enter a port number:1

Access to port 1 denied!

SoloShell>

Solo's delivered from the factory do not allow transparancy to the switch without that feature

being set. To fix, log in and do the following sequence using setuser. The only entries required are those in red
SoloShell>

SoloShell>setuser
 Enter user name: solo
User solo found!

 user name:solo:

 Password:solo:

 Password Expires in(0-999):0:

 Change Password at Next Login(y/[n]):N:

 Change Password Retries(1-10):1:

 Mininmum Password Length(0-20):0:

 Strong Password Required(y/[n]):N:

 Prompt:SoloShell>:solo

 AccessGroup(R,T,AT,R+T,F):F:

 Assigned Ports(0-9)::1

 Revertive(y/[n]):N:

 Host Name::

 Audit Level(1-3):2:

                   user name: solo

          Password Expires in: 0

                   Last Login: 10/03/2005 07:20:14

          Password Changed on: 01/01/01 00:00:01

Change Password at Next Login: N

      Change Password Retries: 1

      Minimum Password Length: 0

     Strong Password Required: N

                       Prompt: solo

                 Access Group: F

               Assigned Ports: 1

                    Revertive: N

                    Host Name:

                 Phone Number:

                  Audit Level: 2

                 Status Valid: Y

 Do you want to save the changes(y/[n]):

SoloShell>

 Then drop and re-dial 

