SOLO BOX Installation and Configuration 

NOTE:

When adding SOLO to RACE on the MOC, the field engineer on site will need to
add two route to the ELAN equipment.

E.g.  Symposium, Call Pilot etc

The command to add the routes are:-

ROUTE ADD -p 193.113.139.0 mask 255.255.255.0 <IP of SOLO on site>

This routes allows routing back to the CIN via the firewall.

ROUTE ADD -p 10.197.255.240 mask 255.255.255.240 <IP of SOLO on site>
This routes allows routing back the Sym-Client PC at Sheffield.

The field engineer is to ring the CTI group on 01212308704

after adding the route, so the CTI group can check the 
access to the ELAN equipment

ONSITE
REMOTE

Engineer to contact MOC before beginning installation to supply details of  Switch type and applications to be connected.

The IP addresses supplied by the MOC MUST be used for the devices connected to the E-lan.

Install SOLO box connecting the PBX to port PBX1, any other serial applications connect to ports PBX2 to 5. If a dumb terminal is required connect to DTE port.

Connect LAN port to E-lan.

Contact MOC (CTI group) to test access to switch and applications.

See Appendix A for changing IP addresses on Meridian and Symposium. 

See Appendix B for lay out of BT SOLO box connections. 
New site build on race database first.

Existing site change details on race database ,switch type ,box type etc.

Run the addlan facility to build lan access forms and allocate IP address range.

Add applications to lan device form.

Supply IP addresses to onsite engineer.

Check PPP password is present in password database.

Build site on SEM using the IP address supplied by addlan.

Dialog with SOLO to check.

Download configuration to SOLO.

Dialog with SOLO to check.

Run password change on SOLO.

Dialog with SOLO to check.

Access site using normal serial RACE access, check access to switch and serial applications if connected.

Access site using ‘lan on’ make sure you can ping  solo box and any devices connected to the E-lan.



Appendix A    (1 of 2)

Changing Meridian IP Address

· Print the IP address in LD 117

 => prt elnk

ACTIVE   ETHERNET: "MERIDIAN" "220.0.0.1"

INACTIVE ETHERNET: "SECONDARY_ENET" "137.135.128.254"

OK

 Note the name of the primary address.

· Print the hosts

=> prt host

 ID  Hostname         IP Address

  2  SECONDARY_ENET   137.135.128.254

  3  LOCAL_PPP_IF     137.135.192.4

  4  MERIDIAN         220.0.0.1

OK

· Add a new temp host

=> new host temp 220.0.0.10

INET Data Added

· Change the active elnk

=> chg elnk active temp

INET Database updated

· Initialize the switch

· Remove the old IP address

=> out host 4

INET Database updated

· Add the new IP address using the original name.

=> new host meridian 10.195.0.4

INET Data Added

· Change the active elnk

=> chg elnk active MERIDIAN

INET Database updated

· Prt the subnet mask

=> prt mask

SUBNET MASK: "255.255.254.0"

· Change subnet mask

=> chg mask 255.255.0.0

INET Data Changed

· Initialize the switch

· Print the IP address in LD 117

 => prt elnk

ACTIVE   ETHERNET: "MERIDIAN" "10.195.0.4"

INACTIVE ETHERNET: "SECONDARY_ENET" "137.135.128.254"

OK
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Changing Symposium Server IP Addresses

The IP address must be changed in both the application and network.

 Application 

· Open SysOps Utilities, run Shutdown and allow the Application to Shutdown. 

(    Open SysOps Utilities/Configuration, highlight Elan, press edit button,

      enter the new IP address and OK out of Configuration.

(   Open SysOps Utilities/Features Report, select Switch Information tab and enter new Switch  IP 

      Address.

Network – NT3.51

· Open Control Panel/ Network.

· From Installed Network Software, highlight TCP/IP Protocol and click Configure.

· Select the Elan adapter and enter the new IP address and Subnet Mask. Click OK out of Network Settings

· Reboot the Server 

Network – NT4

· Open Control Panel/ Network.

· Select Protocol tab, highlight TCP/IP Protocol and click properties.

· Select the Elan adapter and enter the new IP address and Subnet Mask.

Click OK out of Network.

· Reboot the Server

Changing Call Pilot Server IP Address

Call pilot only requires IP address changing on the Network.

· Open Control Panel/ Network.

· Select Protocol tab, highlight TCP/IP Protocol and click properties.

· Select the Elan adapter and enter the new IP address and Subnet Mask.

Click OK out of Network.

· Reboot the Server



Appendix B 

The Rear Panel

Turn Solo around and look at the back. Figure 3 illustrates the rear view of Solo, which contains:

• A telephone jack receptacle (RJ11) marked Line

• An Ethernet jack receptacle (RJ45) marked Ethernet

• 5 serial ports marked PBX 1 (2, 3, 4, 5) (RS232-DB9 male connector)

• A serial port marked DTE (RS232-DB9 male connector)

• 8 digital input contact sensors

• Outputs — 4 normally open and 2 terminal, relay contacts

• A power jack

• An on/off switch
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Connections

Setting up Solo and powering up the unit is not difficult. You need to make four to five connections:

Note: To meet the EMC (electromagnetic radiation) requirements, you must use the cables provided with the Solo unit. Do not substitute other cables. The customer is responsible for the using the correct cables when installing Solo.

• Telephone connection to a dedicated telephone line (for remote polling and alarm dialout)

• RS232C connection from Solo ‘PBX’ port to your PBX’s maintenance port

Note: If connecting more than one PBX, it is recommended that you start connecting at PBX 1 and move up from there PBX 1, then PBX 2, and so on.

• Ethernet connection to a dedicated RJ45 jack

• External power connection

• External modem (if required)

This is the first stage in the installation process. Refer to the rear panel diagram to see connections. 

Telephone Connection

In order for Solo to communicate over the dedicated telephone line, it must be properly connected. Plug the enclosed telephone cord (A) into the Solo outlet marked ‘Line’ (see Figure 3).  Insert the other end (B) into the wall telephone jack.

PBX Connection

Insert the female connector (C) of the enclosed TSB PBX cable into any one of the five 9-pin male connectors marked ‘PBX’ (D) on the back of Solo (see Figure 3). Insert the cable’s other connector (E) into the PBX’s maintenance port (F).

Note: The data collector expects an RS232 connection to the PBX.

Ethernet Connection

Plug the end of the Ethernet cord (G) into the Solo outlet marked ’Ethernet’ (see Figure 3). Insert the other end (H) into the wall jack.

In order for the IP connection to work, the IP address for the unit must be con-figured.  Please contact a RACE Administrator who will configure the Solo.

Power Connection

Insert the power adapter plug (J) into the power jack (I) at the back of the Solo unit (see Figure 3). Connect the opposite end of the power cord to the external power outlet (K) selected. Use the On/Off switch to power up the Solo unit.

Note: 
Solo must only be used with the enclosed approved power supply, model number: SYS2011-4515.

Turning Solo off using the power switch results in all data to be lost.

Ground Wire Connection

Connect one end of the ground wire to the plastic clip (N) at the rear of the unit (see Figure 3) by loosening the screw and inserting the U-shaped connector (O) of the ground wire between the screw-head and the plastic clip.  Retighten the screw ensuring the connection is secure.  Connect the other end of the ground wire to a earth-ground connection.

Note: 
To meet ESD compliance the ground wire must be 14 to 18 gauge.

Local Terminal Connection

The Local Terminal Operating mode allows a permanent connection between a local terminal and Solo’s DTE port. This enables users to log on or off Solo at anytime without plugging or unplugging the connection to Solo. To connect a local terminal to the Solo DTE port, insert a null modem cable with a female connector into the 9-pin connector marked ’DTE’ on the back of Solo. Insert the other end of the null modem cable into the appropriate serial port on the terminal.  

Since Solo is multi-tasking, all dialout features, including critical alarm dialout,

revertive dialling and health checks are performed.
External Modem Connection

Insert the female connector of the enclosed external modem cable into the 9-pin male connector marked ‘PBX5’ D) on the back of Solo (see Figure 3).  Insert the cable’s other connector into the enclosed external modem.

Start Up

Solo uses an external power switch. After a successful start-up, the following LEDs should be on:

• AC Power On/Off

• System OK should be green

Power States

The power jack provides three states or functions. They are:

State 1: 
The external AC adapter power plug is inserted in the Solo power jack with power supplied. Solo is in the ON’ state. The battery is charging to full charge capacity.

State 2: 
The external AC adapter power plug is inserted in the Solo power jack without power supplied but the power switch is on. When the battery is fully charged, full operation of the battery backup is engaged and Solo is in the ‘ON’ state.

State 3: 
The external AC adapter power plug is inserted in the Solo power jack and the power switch is off. Solo is in the ‘OFF’ state and all data is lost. Operational parameters remain intact.
Contact Sensors

Solo provides eight digital contact inputs and four contact outputs. All contacts are comprised of two pins. Each contact output can be monitored by Solo software to detect the following states: Normally Open (O), Normally closed (C), and/or timed transitory and each contact output detects changes in voltage ranges (High - Low).

Solo monitors the status of the contact points. When a change in status occurs, an alarm is generated.

Note: Contacts are not supported in this release.

Reset

Solo will automatically reboot whenever it detects any task utilising all the CPU time or if a task has crashed. Solo can also be reset in three ways:

1. Soft reboot

2. Cold reboot

3. ‘Special’ reboot

A soft reboot initialises working memory by copying the operating parameters from the Flash EPROM into working memory (RAM). It also resets or disconnected the modem but retains all data stored in Solo. A soft reboot is performed using the I-Initialise command or by pressing the RESET button located on the front of the Solo unit.  

A cold reboot clears RAM (Random Access Memory) of all stored records, but leaves NVRAM (non-volatile Random Access Memory on the Flash EPROM) which stores the configuration settings intact. A cold reboot occurs after Solo is powered off and powered on again using the On/Off switch at the rear of the unit.

A ‘special’ reboot is used to restore the factory default settings of the Solo unit. If you need to perform a ’special’ reboot, proceed as follows:

1. Press and hold the Reset button until the Solo buzzes.

2. When Solo buzzes, release the Reset button.
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