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XA-_Core Reference Manual

What's new

The following sections detail what's new in XA-Core Reference Manual for
release CSP22.

Features
There are no new features in this release.

Other changes
Minor editorial corrections.

Hardware description
This chapter provides a summary of the DMS SuperNode and SuperNode SE

switches and the architecture of the eXtended Architecture Core (XA-Core).
This chapter includes the following sections:

» System architecture of DMS SuperNode and SuperNode SE switches

» Cabinet layouts of DM S SuperNode and SuperNode SE switches

* XA-Core architecturein DM S SuperNode and SuperNode SE switches

* XA-Core configurations in DM S SuperNode and SuperNode SE switches

System architecture of DMS SuperNode and SuperNode SE switches

The DM S SuperNode and SuperNode SE switches share the following
common components:

« DMS-core
e DMS-bus
e DMSink

The DM S-core provides computing and datastorage resources. The DM S-core
can have one of two types. One type of the DM S-core is a computing module
(CM) and the second type is an XA-Core. This document describes the
XA-Core type of DM S-core and not the CM type. The XA-Core type of
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DM S-core has three main modules of shared memory (SM), processing
element (PE), and input/output processor (IOP).

The DM S-bus processes and sends messages to nodes in the SuperNode and
SuperNode SE switches. The DM S-bus has two |oad-sharing message
switches (MS).

The DMS-link allows the DM S-core and DM S-bus to communicate in the
SuperNode and SuperNode SE switches. The DMS-link is the software
structure which does signaling standards for the public network.

Other modulesthe DM S SuperNode and SuperNode SE switches can have are:
» Enhanced network (ENET)

* Link peripheral processor (LPP)

* Input/output controller (10C)

* CCS7 link interface unit (L1U7)

* Peripheral modules (PM)

*  Other peripherals

Figure 1 showsthe system architecture of the XA-Corein aDM S SuperNode
switch.
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Figure 1 XA-Core in the architecture of the DMS SuperNode switch
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The DM S SuperNode SE can also have a 16K ENET and LIU7s. The 16K
ENET provides voice and data signal switching for nodesin the DMS
SuperNode SE switch. The 16K ENET also provides message routes to the
MS. The LI1U7 provides CCS7 message processing.

Figure 2 showsthe system architecture of the XA-CoreinaDMS SuperNode
SE switch.
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Figure 2 XA-Core in the architecture of the DMS SuperNode SE switch
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Cabinet layouts of DMS SuperNode and SuperNode SE switches

The XA-Core hardwareison an XA-Core shelf in acabinet. Thefollowing list
shows three types of cabinets that can have an XA-Core shelf.

* NTLXO01AA dua plane combined XA-Core cabinet (DPCX)
* NTLXO01BA SuperNode XA-Core cabinet (SNXA)
* NTLXO1CA extension XA-Core cabinet (EXTX)
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Figure 3 showsthe NTLXO01AA DPCX cabinet layout for XA-CoreinaDM$S
SuperNode switch.

Figure 3 XA-Core in the SuperNode cabinet layout
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Figure 4 showsthe NTLXO01BA SNXA cabinet layout for XA-Core for
XA-Corein aDMS SuperNode SE switch.

Figure 4 XA-Core in the SuperNode SE cabinet layout

FSP I COC I

Message switch
shelf (0/1) EE— MSO MS1

Optional link inter-
face shelf (LIS)

Optional ENet shelf
(0/D)

XA-Core shelf

Cooling unit 4||-

e}
297-8991-810 CSP22 Standard 12.02 January, 2006



Copyright © 2006, Nortel Networks 7 Nortel Networks Confidential

Figure 5 showsthe NTLX01CA EXTX extension cabinet layout for XA-Core
inaDMS SuperNode and DM S SuperNode SE switch.

Figure 5 XA-Core in the extension cabinet layout
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XA-Core architecture in DMS SuperNode and SuperNode SE switches

The XA-Core architecture is the same for SuperNode and SuperNode SE
switches. The X A-Core contains the following components:

* processor and memory

* interfaces

* reset control

e bustermination

» time of day (TOD) clocks

» point-of-use power supply (PUPS)

XA-Core Reference Manual



Copyright © 2006, Nortel Networks 8 Nortel Networks Confidential

Processor and memory
The processor and memory controls call processing, configuration, and
maintenance of the switch. The processor and memory include the following
circuit packs.

» processor element (PE) circuit packs (NTLX02)
e shared memory (SM) circuit packs (NTLX14)

File system
The XA-Core has alogical file system (LFS) and afault tolerant file system
(FTFS). The LFS does not depend on the device type. An LFSto-FTFS
interface gives the LFS access to the FTFS volumes. The interface transfers
LFS operation requests into FTFS operation requests. The FTFS providesthe
following to XA-Core.

» volume directories and the capability for directoriesin a hierarchy
structure with path names

» aconfiguration for disk cache
» extent-based system for disk files
o application registration for file system event notification

In-service spares

All installed sparesin XA-Core are in an in-service mode. XA-Core
automatically places the sparesinto replacement use for other equipment that
goes out of service. Replacement of equipment that goes out of service
requires no manual maintenance action. XA-Core has hot insertion and
removal of circuit packs and packlets.

Reset control

Thereset control provides a utility for alocal or remote reset of the XA-Core.
The reset control displays the status of total XA-Core processing. The reset
control aso has command interpreter (Cl) capability but no display of
menu-type levels of the maintenance and administration position (MAP). The
reset terminal interface (RTIF) isan interface to a display terminal for reset
control. The RTIF can bealoca or aremoteterminal. A remote RTIF terminal
can connect through amodemto the XA-Core. The RTIF interface protocol for
the XA-Core are as follows.

* RS-232 (local or remote)
*  RS-422 (remote)
» current loop (local)
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The reset capability in an XA-Core shelf isin either of the following:
* the RS-232/RS-422 serial interface packlets (NTLX08)
» the RTIF sections of the HCMIC circuit packs (NTLX17)

XA-Core status information of the reset control display indicates the
following:

» heartbeat on operation of the switch

e statusduring a boot or reset

* information on RTIF hardware

 results of diagnostics and tests when power applied
* node name of RTIF

Bus termination

The single dot circuit pack filler (NTLX20BA) is the terminator circuit pack
for the XA-Core midplane. The terminator circuit pack isin XA-Core s ots of
the PE, SM, and |OP that are not in use.

Time of day clocks
Thetime of day (TOD) clocks providelink synchronization of the XA-Coreto
the clock subsystem of the MS. If the XA-Core contains CMIC packlets
(NTLXO05AA/AB), the packlets contain the TOD clocks. For each packlet, one
TOD clock is displayed in the MAP interface. If the XA-Core contains
HCMIC circuit packs (NTLX17), the CMIC section of each one contains the
TOD clocks. For each HCMIC circuit pack, two TOD clocks are displayed in
the MAP interface. A TOD update message from the MS maintains TOD
accuracy.

Power supply
The power supply provides power for the XA-Core shelf. The power
distribution center (PDC) provides power on three power feeds for each of the
A and B battery power feeds. Two shelf interface module (SIM) circuit packs
(NTLX12) provide power interconnection for A and B battery power feeds.
Each SIM circuit pack providesthree power feedsfor either the A or B battery
for aDMS SuperNode switch. A DM S SuperNode SE switch has two power
feeds connected for each of the A and B battery power feeds. DM S SuperNode
SE has no use for the third power feeds of both the A and B battery power
feeds. The power feeds connect to the point-of-use power supplies (PUPS) on
the hardware modules. A dc to dc converter in the PUPS supplies|oca power
to the hardware modules.

When the A and B -48 Volts power feeds are balanced, both feeds share the
load equally to the XA-Core. If the two feeds have different voltages, and if
the differenceis 0.5V or more, the higher-voltage feed takes the vast mgjority
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of theload. Thisisnormal and poses no risk to the office. If the feed carrying
the load wereto fail, the other feed then becomes the higher-voltage feed, and
it immediately takes over the load without impact to the XA-Core.

In asimilar manner, if the XA-Core is running on backup battery power, the
draw is equal if the voltages are equal. Most power plants have batteries with
unequal draws, so one battery takes most of the load. Asthat battery draws
down, the other takes over.

Interfaces
The interfaces allow X A-Core to communicate with other nodesin the switch
and with storage devices. The interfaces with other nodes in the switch are
through the MS. Communication between the XA-Core and the MSis over
Core-MS interconnect (CMIC) links. CMIC links use the octal carrier level 3
(OC-3) rate. The interfaces with storage devices support the storage of billing
records, logs, load images, and other file system records. A direct memory
access (DMA) device connects the XA-Core directly with the M S and storage
devices. The interfaces include the following:

» oneof thefollowing types of CMIC hardware in the XA-Core, for CMIC
links: OC-3 two-port interface packlets (NTLX05AA/AB) or high
performance CMIC circuit packs (NTLX17)

» disk drive packlets (NTLX06)

» digital audio tape (DAT) tape drive packlets (NTLX07)

* RS-232/RS-422 serid interface packlets (NTLXO08) for RTIF terminals

* input/output processor (IOP) circuit packs (NTLX03), which house the
packlets

Figure 6 showsthe CMIC links for DMS SuperNode.
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Figure 6 XA-Core to MS port connections for DMS SuperNode
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Figure 7 showsthe CMIC links for DMS SuperNode SE.

Figure 7 XA-Core to MS port connections for DMS SuperNode SE
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MS support for XA-Core

Optical carrier level 3 (OC-3) links provide X A-Core communication with the
DM S message switch (MS). In the XA-Core, the OC-3 links are terminated
either by OC-3 two-port interface (CMIC) packlets (NTLX05) or by HCMIC
circuit packs (NTLX17AA). The MS needs OC-3 interface paddle boards
(NT9X63) to terminate the CMIC links. The M S aso needs central processing
unit (CPU) circuit packs (NT9X13) and port circuit packs (NT9X17) that

support XA-Core.

Table liststhe circuit packs and paddle boards that the M S needs to support
the XA-Core. The MS needs the listed circuit packs and paddle boardsin an
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XA-Core configuration that is different from the computing module (CM)
configuration. The MS needs the listed circuit packs and paddle boards plus
other hardware in an M S shelf of the SuperNode and SuperNode SE cabinets.

MS circuit packs and paddle boards to support XA-Core

PEC Version | Name Description

NT9X13 | DG CPU circuit pack 16-MHz/16-Mbyte CPU in a first-time
installation of a SuperNode cabinet or
to upgrade from an NT9X13DD CPU
circuit pack in a SuperNode cabinet

NT9X13 | NB CPU circuit pack 16-MHz/16-Mbyte CPU in a first-time
installation of a SuperNode SE
cabinet or to upgrade from an
NT9X13NA CPU in a SuperNode SE

cabinet
NT9X17 | AD Four-port circuit pack Four-port circuit pack
NT9X63 | AA OC-3 interface paddle board OC-3 interface paddle board

AB

XA-Core circuit packs and packlets

Circuit packsinstall in the slotsin an XA-Core shelf. Packletsinstall in
input/output (IOP) circuit packs.

Table liststhe circuit packs and packlets of the XA-Core shelf. The table
indicates the product engineering code (PEC) of each type of circuit pack and

packlet.
XA-Core circuit packs and packlets (Sheet 1 of 2)
PEC Version | Name Description
NTLX02 | AA Processor element (PE) circuit Processor element (PE) with 256 Mbytes
CA pack (AA/CA) of SDRAM or 512 Mbytes (DA).
DA The AA version is supported only up to
CSP13.
NTLX03 | AA Input/output processor (IOP) One-slot IOP. Can house one or two
AB circuit pack packlets (CMIC, RTIF, AMDI, Ethernet)
NTLX03 | BA Input/output processor (IOP) Two-slot IOP for disk and tape
BB circuit pack

e ——————— e — |
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XA-Core circuit packs and packlets (Continued) (Sheet 2 of 2)

PEC Version | Name Description
NTLX04 | AA High performance input/output Occupies one slot. Does not take packlets.
BA processor (HIOP) circuit pack NTLXO04AA supports ethernet links only.
CA NTLX04BA and NTLX04CA support
ethernet links and ATM AMDI links.
NTLX04CA cannot co-exist with the AA or
BA version.
NTLX05 | AA OC-3 two-port interface packlet | Core-MS interconnect (CMIC) interface for
AB XA-Core to message switch (MS)
communication. The AA version is
supported only up to CSP13.
NTLX05 | BA OC-3 two-port AMDI interface Core-ATM interconnect
packlet
NTLX06 | AA Disk drive packlet Disk drive for data storage. NTLX06AA has
AB 4.0 Ghytes; NTLX06AB has 8.0 Gbytes;
AC NTLXO06AC has 34.2 Gbytes. The AA
version is supported only up to CSP18.
NTLX07 | AA Digital audio tape (DAT) tape Supports
BA drive packlet 60-meter (1.3 GByte) tapes (AA only) or
90-meter (2.0 GByte) tapes (AA and BA) or
120-meter (4.0 GByte) tapes (AA and BA)
NTLX08 | AA RS232/ serial interface packlet Remote terminal interface (RTIF). The AA
AB version has been discontinued.
NTLX09 | AA Ethernet single-port interface Connection to the LAN hub and the IP
packlet network
NTLX12 | AA Shelf interface module (SIM) Power supply/power conditioner
circuit pack
NTLX14 | CA Shared memory (SM) circuit 384-MBytes shared memory (SM)
pack
NTLX17 | AA High performance CMIC Occupies one slot. Does not take packlets.
(HCMIC) circuit pack Supports CMIC links and RTIF links. Can
also support an ethernet link.
NTLX20 | AA Filler circuit pack Regulates air flow in the cabinet
NTLX20 | BA Terminating filler circuit pack Terminating circuit pack for one slot not
used in shelf

Visual indicators on circuit pack
Each XA-Core circuit pack and packlet has visual indicators on the faceplate.
The visual indicators are light-emitting diodes (LED). These LEDs are

indicators of the status of the circuit pack or packlet for removal. All the LEDs
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on al circuit packs and packlets of the XA-Core shelf illuminate in response
toaMAPIevel command INDICAT with parameter TESTALL. The parameter
TESTALL checksthe LEDsfor correct illumination. The statusindicators are:

* Red LED illuminated indicates you can remove the circuit pack or packlet
safely (circuit pack isnot in service). Thered LED can also wink instead
of illuminate. The red LED winksin response to aMAP level command
INDICAT CARD issued against acircuit pack or packlet that isin the
manual busy (ManBsy) state.

* Green LED illuminated indicates you cannot remove the circuit pack or
packlet safely (circuit pack isin service).

* Amber LED illuminated indicates aloss of primary feed or link signal to
thecircuit pack or packlet. Amber LEDsarefound onthe SIM circuit pack,
the HIOP circuit pack, the HCMIC circuit pack, and the packlets (CMIC,
RTIF, AMDI, and ethernet). The amber LED on the SIM circuit pack
illuminates to indicate the loss of one or more power feeds to the SIM
circuit pack. The amber LED on a packlet illuminates to indicate the loss
of one or morelink signals. Each HIOP circuit pack and each HCMIC
circuit pack has three amber LEDs, one for the ethernet port, one for the
two RTIF ports, and one for the two OC-3 ports. Each amber LED
illuminatestoindicatethelossof alink signal. (The NTLX04AA HIOP CP
supports only ethernet links; the NTLX04BA HIOP CP supports ethernet
linksand ATM AMDI links. TheNTLX17AA HCMIC CP supportsCMIC
links and RTIF links, and can also support an ethernet link.)

Live-inserted circuit pack
Maintenance activities can insert and remove XA-Core circuit packs from a
live slot of an XA-Core shelf. The design of a non-contact midplane permits
the live insertion and removal of XA-Core circuit packs. A non-contact
midplane has electrical connections completed by the effect of electric and
magnetic field coupling in the circuit path. An exception to the live insertion
and removal of circuit packsisthe NTLX12AA shelf interface module (SIM)
circuit pack. Remove power from the SIM circuit pack only before the
insertion or removal of the SIM circuit pack. To remove power from the SIM
circuit pack, turn off all three circuit breakers on the faceplate of the SIM
circuit pack. XA-Core also permits the live insertion and removal of packlets.

XA-Core shelf design

Shelf layout
This section describes CP and packlet placement in an XA-Core shelf.

The XA-Core shelf supports avariety of PE configurations ranging from 1+1
to 9+1. However, not all PE configurationsareavailablein all cases. Thereare
restrictions associated with certain products, and restrictions associated with

the SuperNodeSE cabinet. For detailed information on the PE configurations,
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see the descriptions of the NTLX02CA and NTLX02DA circuit packsin this
document, in the chapter titled XA-Core hardware description overview.

Note 1. In each PE configuration, the spare processing power isthe
equivaent of one PE unit.

Note2: Forinformation onthe PE configurations supported in an XA-Core
shelf in a SuperNode SE cabinet (NTLX01BA), see Restrictions for an
XA-Core shelf in a SuperNode SE (NTLX01BA) cabinet on 18.

The XA-Core can contain from five to ten SM circuit packs. For detailed
information on the SM configurations, see the description of the NTLX14CA
circuit pack in this document, in the chapter titled XA-Core hardware
description overview.

Note: For information on the subsets of SM configurations supported in an
XA-Core shelf in a SuperNode SE cabinet (NTLX01BA), see Restrictions
for an XA-Core shelf in a SuperNode SE (NTLX01BA) cabinet on 18.

Slots5R, 6R, 13R, and 14R can contain single-width IOP circuit packs.

HIOP circuit packs can beinstalled in Slots5R and 14R. If NTLX04CA HIOPs
are used, then there can be up to four HIOPs in the shelf, the third and fourth
installing in slots 6R and 13R. The HIOP circuit packs may support only
ethernet links, or may support both ethernet linksand AMDI links. If ethernet
links are supported by NTL X04 HIOP circuit packs, then ethernet packletsare
not used. If ATM AMDI links are supported by NTLX04 HIOP circuit packs,
then AMDI packlets are not used. (NTLX04AA HIOP circuit packs support
ethernet links only.)

HCMIC circuit packs can beinstalled in slots4R and 15R. The HCMIC circuit
packs support CMIC linksand RTIF links, and can also support ethernet links.
If HCMIC circuit packs are equipped, then CMIC packlets and RTIF packlets
arenot used, and ethernet packletscannot beinstalled in the shelf. The HCMIC
circuit packs can support ethernet links in the following situations: if there are
to be two ethernet links and there are no HIOP circuit packsin the shelf; if
there are to be four ethernet links and there are only two HIOP circuit packsin
the shelf.

Note: For information on IOP, HIOP, and HCMIC circuit packsin an
XA-Core shelf in a SuperNode SE cabinet (NTLX01BA), see Restrictions
for an XA-Core shelf in a SuperNode SE (NTLX01BA) cabinet on 18.

Figure 1 shows the shelf layout for an X A-Core shelf that hasthe 7+1 PE
configuration and the 9+1 SM configuration.

297-8991-810 CSP22 Standard 12.02 January, 2006



Copyright © 2006, Nortel Networks 17 Nortel Networks Confidential

Figure 1 Example of XA-Core shelf layout
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Note 2:
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HIOP circuit packs can support ethernet links only, or both ethernet links and

ATM AMDI links. HCMIC circuit packs support CMIC links and RTIF links, and

can also support ethernet links. Co-existence rules are as follows. (1) All instances
of a given type of link must be supported by the same type of hardware. For
example, RTIF links must all be on packlets, or all be on HCMIC CPs. (2) If

there are HCMIC CPs in the shelf, then there cannot be ethernet packlets.

(3) If there HCMIC CPs in the shelf, and if there are no HIOP CPs or only two
HIOP CPs, then the HCMIC CPs can support ethernet links. If there are four

HIOP CPs in the shelf, then HCMIC CPs cannot support ethernet links.

If IOP circuit packs are installed in slot 5R, 6R, 13R, or 14R. then depending
the application, they contain ethernet and/or AMDI packlets.
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Restrictions for an XA-Core shelf in a SuperNode SE (NTLX01BA) cabinet
In an XA-Core shelf in a SuperNode SE cabinet (NTLX01BA)

» Supported PE configurations are
— upto 3+1if NTLX02CA PE circuit packs are used

— upto2+1if NTLX02DA PE circuit packs are used (except as noted
below)

* There can befiveto seven SM circuit packs (except as noted below).

e Thetotal combined number of IOP, HIOP, and HCMIC circuit packs can
be a maximum of six (except as noted below).

Notel: GSM HLR configurations support up to 7+1 PE configurations
(using NTLXO02DA PE circuit packs) with up to ten SM circuit packs,
and atotal combined number of IOP, HIOP, and HCMIC circuit packs
to amaximum of four, assuming an 8K maximum ENET and afully
equipped link interface shelf (LIS).

Note 2: GSM HLR or MSC configurations support up to 9+1 PE
configurations (using NTLX02DA PE circuit packs) with up to ten SM
circuit packs, and atotal combined number of IOP, HIOP, and HCMIC
circuit packs to a maximum of six, assuming an 8K maximum ENET
and no link interface shelf (L1S).

e —— ]
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XA-Core operational measurements

e

Introduction

Operating company personnel use the DM S operational measurement (OM)
system to obtain information on the performance and use of DM S SuperNode
and SuperNode SE system components.

Operational measurements are statistics. The statistics are stored in registers,
and the registers are organized into OM groups. Table liststhe OM groupsin
the XA-Core system.

The OM registers record events occurring in XA-Core. The registers record
event counts and event durations. These statistics help operating company
personnel to identify faulty equipment and problem conditions.

Operating company personnel can display OM informationataMAPterminal,
or send the OM information to a printer or to arecording device.

Types of OM registers

The following sections describe peg registers, usage registers, and
high-watermark registers.

Peg registers
Peg registers contain event counts. Each OM group listed in Table contains
peg registers.
XA-Core OM peg registers count
» the number of faults against each circuit pack or packlet type
» the number of instances of system initialization

» the number of times a REX test class (SM, PE, 10, BASE, ALL, FULL)
fails or a system REX test aborts

Peg registers record fault counts for XA-Core equipment. When afault is
detected on a piece of equipment, the value in the related peg register
increments by one. Fault conditions can occur in any of the XA-Core
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subsystems, such as shared memory (SM), processor element (PE), or
input/output (10).

Usage registers
Usage registersrecord event durations. In particular, they record the durations
of fault and alarm conditions. The following OM groups listed in Table
contain usage registers. OM group XACSRVC, OM group XASTAT, and OM
group IOCAPR.

Usage registers help operating company personnel determine the severity of
fault conditions. For example, X A-Core usage registers record the length of
time a piece of XA-Core equipment is out-of-service (O0S).

The system uses a scan processto determinethe length of timethat acondition
exists. The scan process samples conditions on the XA-Core every 100
seconds. When the scan detects a particular condition, the related usage
register increments. The usage register count continues to increment at each
100 second sampling while the condition exists on the XA-Core.

The valuerecorded in ausage register isequal to the number of scan intervals
completed while the related alarm condition exists. The number of scan
intervals multiplied by the scan rate (every 100 seconds) represents the length
of time that the condition exists. For example, if acritical or magjor alarm
condition existsfor five scan intervals, the value recorded in the related usage
register isfive. Asthe scan rate for XA-Coreisevery 100 seconds, the length
of time that the alarm condition exists is 500 seconds.

After operating company personnel clear the critical or major alarm condition,
the next scan interval will no longer detect the alarm condition. With thealarm
condition cleared, the related usage register will no longer increment.

High-watermark registers
A high-watermark register refersto avalue that is observed or calculated
repeatedly. The high-watermark register records the maximum value that is
observed or calculated during aperiod of time. Thefollowing OM group listed
in Table contains a high-watermark register: OM group IOCAP.
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XA-Core OM groups

Table liststhe OM groupsinthe XA-Core system. Subsequent sectionsof this
chapter describe the OM groupsin detail.

OM groups for XA-Core

OM Group Description

XACORE Performance information about XA-Core.

XACPOM CPBASE OMs for XA-Core.

XACSRVC Fault and alarm information: totals and durations.

XASTAT Measurements of CPU usage and call processing.

IOCAP Measurements of messaging rates and sizes for CMIC,
ETHR, and AMDI service types on HIOP and HCMIC
circuit packs.

e ———————— e — |
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OM group XACORE

OM description

The XACORE OM group contains peg that registers record the number of
fault conditions on the X A-Core, and usage registers that record the length of
time a fault or alarm condition exists on the XA-Core.

Some OM registers are related to specific log reports and alarms. For details,
seethe tabletitled "Relations among logs, alarms, and OMs" in the chapter
titled “ Problem isolation and correction” in the XA-Core Maintenance
Manual, 297-8991-510.

Release history

Registers

Release CSP20 deletesregisters XACMIC and XARTIF (replaced by XCMIC
and XRTIF, respectively). It also deletes registers XALOCP and XAREMP
(replaced by XRTIFPRT). It changes register XAMDI, which now counts
critical faultson AMDI packlets, but not on AMDI ports. It adds XCMIC,
XCMICPRT, XCMICLNK, XRTIF, XRTIFPRT, XRTIFLNK, and
XAMDIPRT.

Release CSP14 introduces peg registers XETHR, XETHRPRT and
XETHRLNK. Thisrelease also modifies OM group XACORE, moving the
following registersto OM group XACSRVC. XAPEMAJU, XAPECRIU,
XASSMPXU, XAMSMPXU, XARSMPXU, XASMCRIU, XALKMAJU,
XAMDMAJU, XAMDCRIU, XATRAP, XASWINI, XAMWINI, XASCINI,
XAMCINI.

Release CSP12.7 introduces peg registers XAMDI and XAMDILNK. This
release also introduces usage registers XAMDMAJU and XAMDCRIU.

Release CSP104 introduces OM group XACORE.

OM group XACORE registers display on the MAP terminal as follows.

XAPE XARXPE XASM XARXSM
XAIOP XARXIO XADISK XATAPE
XRTIF XRTIFPRT XRTIFLNK XCMIC
XCMICPRT XCMICLNK XARXABRT XARXBASE
XARXFULL XARXALL XAMDI XAMDIPRT
XAMDILNK XETHR XETHRPRT XETHRLNK
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Group structure
OM group XACORE provides one tuple per office.

Key field: EXTENDED _ARCHITECTURE_CORE
Info field: None

Associated OM groups
This OM group is associated with OM group XACSRVC.

Associated functional groups

There is an association between OMgroup XACORE and the BASEO001
functional group.

Associated functionality codes
There are no associated functionality codes.
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XA-Core peg registers (continued)
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Register XAPE

The XA-Core Processor Element Fault (XAPE) peg register counts the
number of processor element (PE) faults detected on the XA-Core.

Register release history
Release CSP104 introduces register XAPE.

Associated registers

Register XARXPE increments when a Routine Exercise (REX) test for PE
classfails.

Register XAPECRIU records the length of time a LowPE capacity condition
exists on the XA-Core.

Register XAPEMAJU records the length of time a LowPE major condition
exists on the XA-Core.

Register XARXFULL increments when the REXx test for Full fails.
Register XARXALL increments when the REx All classtest fails.
Register XARXBASE increments when the REx Base class test fails.

Associated logs

The system generates the LowPE log report (XAC302) when thereis aloss of
processor element (PE) redundancy.

The system generates the LowPE Condition Cleared log report (XAC602)
when the LowPE condition clears and PE redundancy is restored.

Extension registers
There are no extension registers.

Register XARXPE

The XA-Core Routine Exercise Test Processor Element Failures (XARXPE)
peg register counts the number of times that the processor element (PE)
Routine Exercise (REX) classtest fails.

Register release history
Release CSP104 introduces register XARXPE.

Associated registers

The XAPE register increments when afault is detected on an XA-Core PE
circuit pack (CP).
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Associated logs
The system generatesthe REx Started log report (XAC615) when the REX test
begins.

The system generates the REx Report log report (XAC415) when the REX test
summary report generates.

The system generates the LowPE log report (XAC302)when there is aloss of
processor element (PE) redundancy.

The system generates the LowPE Condition Cleared log report
(XAC602)when the LowPE condition clears and processor redundancy is
restored.

Extension registers
There are no extension registers.

Register XASM

The XA-Core Shared Memory Fault (XASM) peg register counts the number
of critical shared memory faults detected on the X A-Core system.

Register release history
Release CSP104 introduces register XASM.

Associated registers

Register XARXSM increments when the shared memory (SM) REXx Classtest
fails.

Register XASMCRIU record the length of time a LowSM critical alarm
condition exists on the XA-Core.

Register XARXFULL increments when the REx Full Classtest fails.
Register XARXALL increments when the REx All Class test fails.
Register XARXBA SE increments when the REx Base Classtest fails.

The XASSMPXU register records the length of time asimplex SM condition
exists on the XA-Core as aresult of a system action.

Associated logs

The system generates the LowSM log report (XAC300) when thereisaloss
of shared memory (SM) on the XA-Core.

The system generates the LowSM Condition Cleared log report (XAC600)
when the LowSM condition clears and shared memory redundancy isrestored.
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The system generates the MemLim log report (XAC801) when available
allocatable memory is low.

The system generates the MemLim Condition Cleared log report (XAC601)
when the low allocatable memory condition clears.

The system generates the REx Report log report (XAC415) when the REX test
summary report generates.

Extension registers
There are no extension registers.

Register XARXSM

The XA-Core Routine Exercise Test Shared Memory Failures (XARXSM)
peg register counts the number of times the shared memory (SM) routine
exercise (REXx) classtest fails.

Register release history
Release CSP104 introduces register XARXSM.

Associated registers
Register XASM incrementswhen afault isdetected on an XA-Core SM circuit
pack (CP).

Register XARSMPXU records the length of time asimplex SM condition
exists on the XA-Core system as aresult of the REX test.

Associated logs

The system generates the LowSM log report (XAC300)when thereisaloss of
shared memory on the XA-Core.

The system generates the LowSM Condition Cleared log report (XA C600)
when the low SM condition clears.

The system generatesthe REx Started log report (XA C615) when the REX test
begins.

The system generatesthe REx Report log report (XAC415) when the REX test
summary report generates.

The system generates the SMTrbl log report (XAC323) when a SM CP
changes state from in-service (InSv) to in-service-trouble (I1SThb).

The system generates the SMTrbl Alarm Cleared log report (XAC623) when
the SMTrbl condition clears.
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Extension registers
There are no extension registers.

Register XAIOP

The XA-Core Input/Output Processor Fault (XA1OP) peg register counts the
following things:

» critical input/output processor (IOP) faults detected on the XA-Core
» faults detected on the common equipment of the HIOP circuit packs
» faults detected on the common equipment of the HCMIC circuit packs

Register release history
Release CSP104 introduces register XAIOP.

Associated registers
Register XARXIO increments when the |O REx classtest fails.

Register XALKMAJU records the length of time an M Scomm major alarm
exists on the XA-Core.

Register XARXFULL increments when the REx Full class test fails.
Register XARXALL increments when the REx All classtest fails.
Register XARXBASE increments when the REx Base class test fails.

Associated logs

The system generates the M Scomm log report (XAC303) when thereisa
reduction or loss of communication between the XA-Core and the message
switch (MS).

The system generatesthe M Scomm Alarm Cleared |og report (XAC303) when
the M Scomm condition clears.

The system generates the TOD log report (XAC304) when thereisalossin
Time of Day (TOD) clock redundancy or service.

The system generatesthe TOD Alarm Cleared log report (XAC604) when the
TOD clock condition clears.

The system generates the RTIF log report (XAC305) when thereisalossin
RTIF packlet redundancy or service.

The system generatesthe RTIF Alarm Cleared log report (XAC605) when the
RTIF packlet condition clears.
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The system generates the Disk log report (XAC306) when thereisalossin
service of aDisk packlet.

The system generates the Disk Alarm Cleared log report (XAC606) when the
Disk packlet condition clears.

The system generates the Tape log report (XAC307) when thereislossin
service of a Tape packlet.

The system generates the Tape Alarm Cleared log report (XAC607) when the
Tape packlet condition clears.

The system generates the IOP log report (XAC312) when any one of the
following circuit packs goes out-of-service (OOS) because of acritical fault:
input/output processor circuit pack (10P), high performance input/output
processor circuit pack (HIOP), or high performance CMIC circuit pack
(HCMIC).

The system generates the |OP Fault Cleared |log report (XAC612) when an
IOP, HIOPR, or HCMIC CP fault clears and the CP returns to service (RTS).

Extension registers
There are no Extension registers.

Register XARXIO

The XA-Core Routine Exercise Test Input/Output Class Failure (XARXIO)
peg register counts the number of timesthe REx 1O Class test failed. The test
can apply to an IOP circuit pack with packlets or to an HIOP circuit pack or to
an HCMIC circuit pack.

Register release history
Release CSP104 introduces register XARXIO.

Associated registers

Register XCMIC increments when a CMIC packlet fault is detected on the
XA-Core system.

Register XATAPE increments when a Tape packlet fault is detected on the
XA-Core system.

Register XADISK increments when a Disk packlet fault is detected on the
XA-Core system.

Register XRTIF increments when an Reset Terminal Interface Fault (RTIF)
packlet fault is detected on the XA-Core system.
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Register XAIOP increments when an input/output processor (10P) faultis
detected onthe XA-Core system. It al so incrementswhen afault is detected on
the common equipment of either an HIOP circuit pack or an HCMIC circuit
pack.

Associated logs

The system generates the Disk log report (XAC306) when thereisalossin
service of aDisk packlet.

The system generates the Disk Alarm Cleared |og report (XAC606) when the
condition that caused the lossin service of a Disk packlet clears.

The system generates the Tape log report (XAC307) when thereisalossin
service of a Tape packlet.

The system generates the Tape Alarm Cleared log report (XAC607) when the
condition that caused the lossin service of a Tape packlet clears.

The system generates the M Scomm log report (XAC303) when thereisaloss
of communication between the message switch (MS) and the XA-Core.

The system generatesthe M Scomm Alarm Cleared | og report (XAC603) when
the M Scomm condition clears.

The system generates the TOD log report (XAC304) when thereis aloss of
service of aTOD clock.

The system generatesthe TOD Alarm Cleared log report (XA C604) when the
TOD condition clears.

The system generates the RTIF log report (XAC305) when there is aloss of
service of an RTIF packlet.

The system generatesthe RTIF Alarm Cleared log report (XA C605) when the
condition that caused the lossin service of an RTIF packlet clears.

The system generates the REx Report log report (XAC415) when the REX test
summary report generates.

Extension registers
There are no extension registers.

Register XADISK

The XA-Core Disk Fault (XADISK) peg register counts the number of disk
faults detected on the XA-Core system.
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Register release history
Release CSP104 introduces register XADISK.

Associated registers
Register XARXIO increments when the REx |10 classtest fails.

Register XARXALL increments when the REx All class test fails.
Register XARXFULL increments when the REx Full classtest fails.
Register XARXBA SE increments when the REx Base class test fails.

Associated logs

The system generates the Disk log report (XAC306) when there is aloss of
service of aDisk packlet.

The system generates the Disk Alarm Cleared log report (XAC606) when a
Disk packlet returns-to-service (RTS).

Extension registers
There are no Extension registers.

Register XATAPE

The XA-Core Tape Fault (XATAPE) peg register counts the number of critical
Tape faults detected on the XA-Core.

Register release history
Release CSP104 introduces register XATAPE.

Associated registers
Register XARXIO increments when the REx |0 classtest fails.

Register XARXALL increments when the REx All class test fails.

Register XARXFULL increments when the REx Full classtest fails.

Register XARXBA SE increments when the REx Base class test fails.
Associated logs

The system generates the Tape log report (XAC307) when thereisalossin

service of a Tape packlet.

The system generates the Tape Alarm Cleared log report (XAC607) when a
Tape packlet returns-to-service (RTS).
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Extension registers
There are no extension registers.

Register XRTIF

The XA-Core Reset Terminal Interface Fault (XARTIF) peg register counts
the number of RTIF packlet faults detected on the XA-Core system.

Register release history
Release CSP20 introduces register XRTIF, to replace XARTIF.

Associated registers
None.

Extension registers
There are no extension registers.

Associated logs

The system generates the RTIF log report (XAC305) when an RTIF packlet
goes out of service.

The system generatesthe RTIF Alarm Cleared log report (XAC605) when the
RTIF fault clears on the packlet.

Register XARTIFPRT

The XA-Core RTIF Port (XRTIFPRT) peg register counts the number of
critical faults detected on RTIF portsin the XA-Core. Faults on both local and
remote RTIF ports peg this register.

Register release history

Release CSP20 introduces register XARTIFPRT, to replace XALOCP and
XAREMP.

Associated registers
None.

Associated logs

The system generates the RTIF log report (XAC305) when an RTIF port goes
out of service.

The system generatesthe RTIF Alarm Cleared log report (XAC605) when the
RTIF fault clears on the port.
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Register XARTIFLNK

The XA-Core RTIF link (XARTIFLNK) peg register counts the number of
critical RTIF link faults detected on the XA-Core. Faults on both local and
remote RTIF links peg this register.

Register release history
Release CSP20 introduces register XARTIFLNK.

Associated registers
None.

Associated logs
The system generates the RTIF log report (XAC305) when an RTIF link goes
out of service.

The system generatesthe RTIF Alarm Cleared log report (XAC605) when the
RTIF fault clears on the link.

Extension registers
There are no extension registers.

Register XCMIC

The XA-Core CMIC (XCMIC) peg register counts the number of critical
CMIC packlet faults detected on the XA-Core.

Register release history
Release CSP20 introduces register XCMIC, to replace XACMIC.

Associated registers
None.

Associated logs
The system generates the M Scomm log report (XAC303) when aCMIC
packlet goes out of service.

The system generatesthe M Scomm Alarm Cleared | og report (XAC603) when
the CMIC fault condition clears on the packlet.

The system generates the TOD log report (XAC304) when thereis aloss of
service of aTOD clock.

The system generatesthe TOD Alarm Cleared log report (XAC604) when the
TOD clock condition clears.

The system generates the MS Link configuration mismatch log report
(XAC326) when the CMIC links are misconfigured, that is, when the links

XA-Core Reference Manual



Copyright © 2006, Nortel Networks 38 Nortel Networks Confidential

connected to the CMIC ports of an XA-Core connect to the wrong CP portson
the MS.

The system generatesthe M S Link configuration mismatch Cleared |og report
(XAC626) when the MS Link configuration mismatch alarm condition clears.

Extension registers
There are no extension registers.

Register XCMICPRT

The XA-Core CMIC port (XCMICPRT) peg resister counts the number of
critical CMIC port faults detected on the XA-Core.

Register release history
Release CSP20 introduces register XCMICPRT.

Associated registers
None.

Associated logs
The system generates the M Scomm log report (XAC303) when a CMIC port
goes out of service.

The system generatesthe M Scomm Alarm Cleared | og report (XAC603) when
the CMIC fault clears on the port.

Register XCMICLNK
The XA-Core CMIC link (XCMICLNK) peg resister counts the number of
critical CMIC port faults detected on the XA-Core.

Register release history
Release CSP20 introduces register XCMICLNK.

Associated registers
None.

Associated logs
The system generates the M Scomm log report (XAC303) when a CMIC link
goes out of service.

The system generatesthe M Scomm Alarm Cleared | og report (XAC603) when
the CMIC fault clears on the link.
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Register XARXABRT

The XA-Core Routine Exercise Test Faults (XARXABRT) peg register counts
the number of times the system Routine Exercise (REX) test aborts.

Register release history
Release CSP104 introduces register XARXABRT.

Associated registers
There are no associated registers.

Associated logs
The system generatesthe REx Started log report (XA C615) when the REX test
begins.

The system generates the REx Report log report (XAC415) when the REX test
summary report generates.

The system generates the RExSch log report (XAC413) when the REX test is
cancelled more than twice.

The system generates the RExSch Alarm Cleared log report (XAC613) when
the RExSch condition clears.

Extension registers
There are no extension registers.

Register XARXBASE

The XA-Core Routine Exercise Base Class Test Failures (XARXBASE) peg
register countsthe number of timesthe REx Base hardware classtest fails. The
REx Base hardware class test includes in-service tests on all XA-Core
hardware components and an image test.

Register release history
Release CSP104 introduces register XARXBASE.

Associated registers
If REx Base detectsafault onacircuit (CP) or packlet, the peg register related
to the CP or packlet fault increments:

Register XAPE increments when REx All detects a fault on a processor
element (PE) CP.

Register XAIOP increments when REx All detectsafault onan IOP CP, or in
the common equipment of an HIOP CP, or in the common equipment of an
HCMIC CP.

XA-Core Reference Manual



Copyright © 2006, Nortel Networks 40 Nortel Networks Confidential

Register XASM increments when REx All detects afault on ashared memory
(SM) CP.

Register XCMIC incrementswhen REx All detectsafault on a CMIC packlet.
Register XRTIF increments when REx All detects afault on the RTIF packlet.
Register XATAPE increments when REx All detects afault on a Tape packlet.
Register XADISK increments when REx All detectsafault on aDisk packlet.

Associated logs
The system generates the REx Started log report (XAC615) when a REX test
begins.

The system generates the REx Report (XAC415) log when the REX test
summary report generates.

The system generates the RExSch log report (XAC413) when the REX test is
cancelled more than twice.

The system generates the LowPE log report (XAC302) when thereis aloss of
processor element (PE) redundancy.

The system generates the LowPE Condition Cleared log report (XAC602)
when the LowPE condition clears and processor element redundancy is
restored.

The system generates the PETrbl log report (XAC322) when a non-critical
fault causes a PE CP to change state from InSv to ISTbh.

The system generates the PETrbl cleared log report (XAC622) when the
PETrbl condition clears.

The system generatesthe LowSM log report (XAC300) when thereisaloss of
shared memory (SM) on the XA-Core.

The system generates the LowSM Condition Cleared log report (XAC600)
when the low SM condition clears.

The system generates the SMTrbl log report (XAC323) when a non-critical
fault causes the SM CP to state from InSv to ISTh.

The system generates the SMTrbl Alarm Cleared log report (XAC623) when
the SMTrbl condition clears.
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The system generates the IOP log report (XAC312) when any one of the
following circuit packs goes out-of-service (OOS) because of acritical fault:
input/output processor circuit pack (10P), high performance i nput/output
processor circuit pack (HIOP), or high performance CMIC circuit pack
(HCMIC).

The system generates the IOP Fault Cleared log report (XAC612) when an
IOPR, HIOP, or HCMIC CP fault clears and

The system generates the 10Trbl log report (XA C324) when anon-critical
fault condition causes an HCMIC CP, IOP CP, packlet, CMIC link, port, or
TOD clock to change state from InSv to IsTh.

The system generates the I0Trbl Cleared log report (XAC624) when a
non-critical fault condition on an HCMIC CP, IOP CP, packlet, CMIC link,
port, or TOD clock clears.

The system generates the M Scomm log report (XAC303) when thereisa
reduction or loss of communication between the XA-Core and the M S.

The system generatesthe M Scomm Alarm Cleared | og report (XAC603) when
the M Scomm condition clears.

The system generates the Tape log report (XAC307) when there is aloss of
service of a Tape packlet.

The system generates the Tape Alarm Cleared log report (XAC607) when the
Tape packlet condition clears.

The system generates the Disk log report (XAC306) when there is aloss of
service of aDisk packlet.

The system generates the Disk Alarm Cleared |og report (XAC606) when the
Disk packlet condition clears.

The system generates the RTIF log report (XAC305) when there is aloss of
service of an RTIF packlet.

The system generatesthe RTIF Alarm Cleared log report (XAC605) when the
RTIF packlet condition clears.

The system generates the TOD log report (XAC304) when thereis aloss of
service of a Time of Day (TOD) clock.

The system generatesthe TOD Alarm Cleared log report (XA C604) when the
TOD clock condition clears.
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The system generates the Image Test Report log report (XAC308) when an
image test is performed on the XA-Core system.

Extension registers
There are no extension registers

Register XARXFULL

The XA-Core Routine Exercise Full Class Test Failures (XARXFULL) peg
register counts the number of times the REx Full classtest fails. The
XARXFULL test class includes the following tests:

* in-service tests on all XA-Core hardware components

* out-of -service tests on one processor element (PE) circuit pack (CP), one
shared memory (SM) CP, one input/output processor (I0OP) CP with related
packlets, and an image test.

Register release history
Release CSP104 introduces register XARXFULL.

Associated registers

If REx Full detects afault on a CP or packlet, the peg register related to that
fault increments:

Register XAPE increments when REX Full detects a fault on a processor
element (PE) CP.

Register XAIOP increments when REx Full detectsafault onan IOP CP, or in
the common equipment of an HIOP CP, or in the common equipment of an
HCMIC CP.

Register XASM incrementswhen REXx Full detectsafault on ashared memory
(SM) CP.

Register XCMIC incrementswhen REXx Full detectsafault onaCMIC packlet.
Register XATAPE increments when REx Full detectsafault on a Tape packlet.
Register XADISK incrementswhen REx Full detectsafault on aDisk packlet.
Register XRTIF increments when REXx Full detects afault on an RTIF packlet.

Associated logs

The system generates the REx Started log report (XAC615) when a REX test
begins.
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The system generates the REx Report log report (XAC415) when the REX test
summary report generates.

The system generates the RExSch log report (XAC413) when the REX test is
cancelled more than twice.

The system generates the LowPE log report (XAC302) when thereis aloss of
processor element (PE) redundancy.

The system generates the LowPE Condition Cleared log report (XAC602)
when the LowPE condition clears and processor element redundancy is
restored.

The system generates the PETrbl log report (XAC322) when a non-critical
fault causes a PE CP to change state from InSv to ISTh.

The system generatesthe LowSM log report (XAC300) when thereisaloss of
shared memory (SM) on the XA-Core.

The system generates the LowSM Condition Cleared log report (XA C600)
when the low SM condition clears.

The system generates the SMTrbl log report (XAC323) when a non-critical
fault causes the SM CP to state from InSv to ISTbh.

The system generates the SMTrbl Alarm Cleared log report (XAC623) when
the SMTrbl condition clears.

The system generates the I0Trbl log report (XAC324) when anon-critical
fault condition causes an HCMIC CP, IOP CP, packlet, CMIC link, port, or
TOD clock to change state from InSv to ISTDh.

The system generates the I0Trbl Cleared log report (XAC624) when a
non-critical fault condition on an HCMIC CP, IOP CP, packlet, CMIC link,
port, or TOD clock clears.

The system generates the IOP log report (XAC312) when any one of the
following circuit packs goes out-of-service (OOS) because of acritical fault:
input/output processor circuit pack (10P), high performance i nput/output
processor circuit pack (HIOP), or high performance CMIC circuit pack
(HCMIC).

The system generates the |OP Fault Cleared log report (XAC612) when an
IOP, HIOPR, or HCMIC CP fault clears and the CP returns to service (RTS).

The system generates the M Scomm log report (XAC303) when thereisa
reduction or loss of communication between the XA-Core and the M S.
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The system generates the M Scomm Alarm Cleared (XAC603) log when the
M Scomm condition clears.

The system generates the Tape log report (XAC307) when there is aloss of
service of a Tape packlet.

The system generates the Tape Alarm Cleared log report (XAC607) when the
Tape packlet condition clears.

The system generates the Disk log report (XAC306) when there is aloss of
service of aDisk packlet.

The system generates the Disk Alarm Cleared |og report (XAC606) when the
Disk packlet condition clears.

The system generates the RTIF log report (XAC305) when there is aloss of
service of an RTIF packlet.

The system generatesthe RTIF Alarm Cleared log report (XAC605) when the
RTIF packlet condition clears.

The system generates the TOD log report (XAC304) when thereis aloss of
service of a Time of Day (TOD) clock.

The system generatesthe TOD Alarm Cleared log report (XAC604) when the
TOD clock condition clears.

The system generates the Image Test Report 1og report (XAC308) when an
image test is performed on the XA-Core system.

Extension registers
There are no extension registers.

Register XARXALL

The XA-Core Routine Exercise All Class Test Failures (XARXALL) peg
register counts the number of timesthe REx ALL classtest failed.

The REXx All Class test includes the following tests:

* in-service tests on all XA-Core hardware.

* out-of-service tests on one Processor element (PE) circuit pack (CP), one
shared memory (SM) CP, and one input/output processor (10P) CP with
related packlets.

Register release history
Release CSP104 introduces register XARXALL.
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Associated registers

If REx All detects afault on a CP or packlet, the peg register related to that
fault increments:

Register XAPE increments when REx All detects a fault on a processor
element (PE) CP.

Register XAIOP increments when REx All detectsafault onan IOP CP, or in
the common equipment of an HIOP CP, or in the common equipment of an
HCMIC CP.

Register XASM increments when REx All detectsafault ona SM CP.
Register XCMIC increments when REx All detectsafault on a CMIC packlet.
Register XATAPE increments when REx All detects afault on a Tape packlet.
Register XADISK incrementswhen REx All detectsafault on aDisk packlet.
Register XRTIF increments when REx All detects afault on an RTIF packlet.

Associated logs
The system generates the REx Started log report (XAC615) when a REX test
begins.

The system generatesthe REx Report log report (XAC415) when the REX test
summary report generates.

The system generates the RExSch log report (XAC413) when the REX test is
cancelled more than twice.

The system generates the LowPE log report (XAC302) when there is aloss of
processor element (PE) redundancy.

The system generates the LowPE Condition Cleared log report (XAC602)
when the LowPE condition clears and processor element redundancy is
restored.

The system generates the PETrbl log report (XAC322) when a non-critical
fault causes a PE CP to change state from InSv to ISTDh.

The system generates the LowSM log report (XAC300) when thereisaloss
of shared memory (SM) on the XA-Core.

The system generates the LowSM Condition Cleared log report (XAC600)
when the low SM condition clears.
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The system generates the SMTrbl log report (XAC323) when a non-critical
fault causes the SM CP to state from InSv to IsTh.

The system generates the SMTrbl Alarm Cleared log report (XAC623) when
the SMTrbl condition clears.

The system generates the I0Trbl log report (XAC324) when anon-critical
fault condition causes an HCMIC CP, IOP CP, packlet, CMIC link, port, or
TOD clock to change state from InSv to IsTh.

The system generates the I0Trbl Cleared log report (XAC624) when a
non-critical fault condition on an HCMIC CP, I0P CP, packlet, CMIC link,
port, or TOD clock clears.

The system generates the I0OP log report (XAC312) when any one of the
following circuit packs goes out-of-service (OOS) because of acritical fault:
input/output processor circuit pack (10P), high performance input/output
processor circuit pack (HIOP), or high performance CMIC circuit pack
(HCMIC).

The system generates the I0P Fault Cleared log report (XAC612) when an
IOP, HIOPR, or HCMIC CP fault clears and the CP returns to service (RTS).

The system generates the M Scomm log report (XAC303) when thereisa
reduction or loss of communication between the XA-Core and the M S.

The system generatesthe M Scomm Alarm Cleared |og report (XAC603) when
the M Scomm condition clears.

The system generates the Tape log report (XAC307) when there is aloss of
service of a Tape packlet.

The system generates the Tape Alarm Cleared log report (XAC607) when the
Tape packlet condition clears.

The system generates the Disk log report (XAC306) when there is aloss of
service of aDisk packlet.

The system generates the Disk Alarm Cleared log report (XAC606) when the
Disk packlet condition clears.

The system generates the RTIF log report (XAC305) when there is aloss of
service of an RTIF packlet.

The system generatesthe RTIF Alarm Cleared log report (XAC605) when the
RTIF packlet condition clears.
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The system generates the TOD log report (XAC304) when thereis aloss of
service of a Time of Day (TOD) clock.

The system generatesthe TOD Alarm Cleared log report (XA C604) when the
TOD clock condition clears.

Extension registers
There are no extension registers.

Register XAMDI

The XA-Core ATM multinode data interface link (XAMDI) peg register
counts the number of critical AMDI packlet faults detected on the XA-Core.

Register release history
Release CSP20 modifies this register. AMDI packlet faults peg the register,
but AMDI port faults do not. AMDI port faults peg register XAMDIPRT.

Release CSP12.7 introduces register XAMDI.

Associated registers
Register XAMDCRIU records the length of time an AMDI critical condition
exists on the XA-Core.

Register XAMDMAJU records the length of time an AMDI major condition
exists on the XA-Core.

Associated logs
The system generatesthe AMDI log report (XAC309) when an AMDI packlet
or link goes out of service.

The system generatesthe AMDI condition cleared log report (XAC609) when
the AMDI fault clears and the packlet or link returns to service.

Extension registers
There are no extension registers.

Register XAMDIPRT

The XA-Core AMDI port (XAMDIPRT) peg resister counts the number of
critical AMDI port faults detected on the XA-Core.

Register release history
Release CSP20 introduces register XAMDIPRT.

Associated registers
None.
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Associated logs
The system generates the AMDI log report (XAC309) when an AMDI port
goes out of service.

The system generatesthe AMDI Link Condition Cleared log report (XA C609)
when the AMDI fault clears on the port.

Register XAMDILNK

The XA-Core ATM multinode datainterface link (XAMDILNK) peg register
counts the number of critical AMDI link faults detected on the X A-Core.

Register release history
Release CSP12.7 introduces register XAMDILNK.

Associated registers
Register XAMDCRIU records the length of time an AMDI critical condition
exists on the XA-Core.

Register XAMDMAJU records the length of time an AMDI major condition
exists on the XA-Core.

Associated logs
The system generatesthe AMDI log report (XAC309) when an AMDI packl et
or link goes out of service.

The system generatesthe AMDI condition cleared log report (XAC609) when
the AMDI fault clears and the packlet or link returns to service.

Extension registers
There are no extension registers.

Register XETHR
The XA-Core Ethernet (XETHR) peg register counts the number of critical
ethernet packlet faults detected on the XA-Core.

Register release history
Release CSP14 introduces register XETHR.

Associated registers
Register XETHRMJU records the length of time an ETHR major condition
exists on the XA-Core.

Register XETHRCRU records the length of time an ETHR critical condition
exists on the XA-Core.
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Associated logs
The system generates the Ethernet log report (XA C329) when an ethernet
packlet, port or link goes out of service.

The system generates the Ethernet condition cleared log report (XAC629)
when the ethernet fault clears and the packlet, port or link returns to service.

Extension registers
There are no extension registers.

Register XETHRPRT
The XA-Core Ethernet (XETHRPRT) peg register counts the number of
critical ethernet port faults detected on the XA-Core.

Register release history
Release CSP14 introduces register XETHRPRT.

Associated registers
Register XETHRMJU records the length of time an ETHR major condition
exists on the XA-Core.

Register XETHRCRU records the length of time an ETHR critical condition
exists on the XA-Core.

Associated logs
The system generates the Ethernet log report (XA C329) when an ethernet
packlet, port or link goes out of service.

The system generates the Ethernet condition cleared log report (XAC629)
when the ethernet fault clears and the packlet, port or link returns to service.

Extension registers
There are no extension registers.

Register XETHRLNK

The XA-Core Ethernet (XETHRLNK) peg register counts the number of
critical ethernet link faults detected on the XA-Core.

Register release history
Release CSP14 introduces register XETHR.

Associated registers
Register XETHRMJU records the length of time an ETHR major condition
exists on the XA-Core.
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Register XETHRCRU records the length of time an ETHR critical condition
exists on the XA-Core.

Associated logs
The system generates the Ethernet log report (XA C329) when an ethernet
packlet, port or link goes out of service.

The system generates the Ethernet condition cleared log report (XAC629)
when the ethernet fault clears and the packlet, port or link returns to service.

Extension registers
There are no extension registers.
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OM group XACPOM

OM description

OM group XA-Core CallP Operational Measurement (XACPOM) includes
the CPBASE OMsfor XA-Core.

The XACPOM OM group contains 6 OM peg registers.

Some OM registers are related to specific log reports and alarms. For details,
seethe tabletitled "Relations among logs, alarms, and OMs" in the chapter
titled “ Problem isolation and correction” in the XA-Core Maintenance
Manual, 297-8991-510.

Release history

Registers

TL10.4 introduced OM group XACPOM.

OM group XACPOM registers display on the MAP terminal as follows:

/ INFO (XACPOMINFOX) \
ENCAPSZ ENCAPSZ2 ENCPOVFL CPOVFL
ENMSSZ ENMSOVFL

0O 0 xx vyy zzzz
0 0
0 0
o /

The following table describes the initial values displayed on the MAP
terminal.

Description of initial values of OM group XACPOM

Initial values Description

XX number of call processes

yyy number of encapsulators

7277 number of encapsulator message buffers

Group structure

OM group XACPOM provides one tuple for each office.
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Key field:
Thereisno key field.

Info field:
XACPOMINFOX consists of the following three parts:

* OM registers
» Infofield of intial values xx, yyy and zzzz
* OM registers count

Related OM groups
There are no related OM groups.

Related functional groups
There are no related functionality groups.

Related functionality codes
There are no related functionality codes.
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OM group XACPOM registers

Get an
encapsulator
from freeq
Encapsulator ENCAPSZz Y |ENCAPSZ Complete call
available? =655367 ENCAPSZ2 -
v N
ENCPOVL ENCAPSZ
Terminate call
Get a CallP from CallP Yy | Continue with
freeq available? call
N
CPOVFL Terminate call
-
Encapsulator \ Y Encapsulator Yy |ENMSSz Continue with
in running message buffer - auditing
state? available?
v N
Continue with ENMSOVFL Terminate
call | aUditiNG

Note: Free queue (freeq) is a queue of free call encapsulators.

e ———————— e — |
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Register ENCAPSZ

Register ENCAPSZ keeps record of how many encapsulators have been
requested and retrieved.

Register ENCAPSZ release history
TL10.4 introduced register ENCAPSZ.

Related registers
Register ENCAPSZ2 keepsthe record of how many timesregister ENCAPSZ
has wrapped around maximum value of 65536.

Register ENCPOV LF keeps record of number of encapsulators that were
requested but were not available.

Related logs
There are no related logs.

Extension registers
There are no extension registers.

Register ENCAPSZ2

Register ENCAPSZ2 keepsthe record of how many timesregister ENCAPSZ
has wrapped around maximum value of 65536.

Register ENCAPSZ2 release history
TL10.4 introduced register ENCAPSZ2.

Related registers
Register ENCAPSZ keeps record of how many encapsulators have been
requested and retrieved.

Related logs
There are no related logs.

Extension registers
There are no extension registers.

Register ENCPOVFL

Register ENCPOVFL keeps record of number of encapsulators that were
requested but were not available.

Register ENCPOVFL release history
TL10.4 introduced register ENCPOV FL
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Related registers
Register ENCAPSZ keeps record of how many encapsulators have been
requested and retrieved.

Related logs
There are no related logs.

Extension registers
There are no extension registers.

Register CPOVFL

Register CPOVFL keeps record of number of CallPs that were requested but
were not available.

Register CPOVFL release history
TL10.4 introduced register CPOV FL

Related registers
There are no related registers.

Related logs
There are no related logs.

Extension registers
There are no extension registers.

Register ENMSSZ

Register ENMSSZ keeps record of how many encapsul ators message buffers
have been requested and retrieved.

Register ENMSSZ release history
TL10.4 introduced register ENMSSZ.

Related registers
Register ENM SOV FL keeps record of number of encapsulator message
buffers that were requested but were not available.

Related logs
There are no related logs.

Extension registers
There are no extension registers.
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Register ENMSOVFL

Register ENM SOV FL keeps record of number of encapsul ator message
buffers that were requested but were not available.

Register ENMSSZ release history
TL10.4 introduced register ENMSOVFL.

Related registers

Register ENMSSZ keeps record of how many encapsulators message buffers
have been requested and retrieved.

Related logs
There are no related logs.

Extension registers
There are no extension registers.
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OM group XACSRVC

OM description

The XACSRVC OM group contains 11 OM usage registersand 5 OM peg
registers.

XA-Core peg registers record the number of fault conditions on the XA-Core.
XA-Core usage registers record the length of time a fault or alarm condition
exists on the XA-Core.

Some OM registers are related to specific log reports and alarms. For details,
see the table titled "Relations among logs, alarms, and OMs" in the chapter
titled “ Problem isolation and correction” in the XA-Core Maintenance
Manual, 297-8991-510.

Release history

Release CSP14 introduces OM group XACSRV C and registers, XETHRMJU
and XETHRCRU. Thisrelease also modifies OM group XACORE, moving
the following registersto OM group XACSRVC. XAPEMAJU, XAPECRIU,
XASSMPXU, XAMSMPXU, XARSMPXU, XASMCRIU, XALKMAJU,
XAMDMAJU, XAMDCRIU, XATRAP, XASWINI, XAMWINI, XASCINI,
XAMCINI.

Registers
OM group XACSRVC registers display on the MAP terminal asfollows.

XAPEMAJU XAPECRIU XASSMPXU XAMSMPXU
XARSMPXU XASMCRIU XALKMAJU XAMDMAJU
XAMDCRIU XETHRMJU XETHRCRU XATRAP
XASWINI XAMWINT XASCINI XAMCINI

Group structure
OM group XACSRVC provides one tuple per office.

Key field: EXTENDED_ARCHITECTURE_CORE

Info field: None

Associated OM groups
This OM group is associated with OM group XACORE.
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Associated functional groups

There is an association between OMgroup XACSRVC and the BASE0001
functional group.

Associated functionality codes
There are no associated functionality codes.
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XA-Core usage registers

Usage registers
scan for particular
alarm conditions XAMSMPXU
v P> XASSMPXU
LowSM Result of

manual or
system actiony

major alarm

condition? XARSMPXU

LowSM
critical dlarm
condition?

XASMCRIU

—»| XAPECRIU

LowPE Critical

XAPEMAJU

alarm darm N—»
condition? condition?
M Scomm Y 5| XAMDCRIU

major alarm XALKMAJWU

condition?

—p XAMDMAJW

N
AMDI Critical
darm alarm
condition? condition?
Y | XETHRCRU

ETHR
darm
condition?

Critical
alarm
condition?

—p XETHRMWU

VY VY VY YWY
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e — ]

XA-Core peg registers

Fault interrupt
event

p  XASCINI

XAMCINI

XASWINI

XAMWINI

Circuit pack
or packlet
fault?

End

]|
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XA-Core peg registers (continued)

XAPE * *»
XASM * —>
Packlet type XAMDI *
— AMDI? X AMDILNK *
XETHR*
=ETHR? XETHRLNK *
* Registers part of OM group XACORE

Register XAPEMAJU
The XA-Core LowPE Major Usage (XAPEMAJU) register records the length
of time (in 100 second increments) that aLowPE major alarm condition exists

on the XA-Core.
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During the L owPE major aarm condition, the X A-Core operates with reduced
processor elements (PE).

Register XAPEMAJU release history
Release CSP104 introduces register XAPEMAJU.

Associated registers
Register XAPE increments when afault is detected on an XA-Core PE circuit
pack (CP).

Register XARXPE increments when the PE REX class test fails.

Associated logs
The system generates the LowPE log report (XAC302) when thereis aloss of
processor element (PE) redundancy.

The system generates the LowPE Condition Cleared log report (XAC602)
when the LowPE condition clears and PE redundancy is restored.

Extension registers
There are no extension registers.

Register XAPECRIU
The XA-Core LowPE Critical Usage (XAPECRIU) register recordsthe length
of time that a LowPE critical alarm condition exists on the XA-Core. The
L owPE critical alarm condition only occurs when applications need more than
one processor (PE) circuit pack (CP) to meet capacity requirements.

Register XAPECRIU release history
Release CSP104 introduces register XAPECRIU.

Associated registers
Register XAPE increments when afault is detected on an XA-Core PE circuit
pack (CP).

Register XARXPE increments when the PE REX class test fails.

Associated logs
The system generates the LowPE log report (XAC302) when there is aloss of
PE redundancy.

The system generates the LowPE Condition Cleared log report (XAC602)
when the LowPE condition clears and PE redundancy is restored.

Extension registers
There are no extension registers.
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Register XASSMPXU

The XA-Core System Simplex Usage (XASSMPXU) register records the
length of time asimplex shared memory condition exists on the XA-Coreasa
result of a system action.

Register XASSMPXU release history
Release CSP104 introduces register XASSMPXU.

Associated registers
Register XASM incrementswhen afault is detected on ashared memory (SM)
circuit pack (CP).

Register XARXSM increments when the SM REX class test fails.

Associated logs
The system generatesthe REx Started log report (XAC615) when the REX test
begins.

The system generates the REx Report log report (XAC415) when the REX test
summary report generates.

The system generatesthe LowSM log report (XAC300) when thereisaloss of
shared memory on the XA-Core.

The system generates the LowSM Condition Cleared log report (XA C600)
when the LowSM condition clears.

The system generates the MemLim log report (XAC801) when available
allocatable memory is low.

The system generates the MemLim Condition Cleared log report (XAC601)
when the low allocatable memory condition clears.

Extension registers
There are no extension registers.

Register XAMSMPXU

The XA-Core Manua Simplex Usage (XAMSMPXU) register records the
length of time a simplex shared memory (SM) condition exists on the
XA-Core as aresult of amanual action.

Register XAMSMPXU release history
Release CSP104 introduces register XAMSMPXU.

Associated registers
There are no associated registers.
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Associated logs
The system generatesthe LowSM log report (XAC300) when thereisaloss of
shared memory on the XA-Core.

The system generates the LowSM Condition Cleared log report (XA C600)
when the low SM condition clears.

The system generates the MemLim log report (XAC801) when available
allocatable memory is low.

The system generates the MemLim Condition Cleared log report (XAC601)
when the low allocatable memory condition clears.

Extension registers
There are no extension registers.

Register XARSMPXU

The XA-Core Routine Exercise Test Simplex Usage (XARSMPXU) register
records the length of time that a simplex shared memory condition exists on
the XA-Core as aresult of the REX test.

Register XARSMPXU release history
Release CSP104 introduces register XARSMPXU.

Associated registers
There are no associated registers.

Associated logs

The system generatesthe LowSM log report (XAC300) when thereisaloss of
shared memory on the XA-Core system.

The system generates the LowSM Condition Cleared log report (XAC600)
when the LowSM condition clears.

The system generatesthe REx Started log report (XA C615) when the REX test
begins.

Extension registers
There are no extension registers.

Register XASMCRIU

The XA-Core LowSM Ciritical Usage (XASMCRIU) register records the
length of time alow shared memory critical alarm condition exists on the
XA-Core.
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Register XASMCRIU release history
Release CSP104 introduces register XASMCRIU.

Associated registers
There are no associated registers.

Associated logs
The system generatesthe LowSM log report (XAC300) when thereisaloss of
shared memory (SM) on the XA-Core.

The system generates the LowSM Condition Cleared log report (XA C600)
when the LowSM condition clears.

The system generates the MemLim log report (XAC801) when available
allocatable memory is low.

The system generates the MemLim Condition Cleared log report (XAC601)
when the low allocatable memory condition clears.

Extension registers
There are no extension registers.

Register XALKMAJU
The XA-CoreLink Major Usage (XALKMAJU) register records the length of
time a M Scomm (message switch communication) major alarm condition
exists on the XA-Core.

Register XALKMAJU release history
Release CSP104 introduces register XALKMAJU.

Associated registers
Register XACMIC increments when a critical fault is detected on aCMIC
packlet.

Register XAIOPincrementswhen acritical fault isdetected on an input/output
processor (10P) circuit pack (CP).

Associated logs
The system generates the M Scomm log report (XAC303) when thereisa
reduction or loss of communication between the XA-Core and the Message
Switch (MS).

The system generatesthe M Scomm Alarm Cleared |og report (XAC603) when
the M Scomm condition clears.
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The system generates the I0OP log report (XAC312) when there isaloss of
service of an IOP CP.

The system generates the I0OP Cleared log report (XAC612) when the |IOP
condition clears.

Register XAMDMAJU

The XA-Core ATM multinode data interface major usage (XAMDMAJU)
register records the length of time (in 100 second increments) that an AMDI
major alarm condition exists on the XA-Core.

Register XAMDMAJU release history
Release CSP12.7 introduces register XAMDMAJU.

Associated registers
Register XAMDI increments when afault is detected on an AMDI packlet.

Register XAMDILNK increments when afault is detected on an AMDI link.

Associated logs
The system generatesthe AMDI log report (XAC309) when an AMDI packl et
or link goes out of service.

The system generatesthe AMDI condition cleared log report (XA C609) when
the AMDI fault clears and the packlet or link returns to service.

Extension registers
There are no extension registers.

Register XAMDCRIU

The XA-Core ATM multinode data interface critical usage (XAMDCRIU)
register records the length of time (in 100 second increments) that an AMDI
critical alarm condition exists on the XA-Core.

Register XAMDCRIU release history
Release CSP12.7 introduces register XAMDCRIU.

Associated registers
Register XAMDI increments when afault is detected on an AMDI packlet.

Register XAMDILNK increments when afault is detected on an AMDI link.
Associated logs

The system generatesthe AMDI log report (XAC309) when an AMDI packl et
or link goes out of service.
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The system generatesthe AMDI condition cleared log report (XAC609) when
the AMDI fault clears and the packlet or link returns to service.

Extension registers
There are no extension registers.

Register XETHRMJU

The X A-Core Ethernet major usage (XETHRMJU) register records the length
of time (in 100 second increments) that an ETHR major alarm condition exists
on the XA-Core.

Register XETHRMJU release history
Release CSP14 introduces register XETHRMJU.

Associated registers
Register XETHR increments when afault is detected on an ethernet packlet.

Register XETHRLNK increments when afault is detected on an ethernet link.
Register XETHRPRT increments when afault is detected on an ethernet port.

Associated logs
The system generates the Ethernet log report (XA C329) when an ethernet
packlet, port or link goes out of service.

The system generates the Ethernet condition cleared log report (XAC629)
when the ethernet fault clears and the packlet, port or link returns to service.

Extension registers
There are no extension registers.

Register XETHRCRU

The XA-Core Ethernet critical usage (XETHRCRU) register records the
length of time (in 100 second increments) that an ETHR critical alarm
condition exists on the XA-Core.

Register XETHRCRU release history
Release CSP14 introduces register XETHRCRU.

Associated registers
Register XETHR increments when afault is detected on an ethernet packlet.

Register XETHRLNK increments when afault is detected on an ethernet link.

Register XETHRPRT increments when afault is detected on an ethernet port.
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Associated logs
The system generates the Ethernet log report (XA C329) when an ethernet
packlet, port or link goes out of service.

The system generates the Ethernet condition cleared log report (XAC629)
when the ethernet fault clears and the packlet, port or link returns to service.

Extension registers
There are no extension registers.

Register XATRAP

The XA-Core Trap (XATRAP) peg register counts the number of trap
interrupts in the XA-Core system.

Register XATRAP release history
Release CSP104 introduces register XATRAP,

Associated registers
There are no associated registers.

Associated logs
The system generates the XATrap log report (XAC814) when the number of
XA-Core traps exceeds the XATRAP alarm Threshold.

The system generates the X ATrap Alarm Cleared |log report (XAC614) when
the high trap rate clears.

Extension registers
There are no extension registers.

Register XASWINI

The XA-Core System Warm Restart (XASWINI) peg register counts the
number of warm restarts that result from a system action.

Register XASWINI release history
Release CSP104 introduces register XASWINI.

Associated registers
There are no associated registers.

Associated logs
There are no associated logs.

Extension registers
There are no extension registers.
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Register XAMWINI
The XA-Core Manual Warm Restart (XAMWINI) peg register counts the
number of warm restarts that result from a manual action.

Register XAMWINI release history
Release CSP104 introduces register XAMWINI.

Associated registers
There are no associated registers.

Associated logs
There are no associated |ogs.

Extension registers
There are no extension registers.

Register XASCINI
The XA-Core System Cold Restart (XASCINI) peg register countsthe number
of cold restarts that result from a system action.

Register XASCINI release history
Release CSP104 introduces register XASCINI.

Associated registers
There are no associated registers.

Associated logs
There are no associated logs.

Extension registers
There are no extension registers.

Register XAMCINI

The XA-Core Manual Cold Restart (XAMCINI) peg register counts the
number of cold restarts that result from a manual action.

Register XAMCINI release history
Release CSP104 introduces register XAMCINI.

Associated registers
There are no associated registers.

Associated logs
There are no associated |ogs.
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Extension registers
There are no extension registers.
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OM group XASTAT

OM description

The XASTAT OM group measures central processing unit (CPU) usage and
call processing on an XA-Core. Also use OM group XASTAT to provision an
XA-Core.

The XACSTAT OM group contains 13 OM usage registers and 3 OM peg
registers.

XA-Core peg registers record the number of fault conditions on the XA-Core.
XA-Core usage registers record the length of time a fault or alarm condition
exists on the XA-Core.

Some OM registers are related to specific log reports and alarms. For details,
seethe tabletitled "Relations among logs, alarms, and OMs" in the chapter
titled “ Problem isolation and correction” in the XA-Core Maintenance
Manual, 297-8991-510.

Release history
Usage register XASCMPLX isremoved in CSP20.

CSP13 introduced OM group XASTAT.

Registers
OM group XASTAT registers display on the MAP terminal asfollows.

XASUTIL XASPUTIL XASSCHED XASFORE
XASMAINT XASDNC XASOM XASGTERM
XASBKG XASAUXCP XASNETM XASSNIP
XASPESC XASNXFR XASOVER XASOTHLD

Group structure
OM group XASTAT provides one tuple per office.

Key field:
none

Info field:
none

e ——————— e — |
XA-Core Reference Manual



Copyright © 2006, Nortel Networks 74 Nortel Networks Confidential

Related OM groups

OM group BRSTAT measures CPU usage on a BRISC SuperNode and or
SuperNode XA-Core.

OM group CPUSTAT measures CPU usage on pre-BRISC Cores.

Both groups will contain zerosin each register of both the active and holding
groups.

Related functional groups
There are no functional groups related to OM group XASTAT.

Associated functionality codes
There are no associated functionality codes.

Register XASUTIL

The Current payload usage register indicates the percentage of call processing
capacity used within the provisioned recommendation for the grade of service
specifications.

Thisregister updates every minute to reflect the average call processing usage
observed sincethelast OM transfer. The holding XASUTIL register retainsthe
average call capacity usage calculated over the duration of the last OM
transfer.

Register XASUTIL release history
CSP13 introduced register XASUTIL.

Related registers
There are no related registers.

Related logs
There are no related logs.

Extension registers
There are no extension registers.

Register XASPUTIL

The Peak payload usage register indicates XA-Core peak call processing
usage.

This register updates every minute to reflect the peak minute call capacity
usage observed since the last OM transfer. The holding XASPUTIL register
retainsthe peak usage value observed over the duration of thelast OM transfer.

Register XASPUTIL release history
CSP13 introduced register XASPUTIL.
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Related registers
There are no related registers.

Related logs
There are no related logs.

Extension registers
There are no extension registers.

Register XASSCHED

The Scheduler overhead percent usage register indicates the ratio of
scheduling overhead compared to the expected capacity.

The XASSCHED register updates every minute to reflect the average usage
ratio for scheduler overhead since the last OM transfer occurred. The holding
register contains the average usage ratio over the last OM transfer period.

Register XASSCHED release history
CSP13 introduced register XASSCHED.

Related registers
There are no related registers.

Related logs
There are no related logs.

Extension registers
There are no extension registers.

Register XASFORE

The Foreground percent usage register indicates the ratio of operating system
overhead compared to the overhead allocated at capacity.

The XASFORE register updates every minuteto reflect the average usageratio
for operating system overhead since the last OM transfer occurred. The

holding register contains the average usage ratio over the last OM transfer
period.

Register XASFORE release history
CSP13 introduced register XASFORE.

Related registers
There are no related registers.
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Related logs
There are no related logs.

Extension registers
There are no extension registers.

Register XASMAINT

The Maintenance class percent usage register indicates the ratio of
mai ntenance usage compared to allocation.

The XASMAINT register updates every minute to reflect the average usage
ratio for maintenance sincethelast OM transfer occurred. The holding register
contains the average usage ratio over the last OM transfer period.

Register XASMAINT release history
CSP13 introduced register XASMAINT.

Related registers
There are no related registers.

Related logs
There are no related logs.

Extension registers
There are no extension registers.

Register XASDNC

The NOSFT class percent usage register indicates the ratio of NOSFT usage
compared to allocation.

The XASDNC register updates every minute to reflect the average usageratio
for NOSFT sincethelast OM transfer occurred. The holding register contains
the average usage ratio over the last OM transfer period.

Register XASDNC release history
CSP13 introduced register XASDNC.

Related registers
There are no related registers.

Related logs
There are no related logs.

Extension registers
There are no extension registers.
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Register XASOM

The OM percent usage register indicates the ratio of OM usage compared to
allocation.

The XASOM register updates every minute to reflect the average usage ratio
for OMssincethelast OM transfer occurred. The holding register containsthe
average usage ratio over the last OM transfer period.

Register XASOM release history
CSP13 introduced register XASOM.

Related registers
There are no related registers.

Related logs
There are no related logs.

Extension registers
There are no extension registers.

Register XASGTERM

The GTerm class percent usage register indicates the ratio of GTerm usage
compared to GUARANTEED_TERMINAL_CPU_SHARE office parameter.

The XASGTERM register updates every minute to reflect the average usage
ratio for GTerm since the last OM transfer occurred. The holding register
contains the average usage ratio over the last OM transfer period.

Register XASGTERM release history
CSP13 introduced register XASGTERM.

Related registers
There are no related registers.

Related logs
There are no related logs.

Extension registers
There are no extension registers.

Register XASBKG

The Background percent usage register indicates the ratio of background class
usage compared to allocation.
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The XASBKG register updates every minute to reflect the average usageratio
for background class usage since the last OM transfer occurred. The holding
register contains the average usage ratio over the last OM transfer period.

Register XASBKG release history
CSP13 introduced register XASBKG.

Related registers
There are no related registers.

Related logs
There are no related logs.

Extension registers
There are no extension registers.

Register XASAUXCP

The AUXCP class percent usage register indicates the ratio of AUXCP usage
compared to the AUXCP_CPU_SHARE office parameter.

The XASAUXCP register updates every minute to reflect the average usage
ratio for AUXCP since the last OM transfer occurred. The holding register
contains the average usage ratio over the last OM transfer period.

Register XASAUXCP release history
CSP13 introduced register XASAUXCP.

Related registers
There are no related registers.

Related logs
There are no related logs.

Extension registers
There are no extension registers.

Register XASNETM

The NETM class percent usage register indicatesthe ratio of NETMTC usage
compared to allocation.

The XASNETM register updates every minute to reflect the average usage
ratio for NETMTC since the last OM transfer occurred. The holding register
contains the average usage ratio over the last OM transfer period.
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Register XASNETM release history
CSP13 introduced register XASNETM.

Related registers
There are no related registers.

Related logs
There are no related logs.

Extension registers
There are no extension registers.

Register XASSNIP

The SNIP class percent usage register indicates the ratio of SNIP usage
compared to allocation.

The XASSNIP register updates every minute to reflect the average usageratio
for SNIP sincethelast OM transfer occurred. The holding register containsthe
average usage ratio over the last OM transfer period.

Register XASSNIP release history
CSP13 introduced register XASSNIP.

Related registers
There are no related registers.

Related logs
There are no related logs.

Extension registers
There are no extension registers.

Register XASPESC

Thispeg register countsthe number of one minute intervals during the transfer
period in which a PE state change occurred.

The XASPESC register increments once every minute when a PE state change
occurs. The holding register contains the number of one minute intervals
during which a PE state change occurs over the last OM transfer period.

A PE state change impacts the accuracy of capacity data collected over the
time interval. OMs reported during the same transfer period as group
XASPESC are less accurate. A higher peg count indicates |less accuracy.
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Register XASPESC release history
CSP13 introduced register XASPESC.

Related registers
There are no related registers.

Related logs
There are no related logs.

Extension registers
There are no extension registers.

Register XASNXFR
This peg register counts the number of transfer periods.

Register XASNXFR release history
CSP13 introduced register XASNXFR.

Related registers
There are no related registers.

Related logs
There are no related logs.

Extension registers
There are no extension registers.

Register XASOVER

This peg register counts the number of transfer periods during which system
usage was greater than 100%.

Register XASOVER release history
CSP13 introduced register XASOVER.

Related registers

The XASOVER register increments every minute that register XASUTIL
exceeds 100. The holding register contains the number of one minuteintervals
register XASUTIL exceeded 100 over the last OM transfer period.

Related logs
There are no related logs.

Extension registers
There are no extension registers.
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Register XASOTHLD

This peg register counts the number of one minute intervals during which
system utilization exceeded the office parameter
CC ENGLEVEL _WARNING THRESHOLD.

Register XASOTHLD release history
CSP13 introduced register XASOTHLD.

Related registers
There are no related registers.

Related logs
There are no related logs.

Extension registers
There are no extension registers.

e ———————— e — |
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OM group IOCAP

OM description

ThelOCAP OM group providesinformation on 10 capacity such as utilization
and throughput information. The OM group provides the information for each
IO service type supported on the switch. Possible service types are CMIC,
ETHR, and AMDI. The information provided by the OM group refersonly to
IO capacity provided by HIOP circuit packs (NTLX04) and by HCMIC circuit
packs (NTLX17). It does not refer to 10 capacity provided by packlets.

Here is an example of the information in the OM group.

IOUTIL IOHWM TXMSGPS TXSIZE RXMSGPS RXSIZE IOTHRESH

1 AMDI 0 0 0 0 0 0 0
2 CMIC 17 18 1254 102 1254 63 0
3 ETHR 64 72 15204 105 13234 84 0

Release history
OM group IOCAP was developed for CSP21 and was patched back to CSP20.

Registers
OM group IOCAP registers display on the MAP terminal as follows.

IOUTIL IOHWM TXMSGPS TXSIZE
RXMSGPS RXSIZE IOTHRESH

Group structure
OM group IOCAP provides one tuple per 10 service type available in the
office. Possible service typesare CMIC, ETHR, and AMDI.

Key field:
IOCAP_OM_SERVICE_INFO Thisfield indicates the 10 service type
whose capacity information is shown. Possible servicetypesare CMIC,
ETHR, and AMDI.

Info field:
none

Related OM groups
There are no related OM groups.
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Related functional groups
There are no related functional groups.

Associated functionality codes
There are no associated functionality codes.

Register IOUTIL

IOUTIL isausage register holding the average utilization value of the
specified 10 service type (CMIC, ETHR, or AMDI). Each utilization valueis
a percentage. This value is accumulated every minute, and the averageis
calculated for every OM transfer period.

The 10-utilization calculation is based on a mathematical prediction and
therefore is subject to error (+/- 10%). 10 utilization can vary from minute to
minute, even with aconstant call rate, and depends on many factors, including
the amount of non-payload work. The 1O-utilization accuracy should fall
within the +/- 10% range, even in the event of asingle fault, for example, a
singlelink failure. The 10O-utilization accuracy may be outside of the rangein
the event of adouble fault, for example, double card failure.

Register IOUTIL release history
Register IOUTIL was created for CSP21 and was patched back to CSP20.

Related registers
There are no related registers.

Related logs
There are no related logs.

Extension registers
There are no extension registers.

Register IOHWM

IOHWM is ahigh-watermark register holding the highest utilization value of
the specified 10 service type (CMIC, ETHR, or AMDI) over the OM transfer
period.

Register IOHWM release history
Register IOHWM was created for CSP21 and was patched back to CSP20.

Related registers
There are no related registers.

Related logs
There are no related logs.
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Extension registers
There are no extension registers.

Register TXMSGPS

TXMSGPSisausage register. The valueisanumber of messages per second.
It isthe average total system number of outgoing messages per second of the
specified 10 service type (CMIC, ETHR, or AMDI). Thisvalueis

accumul ated every minute, and the averageis calculated for every OM transfer
period.

Register TXMSGPS release history
Register TXM SGPS was created for CSP21 and was patched back to CSP20.

Related registers
There are no related registers.

Related logs
There are no related logs.

Extension registers
There are no extension registers.

Register TXSIZE

TXSIZE isausage register. The value is amessage size, in bytes. It isthe
average size of an outgoing message of the specified 10 service type (CMIC,
ETHR, or AMDI). Thisvalueisaccumulated every minute, and the averageis
calculated for every OM transfer period.

Register TXSIZE release history
Register TXSIZE was created for CSP21 and was patched back to CSP20.

Related registers
There are no related registers.

Related logs
There are no related logs.

Extension registers
There are no extension registers.

Register RXMSGPS
RXMSGPSisausage register. The value is anumber of messages per second.
It isthe average total system number of received messages per second of the
specified 10 service type (CMIC, ETHR, or AMDI). Thisvalueis
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accumul ated every minute, and the averageis calculated for every OM transfer
period.

Register RXMSGPS release history
Register RXMSGPS was created for CSP21 and was patched back to CSP20.

Related registers
There are no related registers.

Related logs
There are no related logs.

Extension registers
There are no extension registers.

Register RXSIZE

RXSIZE is ausage register. The value is a message size, in bytes. It isthe
average size of an incoming message of the specified IO service type (CMIC,
ETHR, or AMDI). Thisvalueisaccumulated every minute, and the averageis
calculated for every OM transfer period.

Register RXSIZE release history
Register RXSIZE was created for CSP21 and was patched back to CSP20.

Related registers
There are no related registers.

Related logs
There are no related logs.

Extension registers
There are no extension registers.

Register IOTHRESH

IOTHRESH isapeg register that countsthe number of one-minuteintervalsin
the transfer period during which the 10 utilization for the service has exceeded
thevalueof thelO_WARNING_THRESHOLD office parameter. Thisregister
isintended to give the customer aflexible warning that the 10 system may
require an upgrade.

Register IOTHRESH release history
Register IOTHRESH was created for CSP21 and was patched back to CSP20.

Related registers
There are no related registers.
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Related logs
There are no related logs.

Extension registers
There are no extension registers.

- i |
XA-Core Reference Manual



Copyright © 2006, Nortel Networks 88 Nortel Networks Confidential

This page isleft blank intentionally.

207-8991-810 CSP22 Standard 12.02 January, 2006



Copyright © 2006, Nortel Networks Nortel Networks Confidential

Understanding XA-Core log reports

This chapter contains the following information about the log reports that are
related to XA-Core:

» theformat of log reports, beginning at Log format on page 89

» theevent types by which log reports are classified, at Event types on
page 95
» thetypesof logsthat are generated, at Log types on page 98

» detailed information about individual log reports, at CAP100 on
page 103

For instructions for analyzing the root cause of difficult log reports, see the
chapter titled “Problem isolation and correction” in the XA-Core Maintenance
Manual, 297-8991-510.

Introduction

Log reportsare aprimary source of information to monitor the components of
the XA-Core. Log reports

* identify faults on XA-Core components.

» provideinformation on system tests.

* identify possible actions for correcting alarm conditions.
» generateto indicate when an alarm condition clears.

Log format
A log report is composed of the following sections:
» the header
* thebody

The following sections describe the header and body.

Standard (STD) log header

The log report header shows a summary of the event that generated the log
report. Thefirst line of every log report containsthelog header. Thelog header
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has 10 fields and every log report displays eight of thesefields. The Office ID
field and the Threshold field only appear when office parameters are set.

The standard log header is shown in the following figure.

Figure 0-1 XA-Core log header field display

Office ID Severity Threshold ReportID Date Time Sequence Event Event text
(optional) (optional) number
HitHHE ok +  XACH# mmmdd hh:mm:ss ssdd Event Type Log Title

The standard log header field descriptions are provided in Table .

Standard log header field descriptions (Sheet 1 of 2)

Field Description Entry Log Type
Office ID The Office ID field identifies the switch or office | 12 alphanumeric Info/Action
(optional) that generated the log report. This value is set
P in office parameter LOG_OFFICE_ID in table
OFCVAR.
Severity Indicates the log severity. The log report 3 asterisks (***) Info/Action
displays asterisks to show the different =critical
sever!tle_s. I_n an action log report, the log _ 2 asterisks (**)
severity indicates the severity of the associated | ~— "
I =major
alarm condition.
1 asterisk (*)
=minor
blank
=no alarm
Threshold The threshold field indicates if a threshold is set | + or blank Info/Action
(optional) for that log report. A plus (+) sign in this field
P indicates that a threshold is set. A blank field
indicates that no threshold is set.
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Standard log header field descriptions (Sheet 2 of 2)
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Field Description Entry Log Type
Report ID The Report ID field id divided into two parts. The | XAC### Info/Action
first part (XAC) of the field identifies the log
group. The log group identifies the subsystem
that generates the log report. The second part
(###) of the field indicates the log report
number. The log report number identifies the
type of log report generated within that
subsystem.
Date The date field indicates the month and day that | mmm=month Info/Action
the log report generates. (Jan. to Dec.)
dd=day
(01 to 31)
Time The Time field indicates the exact hour, minute, | hh=hour Info/Action
and second the log report generates. (00 to 23)
mm=minutes
(00 to 59)
ss=seconds
(00 to 59)
Sequence The Sequence number field (ssdd) provides a | ssdd= Info/Action
number unique four-digit number for each log report that | 0000 to 9999
generates.
The first two digits (ss) indicate the global
sequence number which increments each time
a log report entry generates.
The last two digits (dd) indicate the device-type
sequence number which increments when a log
report is sent to a log device. It is reset to 00
when it exceeds a value of 99.
Event The Event field displays the system action or FLT, INFO, RTS, | Info/Action
event that generated the log report. ManB
Event Text The Event text provides a brief description of Text string Info/Action
the event.

Log body
The log report body displays information appropriate to the log type (Action
or Information). The log body appears below the log header. In all cases, the
reasons for an event are displayed in the log report.
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Examples of the log body format for the action and information log reports
appears in the following two figures. These figures do not contain the log
header.

Figure 0-1 Log body for the Action log

Impact statement
I

IMPACT: System/Fault impact statement

Description statement
|

DESCRIPTION: Description statement

Class Caad  Card Card Floor Row  Bay  Shelf Slot Packlet Device Equipment product
Type State  Site engineering code &
serial number

CARD: Type  STATE Site FI Row Bay Shf/SIt/Pk/Dv EqPEC/Serial
cece cecee HOST 00 A00 DPCC:00 nnnnspd ccenneec/nnnnnnnnnnn

REASON: Reason for fault
ACTION: Fault correction activity (determined by system)
Card list
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Figure 0-2 Log body for the XA-Core information log
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Fault statement
‘ I
DESCRIPTION: System information statement
Class Card Card Card Floor Row Bay  Shelf Slot Packlet Device
Type State  Site
CARD: Type  STATE Site Fl Row Bay Shf/SIt/Pk/Dv
ccee ccee HOST 00 A00 DPCC:00 nnnnspd

Equipment product

engineering code &
serial number

EqPEC/Serial

ccenneee/nnnnnnnnnnin

Log body field descriptions

Log body fieldsare described in Table . Thesefields appear in both action and

information type log reports.

Log body field descriptions (Sheet 1 of 3)

Field Description Entry Log Type
Impact The Impact field displays a system impact Text string Action
statement.
Description The Description field displays more detail Text string Action/Info
about the system event. Information on the
state change of a piece of equipment can also
appear in this field.
Class The Class field identifies the type of resource | Text string Action/Info
involved in the message: CARD (circuit pack
or packlet), LINK, PORT, or TOD.
Card type The Card type field only displays types of SM, PE, 10, Disk, Info/Action
XA-Core circuit packs and packlets. This field, | Tape, CMIC, RTIF
in conjunction with the Class field, identifies
the resource involved in the log.
State The State field displays the current UnEq, InSv, O0S, Info/Action
operational state of the circuit pack or packlet. | IsTb, SysB, CBsy,
The State field only displays for events ManB,
related to circuit packs or packlets.
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Log body field descriptions (Sheet 2 of 3)

Field Description Entry Log Type
Site The Site field displays the site name of the Alphanumeric Info/Action
switch that contains the circuit pack or packlet
with a fault.
The Site field only displays for events related
to circuit packs or packlets.
Floor The Floor field displays the floor position for Numeric Info/Action
the circuit pack or packlet with a fault.
The Floor field only displays for events related
to circuit packs or packlets.
Row The Row field displays the row position that Alphanumeric Info/Action
contains the circuit pack or packlet with a
fault.
The Row field only displays for events related
to circuit packs or packlets.
Bay The Bay field displays the bay location (frame | Alphanumeric Info/Action
type and number) of the circuit pack or packlet
with the fault.
The Bay field only displays for events related
to circuit packs or packlets.
Shf/SIt/Pk/Dv This field displays the shelf and slot position | nn/nns p d Info/Action
of the resource with the fault.
where:
A packlet value is displayed if the resource nn/ = shelf number
involved in the log is a packlet or if it is a (0 to 3)
device on a packlet.
/nn = slot number
A device value is displayed if the type of (01 to 18)
resource involved in the log is PORT, LINK, or
TOD. s =F (front) or R
(rear)
p = packlet position
U (upper) or L
(lower)
d = device (0 or 1)
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Log body field descriptions (Sheet 3 of 3)

Field Description Entry Log Type

EqPEC/Serial The EqPEC/Serial field displays the Alphanumeric Info/Action
equipment product engineering code
(EqQPEC) and serial number of the circuit pack
or packlet with the fault.

The EqPEC/Serial field only displays for
events related to circuit packs or packlets.

Reason The Reason field displays a statement that Text string Action
describes the fault that has created the alarm
condition.

Action The Action field displays the recommended Text string Action

action that operating company personnel can
take to correct the fault.

Card list The Card List field displays a list of other Alphanumeric Action
circuit packs or packlets that can also be the
source of the fault. This field is displayed only
if other cards are involved in the log.

The Card List field displays the CP or packlet
weight (probability, shown as a percentage,
that the CP or packlet contains a fault), card
type, state, site, floor, row, bay, shelf and slot
position, product engineering code and serial
number for each CP or packlet.

Event types

The event typeisafield inthelog header. The event type classifies the system
event under auniquelog category. Most log reportsrelated to X A-Core usethe
following event types.

» Action log reports with the following subtypes:
— Fault (FLT)
— Trouble (TBL)

e Service summary (SUMM)

* Information (INFO)

» Exception (EXC) eventsindicate when the XA-Core system has
experienced trouble during normal call processing.

Action event types
Action log reports generate when operating company personnel need to take
action to correct the problem. Action log reports are associated with alarm
conditions on the XA-Core.
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Action logsindicate the detection of afault on X A-Core equipment. Detection
of afault raises an alarm condition and generates an Action log report. In an
action log report, the log severity (indicated by the severity field in the log
header) indicates the severity of the associated alarm condition. Thelog report
includes arecommended action that operating company personnel can follow
to clear the alarm.

Action log reports display afault (FLT) or Trouble (TBL) event type. Action
log reports can display acardlist to identify circuit packs and packlets that can
also contain faults.

There are two types of Action log reports:

» Action log reports with a Trouble (TBL) event type. Action log reports
with TBL event typesindicate problemswith switch operations or possible
trouble with a piece of XA-Core equipment.

» Action log reports with a Fault (FLT) event type. Action log reports with
FLT event types indicate the system detected a fault with a piece of
XA-Core equipment.

The format for Trouble and Fault action log reportsisillustrated in the
following figure.

Figure 0-1 XA-Core Trouble and Fault action log report format

Alarm XACnnn mmmdd hh:mm:ss ssdd Event Type Event Text

IMPACT:

<System Impact Statement>

DESCRIPTION: <Description Statements>

Class:

REASON:
ACTION:

Type State Site FL Row Bay Shf/sSlt/Pk/Dv EqQPEC/Serial
cccc cccc  ccce nn ocnn ccce:nn nn nns p d ccccnncce/nnnnnnnn

<Reason Statements>
<Action Statement>

FAULT RECORD ID: hhhhhhhh
Check the following card(s) for possible source of fault.

297-8991-810

Weight Type Site FL Row Bay Shf/slt/Pk/Dv EgPEC/Serial
nnn% Ccccc Cccc nn Ccnn CCcc:nn nn nnc ¢ n nnnnceenn/ccccccccccce
nnn% Ccccc CCcc nn Ccnn CCcc:nn nn nnc ¢ n nnnnceenn/ccccccccccce

nnn% Ccccc CCCC nn cnn cccc:nn nn nnc c n nnnnccnn/cccccccccccc

The following figure shows another format used for Fault action log reports.
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Figure 0-2 XA-Core Fault action log report format

Alarm XACnnn mmmdd hh:mm:ss ssdd Event Type Event Text
IMPACT: <System Impact Statements>
REASON: <Reason Statement>
ACTION: <Action Statement>

Service summary event type
Service Summary log reports provide asummary of eventsthat occur during a
seguence of events or alength of time. Service Summary log reports indicate
the counts of successful or unsuccessful events that are too many to report

separately.
Service Summary log reports have a SUMM event type.

Information event type
For an information log report, operating company personnel do not have to
take any action. INFO event type log reports provide information about events
such as alarm clearing, configuration changes, status reports and return to
service (RTS) notifications.

Note: Most information log reports have an INFO event type. Exceptions
are XAC310 and XAC610, which have the MANB and RTS event types.

Examples of the information log report formats are shown in the following
figures.

Figure 0-3 XA-Core Information log format

XACnnn mmmdd hh:mm:ss ssdd Event Type Event Text

DESCRIPTION: <Description Statement>
Class: Type State Site FL Row Bay Shf/Slt/Pk/Dv EgQPEC/Serial
ccce cccc  cccc nn ocnn cccc:nn nn nns p d cccocnncc/nnnnnnnn

Another example of the other information log report format is shown in the
following figure.
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Figure 0-4 XA-Core Information log format

XACnnn mmmdd hh:mm:ss ssdd Event Type Title text
DESCRIPTION:<Description Statements

Exception event type
Exception (EXC) events indicate that the XA-Core system has experienced
either a software or hardware trouble during normal call processing.

Log types
The following types of logs are XA-Core rel ated:
* XA-Corelogs (type XAC)
* XA-Core memory blocking logs (type XACP)
» capacity logs (type CAP)
* lost logs (type LOST)
» footprint logs (type FPRT)
» time-of-day logs (type SOS)
* input/output audit logs (type IOAU)
» XA-Core resource-recovery logs (type XAUD)
XA-Core logs

XA-Core (XAC) log reports identify information from XA-Core cards,
subsystem clocks, imaging, routine exerciser (REX) tests, and link tests. The
XAC logs arein the range XAC300 to XAC814. Subsequent sections of this
chapter contain detailed information about each of the XAC logs.

XA-Core memory blocking logs
XA-Core memory blocking (XACP) log reports indicate the degree of
memory blocking that exists in the switch. The XACP logs are XACP300,
XACP500, and XACP600. Subsequent sections of this chapter contain
detailed information about each of the XACP logs.

Capacity logs
Capacity (CAP) logs provide capacity-monitoring information. The CAPlogs
are CAP100, CAP101, CAP102, and CAP103. Subsequent sections of this
chapter contain detailed information about each of the CAP logs.

Note: For information on capacity-monitoring, see the chapter titled
Capacity-monitoring tools in an XA-Core in this document.
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Lost logs
Lost (LOST) logsindicate an Exception (EXC) event type. An EXC event type
meansthat the X A-Core system has experienced either asoftware or hardware
trouble during normal call processing.

The switch generates LOST logs for lost messages or for message errors.
Subsequent sections of this chapter contain detailed information about the
following LOST logs, which are relevant to XA-Core: LOST110, LOST111,
LOST116, and LOST117.

Note: For information about the complete set of LOST logs, see the
DMS-100 Log Report Reference Manual, 297-8021-840 (North American
market) or 297-9051-840 (International market).

Footprint logs (type FRPT)
The switch generates footprint (FPRT) log reports after a switch restart. The
footprint log report contains snapshot data on the XA-Core.

The following list identifies footprint logs and their triggers.

Footprint logs

Log title Log description Trigger

FPRT105 Successful Footprint Snapshot data reported on
XA-Core footprint after a switch
restart.

FPRT106 Footprint Not Collected Footprint not collected for XA-Core
after a switch restart.

Note: Theinformation collected over arestart goes into the footprint
buffers. To inspect the footprint buffers, you use the commandsin the
FOOTPRT MAP level. For instructions on how to access the FOOTPRT
MAP level, and for alist of commands available at that level, see Nonmenu
Commands Historical Reference Manual (volume 2), 297-1001-8202. At
the FOOTPRT MAP level, you can use the help command to obtain online
information about command syntax and command parameters. For
instructions on how to use the help command, seethe chapter titled “ On-line
command information” in DMS Family Commands Reference Manual,
297-1001-822.

i ————————— e — ]
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Time-of-day logs
Time-of-day (SOS) log reports indicate the status of the time-of-day value
maintained by XA-Core. SOS|og reports are generated only if the time of day
is set to the Network Time Protocol (NTP) standard.

Note: The setting of office parameter SNTP_CLIENT in table OFCENG
determines whether the NTP standard is used.

Thetime-of-day logsare SOS701, SOS702, and SOS703. Subsequent sections
of this chapter contain detailed information about each of the time-of-day logs.

Notel: TheTOD alarmsarevisibleinthe TOD field, at thefollowing MAP
level: MAPCI;MTC;APPL;OAMAP.

Note2: For information on setting and querying the time-of-day clock, see
“How to check and adjust the XA-Core TOD” in the XA-Core Maintenance
Manual, 297-8991-510.

Input/output audit logs (type IOAU)

The switch generates input/output audit (IOAU) log reports that provide
information related to input/output (1/0) audits.

The following list identifies the input/output audit log reports and their
triggers.

Input/output audit logs

Log Title Trigger
IOAU112 REX Scheduler Notice Scheduler notice for routine exercise
(REX) test.

XA-Core resource-recovery logs (type XAUD)
An XA-Core resource-recovery log is generated whenever a call-processing
resource is recovered by an audit process that runs on the XA-Core.

Thelog codeis XAUDnNNN, where nnn is an integer in the range 600 to 610 or
in the range 700 to 955.

All XAUD logs are informational logs, of type INFO.

XAUD logs help Nortel personnel to track down potentially lost internal
resources.

If your system generates XAUD logs, no action on your part is required.
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Log throttling

During system operation, aslog messages are generated, the system sends the
messages to log devices (devices that print or display the messages), and to
disk (referred to a Disk Log).

If you want to limit the number of log messages the system sends to these
destinations, you can specify log throttling. You can specify throttling against
aspecific log, for example, TRK113. Alternatively, you can specify throttling
against alog-report group, for example, TRK. You specify areporting interval,
such as five minutes, and a threshold, such as 100.

You can specify throttling for logs generated in the XA-Core. Thisincludes
more logs than those described in this manual. (This manual contains
description of logs that pertain to the functioning of the XA-Core and its
components.) For information on the log groups, see DMS-100 Log Report
Reference Manual, 297-8021-840 (North American market) or 297-9051-840
(International market).

The system counts |log messages that occur during the reporting interval. If,
during theinterval, the number of specified |og messages reachesthe specified
threshold value, then the system throttles any additional such log messages.
That means the system does not send those additional log messages to the log
devices. You have the option of extending the throttling to Disk Log too, in
which case the system applies the same limits to log messages going to that
destination.

At the expiry of the reporting interval, the system resets the counters to zero,
cancels any existing throttling, and resumes sending log messages to their
destinations.

You specify log throttling in table LOGTHROT. See the description of table
LOGTHROT in the chapter titled XA-Core data schema overview in this
document. For instructions for specifying log throttling, see the procedure
titled “How to specify log throttling” in the chapter titled “Introduction to
routine maintenance procedures’ in the XA-Core Maintenance Manual,
297-8991-510.

e —————————— e — ]
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CAP100

Explanation

The CAP100 log provides a summary of the system’s capacity usage for the
previous 15 minutes. It provides averages of the numerical datareported at the
CAPACITY MAP level during 15-minute sample. (The following figure
shows the location of the CAPACITY level in the hierarchy of MAP levels.)

The log generates once every 15 minutes when activated by the STRTLOG
command.

Location of the CAPACITY MAP level

MAPCI

MTC

CAPACITY

SCHEDMAP DETAIL

Event type
Informational (INFO).
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Format
The format for log CAP100 follows:

Switch Reportid mmmdd hh:mm:ss ssdd Event type Log title

CATMP/HR <nns> UTIL <nn> ENGCATMP <nn> MAXCATMP <nn>

Example
An example of log CAP100 follows:

MTXJ10AF CAP100 JUN26 12:47:19 6000 INFO CAPACITY SUMMARY

CATMP/HR 120000 UTIL 75 ENGCATMP 160000 MAXCATMP 2000000

Field descriptions
The following table explains each of the fieldsin the log report:

Field Value Description

Switch Identifies the switch

Reportid CAP100 The Reportid field displays the log group (CAP) and
identification number of the log report.

Event type INFO The Event Type displays the type of event identified in
the log report.

Log title CAPACITY_SUMMARY The Reportid field displays the log group and
identification number of the log report.

CATMP/HR Numeric Call attempts per hour.

UTIL Numeric A percentage representing the summary of capacity

activity for the last 15 minutes.

ENGCATMP Numeric Projected engineered call attempts per hour at which
all grade-of-service specifications are met. This value
is based on the Rated Power of the office, and does
not take the processing power of the spare PE into
account.

MAXCATMP Numeric Projected maximum call attempts per hour at which all
grade-of-service specifications are met. This value
includes all PEs, including those provisioned for
reliability.

Action
There is no action required.
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Related OM registers
Theregistersin OM group XASTAT.

Additional information
The CAP-log buffer isacircular buffer. When the buffer has filled up, each
new CAP log report overwrites the oldest CAP log report in the buffer. When
you display the CAP log reports using LOGUTIL or DLOG, you may
encounter one or more instances of the message, “Log not available or
overwritten due to log throttling.” This message isdisplayed if alog report in
the buffer isso old that it no longer makes sense, or if alog report isincomplete
because it has been overwritten by new data.

The CAP log buffer can hold up to three hours worth of CAP log reports.
Note: The three hours need not be three consecutive hours. For example, if
you disable CAP logs for alength of time and then enable them again, the
log reportsin the buffer will be from non-consecutive hours.

CAP log reports survive warm and cold restarts.
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CAP101

Explanation

The CAP101 log provides the user data reported at the CAPACITY MAP
level. (Thefollowing figure shows the location of the CAPACITY level inthe
hierarchy of MAP levels.)

The log generates three times every 15 minutes. Each time it generates, it
provides information about the previous five minutes. The information refers
to five one-minute intervals.

The log activates when the user enters the STRTLOG command.

Location of the CAPACITY MAP level

MAPCI

CAPACITY

SCHEDMAP DETAIL

Event type
Informational (INFO).

Format
The format for log CAP101 follows:

Switch Reportid mmmdd hh:mm:ss ssdd Event type Log title

<min.>: CATMP/HR <nn> UTIL <nn> ENGCATMP <nn> MAXCATMP <nn>
ENGLEVEL <ABOVE |BELOW> CCOVRLD <ON|OFF> IOOVRLD <OFF |CMIC|ETHR|CMIC-ETHR>
PESC <YES|NO>
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An example of log CAP101 follows:

MTXJ10AF CAP101 JUN26 12:47:19 6000 INFO CAPACITY DATA

11: CATMP/HR

120000 UTIL

ENGLEVEL BELOW CCOVRLD OFF

12: CATMP/HR

112000 UTIL

ENGLEVEL BELOW CCOVRLD OFF

13: CATMP/HR

112000 UTIL

ENGLEVEL BELOW CCOVRLD OFF

14: CATMP/HR

120000 UTIL

ENGLEVEL BELOW CCOVRLD OFF

15: CATMP/HR

120000 UTIL

ENGLEVEL BELOW CCOVRLD OFF

Field descriptions
The following table explains each of the fieldsin the log report:

ENGCATMP 160000 MAXCATMP 200000
IOOVRLD OFF PESC NO

ENGCATMP 160000 MAXCATMP 200000
IOOVRLD OFF PESC NO

ENGCATMP 160000 MAXCATMP 200000
IOOVRLD OFF PESC NO

ENGCATMP 160000 MAXCATMP 200000
IOOVRLD OFF PESC NO

ENGCATMP 160000 MAXCATMP 200000
IOOVRLD OFF PESC NO

Field Value Description

Switch Identifies the switch

Reportid CAP101 The Reportid field displays the log group (CAP) and
identification number of the log report.

Event type INFO The Event Type displays the type of event identified in
the log report.

Log title CAPACITY_DATA The Reportid field displays the log group and
identification number of the log report.

CATMP/HR Numeric Call attempts per hour.

UTIL Numeric Current call attempts as a percentage of engineered
call attempts.

ENGCATMP Numeric Projected engineered call attempts per hour at which
all grade-of-service specifications are met. This value
is based on the Rated Power of the office, and does
not take the processing power of the spare PE into
account.

MAXCATMP Numeric Projected maximum call attempts per hour at which all
grade-of-service specifications are met. This value
includes all PEs, including those provisioned for
reliability.
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Description

Boolean, indicating whether utilization is above or
below the value set for office parameter
CC_ENGLEVEL_WARNING_THRESHOLD.

Boolean, indicating the status of the central control
overload controls.

Indicates the status of the 10 overload controls. The
system monitors the usage of the CMIC and ethernet
messaging. When the messaging rate exceeds a
threshold, the system activates overload control.
When activated, overload control causes the system
to reject new call originations. The system deactivates
overload control when the messaging rate declines to
a rate that does not exceed the threshold. The value
CMIC indicates that the CMIC messaging rate has
exceeded the CMIC messaging threshold, causing the
system to activate CMIC overload control. The value
ETHR indicates that the ethernet messaging rate has
exceeded the ethernet messaging threshold, causing
the system to activate ethernet overload control. The
value CMIC-ETHR indicates that the CMIC messaging
rate has exceeded the CMIC messaging threshold
and the ethernet messaging rate has exceeded the
ethernet messaging threshold, causing the system to
activate CMIC overload control and ethernet overload
control.

Boolean, indicating whether a PE state change
occurred.

Field Value
ENGLEVEL ABOVE or BELOW
CCOVRLD ON or OFF
IOOVRLD OFF or
CMIC or
ETHR or
CMIC-ETHR
PESC YES or NO
Action

Thereis no action required.

Related OM registers

Theregistersin OM group XASTAT.

Additional information

The CAP-log buffer isacircular buffer. When the buffer has filled up, each
new CAP log report overwrites the oldest CAP log report in the buffer. When
you display the CAP log reports using LOGUTIL or DLOG, you may

encounter one or more instances of the message, “Log not available or
overwritten due to log throttling.” Thismessage is displayed if alog report in
the buffer isso old that it no longer makes sense, or if alog report isincomplete
because it has been overwritten by new data.
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The CAP log buffer can hold up to three hours' worth of CAP log reports.
Note: Thethree hours need not be three consecutive hours. For example, if
you disable CAP logs for alength of time and then enable them again, the
log reportsin the buffer will be from non-consecutive hours.

CAP log reports survive warm and cold restarts.
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CAP102

Explanation

The CAP102 log provides the user data reported at the SCHEDMAP MAP
level. (Thefollowing figure showsthelocation of the SCHEDMAPIevel inthe
hierarchy of MAP levels.)

The log generates three times every 15 minutes. Each time it generates, it
provides information about the previous five minutes. The information refers
to five one-minute intervals.

The log activates when the user enters the STRTLOG command.

Location of the SCHEDMAP MAP level

MAPCI

CAPACITY

SCHEDMAP DETAIL

Event type
Informational (INFO).

Format
The format for log CAP102 follows:

Switch Reportid mmmdd hh:mm:ss ssdd Event type Log title

<min.>: SCHED <n> FORE <n> MAINT <n> DNC <n> AUXCP <n>
OM <n> GTERM <n> BKG <n> NETM <n> SNIP <n> IO <n>

e ———————— e — |
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An example of log CAP102 follows. Thisisthethird of three instances of the
log generated during a 15-minute period.

MTXJ10AF CAP102 AUGl6 16:53:13 3400 INFO CAPACITY SCHEDMAP

11: SCHED

OM 95 GTERM

12: SCHED

OM 95 GTERM

13: SCHED

OM 95 GTERM

14: SCHED

OM 95 GTERM

15: SCHED

OM 95 GTERM

Field descriptions
The following table explains each of the fieldsin the log report:

FORE 75 MAINT 80 DNC 66 AUXCP 100
50 BKG 300 NETM O SNIP 20 IO O

FORE 75 MAINT 80 DNC 66 AUXCP 100
50 BKG 300 NETM 0 SNIP 20 IO O

FORE 75 MAINT 80 DNC 66 AUXCP 100
50 BKG 300 NETM O SNIP 20 IO O

FORE 75 MAINT 80 DNC 66 AUXCP 100
50 BKG 300 NETM 0 SNIP 20 IO O

FORE 75 MAINT 80 DNC 66 AUXCP 100
50 BKG 300 NETM O SNIP 20 IO O

Field Value Description

Switch Identifies the switch

Reportid CAP102 The Reportid field displays the log group (CAP) and identification
number of the log report.

Event type INFO The Event Type displays the type of event identified in the log
report.

Log title CAPACITY_ The Reportid field displays the log group and identification

SCHEDMAP number of the log report.

SCHED numeric Percentage indicating observed scheduler overhead utilization
relative to the expected overhead occupancy at capacity

FORE numeric Percentage indicating observed operating system utilization
relative to the expected occupancy at capacity. Foreground
includes SYSTEMCLASS, SYSTOOLCLASS, INITCLASS.

MAINT numeric Percentage indicating observed MAINTCLASS utilization
relative to the expected occupancy at capacity

DNC numeric Percentage indicating observed NOSFTCLASS utilization
relative to the expected occupancy allocated at capacity. DNC
includes NOSFT class

AUXCP numeric Percentage indicating observed AUXCPCLASS utilization
relative to the expected occupancy at capacity. This value can be
altered via the office parm AUXCP_CPU_SHARE
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Field Value Description

oM numeric Percentage indicating observed OM utilization relative to the
expected occupancy at capacity. OM includes GOMCLASS and
NGOMCLASS

GTERM numeric Percentage indicating observed GTERMCLASS utilization
relative to the expected occupancy at capacity. This value can be
altered via the office parm
GUARANTEED_TERMINAL CPU_SHARE

BKG numeric Percentage indicating observed background classes utilization
relative to the expected occupancy at capacity. Background
includes BKGCLASS and AUDITCLASS

NETM numeric Percentage indicating observed NETMTCCLASS utilization
relative to the expected occupancy allocated at capacity

SNIP numeric Percentage indicating observed SNIPCLASS utilization relative
to the expected occupancy at capacity

10 numeric Percentage indicating 10 utilization, as a proportion of the
expected maximum IO utilization.

Action

Thereis no action required.

Related OM registers

Theregistersin OM group XASTAT.

Additional information

The CAP-log buffer isacircular buffer. When the buffer has filled up, each
new CAP log report overwrites the oldest CAP log report in the buffer. When
you display the CAP log reports using LOGUTIL or DLOG, you may
encounter one or more instances of the message, “Log not available or
overwritten due to log throttling.” Thismessage is displayed if alog report in
the buffer isso old that it no longer makes sense, or if alog report isincomplete
because it has been overwritten by new data.

The CAP log buffer can hold up to three hours worth of CAP log reports.

Note: Thethree hours need not be three consecutive hours. For example, if
you disable CAP logs for alength of time and then enable them again, the
log reportsin the buffer will be from non-consecutive hours.

CAP log reports survive warm and cold restarts.
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CAP103

Explanation

The CAP103 log provides the user data reported at the DETAIL MAP level.
(Thefollowing figure showsthe location of the DETAIL level inthe hierarchy
of MAP levels.)

The log generates three times every 15 minutes. Each time it generates, it
provides information about the previous five minutes. The information refers
to five one-minute intervals.

The log activates when the user enters the STRTLOG command.

Location of the DETAIL MAP level

MAPCI
MTC
CAPACITY
SCHEDMAP ‘ DETAIL ‘
Event type
Informational (INFO).
Format

The format for log report CAP103 follows.

Switch Reportid mmmdd hh:mm:ss ssdd Event type Log title

<min.>: OAvgDel <n>ms 95%0Lim <n>ms PAvgDel <n>ms 95%PLim <n>
BAvgDel <n>ms 95%BLim <n>ms MAvgDel <n>ms 95%MLim <n>ms
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Example
An example of log report CAP103 follows.

MTXJ10AF CAP103 AUGl6 16:53:13 3400 INFO CAPACITY DETAIL

11: OAvgDel 17ms 95%0Lim 45ms PAvgDel 13ms 95%Plim 25ms
BAvgDel 12ms 95%BLim 25ms MAvgDel 1lms 95%MLim 25ms
12: OAvgDel 8ms 95%0Lim 45ms PAvgDel 13ms 95%Plim 25ms
BAvgDel 12ms 95%BLim 25ms MAvgDel 1lms 95%MLim 25ms
13: OAvgDel 17ms 95%0Lim 45ms PAvgDel 13ms 95%Plim 25ms
BAvgDel 12ms 95%BLim 25ms MAvgDel 13ms 95%MLim 25ms
14: OAvgDel 18ms 95%0Lim 45ms PAvgDel 13ms 95%Plim 25ms
BAvgDel 12ms 95%BLim 25ms MAvgDel 12ms 95%MLim 25ms
15: OAvgDel 17ms 95%0Lim 45ms PAvgDel 13ms 95%Plim 25ms

BAvgDel 12ms 95%BLim 25ms

MAvgDel 12ms

95%MLim 25ms

Field descriptions
The following table explains each of the fieldsin the log report:

Field Value Description

Switch Identifies the switch

Reportid CAP103 The Reportid field displays the log group (CAP) and
identification number of the log report.

Event type INFO The Event Type displays the type of event identified in
the log report.

Log title CAPACITY_DETAIL The Reportid field displays the log group and
identification number of the log report.

OAvgDel numeric Weighted average waiting time on the CCB originating
queue.

95%O0Lim numeric This represents the 95% high water mark for the CCB
originating queue.

PAvgDel numeric Weighted average waiting time on the CCB progress
queue.

95%PLim numeric This represents the 95% high water mark for the CCB
progress queue.

BAvgDel numeric Weighted average waiting time on the Background
(BKGCLASS) ready queue.

95%BLim numeric This represents the 95% high water mark for the
Background ready queue.
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Field Value Description
MAvgDel numeric Weighted average waiting time on the Maintenance
(MAINTCLASS) ready queue.
95%MLim numeric This represents the 95% high water mark for the
Maintenance ready queue.
Action

Thereis no action required.

Related OM registers

Theregistersin OM group XASTAT.

Additional information

The CAP-log buffer isacircular buffer. When the buffer has filled up, each
new CAP log report overwrites the oldest CAP log report in the buffer. When
you display the CAP log reports using LOGUTIL or DLOG, you may
encounter one or more instances of the message, “Log not available or
overwritten due to log throttling.” Thismessage is displayed if alog report in
the buffer isso old that it no longer makes sense, or if alog report isincomplete
because it has been overwritten by new data.

The CAP log buffer can hold up to three hours worth of CAP log reports.
Note: Thethree hours need not be three consecutive hours. For example, if
you disable CAP logs for alength of time and then enable them again, the
log reportsin the buffer will be from non-consecutive hours.

CAP log reports survive warm and cold restarts.
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LOST110

Explanation
LOST110 occurswhen Call Processing gets afailureindication on attempting
to output a message.

LOST110 in XA-Core
Log LOST110 is also generated in XA-Core when the messaging system
cannot send the message due to faults other than routing trouble. These faults
include:

* No buffer is available to enqueue the message for the outgoing message
process.

» Failed to enqueue the message for the outgoing message process.

» The destination node has exceeded a congestion level.

* A user error is detected by the messaging system.

When the log is generated, a message islost. The impact of losing a message

depends on the importance of the message. Thislog is used to alert the
craftperson and helps in debugging the messaging problem.
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Format
The log report format for LOST110 is asfollows:

LOST110 mmmdd hh:mm:ss ssdd EXC aaa
Message TID: Node=aaa, Terminal=aaa,
Time of Event: aaa
Message Dump:
aaa...
Application Data:
Buffer: aaa
Physical: aaa...
IOUI: aaa...
Reported by: aaa...

Device=aaa

Example
An example of log report LOST110 follows:

XASKY07BA LOST110 SEP16 12:06:02 8800 EXC MSG TOSSED

Message TID: Node=32, Device=DTC 20
Time of Event: 12:06:02.
Message Dump:
710F B102 0100 5419
2020 3F6B 840F 8507
FDFD FDFD FDFD FDFED

Terminal=310,

275

FD55 FC1A 860E FE12 0001 0015
0145 FDFD FDFD FDFD FDFD FDFD
FDFD FDFD FDFD FDFD

Application Data:

Buffer: DS30
Physical: FDFD FDFD
IOUI: 2600 FDFD 1020 FD36

Reported by: 01FF37E4=CPIOUI.JGO07:FASTCP_DISPATCH+#0AB4
01FE6254=ISUPISUP.CY01:ISUP_ ISU+#1194
0043E1A0=ISUPXPR.CS04:ISUP_XPR+#1040
01FC1D6C=ISUPHDLR.CL02:Q764_ SEL+#028C

01FBSE2C=EDTKCPUI.BCO1l:EVENT DR+#022C
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Field descriptions

The following table describes each field in the log report:

Message Dump
Buffer

Physical

IOUI

Reported by

Field Value Description

EXC Constant Identifies the log class (software execution event).
MSG TOSSED Constant Identifies the log error condition.

Node Decimal number Identifies the peripheral internal node number.
Terminal Decimal number Identifies the peripheral internal terminal number.
Device Text Identifies the peripheral external node name.
Time of Event Decimal number Indicates the time of day (format

hour:minute:second:fraction) when the event occurred.
Hexadecimal number  Indicates the contents of the message.
Text Indicates the type of software buffer.
Hexadecimal number  Identifies the routing header.
Hexadecimal number  Identifies the network header.

Text Indicates five-level software traceback.

Action

No immediate action is required as the problem may be transient. Should this
log occur more than three timesin one minute, then retain the logs and contact
the next level of support.

Associated OM registers

There are no associated OM registers.

Additional information

A LOST log is generated whenever the I/O system or an application is unable
to deliver amessage. The discarded message is displayed in thelog. The
impact of discarding a message depends on the importance of the message.
This cannot be determined by the I/O system as it has no understanding of
message contents. A LOST log is used to alert the craftsperson to a possible
problem (for example, a hardware fault, or bad configuration data).
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LOST111

Explanation

L OST111 occurswhen anincoming message cannot be delivered. The specific
failure reason is displayed in the log.

Format
The log report format for LOST111 is asfollows:

LOST111 mmmdd hh:mm:ss ssdd EXC aaa
Message TID: Node=aaa, Terminal=aaa, Device=aaa, Bad IP=aaa
Time of Event: aaa
Message Dump:

aaa. ..
Application Data:

Buffer: aaa

Physical: aaa...

IOUI: aaa...

IH Error: Reason=aaa Data=aaa
Reported by: aaa...

Example
An example of log report LOST111 follows:

MERCURY MSC LOST111 SEP16 08:12:38 5700 EXC INPUT HANDLER ERROR
Message TID: Node=9, Terminal=2, Device=GWC 20, Bad IP=47.111.6.231
Time of Event: 08:12:38.810
Message Dump:

01BE 0237 O0A02 0000 4974 ASAQ0 0034 FFFF 0000 0000
0000 0000 0000 0000 0000 0000 0000 0000 0000 0OOQO
0000 0000 0000 0000 0000 0000 60F9 O0OE2
Application Data:
Buffer: DS30
Physical: FFFF FFFF
IOUI: 4000 FFFF 60F9 00E2
IH Error: Reason=BAD CPTLB_STATE Data=0003
Reported by: 0535EE38=XACPHAND.BGO03:XCP_APPL+#1238
OOA6D020=XAIONET.BC01:INJECT_I+#026O
00497C30=I0OCPBASE.BQO01:SENDIOMS+#0250
0613F808=GCMMSGXA.AH02:X CGMMSG+#0268
019A5094=GCMMSGUI .BM01:GCMMSG_SEND M+#0034
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Field descriptions

The following table describes each field in the log report:

Time of Event

Message Dump

Reported by

Decimal number

Hexadecimal number

Text

Field Value Description

EXC Constant Identifies the log class (software execution event).
INPUT Constant Identifies the log error condition.

HANDLER

ERROR

Node Decimal number Identifies the peripheral internal node number.
Terminal Decimal number Identifies the peripheral internal terminal number.
Device Text Identifies the peripheral external node name.

Bad IP Decimal Integer Indicates the source IP address. This is applicable only

to Succession IP-based nodes.

Indicates the time of day (format
hour:minute:second:fraction) when the event occurred.

Indicates the contents of the message.

Buffer Text Indicates the type of software buffer.

Physical Hexadecimal number  Identifies the routing header.

IOUI Hexadecimal number  Identifies the network header.

Reason Text Indicates additional diagnostic information (character
based).

Data Hexadecimal number  Indicates additional diagnostic information (numeric

based).

Indicates five-level software traceback.

Action

No immediate action is required as the problem may be transient. Should this
log occur more than three timesin one minute, then retain the logs and contact
the next level of support.

Associated OM registers
There are no associated OM registers.
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Additional information

A LOST log is generated whenever the I/O system or an application is unable
to deliver amessage. The discarded message is displayed in thelog. The
impact of discarding a message depends on the importance of the message.
This cannot be determined by the I/O system asit has no understanding of
message contents. A LOST log is used to alert the craftsperson to a possible
problem (for example, a hardware fault, or bad configuration data).
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LOST116

Explanation
LOST 116 occurs when an outgoing message is lost in the sending path. The
faults that cause this are:
» XA-Core messaging path failsto get aBMS buffer to enqueue the
application message.
» XA-Core messaging path fails to copy the application’s message to the
BMS buffer.

» XA-Core messaging path fails to send the application’s message due to
unavailable routing destination.

L OST 116 occurs when an outgoing message encountersafailure. The specific
failure reason is displayed in the log.
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Format
The log report format for LOST116 is as follows:

LOST116 mmmdd hh:mm:ss ssdd EXC aaa
Message TID: Node=aaa, Terminal=aaa,
Time of Event: aaa
Message Dump:

aaa...
Application Data:

Buffer: aaa

Physical: aaa...

IOUI: aaa...

Send Error: Reason=aaa Data=aaa
Reported by: aaa...

Device=aaa

Example
An example of log report LOST116 follows:

MERCURY MSC LOST111 SEP16 07:49:48 1400 EXC SEND ERROR

Message TID: Node=275,
Time of Event: 07:49:47.
Message Dump:
ABCD 1CCC 640F 2000
0000 1E00 0002 0000
FDFD FDFD FDFD FDFD

Terminal=260,

Device=DTC 103
978

1000 8007 9EOO 0020 8000 8412
0200 5100 0000 FDOO FDFD FDFD
FDFD FDFD FDFD FDFD

Application Data:

Buffer: DS30
Physical: FDFD FDFD
IOUI: 2B00 FDFD 1113 FDO0O4

Send Error: Reason=ROUTE_UNAVAILABLE Data=0000
Reported by: 0049CD84=IONETUI.CQO03:CMC_OUTPUT+#0144
01509170=PPMUI.EM02:DISPATCH_ P+#01D0
02797110=ISUPA.ED04:ISUP_ PHY+#0070
O0CFE464=TPUI.EBO1:DISPATCH+#0024
02792138=ISUPA.ED04:ISUP UPD+#0118
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Field descriptions

The following table describes each field in the log report:

Time of Event

Decimal number

Field Value Description

EXC Constant Identifies the log class (software execution event).
SEND ERROR Constant Identifies the log error condition.

Node Decimal number Identifies the peripheral internal node number.
Terminal Decimal number Identifies the peripheral internal terminal number.
Device Text Identifies the peripheral external node name.

Indicates the time of day (format

hour:minute:second:fraction) when the event occurred.

Message Dump Hexadecimal number  Indicates the contents of the message.

Buffer Text Indicates the type of software buffer.

Physical Hexadecimal number  Identifies the routing header.

IOUI Hexadecimal number  Identifies the network header.

Reason Text Indicates additional diagnostic information (character
based).

Data Hexadecimal number  Indicates additional diagnostic information (numeric
based).

Reported by Text Indicates five-level software traceback.

Action

No immediate action is required as the problem may be transient. Should this
log occur more than three times in one minute, collect the active Footprint
buffer for MSG class events and contact the next level of support.

Associated OM registers
There are no associated OM registers.
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Additional information

A LOST log is generated whenever the I/O system or an application is unable
to deliver amessage. The discarded message is displayed in thelog. The
impact of discarding a message depends on the importance of the message.
This cannot be determined by the I/O system asit has no understanding of
message contents. A LOST log is used to alert the craftsperson to a possible
problem (for example, a hardware fault, or bad configuration data).
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LOST117

Explanation

LOST 117 occurs when an outgoing message is discarded in the outgoing
message path. The specific failure reason is displayed in the log.

Format
Thelog report format for LOST117 is asfollows:
LOST117 mmmdd hh:mm:ss ssdd EXC aaa
Message TID: Node=aaa, Terminal=aaa, Device=aaa
Time of Event: aaa
Message Dump:
aaa. ..
Application Data:
Buffer: aaa
Physical: aaa...
IOUI: aaa...
Outgoing Error: Reason=aaa Data=aaa
Reported by: aaa...
Example
An example of log report LOST117 follows:
MERCURY_ MSC LOST117 NOVO1l 07:49:48 1400 EXC OUTGOING ERROR

Message TID: Node=275, Terminal=260, Device=DTC 103
Time of Event: 07:49:47.978
Message Dump:
ABCD 1CCC 640F 2000 1000 8007 9EOO 0020 8000 8412
0000 1EOO0 0002 0000 0200 5100 0000 FDOO FDFD FDFD
FDFD FDFD FDFD FDFD FDFD FDFD FDFD FDFD
Application Data:
Buffer: DS30
Physical: FDFD FDFD
IOUI: 2B00 FDFD 1113 FDO0O4
Outgoing Error: Reason=BAD FIQS RC Data=0000
Reported by: 024BF4CC=XAIOEH.AA02:HANDLE M+#04BC
01FF0910=XAIOLINK.AV02:XA OUTPUT_D+#037C
02797110=I0OLINKUI.BJ03:PRIVATE +#0070
O00CFE464=XAIONET.AY03:XA PRIVA+#0024
02792138=XATXMSG.AMO03 :MSG_TC_H+#0118
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Field descriptions

The following table describes each field in the log report:

Time of Event

Field Value Description

EXC Constant Identifies the log class (software execution event).
OUTGOING Constant Identifies the log error condition.

ERROR

Node Decimal number Identifies the peripheral internal node number.
Terminal Decimal number Identifies the peripheral internal terminal number.
Device Text Identifies the peripheral external node name.

Decimal number

Indicates the time of day (format
hour:minute:second:fraction) when the event occurred.
Hexadecimal number

Message Dump Indicates the contents of the message.

Buffer Text Indicates the type of software buffer.

Physical Hexadecimal number  ldentifies the routing header.

IOUI Hexadecimal number  Identifies the network header.

Reason Text Indicates additional diagnostic information (character
based).

Data Hexadecimal number  Indicates additional diagnostic information (numeric
based).

Reported by Text Indicates five-level software traceback.

Action

No immediate action is required as the problem may be transient. Should this
log occur more than three times in one minute, collect the active Footprint
buffer for MSG class events and contact the next level of support.

Associated OM registers
There are no associated OM registers.
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Additional information

A LOST log is generated whenever the I/O system or an application is unable
to deliver amessage. The discarded message is displayed in thelog. The
impact of discarding a message depends on the importance of the message.
This cannot be determined by the I/O system asit has no understanding of
message contents. A LOST log is used to alert the craftsperson to a possible
problem (for example, a hardware fault, or bad configuration data).
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S0OS701

Log title
SNTP offset is greater than 500ms.

Explanation

Thislog is generated if the Network Time Protocol (NTP) isthe timing
reference for the time-of-day clock, and if the time-of-day clock is more than
500ms ahead of or behind the timing reference.

Note: Office parameter SNTP_CLIENT in table OFCENG controls
whether the NTP is used as atiming reference for the time-of-day clock.

An SOS701 log report indicates a TOD Critical alarm. The TOD alarms are
visblein the TOD field, at the following MAP level:
MAPCI;MTC;APPL;OAMAP,

Action

Use the SETTIMETONTP command to synchronize to the NTP timing
reference. For instructions, see “How to check and adjust the XA-Core TOD”
in the XA-Core Maintenance Manual, 297-8991-510.

Related OM registers
There are no related OM registers.

Additional information
To view thislog, use the following commands, starting fromthe Cl MAPlevel.

CI>LOGUTIL

LOGUTIL> OPEN SOS
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S0OS702

Log title
SDM has a problem servicing the NTP request.

Explanation

Thislog is generated if the Network Time Protocol (NTP) isthe timing
reference for the time-of-day clock, and if there is an indication that the
SuperNode Data Manager cannot respond to a query-time or set-time request..

Note: Office parameter SNTP_CLIENT in table OFCENG controls
whether the NTP is used as atiming reference for the time-of-day clock.
Any of the following can trigger thislog:
* The SDM does not respond to arequest for five minutes.

» The SDM does not provide the NTP reference time, thusindicating that it
has lost synchronization with the NTP timing reference.

* The SDM issues a series of invalid responses, and the number of such
responses exceeds an internal threshold value. Round-trip delays
exceeding an internal limit are considered as invalid responses.

The reason text in the log indicates the trigger event.
An SOS702 log report indicates a TOD Major alarm. The TOD alarms are

visblein the TOD field, at the following MAP level:
MAPCI;MTC;APPL;OAMAP.

Action

Verify the SDM connectivity with the computing module, and verify the NTP
server operation at the SDM.

Related OM registers
There are no related OM registers.

Additional information
To view thislog, use thefollowing commands, starting fromthe Cl MAP level.

CI>LOGUTIL

LOGUTIL> OPEN SOS
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SOS703
Log title
SNTP information log.
Explanation
Thislog is generated if the Network Time Protocol (NTP) isthe timing
reference for the time-of-day clock, and if an event occurs that requires an
information log.
Note: Office parameter SNTP_CLIENT in table OFCENG controls
whether the NTP is used as atiming reference for the time-of-day clock.
Any of the following can trigger thislog:
» Successful execution of aquery-time or set-time command.
* Theoffset between the time-of-day and the NTP timing referenceisinthe
range 300ms to 500ms.
* Thetime-of-day has been adjusted with aleap second.
The reason text in the log indicates the trigger event.
Action

No action isrequired.

Related OM registers
There are no related OM registers.

Additional information
To view thislog, use thefollowing commands, starting fromthe Cl MAP level.

CI>LOGUTIL

LOGUTIL> OPEN SOS
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XAC300 LowSM

Explanation

Event type

Format

The system generates the Low Shared Memory (LowSM) log report when
thereisaloss of service of one or more X A-Core shared memory (SM) circuit
packs (CP).

The LowSM log report describes the recommended action that operating
company personnel can follow to correct the condition. When the condition
clears, the system generates the LowSM Condition Cleared log (XA C600)
report.

The LowSM log report generates a Card List when the system detects a fault
on morethan one CP or packlet. The Card List displays other CPsand packlets
that operating company personnel need to check as possible sources of the
fault identified in the log report.

A LowSM log report indicates one of two alarm levels:

» LowSM Major alarm: Shared memory redundancy is lost. XA-Core
shared memory is running in Simplex.

* LowSM Minor alarm: A shared memory CP is out-of-service (OOS).
XA-Core shared memory remains duplicated, but spare memory is not
available.

Fault (FLT)

The format for log XAC300 follows:
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Severity XACnnn mmmdd hh:mm:ssssdd Event Type Log Title

IMPACT: <System Impact Statements>

DESCRIPTION: State has changed from OldState to NewState by Init. action

Class: Type State Site FL Row Bay Shf/slt/Pk EgPEC /Serial

CcCccc ccecc  CCcC nn o cnn CCecc:nn nn nns  p ccccnncce/nnnnnnnn

REASON: <Reason Statements>

ACTION: <Action Statements>

FAULT RECORD ID: hhhhhhhh

Check the following card(s) for possible source of fault.
Weight Type Site FL Row Bay Shf/S1lt/Pk/Dv EgPEC/Serial
nnn% CCcc CCCC nn Cnn Cccc:nn nn nnc ¢ N NNnnecnn/cccccccccccc
nnn% CCcc CCCC nn Ccnn Cccc:nn nn nnc ¢ N NNnnecnn/cccccccccccec

nnn% Cccc CCCC nn cnn cccc:nn nn nnc ¢ n DDDHCCHH/CCCCCCCCCCCC

Example

* %

An example of log XAC300 follows:

XAC300 JANO1 17:52:34 0011 FLT LowSM (Low Shared Memory)
IMPACT: Shared Memory redundancy is lost. Running in Simplex.
DESCRIPTION: State has changed from INSV to SYSB by SYSTEM action.
CARD: Type State Site FL Row Bay Shf/slt/Pk EQgPEC/Serial

SM SysB HOST 01 A00 DPCC:00 01 17F NTLX14CA/nnnnnnnnnn

REASON: XA-Core fault.
ACTION: Check the other card(s) for possible source of fault.
FAULT RECORD ID: 12345678
Check the following card(s) for possible source of fault.

Weight Type Site FL Row Bay Shf/slt/Pk/Dv EgPEC/Serial
70% SM SysB 01 A00 DPCC:00 01/07F NTLX14CA/nnnnnnnnn
30% IOP IsTb 01 A0O DPCC:00 01/03F NTLX03BA/nnnnnnnnn
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Field descriptions
The following table explains each of the fieldsin log X AC300:

Field descriptions for LowSM log (Sheet 1 of 3)

Field Value Description
Severity Two asterisks (**), Displays the severity of the associated alarm.
or one asterisk (*) Two asterisks (**) indicate a major alarm

condition. Shared memory redundancy is lost.
XA-Core shared memory is running in simplex.

One asterisk (*) indicates a minor alarm
condition. A shared memory CP is
out-of-service (O0OS). XA-Core shared memory
remains duplicated, but spare memory is not

available.
Reportid XAC300 The Reportid field displays the log group (XAC)
and identification number of the log report.
Event Type FLT The Event Type field displays the type of event
identified in the log report.
Log title Text string A text string describing the title of the log report.
IMPACT Text string The Impact field describes the impact of the

condition to the XA-Core. (This line is generated
only if the state change has a negative impact.)

DESCRIPTIO | Text string A text string describing the state change. The
N DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

NewsState 4 characters A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

Initiator (Init) | Up to 12 characters A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and
CCMT.

Class 4 characters The class of resource that is involved in the
state change. Possible values are: CARD,
PORT, LINK, and TOD.
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Field descriptions for LowSM log (Sheet 2 of 3)

Field

Value

Description

Type

4 characters

A character field identifying the type of CP or
packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State

4 characters

The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site

4 characters

The Site field displays the site location of the
switch that contains the CP or packlet identified
in the log report.

Floor

2 digits

The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row

Alphanumeric: 1 digit
followed by 2 characters

The Row field identifies the row position, on the
floor, that contains the CP or packlet identified
in the log report.

Bay

DPCC:00

The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.

Shelf

2 digits

A number identifying the shelf where the CP,
packlet, or device is located. Possible values
are 0,1, 2, and 3.

Slot

3 alphanumeric characters

Two digits identifying the slot number and one
character identifying the side (front or rear) of
the shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

Packlet

1 character (optional)

A character identifying the packlet position
(upper or lower). Possible values are U and L.

Device

1 digit (optional)

One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.
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Field descriptions for LowSM log (Sheet 3 of 3)

Field Value Description

EgPEC 9 alphanumeric characters | The EQPEC field identifies the product
engineering code (EQPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric The Serial field identifies the serial number of
characters the CP or packlet identified in the log report. If
the device involved in the state change is not a
CP or packlet, then the serial number displayed
is that of the CP or packlet that is hosting the
device.

REASON Text string (optional) The Reason field describes the cause of the
condition identified in the log report. This field is
not displayed if the state change was initiated
by the user.

ACTION Text string (optional) The Action field displays the recommended
action that operating company personnel can
follow to correct the condition identified in the
log report.

Fault Record 8 hexadecimal characters | A hexadecimal identifier that references an

Id (optional) entry in the XA-Core Fault Query Tool
database. (This field is displayed only if the
condition identified in the log report was caused
by a recorded hardware fault.)

Cardlist Variable field (optional) The Cardlist field displays other CPs or packlets
that operating company personnel need to
check as possible sources of the fault identified
in the log report.

The Cardlist field displays the card or packlet
weight (probability, shown as a percentage, that
the CP or packlet contains a fault), card type,
state, site, floor, row, bay, shelf and slot
position, the product engineering code and
serial number for each CP or packlet.

A cardlist is displayed only if the number of CPs
or packlets involved in the fault report was
greater than one.
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Actions

If the Shared Memory (SM) circuit pack (CP) stateisManB, return the SM CP
to service.

If the SM CP stateis InSv, check other SM CPs for faults.

If the system isin split mode, take no action. The SM CP returns-to-service
when the system exits split mode.

If the SM CP state is not ManB or InSv, and the system is not in split mode,
check for acard list in the log report. The card list displays other CPs and
packlets that can contain a fault.
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Associated OM registers
XASM

XASSMPXU
XAMSMPXU
XARSMPXU

XASMCRIU
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XAC302 LowPE

Explanation

Event Type

Format

The system generates the Low Processor Element (LowPE) log report when
thereisaloss of service of one or more XA-Core processor el ements (PE).

The LowPE log report describes the recommended action that operating
company personnel can follow to correct the condition. When the condition
clears, the system generates the LowPE Condition Cleared log (XAC602)
report.

The LowPE log report generates a Card List when the system detects a fault
on morethan one CP or packlet. The Card List displays other CPsand packlets
that operating company personnel need to check as possible sources of the
fault identified in the log report.

In CSP15, a LowPE log report indicates one of two alarm levels:

* LowPE Critical Alarm: The amount of PE capacity that has been lost is
so largethat all redundant capacity isabsent and the X A-Core cannot meet
the required processing capacity. In CSP15 this means that more than one
PE CPisout of service.

* LowPE Major Alarm: The amount of PE capacity that hasbeen lostisso
large that all redundant capacity is absent. In CSP15 this means that one
PE CPisout of service.

Note: A LowPE minor alarm is not possible in CSP15. Such an alarm
indicates that some but not all redundant capacity has been lost. All the PE

configurations supported in CSP15 are“+1” configurations. A minor alarm
can occur only if the configuration is“+2" or greater.

Fault (FLT)

The format for log XAC302 follows:
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Severity XACnnn mmmdd hh:mm:ssssdd Event Type Log Title
IMPACT: <System Impact Statements>

DESCRIPTION: State has changed from OldState to NewState by Init. action

Class: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial

CcCccCccC cccc cccc nn cnn cccc:nn nn nns p CCCCDDCC/DDDDDDDD

REASON: <Reason Statements>
ACTION: <Action Statements>
FAULT RECORD ID: hhhhhhhh
Check the following card(s) for possible source of fault.
Weight Type Site FL Row Bay Shf/S1lt/Pk/Dv EgPEC/Serial

nnn% Cccc CCCC nn cnn cccc:nn nn nnc c n nnnnccnn/cccccccccccc

nnn% Cccc CCCC nn cnn cccc:nn nn nnc ¢ n nnnnccnn/cccccccccccc

nnn% Cccc CCCC nn cnn cccc:nn nn nnc ¢ n nnnnccnn/cccccccccccc

Examples
Examples of log XAC302 follow:

** XAC302 OCT22 15:22:28 9700 FLT LowPE (Low Processor Element)
IMPACT: PE count reduced to minimum performance requirements.
DESCRIPTION: State has changed from INSV to SYSB by SYSTEM action.
CARD: Type State Site FL Row Bay Shf/slt/Pk EQPEC/Serial

PE InSv HOST 01 A00 DPCC:00 01 16F NTLXO02BA/nnnnnnnnnn

REASON: XA-Core fault.
ACTION: Contact next level of support.
FAULT RECORD ID: 12345678

** XAC302 OCT26 17:52:34 9200 FLT LowPE (Low Processor Element)
IMPACT: PE count reduced to minimum performance requirements.
DESCRIPTION: State has changed from INSV to SYSB by SYSTEM action.
CARD: Type State Site FL Row Bay Shf/sSlt/Pk EgPEC/Serial

PE InSv HOST 01 A00 DPCC:00 01 16F NTLX02BA/nnnnnnnnnn

REASON: XA-Core fault.

ACTION: Contact the next level of support.

FAULT RECORD ID: 12345678

Check the following card(s) for possible source of fault.

Weight Type Site FL Row Bay Shf/sSlt/Pk/Dv EgPEC/Serial
70% PE SysB 01 A0O0 DPCC:00 01 16F NTLX02AA/nnnnnnnnn
30% IOP 1IsTb 01 AOQO DPCC:00 01/12F NTLX03BA/nnnnnnnnn
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Field descriptions
The following table explains each of the fieldsin log XAC302:

Field descriptions for LowPE log (Sheet 1 of 3)

Field Value Description
Severity Three asterisks (***) or Displays the severity of the associated alarm.
two asterisks (**) Three asterisks indicate a critical LowPE alarm

condition. The amount of PE capacity that has
been lost is so large that all redundant capacity
is absent and the XA-Core cannot meet the
required processing capacity. In CSP15 this
means that more than one PE CP is out of
service. Two asterisks indicate a LowPE major
alarm condition. All the redundant capacity has
been lost. In CSP15 this means that one PE CP
is out of service.

Reportid XAC302 The Reportid field displays the log group (XAC)
and identification number of the log report.

Event Type FLT The Event Type field displays the type of event
identified in the log report.

Log title Text string A text string describing the title of the log report.

IMPACT Text string The Impact field describes the impact of the

condition to the XA-Core. (This line is generated
only if the state change has a negative impact.)

DESCRIPTION | Text string A text string describing the state change. The
DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

NewsState 4 characters A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

Initiator (Init) | Up to 12 characters A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and
CCMT.
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Field descriptions for LowPE log (Sheet 2 of 3)

Field Value Description

Class 4 characters The class of resource that is involved in the state
change. Possible values are: CARD, PORT,
LINK, and TOD.

Type 4 characters A character field identifying the type of CP or

packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State 4 characters The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site 4 characters The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.

Floor 2 digits The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row Alphanumeric: 1 digit The Row field identifies the row position, on the

followed by 2 characters floor, that contains the CP or packlet identified in

the log report.

Bay DPCC:00 The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.

Shelf 2 digits A number identifying the shelf where the CP,
packlet, or device is located. Possible values are
0,1, 2,and 3.

Slot 3 alphanumeric characters | Two digits identifying the slot number and one

character identifying the side (front or rear) of the
shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

Packlet 1 character (optional) A character identifying the packlet position
(upper or lower). Possible values are U and L.

Device 1 digit (optional) One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.
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Field descriptions for LowPE log (Sheet 3 of 3)

Field Value Description

EgPEC 9 alphanumeric characters | The EQPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EqQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric characters | The Serial field identifies the serial number of the
CP or packlet identified in the log report. If the
device involved in the state change is not a CP
or packlet, then the serial number displayed is
that of the CP or packlet that is hosting the
device.

REASON Text string (optional) The Reason field describes the cause of the
condition identified in the log report. This field is
not displayed if the state change was initiated by
the user.

ACTION Text string (optional) The Action field displays the recommended
action that operating company personnel can
follow to correct the condition identified in the log
report.

Fault Record Id | 8 hexadecimal characters | A hexadecimalidentifier that references an entry
(optional) in the XA-Core Fault Query Tool database. (This
field is displayed only if the condition identified in
the log report was caused by a recorded
hardware fault.)

Cardlist Variable field (optional) The Cardlist field displays other CPs or packlets
that operating company personnel need to
check as possible sources of the fault identified
in the log report.

The Cardlist field displays the card or packlet
weight (probability, shown as a percentage, that
the CP or packlet contains a fault), card type,
state, site, floor, row, bay, shelf and slot position,
the product engineering code and serial number
for each CP or packlet.

A cardlist is displayed only if the number of CPs
or packlets involved in the fault report was
greater than one.
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Reason
Thefollowing message has been added in CSP15. The reason field can display
the message “Maximum allowed number of PE cards already in-service,” to
explain the failure of an RTS command to put a PE CP into service.

Action

If the processor element (PE) circuit pack (CP) state is ManB,
return-to-service (RTS) the PE circuit pack.

If the PE CP state is InSv, check other PE CPsfor faults.

If the XA-Core systemisin split mode, take no action. The PE CPwill return-
to-service when the system exits split mode.

If the PE CP state is not ManB or InSv, and the system is not in split mode,
check for acard list in the log. The card list displays other CPs and packlets
that can contain afault.
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Associated OM registers
XAPE

XAPEMAJU
XAPECRIU

XARXPE
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XAC303 MScomm (Message Switch Communication)

Explanation

The system generates the M essage Switch Communication (M Scomm) log
report when any of the following conditions occur:

* Thereisalossof communication between the XA-Core and the message
switch (MS).

» Thereisalossof CMIC link redundancy.
* Thereisapartial loss CMIC link redundancy.

The M Scomm log report indicates the recommended action that operating
company personnel can follow to correct the condition. When the condition
clears, the system generates the M Scomm Alarm Cleared log (XACG603)
report.

The M Scomm log report generates a Card List when the system detects afault
on morethan one CP or packlet. The Card List displays other CPsand packlets
that operating company personnel need to check as possible sources of the
fault identified in the log report.

A MScomm log indicates one of three alarm levels:

*  MScomm Critical alarm: Thereis no communication between the
XA-Core and the MS. The CMIC hardware in the XA-Core (HCMIC
circuit packsor OC-3 two port interface packlets), the physical links, or the
MS cannot provide communication service.

MScomm Major alarm: Thereisaloss of CMIC link redundancy
between the XA-Core and the MS.

*  MScomm Minor alarm: Thereisapartial loss of CMIC link redundancy
between the XA-Core and the MS.

Event Type
Fault (FLT)
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Format
The format for log XAC303 follows:

Severity XACnnn mmmdd hh:mm:ssssdd Event Type Log Title
IMPACT: <System Impact Statements>
DESCRIPTION: State has changed from OldState to NewState by Init. action
Class: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial

cccec ceecc Ceccc nn cnn Cccc:nn nn nns  p ccccenncce/nnnnnnnn
REASON: <Reason Statements>

ACTION: <Action Statements>

FAULT RECORD ID: hhhhhhhh

Check the following card(s) for possible source of fault.
Weight Type Site FL Row Bay Shf/S1lt/Pk/Dv EgPEC/Serial
nnn% cccc CCCcC nn ¢nn Cccc:nn nn nnc ¢ N nnnnecenn/ccccccccccce
nnn% cccc CCCcc nn ¢nn Cccc:nn nn nnc ¢ n nnnnecenn/ccccccccccce

nnn% Cccc CCCC nn cnn cccc:nn nn nnc c n DDDHCCHH/CCCCCCCCCCCC

Example
An example of log XAC303 follows:

* % XAC303 OCT27 15:22:28 1800 FLT MScomm (Message Switch Communication)
IMPACT: 1 of 4 CMIC Links on XA-Core are in-service.
DESCRIPTION: State has changed from INSV to SYSB by SYSTEM action.
LINK: Type State Site FL Row Bay Shf/slt/Pk EQPEC/Serial
CMICInSv HOST 01 AOO0 DPCC:00 00 04 RO NTLX05AA/nnnnnnnnnn
REASON: XA-Core fault.

ACTION: Check integrity of link(s), and state of MS ports.
FAULT RECORD ID: 12345678
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Field descriptions
The following table explains each of the fieldsin log XAC303:

Field descriptions for MScomm (Message Switch Communication) log (Sheet 1 of 4)

Field Value Description

Severity Three asterisks (***) or Displays the severity of the associated alarm.
two asterisks (**) or Three asterisks indicate a critical alarm
one asterisk (*) condition. There is no communication between

the XA-Core and the Message Switch (MS). Two
asterisks indicate a major alarm condition. There
is a loss of OC-3 two-port interface packlet
(CMIC packlet) link redundancy between the
XA-Core and the MS. One asterisk indicates a
minor alarm condition. There is a partial loss of
OC-3 two-port interface packlet link redundancy
between the XA-Core and the MS.

Reportid XAC303 The Reportid field displays the log group (XAC)
and identification number of the log report.

Event Type FLT The Event Type field displays the type of event
identified in the log report.

Log title Text string A text string describing the title of the log report.

IMPACT Text string The Impact field describes the impact of the

condition to the XA-Core. (This line is generated
only if the state change has a negative impact.)

DESCRIPTION | Text string A text string describing the state change. The
DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

NewsState 4 characters A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

Initiator (Init) | Up to 12 characters A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and
CCMT.
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Field descriptions for MScomm (Message Switch Communication) log (Sheet 2 of 4)

Field Value Description

Class 4 characters The class of resource that is involved in the state
change. Possible values are: CARD, PORT,
LINK, and TOD.

Type 4 characters A character field identifying the type of CP or

packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State 4 characters The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site 4 characters The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.

Floor 2 digits The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row Alphanumeric: 1 digit The Row field identifies the row position, on the

followed by 2 characters floor, that contains the CP or packlet identified in

the log report.

Bay DPCC:00 The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.

Shelf 2 digits A number identifying the shelf where the CP,
packlet, or device is located. Possible values are
0,1, 2,and 3.

Slot 3 alphanumeric characters | Two digits identifying the slot number and one

character identifying the side (front or rear) of the
shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

Packlet 1 character (optional) If the CMIC links are supported by OC-3 two port
interface packlets, this is a character identifying
the packlet position (upper or lower). Possible
values are U and L. If the links are supported by
HCMIC circuit packs, the field is blank.
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Field descriptions for MScomm (Message Switch Communication) log (Sheet 3 of 4)

Field Value Description

Device 1 digit (optional) One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.

EqPEC 9 alphanumeric characters | The EqPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric characters | The Serial field identifies the serial number of the
CP or packlet identified in the log report. If the
device involved in the state change is not a CP
or packlet, then the serial number displayed is
that of the CP or packlet that is hosting the
device.

REASON Text string (optional) The Reason field describes the cause of the
condition identified in the log report. This field is
not displayed if the state change was initiated by
the user.

ACTION Text string (optional) The Action field displays the recommended
action that operating company personnel can
follow to correct the condition identified in the log
report.

Fault Record Id | 8 hexadecimal characters | A hexadecimalidentifier that references an entry
(optional) in the XA-Core Fault Query Tool database. (This
field is displayed only if the condition identified in
the log report was caused by a recorded
hardware fault.)
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Field descriptions for MScomm (Message Switch Communication) log (Sheet 4 of 4)

Field

Value Description

Cardlist

Variable field (optional) The Cardlist field displays other CPs or packlets
that operating company personnel need to
check as possible sources of the fault identified
in the log report.

The Cardlist field displays the card or packlet
weight (probability, shown as a percentage, that
the CP or packlet contains a fault), card type,
state, site, floor, row, bay, shelf and slot position,
the product engineering code and serial number
for each CP or packlet.

A cardlist is displayed only if the number of CPs
or packlets involved in the fault report was
greater than one.

Action

If the CMIC hardwareinthe X A-Core shelf (HCMIC circuit pack or OC-3two
port interface packlet) isManB, attempt to return theit to service. Replace the
circuit pack or packlet if faulty.

If the CMIC packlet state is CBsy because an |OP CP is out-of-service, ensure
the identified input/output processor (1OP) circuit pack isin-service.

If the CMIC hardwareinthe X A-Core shelf (HCMIC circuit pack or OC-3two
port interface packlet) is SysB, attempt to return it to service. Replace the
circuit pack or packlet if faulty.

If the CMIC hardwareinthe XA-Core shelf (HCMIC circuit pack or OC-3two
port interface packlet) isin-service (InSv) or in-service-trouble (IsTh), check
integrity of link(s), and the state of M S ports.

If the XA-Core system isin split mode, take no action. The CMIC hardware
and links will return-to-service when the system exits split mode.

If the state of the CMIC hardware in the XA-Core shelf (HCMIC circuit pack
or OC-3 two port interface packlet) is unknown and a state change has
occurred onthe CMIC hardware, link, or M S port, ensure CMIC hardware and
MS Port are in-service. Check the integrity of the links.
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Associated OM registers
XCMIC

XCMICPRT
XCMICLNK
XAIOP

XARXIO
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Explanation

Event Type

XAC304 TOD (Time of Day Clock)

The system usestime-of-day (TOD) clocksto generate billing information and
produce log reports. The TODs are in the CMIC hardware in the XA-Core
shelf, that is, in the HCMIC circuit packs or in the OC-3 two port interface
packlets. Each HCMIC circuit pack has two TODs. Each OC-3 two-port
interface packlet (CMIC packlet) has one TOD.

The system generates the Time-of-Day (TOD) log report when any of the
following conditions occur:

* Thereisalossin service of TOD clocks on the message switch (MS).

» Thereisalossin service of TOD clocks on the XA-Core.

* Thereisaloss of redundancy of TOD clocks on the XA-Core.

TheTOD log report indicates the recommended action that operating company

personnel can follow to correct the condition. When the condition clears, the
system generates the TOD Alarm Cleared log (XAC604) report.

The TOD log report generates a Card List when the system detects afault on
more than one CP or packlet. The Card List displays other CPs and packlets
that operating company personnel need to check as possible sources of the
fault identified in the log report.

A TOD log indicates one of three alarm levels:

* TOD critica alarm

* TOD major alarm

* TOD minor alarm

For explanations of the meanings of the TOD alarms, see the introductory
sections of the proceduresfor clearing those alarms. The proceduresarein the

XA-Core Maintenance Manual, 297-8991-510, in the chapter titled
“Understanding the alarm system”.

Fault (FLT)
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Format
The format for log XAC304 follows:

Severity XACnnn mmmdd hh:mm:ssssdd Event Type Log Title
IMPACT: <System Impact Statements>
DESCRIPTION: State has changed from OldState to NewState by Init. action
Class: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial

cccec ceecc Ceccc nn cnn Cccc:nn nn nns  p ccccenncce/nnnnnnnn
REASON: <Reason Statements>

ACTION: <Action Statements>

FAULT RECORD ID: hhhhhhhh

Check the following card(s) for possible source of fault.
Weight Type Site FL Row Bay Shf/S1lt/Pk/Dv EgPEC/Serial
nnn% cccc CCCcC nn ¢nn Cccc:nn nn nnc ¢ N nnnnecenn/ccccccccccce
nnn% cccc CCCcc nn ¢nn Cccc:nn nn nnc ¢ n nnnnecenn/ccccccccccce

nnn% Cccc CCCC nn cnn cccc:nn nn nnc c n DDDHCCHH/CCCCCCCCCCCC

Example
An example of log XAC304 follows:

*x XAC304 MARO1l 15:22:28 6800 FLT TOD (Time of Day Clock)
IMPACT: XAC TOD can receive clock update from 1 out of 2 MS TODS.
DESCRIPTION: State has changed from INSV to SYSB by SYSTEM action.
TOD: Type State Site FL Row Bay Shf/slt/Pk EQPEC/Serial

CMICInSv HOST 01 AO0O0 DPCC:00 00 04RL 0 NTLX05AA/nnnnnnnnnn

REASON: At least one MS TOD is not providing clock update.
ACTION: Ensure that MS TODs are InSv.
FAULT RECORD ID: 12345678
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The following table explains each of the fieldsin log X AC304:

Field descriptions for TOD log (Sheet 1 of 4)

Field Value

Description

Severity Three asterisks (***),
two asterisks (**),

or one asterisk (*)

Displays the severity of the associated alarm.

Three asterisks (***) indicate a critical alarm
condition. Four out of four TOD clocks on the
message switch (MS) are out-of-service (OOS),
or two out of two TODs on the XA-Core are
00s.

Two asterisks (**) indicate a major alarm
condition. There is a loss of redundancy of TOD
clocks on the XA-Core. One TOD clock on the
XA-Core is OO0S.

One asterisk (*) indicates a minor alarm
condition. A TOD clock on the MS is OOS.

Reportid XAC304

The Reportid field displays the log group (XAC)
and identification number of the log report.

Event Type FLT

The Event Type field displays the type of event
identified in the log report.

Log title Text string

A text string describing the title of the log report.

IMPACT Text string

The Impact field describes the impact of the
condition to the XA-Core. (This line is generated
only if the state change has a negative impact.)

DESCRIPTIO
N

Text string
OldState

4 characters

NewState 4 characters

A text string describing the state change. The
DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

Initiator (Init) | Up to 12 characters

A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and
CCMT.
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Field descriptions for TOD log (Sheet 2 of 4)

Field Value Description

Class 4 characters The class of resource that is involved in the
state change. Possible values are: CARD,
PORT, LINK, and TOD.

Type 4 characters A character field identifying the type of CP or
packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State 4 characters The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site 4 characters The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.

Floor 2 digits The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row Alphanumeric: 1 digit The Row field identifies the row position, on the

followed by 2 characters floor, that contains the CP or packlet identified

in the log report.

Bay DPCC:00 The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.

Shelf 2 digits A number identifying the shelf where the CP,
packlet, or device is located. Possible values
are0, 1, 2, and 3.

Slot 3 alphanumeric characters | Two digits identifying the slot number and one
character identifying the side (front or rear) of
the shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

Packlet 1 character (optional) If the CMIC links are supported by OC-3 two
port interface packlets, this is a character
identifying the packlet position (upper or lower).
Possible values are U and L. If the links are
supported by HCMIC circuit packs, the field is
blank.
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Field descriptions for TOD log (Sheet 3 of 4)

Field Value Description

Device 1 digit (optional) One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.

EqPEC 9 alphanumeric characters | The EqPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric The Serial field identifies the serial number of
characters the CP or packlet identified in the log report. If
the device involved in the state change is not a
CP or packlet, then the serial number displayed
is that of the CP or packlet that is hosting the
device.

REASON Text string (optional) The Reason field describes the cause of the
condition identified in the log report. This field is
not displayed if the state change was initiated
by the user.

ACTION Text string (optional) The Action field displays the recommended
action that operating company personnel can
follow to correct the condition identified in the
log report.

Fault Record 8 hexadecimal characters | A hexadecimal identifier that references an

Id (optional) entry in the XA-Core Fault Query Tool
database. (This field is displayed only if the
condition identified in the log report was caused
by a recorded hardware fault.)
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Field descriptions for TOD log (Sheet 4 of 4)

Field

Value Description

Cardlist

Variable field (optional) The Cardlist field displays other CPs or packlets
that operating company personnel need to
check as possible sources of the fault identified
in the log report.

The Cardlist field displays the card or packlet
weight (probability, shown as a percentage, that
the CP or packlet contains a fault), card type,
state, site, floor, row, bay, shelf and slot
position, the product engineering code and
serial number for each CP or packlet.

A cardlist is displayed only if the number of CPs
or packlets involved in the fault report was
greater than one.

Action

If aCMIC packlet stateis CBsy, return theinput/output processor (10P) circuit
pack (CP) to service, or replace the IOP CP if faulty.

If the state of an item of CMIC hardware on the XA-Core shelf (an HCMIC
circuit pack or aCMIC packlet) isManB or SysB, return the item of hardware
to service, or replace it if faulty.

If the state of the CMIC hardware onthe XA-Core shelf (HCMIC circuit packs
or CMIC packlets) isInSv or IsTh, and the XA-Core TOD state is CBsy,
ensure that the linksto the MS are in-service.

If the state of the CMIC hardware onthe XA-Core shelf (HCMIC circuit packs
or CMIC packlets) isInSv or IsTb, and the XA-Core TOD state is InSv, or
ISTh, ensure that the MS TODs are InSv.

If the state of the CMIC hardware onthe XA-Core shelf (HCMIC circuit packs
or CMIC packlets) isInSv, or IsTh, and the XA-Core TOD state is ManB,
check the MS TOD(s) and the XA-Core TOD and link.

If the state of the CMIC hardware onthe XA-Core shelf (HCMIC circuit packs
or CMIC packlets) isInSv, or IsTh, and the XA-Core TOD stateis SysB or not
available, check the MS TOD (s) and the XA-Core TOD and link integrity to
isolate the problem.

If the state of the CMIC hardware onthe XA-Core shelf (HCMIC circuit packs
or CMIC packlets) is unknown, and the XA-Core TOD state is CBsy, ensure
that the CMIC hardware is InSv. If the CMIC hardware isa CMIC packlet,
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ensure that the IOP circuit pack isaso InSv. Also ensure that the links to the
MS are InSv.

If the state of the CMIC hardware onthe XA-Core shelf (HCMIC circuit packs
or CMIC packlets) is unknown, and the XA-Core TOD stateisInSv or IsTb,
ensure that the MS TODs are InSv.

If state of the CMIC hardware on the XA-Core shelf (HCMIC circuit packs or
CMIC packlets) isunknown, and the XA-Core TOD stateis ManB, ensure that
the MS TODs are InSv.

If the state of the CMIC hardware onthe XA-Core shelf (HCMIC circuit packs
or CMIC packlets) is unknown, and the XA-Core TOD state is SysB or

unknown, check the MS TOD (s), and the XA-Core TOD and link integrity to
isolate the problem.

Associated OM registers
XAIOP

XCMIC
XCMICPRT

XCMICLNK
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Explanation

Event Type

Format

XAC305 RTIF (Reset Terminal Interface)

The system generates the Reset Terminal Interface (RTIF) log report when
thereisalossin service of RTIF local or remote ports.

The RTIF log report indicates the recommended action that operating
company personnel can follow to correct the condition. When the condition
clears, the system generates the RTIF Alarm Cleared log (XA CG605) report.

The RTIF log report generates a Card List when the system detects a fault on
more than one CP or packlet. The Card List displays other CPs and packlets
that operating company personnel need to check as possible sources of the
fault identified in the log report.

An RTIF log report indicates one of three alarm levels:

* RTIFcritical darm

* RTIFmgor aam

* RTIF minor alarm

For explanations of the meanings of the RTIF alarms, see the introductory
sections of the procedures for clearing those alarms. The procedures arein the

XA-Core Maintenance Manual, 297-8991-510, in the chapter titled
“Understanding the alarm system”.

Fault (FLT)

The format for log XAC305 follows:
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Severity XACnnn mmmdd hh:mm:ssssdd Event Type Log Title

IMPACT: <System Impact Statements>

DESCRIPTION: State has changed from OldState to NewState by Init. action

Class: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial

CCcCcc CCccc  CCCC nn cnn CCCC:nn nn nns  p CCCCnnec/nnnnnnnn

REASON: <Reason Statements>

ACTION: <Action Statements>

FAULT RECORD ID: hhhhhhhh

Check the following card(s) for possible source of fault.
Weight Type Site FL Row Bay Shf/S1lt/Pk/Dv EgPEC/Serial
nnn% CCcc CCCC nn Cnn Cccc:nn nn nnc ¢ N NNnnecnn/cccccccccccc
nnn% CCcc CCCC nn Ccnn Cccc:nn nn nnc ¢ N NNnnecnn/cccccccccccec

nnn% Cccc CCCC nn cnn cccc:nn nn nnc ¢ n HHHHCCHH/CCCCCCCCCCCC

Example

* k%

An example of log XAC305 follows:

XAC305 OCT27 15:22:28 1800 RTIF (Reset Terminal Interface)
IMPACT: n of n RTIF remote ports required on XA-Core are in-service.
DESCRIPTION: State has changed from INSV to SYSB by SYSTEM action.
CARD: Type State Site FL Row Bay Shf/Slot/Pk EQPEC/Serial

RTIFCBsy HOST 01 A00 DPCC:00 01 15R L NTLXO0S5AA/nnnnnnnnnn

REASON: RTIF packlet is CBsy due to out of service IOP.
ACTION: Ensure IOP card is in-service.
FAULT RECORD ID: 12345678
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Field descriptions
The following table explains each of the fieldsin log X AC305:

Field descriptions for RTIF log (Sheet 1 of 4)

Field Value Description
Severity Three asterisks (***), Displays the severity of the associated alarm.
two asterisks (**), Three asterisks (***) indicate a critical alarm.

Both RTIF local or remote ports are

1 *
or one asterisk (*) out-of-service (O0S).

Two asterisks (**) indicates a major alarm. One
RTIF local port is OOS or Both RTIF remote
ports are OOS (and operating company
personnel have set office parameter
REMTERMEQP to true).

One asterisk (*) indicates a minor alarm. One
RTIF remote port is OOS (and operating
company personnel have set office parameter

REMTERMEQP to true).
Reportid XAC305 The Reportid field displays the log group (XAC)
and identification number of the log report.
Event Type FLT The Event Type field displays the type of event
identified in the log report.
Log title Text string A text string describing the title of the log report.
IMPACT Text string The Impact field describes the impact of the

condition to the XA-Core. (This line is generated
only if the state change has a negative impact.)

DESCRIPTIO | Text string A text string describing the state change. The
N DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

NewsState 4 characters A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

e ——————— e — |
XA-Core Reference Manual



Copyright © 2006, Nortel Networks 176 Nortel Networks Confidential

Field descriptions for RTIF log (Sheet 2 of 4)

Field Value Description

Initiator (Init) | Up to 12 characters A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and
CCMT.

Class 4 characters The class of resource that is involved in the
state change. Possible values are: CARD,
PORT, LINK, and TOD.

Type 4 characters A character field identifying the type of CP or
packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State 4 characters The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site 4 characters The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.

Floor 2 digits The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row Alphanumeric: 1 digit The Row field identifies the row position, on the

followed by 2 characters floor, that contains the CP or packlet identified

in the log report.

Bay DPCC:00 The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.

Shelf 2 digits A number identifying the shelf where the CP,
packlet, or device is located. Possible values
are0, 1, 2, and 3.

Slot 3 alphanumeric characters | Two digits identifying the slot number and one
character identifying the side (front or rear) of
the shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.
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Field descriptions for RTIF log (Sheet 3 of 4)

Field Value Description

Packlet 1 character (optional) If the RTIF links are supported by RTIF
packlets, this is a character identifying the
packlet position (upper or lower). Possible
values are U and L. If the links are supported y
HCMIC circuit packs, the field is blank.

Device 1 digit (optional) One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.

EqPEC 9 alphanumeric characters | The EqPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric The Serial field identifies the serial number of
characters the CP or packlet identified in the log report. If
the device involved in the state change is not a
CP or packlet, then the serial number displayed
is that of the CP or packlet that is hosting the
device.

REASON Text string (optional) The Reason field describes the cause of the
condition identified in the log report. This field is
not displayed if the state change was initiated
by the user.

ACTION Text string (optional) The Action field displays the recommended
action that operating company personnel can
follow to correct the condition identified in the
log report.

Fault Record 8 hexadecimal characters | A hexadecimal identifier that references an

Id (optional) entry in the XA-Core Fault Query Tool
database. (This field is displayed only if the
condition identified in the log report was caused
by a recorded hardware fault.)
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Field descriptions for RTIF log (Sheet 4 of 4)

Field

Value Description

Cardlist

Variable field (optional) The Cardlist field displays other CPs or packlets
that operating company personnel need to
check as possible sources of the fault identified
in the log report.

The Cardlist field displays the card or packlet
weight (probability, shown as a percentage, that
the CP or packlet contains a fault), card type,
state, site, floor, row, bay, shelf and slot
position, the product engineering code and
serial number for each CP or packlet.

A cardlist is displayed only if the number of CPs
or packlets involved in the fault report was
greater than one.

Action

If the hardware supporting the RTIF link (an HCMIC circuit pack or an RTIF
packlet) isin the ManB state, attempt to return it to service. Replace if faulty.

If the RTIF packlet state is CBsy, ensure the input/output processor (10P)
circuit pack (CP) isin-service.

If the hardware supporting the RTIF link (an HCMIC circuit pack or an RTIF
packlet) isinthe SysB state, attempt to return the it to service. Replace if
faulty.

If the hardware supporting the RTIF link (an HCMIC circuit pack or an RTIF
packlet) isin the InSv state or the ISTb state, test any out-of-service ports and
check the integrity of cables and terminal connections. Replace the circuit
pack or packlet, or the cables, if faulty.

If the XA-Core systemisin split mode, take no action. The RTIF hardwarewill
return-to-service when split mode is exited.

If the state of the hardware supporting the RTIF link (an HCMIC circuit pack
or an RTIF packlet) is unknown, and the RTIF local or remote port state is
ManB, attempt to return the ManB port to service.

If the state of the hardware supporting the RTIF link (an HCMIC circuit pack
or an RTIF packlet) is unknown, and the RTIF local or remote port state is
SysB, replace the circuit pack or packlet if faulty.
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If the state of the hardware supporting the RTIF link (an HCMIC circuit pack
or an RTIF packlet) is unknown, and the RTIF local or remote port state is

CBsy,
» if the RTIF hardware is an RTIF packlet, ensure that the packlet and |OP
CParelInSv

e if the RTIF hardware is an HCMIC CP, ensure that the CP is InSv

If the state of the hardware supporting the RTIF link (an HCMIC circuit pack
or an RTIF packlet) is unknown,, and the RTIF local and remote stateis
unknown,

o if the RTIF hardware isan RTIF packlet, ensure that the RTIF packlet and
ports are in-service.

* if the RTIF hardwareisan HCMIC CP, ensure that the CP and its RTIF
ports arein-service

Associated OM registers
XRTIF

XAIOP
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XAC306 DISK

Explanation

The system generatesthe Disk log report when aDisk packlet isout-of-service
(00S).

TheDisk log report indicates the recommended action that operating company
personnel can follow to correct the condition. When the condition clears, the
system generates the Disk Alarm Cleared log (XAC606) report.

The Disk log report generates a Card List when the system detects afault on
more than one CP or packlet. The Card List displays other CPs and packlets
that operating company personnel need to check as possible sources of the
fault identified in the log report.

A Disk log report indicates a Disk Minor alarm condition. Thisalarm
condition means that at least one Disk packlet is OOS.

Event Type

Format

Fault (FLT)

The format for log XAC306 follows:

Severity XACnnn mmmdd hh:mm:ssssdd Event Type Log Title

IMPACT:

<System Impact Statements>

DESCRIPTION: State has changed from OldState to NewState by Init. action

Class:

REASON:
ACTION:

Type State Site FL Row Bay Shf/slt/Pk EqQPEC/Serial
ccecec cccc  CCccC nn ocnn cccc:nn nn nns  p cccenncce/nnnnnnnn
<Reason Statement>
<Action Statement>

FAULT RECORD ID: hhhhhhhh
Check the following card(s) for possible source of fault.

Weight Type Site FL Row Bay Shf/slt/Pk/Dv EgPEC/Serial
nnn% Ccccc Cccc nn cnn CCccc:nn nn nnc ¢ n nnnnecenn/ccccccccccce
nnn% Cccc Cccc nn cnn CCcc:nn nn nnc ¢ n nnnnceenn/ccccccccccce

nnn% Ccccc CCCC nn cnn cccc:nn nn nnc c n nnnnccnn/cccccccccccc
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Example
An example of log XAC306 follows:

* XAC306 JANO1 15:22:28 0011 FLT Disk
IMPACT: At least one Disk packlet is out of service.
DESCRIPTION: State has changed from INSV to CBSY by SYSTEM action.
CARD: Type State Site FL Row Bay Shf/sSlt/Pk EQPEC/Serial
DISKCBsy HOST 01 A00 DPCC:00 01 02F L NTLX06AA/nnnnnnnnnn
REASON: Disk packlet is CBsy due to out of service IOP.
ACTION: Return IOP card to service.
FAULT RECORD ID: 12345678

Field descriptions
The following table explains each of the fieldsin log X AC306:

Field descriptions for Disk log (Sheet 1 of 4)

Field Value Description

Severity One asterisk (*) Displays the severity of the associated alarm.

One asterisk (*) indicates a minor alarm
condition. At least one Disk packlet is
out-of-service (O0S).

Reportid XAC306 The Reportid field displays the log group and
identification number of the log report.

Event Type FLT The Event Type field displays the type of event
identified in the log report.

Log title Text string A text string describing the title of the log report.

IMPACT Text string The Impact field describes the impact of the

condition to the XA-Core. (This line is generated
only if the state change has a negative impact.)

DESCRIPTIO | Text string A text string describing the state change. The
N DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

NewsState 4 characters A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.
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Field descriptions for Disk log (Sheet 2 of 4)

Field Value Description

Initiator (Init) | Up to 12 characters A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and
CCMT.

Class 4 characters The class of resource that is involved in the
state change. Possible values are: CARD,
PORT, LINK, and TOD.

Type 4 characters A character field identifying the type of CP or
packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State 4 characters The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site 4 characters The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.

Floor 2 digits The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row Alphanumeric: 1 digit The Row field identifies the row position, on the

followed by 2 characters floor, that contains the CP or packlet identified

in the log report.

Bay DPCC:00 The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.

Shelf 2 digits A number identifying the shelf where the CP,
packlet, or device is located. Possible values
are0, 1, 2, and 3.

Slot 3 alphanumeric characters | Two digits identifying the slot number and one
character identifying the side (front or rear) of
the shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.
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Field descriptions for Disk log (Sheet 3 of 4)

Field Value Description

Packlet 1 character (optional) A character identifying the packlet position
(upper or lower). Possible values are U and L.

Device 1 digit (optional) One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.

EgPEC 9 alphanumeric characters | The EQPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EqQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric The Serial field identifies the serial number of
characters the CP or packlet identified in the log report. If
the device involved in the state change is not a
CP or packlet, then the serial number displayed
is that of the CP or packlet that is hosting the
device.

REASON Text string (optional) The Reason field describes the cause of the
condition identified in the log report. This field is
not displayed if the state change was initiated
by the user.

ACTION Text string (optional) The Action field displays the recommended
action that operating company personnel can
follow to correct the condition identified in the
log report.

Fault Record 8 hexadecimal characters | A hexadecimal identifier that references an

Id (optional) entry in the XA-Core Fault Query Tool
database. (This field is displayed only if the
condition identified in the log report was caused
by a recorded hardware fault.)
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Field descriptions for Disk log (Sheet 4 of 4)

Field Value Description

Cardlist Variable field (optional) The Cardlist field displays other CPs or packlets
that operating company personnel need to
check as possible sources of the fault identified
in the log report.

The Cardlist field displays the card or packlet
weight (probability, shown as a percentage, that
the CP or packlet contains a fault), card type,
state, site, floor, row, bay, shelf and slot
position, the product engineering code and
serial number for each CP or packlet.

A cardlist is displayed only if the number of CPs
or packlets involved in the fault report was
greater than one.

Action
If the Disk packlet state is ManB, return the Disk packlet to service.

If the Disk packlet stateis CBsy, return theinput/output processor (10P) circuit
pack (CP) to service.

If the XA-Core system isin split mode, take no action. The Disk packlet
returns-to-service (RTS) when the X A-Core system exits split mode.

Associated OM registers
XAIOP

XADISK
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XAC307 Tape

Explanation

Event Type

Format

The system generatesthe Tapelog report when a Tape packlet isout-of-service
(00S).

The Tapelog report indicates the recommended action that operating company
personnel can follow to correct the condition. When the condition clears, the
system generates the Tape Alarm Cleared log (XAC607) report.

The Tape log report generates a Card List when the system detects a fault on
more than one CP or packlet. The Card List displays other CPs and packlets
that operating company personnel need to check as possible sources of the
fault identified in the log report.

A Tape log report indicates a Tape Minor alarm condition. This alarm
condition means at |east one Tape packlet is OOS.

Fault (FLT)

The format for log XAC307 follows:

Severity XACnnn mmmdd hh:mm:ssssdd Event Type Log Title
IMPACT: <System Impact Statements>
DESCRIPTION: State has changed from OldState to NewState by Init. action

Class:

Type State Site FL Row Bay Shf/slt/Pk EqQPEC/Serial
ccecec ccecec CcCecc nn cnn CCeC:nn nn nns  p ccccnnec/nnnnnnnn

REASON: <Reason Statements>

ACTION: <Action Statements>

FAULT RECORD ID: hhhhhhhh

Check the following card(s) for possible source of fault.
Weight Type Site FL Row Bay Shf/slt/Pk/Dv EgPEC/Serial
nnn$ Cccc CCccc nn cnn Ccccc:nn nn nnc ¢ N nnnnecnn/cccccccccccc
nnn%$ Cccc CCcCcc nn cnn Ccccc:nn nn nnc ¢ N nnnnccnn/cccccccccccc

nnn% Ccccc CCCC nn cnn cccc:nn nn nnc c n nnnnccnn/cccccccccccc
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Example
An example of log XAC307 follows:

* XAC307 MAR17 15:22:28 0011 FLT Tape
IMPACT: At least one tape packlet is out of service.
DESCRIPTION: State has changed from INSV to CBSY by SYSTEM action.
CARD: Type State Site FL Row Bay Shf/sSlt/Pk EQPEC/Serial
TapeCBsy HOST 01 A00 DPCC:00 00 02F U NTLX07AA/nnnnnnnnnn
REASON: Tape packlet is CBsy due to out of service IOP.
ACTION: Return IOP card to service.
FAULT RECORD ID: 12345678

Field descriptions
The following table explains each of the fieldsin log XAC307:

Field descriptions for Tape log (Sheet 1 of 4)

Field Value Description

Severity One asterisk (*) Displays the severity of the associated alarm.

One asterisk (*) indicates a minor alarm
condition. At least one Tape packlet is
out-of-service (O0S).

Reportid XAC307 The Reportid field displays the log group and
identification number of the log report.

Event Type FLT The Event Type field displays the type of event
identified in the log report.

Log title Text string A text string describing the title of the log report.

IMPACT Text string The Impact field describes the impact of the

condition to the XA-Core. (This line is generated
only if the state change has a negative impact.)

DESCRIPTIO | Text string A text string describing the state change. The
N DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

NewsState 4 characters A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.
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Field descriptions for Tape log (Sheet 2 of 4)

Field Value Description

Initiator (Init) | Up to 12 characters A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and
CCMT.

Class 4 characters The class of resource that is involved in the
state change. Possible values are: CARD,
PORT, LINK, and TOD.

Type 4 characters A character field identifying the type of CP or
packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State 4 characters The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site 4 characters The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.

Floor 2 digits The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row Alphanumeric: 1 digit The Row field identifies the row position, on the

followed by 2 characters floor, that contains the CP or packlet identified

in the log report.

Bay DPCC:00 The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.

Shelf 2 digits A number identifying the shelf where the CP,
packlet, or device is located. Possible values
are0, 1, 2, and 3.

Slot 3 alphanumeric characters | Two digits identifying the slot number and one
character identifying the side (front or rear) of
the shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.
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Field descriptions for Tape log (Sheet 3 of 4)

Field Value Description

Packlet 1 character (optional) A character identifying the packlet position
(upper or lower). Possible values are U and L.

Device 1 digit (optional) One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.

EgPEC 9 alphanumeric characters | The EQPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EqQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric The Serial field identifies the serial number of
characters the CP or packlet identified in the log report. If
the device involved in the state change is not a
CP or packlet, then the serial number displayed
is that of the CP or packlet that is hosting the
device.

REASON Text string (optional) The Reason field describes the cause of the
condition identified in the log report. This field is
not displayed if the state change was initiated
by the user.

ACTION Text string (optional) The Action field displays the recommended
action that operating company personnel can
follow to correct the condition identified in the
log report.

Fault Record 8 hexadecimal characters | A hexadecimal identifier that references an

Id (optional) entry in the XA-Core Fault Query Tool
database. (This field is displayed only if the
condition identified in the log report was caused
by a recorded hardware fault.)
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Field descriptions for Tape log (Sheet 4 of 4)

Field Value Description

Cardlist Variable field (optional) The Cardlist field displays other CPs or packlets
that operating company personnel need to
check as possible sources of the fault identified
in the log report.

The Cardlist field displays the card or packlet
weight (probability, shown as a percentage, that
the CP or packlet contains a fault), card type,
state, site, floor, row, bay, shelf and slot
position, the product engineering code and
serial number for each CP or packlet.

A cardlist is displayed only if the number of CPs
or packlets involved in the fault report was
greater than one.

Action
If the Tape packlet state is ManB, return the Tape packlet to service.

If the Tape packlet stateis CBsy, return the input/output processor (I0P) CPto
service.

If the XA-Core system isin split mode, take no action. The Tape packlet
returns-to-service (RTS) when the X A-Core system exits Split mode.

Associated OM registers
XATAPE

XAIOP
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XAC308 Image Test Report

Explanation

The system generates the Image Test Report log report when the XA-Core
image test executes. The X A-Core image test checks for correct software
function and image restart capability.

The Image Test Report log report indicates the recommended action that
operating company personnel can follow to correct the condition identified in
the log. When the condition clears, the system generates the Image Alarm
Cleared log (XAC608) report.

An Image Test Report log indicates an Image Critical alarm condition. This
alarm condition indicates that an XA-Core Image is bad.

Event Type
Fault (FLT)
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Format
The format for log XAC308 follows:

Severity XACnnn mmmdd hh:mm:ss ssdd Event Type Event Text
INITIATOR:<Manual/System/RExX>
RESTART TYPE:<Warm/Cold/Reload>
RESULT: <Image Maybe Okay/Image Bad/Image Test Aborted/Image Test Not Run
SUBTEST/PROCESS CHECK: FATILED NOT-RUN
RTS Matecom
Sending Data to Inactive Side
Receiving Data from Inactive Side
Inactive Timeout
Login for Disconnected User
Response from Command Interface
Critical Process Verification

Overall Process

Login Process

HDRCON Process

NHDRCON Process

CALLP Process
Program Store Check
Data Store Check
Allocating DS Temp
Allocating DS Prot
Allocating DS Perm
Allocating PS Temp
Allocating PS Prot
Deallocating DS Temp
Deallocating DS Prot
Deallocating DS Perm
Deallocating PS Temp
Deallocating PS Prot
Trap Rate Check
IMPACT:<Impact statements>
ACTION: <Action Statements>
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Example
An example of log XAC308 follows:
* % XAC308 MAYO07 10:11:09 9000 FLT Image Test Report
INITIATOR: System
RESTART TYPE: Warm
RESULT: Image Bad
SUBTEST/PROCESS CHECK: FATILED NOT-RUN
RTS Matecom X
Sending Data to Inactive Side X
Receiving Data from Inactive Side X
Inactive Timeout X
Login for Disconnected User X
Response from Command Interface X

Critical Process Verification

Overall Process

Login Process

HDRCON Process

NHDRCON Process

CALLP Process
Program Store Check
Data Store Check
Allocating DS Temp
Allocating DS Prot
Allocating DS Perm X
Allocating PS Temp
Allocating PS Prot X
Deallocating DS Temp X
Deallocating DS Prot X
Deallocating DS Perm X
Deallocating PS Temp X
Deallocating PS Prot X
Trap Rate Check X
IMPACT: Image is not restartable
ACTION: Do not attempt an active restart!

Contact Emergency Personnel.

KX
b

>

Note: The XAC308 log only displays subtests or process checks that failed or
were not run. This example of log XAC308 displays all possible subtests.

e —————————— e — |
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Field descriptions

The following table explains each of the fieldsin log XAC308:

Field descriptions for Image Test Report log (Sheet 1 of 2)

Field

Value

Description

Severity

Two asterisks (**),

or one asterisk (*)

Displays the severity of the associated alarm.

Two asterisks (**) indicates a major alarm
condition. An XA-Core image test detected that
an image is Bad.

One asterisk (*) indicates a minor alarm
condition. An XA-Core image test detected that
an image maybe okay, an image test aborted,
or an image test was not run.

Reportid

XAC308

The Reportid field displays the log group and
identification number of the log report.

Event Type

FLT

The Event Type field displays the type of event
identified in the log report.

Event Text

Text string

The Event Text field describes the type of event
identified in the log report.

INITIATOR

Manual, System, or REx

The INITIATOR field identifies the method used
to start an image test.

RESTART
TYPE

Warm, Cold, or Reload

The RESTART TYPE field indicates the type of
restart used to take an image test

RESULT

Image Maybe Okay, Image
Bad, Image Test Aborted,
or Image Test Not Run

The RESULT field indicates the result of the
XA-Core image test.

SUBTEST
/PROCESS
CHECK

Text string

The SUBTEST/PROCESS CHECK field
describes specific subtests or process checks
that failed or were not run during an XA-Core
image test.

FAILED

NG

An “X” indicates that the subtest or process
check failed during an image test. Log report
XAC308 only displays the subtests or process
checks that failed or were not run during an
image test.

NOT-RUN

e

An “X” indicates that the subtest and process
check was not run during an image test. Log
report XAC308 only displays those subtests or
process checks that failed or were not run
during an image test.
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Field descriptions for Image Test Report log (Sheet 2 of 2)

Field Value Description

IMPACT Text string The Impact field describes the impact of the
condition to the XA-Core.

ACTION Text string The Action field recommends the action that
operating company personnel can take to
correct the problem identified in the log report.

Action

If theimage test indicates Image may be Ok, the image may not be restartable.
Contact Emergency Personnel.

If the image test indicates Image Bad, the image is not restartable. Do not try
an active restart. Contact Emergency Personnel.

If theimagetest indicates Image Test Aborted, or Image Test Not Run, take no
action.

Associated OM registers
There are no associated OM registers for thislog.

e ——————— e — |
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XAC309 AMDI

Explanation

The system generates the ATM multinode data interface (AMDI) log report
when there is aloss of communication between the XA-Core and any
Succession multi gateway (SMG) peripheral. The log aso occurs when there
isaloss of AMDI packlet link redundancy.

The AMDI log report indicates the recommended action that operating
company personnel can follow to correct the condition. When the condition
clears, the system generates the AMDI cleared (XAC609) log report.

The AMDI log generates a card list when the system detects a fault on more
than one packlet. The card list displays other packlets that operating company
personnel need to check as possible sources of the fault identified in the log
report.

An AMDI log indicates one of two alarm levels

» AMDI Critical Alarm: There is no communication between the XA-Core
and at least one SMG peripheral.

« AMDI Mgor Alarm: Thereisaloss of AMDI packlet link redundancy
between the XA-Core and SMG peripherals.

Event type
Fault (FLT)

Format
The format for log XAC309 follows:

Severity XACnnn mmmdd hh:mm:ssssdd Event Type Log Title

IMPACT: <System Impact Statements>

DESCRIPTION: State has changed from OldState to NewState by Init. action

Class: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial

cccc cccc CCCC nnocnn CCCc:inn nNn nns  p ccccnncc/nnnnnnnn

REASON: <Reason Statement>

ACTION: <Action Statements>

FAULT RECORD ID: hhhhhhhh

Check the following card(s) for possible source of fault.
Weight Type Site FL Row Bay Shf/slt/Pk/Dv EgQPEC/Serial
nnn%$ Cccc CCcCcC nn cnn Ccccc:nn nn nnc ¢ N nnnnecnn/cccccccccccc
nnn$ Cccc CCCcCc nn cnn Ccccc:nn nn nnc ¢ N nnnnccnn/cccccccccccc

nnn% Ccccc CCCC nn cnn cccc:nn nn nnc c n nnnnccnn/cccccccccccc
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Example
An example of log XAC309 follows:

** XAC309 0OCT29 15:22:28 1199 FLT AMDI (ATM Multinode Data Interface)
IMPACT: Group redundancy changed.
DESCRIPTION: State has changed from INSV to MANB by MANUAL action.
CARD: Type State Site FL Row Bay Shf/slt/Pk EQPEC/Serial

AMDIManB HOST 00 A0O0 DPCC:00 00 14R L NTLXO0S5BA/nnnnnnnnnn

REASON: AMDI link(S) are out of service due to manually busied packlet.
ACTION: Attempt to RTS AMDI links.
FAULT RECORD ID: 12345678

Field descriptions
The following table explains each field in log X AC309:

Field descriptions for XAC309 log (Sheet 1 of 4)

Field Value Description
Severity Three asterisks (***) Displays the severity of the associated alarm.
Two asterisks (**) Three asterisks (***) indicate a critical alarm

condition. There is no communication between
the XA-Core and at least one SMG peripheral.

Two asterisks (**) indicate a major alarm
condition. There is a loss of AMDI packlet link
redundancy between the XA-Core and the SMG

peripherals.
Reportid XAC309 The reportid field displays the log group (XAC)
and identification number of the log report.
Event Type FLT The Event Type field displays the type of event
identified in the log report.
Log title Text string A text string describing the title of the log report.
IMPACT Text string The Impact field describes the impact of the

condition to the XA-Core. (This line is generated
only if the state change has a negative impact.)

DESCRIPTIO | Text string A text string describing the state change. The
N DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.
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Field descriptions for XAC309 log (Sheet 2 of 4)

Field Value Description

NewState 4 characters A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

Initiator (Init) | Up to 12 characters A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and
CCMT.

Class 4 characters The class of resource that is involved in the
state change. Possible values are: CARD,
PORT, LINK, and TOD.

Type 4 characters A character field identifying the type of CP or
packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State 4 characters The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site 4 characters The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.

Floor 2 digits The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row Alphanumeric: 1 digit The Row field identifies the row position, on the

followed by 2 characters floor, that contains the CP or packlet identified

in the log report.

Bay DPCC:00 The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.

Shelf 2 digits A number identifying the shelf where the CP,
packlet, or device is located. Possible values
are0, 1, 2, and 3.

XA-Core Reference Manual



Copyright © 2006, Nortel Networks

202 Nortel Networks Confidential

Field descriptions for XAC309 log (Sheet 3 of 4)

Field

Value

Description

Slot

3 alphanumeric characters

Two digits identifying the slot number and one
character identifying the side (front or rear) of
the shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

Packlet

1 character (optional)

If the AMDI links are supported by an AMDI
packlet, this is a character identifying the
packlet position (upper or lower). Possible
values are U and L. If the AMDI links are
supported by an HIOP circuit pack, the field is
blank.

Device

1 digit (optional)

One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.

EQPEC

9 alphanumeric characters

The EgQPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EqQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial

14 alphanumeric
characters

The Serial field identifies the serial number of
the CP or packlet identified in the log report. If
the device involved in the state change is not a
CP or packlet, then the serial number displayed
is that of the CP or packlet that is hosting the
device.

REASON

Text string (optional)

The Reason field describes the cause of the
condition identified in the log report. This field is
not displayed if the state change was initiated
by the user.

ACTION

Text string (optional)

The Action field displays the recommended
action that operating company personnel can
follow to correct the condition identified in the
log report.

Fault Record
Id

8 hexadecimal characters
(optional)

A hexadecimal identifier that references an
entry in the XA-Core Fault Query Tool
database. (This field is displayed only if the
condition identified in the log report was caused
by a recorded hardware fault.)
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Field descriptions for XAC309 log (Sheet 4 of 4)

Field

Value Description

Cardlist

Variable field (optional) The Cardlist field displays other CPs or packlets
that operating company personnel need to
check as possible sources of the fault identified
in the log report.

The Cardlist field displays the card or packlet
weight (probability, shown as a percentage, that
the CP or packlet contains a fault), card type,
state, site, floor, row, bay, shelf and slot
position, the product engineering code and
serial number for each CP or packlet.

A cardlist is displayed only if the number of CPs
or packlets involved in the fault report was
greater than one.

Action

If the state of the AMDI hardware (HIOP circuit pack or AMDI packlet) is
ManB, attempt to return it to service. Replace if faulty.

If the AMDI packlet state is Cbsy because an Input/Output Processor (IOP)
circuit pack (CP) is out-of-service, ensure the identified IOP circuit is
in-service.

If the state of the AMDI hardware (HIOP circuit pack or AMDI packlet) is
SysB, attempt to return it to service. Replace if faulty.

If the state of the AMDI hardware (HIOP circuit pack or AMDI packlet) is
unknown and a state change has occurred on an AMDI packlet, port, or link,
ensure that AMDI hardware is InSv. Check the integrity of the AMDI links.
If the AMDI link state is ManB, attempt to return to service the AMDI link.
If the AMDI link state is InSv, check the integrity of the link.

If the AMDI link state is SysB, contact next level of support if problem
persists.

If the XA-Core system isin split mode, take no action. The AMDI hardware
and links will return to service when the system exits split mode.

If the AMDI link state is unknown and a state change has occurred on an
AMDI link, ensure AMDI links are InSv.
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Associated OM registers

Depending on athe level of alarm generated, the system pegs either register
XAMDMAUU or register XAMDCRIU.

Depending on whether afault causes an AMDI packlet, port, or link to gointo
an OOS state, the system pegs one of the following registers: XAMDI,
XAMDIPRT, or XAMDILNK.

|
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XAC310 Card Manual Busy

Explanation

The Card Manual Busy log indicatesthat the craftsperson has manually busied
acard, packlet, port, or link that was already in an out-of-service state.

Event Type
Manual Busy (MBSY).
Format
The format for log XAC310 follows:
XACnnn mmmdd hh:mm:ss ssdd Event Type Log Title
DESCRIPTION: State has changed from OldState to NewState by Init. action
Class: Type State Site FL Row Bay Shf/slt/Pk EqgPEC/Serial
cccc ccecc CCcCc nnocnn CCCC:nn nNn nns p ccccnncec/nnnnnnnn
Example
An example of log XAC310 follows:
XAC310 JUN12 11:01:09 2400 MANB ManB (Card Manual Busy)
DESCRIPTION: State has changed from CBSY to MBSY by MANUAL action
LINK: Type State Site FL Row Bay Shf/slt/Pk/Lk EgPEC/Serial

ETHR MBSY HOST 01 A00 DPCC:00 00 O05R U 0 NTLXO09AA/nnnnnnnn

Field descriptions
The following table explains each of the fieldsin log XAC610:

Field descriptions for the Card Manual Busy log (Sheet 1 of 3)

Field Value Description

Reportid XAC310 The Reportid field displays the log group (XAC)
and identification number of the log report.

Event Type MBSY The Event Type field displays the type of event
identified in the log report.

Log title Text string A text string describing the title of the log report.

XA-Core Reference Manual



Copyright © 2006, Nortel Networks

206 Nortel Networks Confidential

Field descriptions for the Card Manual Busy log (Sheet 2 of 3)

Initiator (Init)

Up to 12 characters

Field Value Description
DESCRIPTION | Text string A text string describing the state change. The
DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.
OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.
NewState 4 characters A character field identifying the “to” state.

Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and
CCMT.

Class

4 characters

The class of resource that is involved in the state
change. Possible values are: CARD, PORT, and
LINK. (TOD is not a possible value because it is
not possible to busy a TOD device.)

Type

4 characters

A character field identifying the type of CP or
packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State

4 characters

The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site

4 characters

The Site field displays the site location of the
switch that contains the CP or packlet identified
in the log report.

Floor

2 digits

The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row

Alphanumeric: 1 digit
followed by 2 characters

The Row field identifies the row position, on the
floor, that contains the CP or packlet identified in
the log report.
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Field descriptions for the Card Manual Busy log (Sheet 3 of 3)

Field Value Description

Bay DPCC:00 The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.

Shelf 2 digits A number identifying the shelf where the CP,
packlet, or device is located. Possible values are
0,1,2,and 3.

Slot 3 alphanumeric characters | Two digits identifying the slot number and one

character identifying the side (front or rear) of the
shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

Packlet 1 character (optional) If the component that was busied is a packlet or
a device on a packlet, this is a character
identifying the packlet position (upper or lower).
Possible values are U and L.

Device 1 digit (optional) One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT or LINK.

EqPEC 9 alphanumeric characters | The EqPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric characters | The Serial field identifies the serial number of the
CP or packlet identified in the log report. If the
device involved in the state change is not a CP
or packlet, then the serial number displayed is
that of the CP or packlet that is hosting the
device.

e ——————— e — |
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Action
There are no actions for thislog.

Associated OM registers
There are no OM registersfor thislog.
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XAC312 IOP

Explanation

The system generates the input/output processor (10P) log report when an
input/output processor (I0P) circuit pack or a high performance input/output
processor (HIOP) circuit pack or a high performance CMIC (HCMIC) circuit
pack is out-of-service (O0S).

The IOPlog report indicates the recommended action that operating company
personnel can follow to correct the condition. When the condition clears, the
system generates the |OP Cleared log (XAC612) report.

ThelOPlog generatesaCard List when the system detectsafault on morethan
one CP or packlet. The Card List displays other CPs and packlets that
operating company personnel need to check as possible sources of the fault
identified in the log report.

A 10P log indicates an | OPflt Minor alarm condition. This alarm condition
means that at least one |OP or HIOP or HCMIC CPis OOS.

Event type
Fault (FLT)

Format
The format for log XAC312 follows:

Severity XACnnn mmmdd hh:mm:ssssdd Event Type Log Title

IMPACT: <System Impact Statements>

DESCRIPTION: State has changed from OldState to NewState by Init. action

Class: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial

cccc CCcecc  CCCC nn cnn CCCC:nn Nn nnsg  p ccccnncc/nnnnnnnn

REASON: <Reason Statements>

ACTION: <Action Statements>

FAULT RECORD ID: hhhhhhhh

Check the following card(s) for possible source of fault.
Weight Type Site FL Row Bay Shf/S1lt/Pk/Dv EgPEC/Serial
nnn% CCccc CCCC nn Ccnn Cccc:nn nn nne ¢ N NNnnecnn/cccccccccccec
nnn% CCcc CCCC nn Ccnn Cccc:nn nn nnc ¢ N Nnnnecnn/cccccccccccec

nnn% Cccc CCCC nn cnn cccc:nn nn nnc c n I'll'll'll'lCCI'lI'l/CCCCCCCCCCCC
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Example
An example of log XAC312 follows:

* % XAC312 OCT30 15:22:28 0011 FLT IOP (Input Output Processor)
IMPACT: At least one IOP card is out of service.
DESCRIPTION: State has changed from INSV to MANB by MANUAL action.
CARD: Type State Site FL Row Bay Shf/slt/Pk EQPEC/Serial

IOP ManB HOST 01 A00 DPCC:00 00 15R NTLXO03BA/nnnnnnnnnn

REASON: IOP card has been manually busied.
ACTION: RTS IOP card.
FAULT RECORD ID: 12345678

Field descriptions
The following table explains each of the fieldsin log XAC312:

Field descriptions for IOP log (Sheet 1 of 4)

Field Value Description

Severity One asterisk (*) Displays the severity of the associated alarm.

One asterisk (*) indicates a minor alarm
condition. At least one IOP CP is out-of-service

(00S).

Reportid XAC312 The Reportid field displays the log group and
identification number of the log report.

Event Type FLT The Event Type field displays the type of event
identified in the log report.

Log title Text string A text string describing the title of the log report.

IMPACT Text string The Impact field describes the impact of the

condition to the XA-Core. (This line is generated
only if the state change has a negative impact.)

DESCRIPTIO | Text string A text string describing the state change. The
N DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

NewsState 4 characters A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.
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Field descriptions for IOP log (Sheet 2 of 4)

Field Value Description

Initiator (Init) | Up to 12 characters A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and
CCMT.

Class 4 characters The class of resource that is involved in the
state change. Possible values are: CARD,
PORT, LINK, and TOD.

Type 4 characters A character field identifying the type of CP or
packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State 4 characters The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site 4 characters The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.

Floor 2 digits The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row Alphanumeric: 1 digit The Row field identifies the row position, on the

followed by 2 characters floor, that contains the CP or packlet identified

in the log report.

Bay DPCC:00 The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.

Shelf 2 digits A number identifying the shelf where the CP,
packlet, or device is located. Possible values
are0, 1, 2, and 3.

Slot 3 alphanumeric characters | Two digits identifying the slot number and one
character identifying the side (front or rear) of
the shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

XA-Core Reference Manual



Copyright © 2006, Nortel Networks 212 Nortel Networks Confidential

Field descriptions for IOP log (Sheet 3 of 4)

Field Value Description

Packlet 1 character (optional) A character identifying the packlet position
(upper or lower). Possible values are U and L.

Device 1 digit (optional) One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.

EgPEC 9 alphanumeric characters | The EQPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EqQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric The Serial field identifies the serial number of
characters the CP or packlet identified in the log report. If
the device involved in the state change is not a
CP or packlet, then the serial number displayed
is that of the CP or packlet that is hosting the
device.

REASON Text string (optional) The Reason field describes the cause of the
condition identified in the log report. This field is
not displayed if the state change was initiated
by the user.

ACTION Text string (optional) The Action field displays the recommended
action that operating company personnel can
follow to correct the condition identified in the
log report.

Fault Record 8 hexadecimal characters | A hexadecimal identifier that references an

Id (optional) entry in the XA-Core Fault Query Tool
database. (This field is displayed only if the
condition identified in the log report was caused
by a recorded hardware fault.)
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Field descriptions for IOP log (Sheet 4 of 4)

Field Value Description

Cardlist Variable field (optional) The Cardlist field displays other CPs or packlets
that operating company personnel need to
check as possible sources of the fault identified
in the log report.

The Cardlist field displays the card or packlet
weight (probability, shown as a percentage, that
the CP or packlet contains a fault), card type,
state, site, floor, row, bay, shelf and slot
position, the product engineering code and
serial number for each CP or packlet.

A cardlist is displayed only if the number of CPs
or packlets involved in the fault report was
greater than one.

Action
If the IOP or HIOP or HCMIC CP state is ManB, return the CP to service.

If thelOP or HIOP or HCMIC CP stateis InSv, check other CPsfor the source
of the fault.

Associated OM registers
XAIOP

e ———————— e — |
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XAC320 SysBTh Alarm Raised

Explanation

The system generates the SysBTh Alarm Raised log report when a SysBTh
alarm israised and the severity of the alarm has changed. The possible
scenarios are as follows.

* The system raises a SysBTh minor alarm, and previously there were no
SysBTh alarms.

* Thesystem increases the severity of a SysBTh alarm from minor to major.
* Thesystem decreasesthe severity of a SysBTh alarm from major to minor.
At any timewhen a SysBTh alarm israised, that alarm represents the highest
level of SysBTh activity in the system. For example, if a PE circuit pack goes
through enough system-busy transitionsto justify theraising of aminor alarm,

but an IOP circuit pack goes through enough transitions to justify the raising
of amajor alarm, the SysBTh major alarm will be raised.

The system monitors the SysB transitions for many components. (The
monitored components are listed later in this section). It maintains separate
counts for each instance of each monitored component.

The monitored components are separated into groups.

The following list shows the groups and the monitored components.
» The PE group includes PE circuit packs.
* The SM group includes SM circuit packs.
* ThelOlink (10Ik) group includes all 1O links.
* ThelO hardware (I0hw) group includes
— 10PR, HIOP, and HCMIC circuit packs
— all packlets: disk, tape, CMIC, RTIF, Ethernet, and AMDI

— sections of HIOP circuit packs that are supporting ETHR and AMDI
connections

— sectionsof HCMIC circuit packsthat are supporting CMIC, RTIF, and
ETHR connections

— time-of-day (TOD) devices
— ports
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For each instance of each monitored component, the system counts the SysB
trangitions that occur during the current six-hour interval. It also maintains
records of the numbers of transitions that occurred during the seven preceding
six-hour intervals. For each component, the system sums the totals from the
seven preceding intervalsand the total from the current interval, producing the
48-hour total, which is the number of SysB transitions occurring over the last
42 to 48 hours.

For each component group, there are minor and major SysB-transition
threshold values. The thresholds apply to each component in the component
group. To obtain alist of the magor and minor thresholds that apply to the
component groups, use the CNTRS QUERY command. The system displays
the threshold values as part of its response to the CNTRS QUERY command.
For detailed information on the display of threshold values, see the description
of the QUERY parameter of the CNTRS command in the XAC MAP level.
The description isfound in the XA-Core Reference Manual, in the chapter that
describes MAP levels and user interfaces.

For each monitored component, the system compares the component’s
48-hour transition total to the minor and major SysB transition thresholds for
the group. If the 48-hour SysB transition total equals or exceeds the minor
SysB transition threshold, and if the SysBTh minor alarm or SysBTh major
alarm isnot already raised, the system raises the SysBTh minor alarm (unless
the alarm has been disabled). If the 48-hour SysB transition total equals or
exceedsthe major SysB transition threshold, and if the SysBTh major alarmis
not already raised, the system raisesthe SysBTh major alarm (unlessthealarm
has been disabled).

Event Type
Fault (FLT)
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Format
The format for log XAC320 follows:

XACnnn mmmdd hh:mm:ss ssdd Event Type Log Title
Reason: <Reason Statements>

Grp Type Component SysB Cnts in last N hrs Sum Thresh
—mm mmmm mmmm—— - 42 36 30 24 18 12 06 00 —-- m-----
<Group> <Type> <Loc.> nn nn nn nn nn nn nn nn |<Opt> nn <nn/nn> <Sevs>
Example

An example of log XAC320 follows:

XAC320 NOVO2 16:23:29 0019 FLT SysBTh Alarm Raised

Reason: Minor alarm cleared.

Grp Type Component SysB Cnts in last N hrs Sum Thresh
e T 42 36 30 24 18 12 06 00 e e

IOhw CMIC 4 R L 0O 0 00 0 0 0 1 [+ 6 2/6 *x
I0lk CMIC 4 RL Linkl 0 0 O O 0 O 0 1 | 1 2/8

IOhw RTIF 4 R U 0 0 0 0 0 0 0 1 |+ 6 2/6 *x
IOhw RTIF 4 R U 0 0 0 0 0 0 3 1 |+ 6 2/6 *x

e ————————— e — |
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Field descriptions
The following table explains each of the fieldsin log XAC320:

Field descriptions for the SysBTh Alarm Raised log (Sheet 1 of 2)

Field Value Description
Severity One asterisk (*) or two Displays the severity of the associated alarm.
asterisks (**) One asterisk (*) indicates an SysBTh minor
alarm; two asterisks (**) indicate an SysBTh
major alarm.
Reportid XAC320 The Reportid field displays the log group and
identification number of the log report.
Event Type FLT The Event Type field displays the type of event
identified in the log report.
Log title Text string A text string describing the title of the log report.
Reason “Cleared alarm raised to A SysBTh alarm is raised, and the severity has
Minor” or changed.
“Cleared alarm raised to
Major” or
“Minor alarm raised to
Major” or
“Major alarm lowered to
Minor”
Group PE PE circuit pack
SM SM circuit pack
01k 1O links
IOhw The IOhw category includes IOP and HIOP

circuit packs, packlets, ports, and TOD devices.

Type PE, SM, IOP, HIOP, Tape, | Item type. OC3 is the equivalent of AMDI.
Disk, RTIF, OC3, CMIC,
AMDI, ETHR, TOD

Loc. <Slot><Side> <Position> Identifies the location of the component, where
<Device type> <Slot> is numeric in the range 1 to 18 and
<Side> is F for front or R for rear. A <Position>
value appears only if the component is a packlet
or a packlet’s port, link, or time-of-day device. A
<Device type> value appears only if the
transitions were by a port, link, or TOD device.

SysB cnts in Eight numeric values, The number of SysB transitions occurring for

last N hrs separated by spaces. Each | the component in the current six-hour interval
is an integer in the range 0 | (the rightmost value), and in each of the seven
to 15. preceding six-hour intervals. The counter for

each interval can count as high as 15.
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Field descriptions for the SysBTh Alarm Raised log (Sheet 2 of 2)

Field Value Description
Opt A plus sign (+) or a blank A plus sign (+) appears in the Opt field if the
space Group is IOhw, and if the value in the Sum field

is a sum of transitions for multiple 10hw
components that are associated with the slot.

Sum Numeric The sum of the SysB transitions occurring in the
current six-hour interval, and in the seven
preceding six-hour intervals.

Thresh Two numeric values The two numeric values separated by a slash
separated by a slash indicate the minor and major SysB transition
thresholds for the component.

Sev One asterisk (*), two One asterisk indicates that a SysBTh minor
asterisks (**), or a blank alarm is raised. Two asterisks indicate that a
space SysBTh major alarm is raised.

Action

Investigate the components that have high SysB transition counts, and replace
components as necessary.

If link hits occurred because of events at the far end, consider using the
CNTRS RESET command to reset the SysB transition counter for each link
that was affected.

e ——————— e — |
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Associated OM registers
The following registersin the XACORE OM group are associated with this
log. Each register ispegged if itsassociated component (shown in parentheses)
goes into the system-busy state.

XAPE (PE circuit packs)
XASM (SM circuit packs)

XAIOP (I0P, HIOPR, and HCMIC circuit packs)

XADISK (Disk packlets)
XATAPE (Tape packlets)
XRTIF (RTIF packlets)
XRTIFPRT (RTIF ports)
XRTIFLNK (RTIF links)
XCMIC (CMIC packlets)
XCMICPRT (CMIC ports)
XCMICLNK (CMIC links)
XAMDI (AMDI packlets)
XAMDIPRT (AMDI ports)
XAMDILNK (AMDI links)
XETHR (Ethernet packlets)
XETHRPRT (Ethernet ports)
XETHRLNK (Ethernet links)
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XAC321 WgSlot (Shelf Audit Failure - Card Configuration)

Explanation

Operating company personnel must insert the correct type of circuit pack (CP)
in the XA-Core shelf slot matched for that type of CP. The system can detect
the wrong type of CP in ashelf dot in real time (The system detects a clock
signal from the CP) or during a software audit.

The system generates the WgSlot (Shelf Audit Failure - Card Configuration)
log report if either of the following conditions occurs:

* A shelf audit detects one or more CPs in the wrong XA-Core shelf dlot
positions.

* A shelf audit detects that a shelf slot configured for a CP is empty.

TheWgSlot (Shelf Audit Failure- Card Configuration) log report indicatesthe
recommended action that operating company personnel can follow to correct
the condition. When the condition clears, the system generates the WgSlot
Cleared (Card Removed) (XAC627) log report.

A WgSlot (Shelf Audit Failure - Card Configuration) log report indicates a
WgSlot Minor alarm condition. This alarm condition means that the wrong
type of CPisin ashelf dot, or ashelf slot configured for a CP is empty.

Event Type
Fault (FLT)

Format
The format for log XAC321 follows:

Severity XACnnn mmmdd hh:mm:ssssdd Event TypeEvent Text
IMPACT: <System Impact Statements>
Shf Slot Side Expected Card/Pklt Detected Card/Pklt Action

nn nn C cccceccec cccceccec ccceccecece
nn nn C cccceccec cccceccec ccceccecece
nn nn C cccceccec ccccecec ccceccecece
nn nn C cccceccec cccceccec cccececce
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Example
An example of log XAC321 follows:

* XAC321 NOV02 13:45:56 8800 FLT WgSlot (Shelf Audit Failure-Card Configuration)
IMPACT: The following slots contain unexpected cards:

Shf Slot Side Expected Card/Pklt Detected Card/Pklt Action
1 4 F PE none Add
1 9 R none SM Remove
1 16 F PE IOP Replace

Field descriptions
The following table explains each of the fieldsin log XAC321.

Field descriptions for WgSlot (Shelf Audit Failure - Card Configuration) log (Sheet 1 of 2)

Field Value Description

Severity One asterisk (*) Displays the severity of the associated alarm.

One asterisk (*) indicates a minor alarm
condition. The wrong type of circuit pack (CP) is
in an XA-Core shelf slot, or a shelf slot
configured for a CP is empty.

Reportid XAC321 The Reportid field displays the log group and
identification number of the log report.

Event Type FLT The Event Type field displays the type of event
identified in the log report.

Event Text Text string The Event Text field describes the type of event
identified in the log report.

IMPACT Text string The Impact field describes the impact of the
condition to the XA-Core.

Shf Oto3 The Shf field displays the position number,
within the Bay/Frame, of the XA-Core shelf.

Slot 0lto 18 The Slot field displays the slot position, within
the shelf, that contains the CP or packlet
identified in the log report.

e}
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Field descriptions for WgSlot (Shelf Audit Failure - Card Configuration) log (Sheet 2 of 2)

Field Value Description

Side ForR The Side field displays the front (F) side or rear
(R) side position of the shelf that contains the
slot identified in the log report.

Expected Alphanumeric The Expected Card/PKlt field displays the type
Card/Pklt of CP or packlet expected in the shelf slot.

If the system expects no CP in the shelf slot, this
field displays "none”.

Detected Alphanumeric The Detected Card/Pklt field displays the type of
Card/Pklt CP or packlet detected in the shelf slot.

If the system detects no CP in the shelf slot, this
field displays “none”.

Action Remove, Add, or Replace | The Action field displays the recommended
action that operating company personnel can
follow to correct the condition identified in the
log report.

Action

If the system detects a circuit pack (CP) in ashelf dlot that is not provisioned,
remove the CP from that slot.

If the system detects a CP in a shelf slot configured for another type of CP,
replace the CP with the correct CP type.

If the system detects no CP in a shelf dot that is configured for a CP, add the
correct CP type to the shelf dot.

Associated OM registers
There are no OM registers associated with thislog.
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XAC322 PETrDbI

Explanation

Event Type

Format

The system generatesthe Processor Element Trouble (PETrbl) log report when
anon-critical fault is detected on a Processor Element (PE) circuit pack (CP).
A non-critical fault causes the PE CP to change state from in-service (InSv) to
in-service trouble (IsTh).

The PETrbl log report indicates the recommended action that operating
company personnel can follow to correct the condition. When the condition
clears, the system generates the PETrbl Alarm Cleared log (XAC622) report.

The PETrbl log report generates a Card List when the system detectsafault on
morethan one CP or packlet. The Card List displays other CPsor packletsthat
operating company personnel need to check as possible sources of the fault
identified in the log report.

An PETrbl log report indicates a PEtrbl minor alarm condition. This alarm
condition means that a non-critical fault was detected on a PE CP. The PE CP
has changed state from InSv to ISTh.

Trouble (TBL)

The format for log XAC322 follows:

Severity XACnnn mmmdd hh:mm:ssssdd Event Type Log Title
IMPACT: <System Impact Statements>
DESCRIPTION: State has changed from OldState to NewState by Init. action

Class:

Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial
cccc CcCcecc  CCcCc nn cnn CCCC:nn nn nnsg  p ccccnnec/nnnnnnnn

REASON: <Reason Statement>

ACTION: <Action Statements>

FAULT RECORD ID: hhhhhhhh

Check the following card(s) for possible source of fault.
Weight Type Site FL Row Bay Shf/S1lt/Pk/Dv EgPEC/Serial
nnn% CCccc CCCC nn Ccnn Cccc:nn nn nnc ¢ N Nnnnecnn/cccccccccccc

nnn% Cccc CCCC nn cnn cccc:nn nn nnc ¢ n nnnnccnn/cccccccccccc

nnn% Cccc CCCC nn cnn cccc:nn nn nnc c n nnnnccnn/cccccccccccc

e ——————— e — |
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Example
An example of log XAC322 follows:
* XAC322 NOVO1l 15:22:28 0011 TBL PETrbl (Trouble)
IMPACT:
DESCRIPTION: State has changed from INSV to ISTB by SYSTEM action.
CARD: Type State Site FL Row Bay Shf/slt/Pk EQPEC/Serial

PE IsTb HOST 01 A00 DPCC:00 01 04F NTLX02BA/nnnnnnnnnn
REASON: Non-critical XA-Core fault detected.
ACTION: Perform in-service test on the PE card.

Field descriptions
The following table explains each of the fieldsin log XAC322:

Field descriptions for PETrbl log (Sheet 1 of 4)

Field Value Description

Severity One asterisk (*) Displays the severity of the associated alarm.

One asterisk (*) indicates a minor alarm
condition. A non-critical fault was detected on a
PE CP. The PE CP has changed state from

InSv to IsTb

Reportid XAC322 The Reportid field displays the log group and
identification number of the log report.

Event Type TBL The Event Type field displays the type of event
identified in the log report.

Log title Text string A text string describing the title of the log report.

IMPACT Text string The Impact field describes the impact of the

condition to the XA-Core. (This line is generated
only if the state change has a negative impact.)

DESCRIPTION | Text string A text string describing the state change. The
DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

e}
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Field descriptions for PETrbl log (Sheet 2 of 4)

Field

OldState

NewState

Initiator (Init)

Value

4 characters

4 characters

Up to 12 characters

Description

A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and
CCMT.

Class

4 characters

The class of resource that is involved in the
state change. Possible values are: CARD,
PORT, LINK, and TOD.

Type

4 characters

A character field identifying the type of CP or
packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State

4 characters

The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site

4 characters

The Site field displays the site location of the
switch that contains the CP or packlet identified
in the log report.

Floor

2 digits

The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row

Alphanumeric: 1 digit
followed by 2 characters

The Row field identifies the row position, on the
floor, that contains the CP or packlet identified
in the log report.

Bay

DPCC:00

The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.

Shelf

2 digits

A number identifying the shelf where the CP,
packlet, or device is located. Possible values
are 0, 1, 2, and 3.
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Field descriptions for PETrbl log (Sheet 3 of 4)

Field

Value

Description

Slot

3 alphanumeric characters

Two digits identifying the slot number and one
character identifying the side (front or rear) of
the shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

Packlet

1 character (optional)

A character identifying the packlet position
(upper or lower). Possible values are U and L.

Device

1 digit (optional)

One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.

EQPEC

9 alphanumeric characters

The EgQPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial

14 alphanumeric
characters

The Serial field identifies the serial number of
the CP or packlet identified in the log report. If
the device involved in the state change is not a
CP or packlet, then the serial number displayed
is that of the CP or packlet that is hosting the
device.

REASON

Text string (optional)

The Reason field describes the cause of the
condition identified in the log report. This field is
not displayed if the state change was initiated
by the user.

ACTION

Text string (optional)

The Action field displays the recommended
action that operating company personnel can
follow to correct the condition identified in the
log report.

Fault Record Id

8 hexadecimal characters
(optional)

A hexadecimal identifier that references an
entry in the XA-Core Fault Query Tool
database. (This field is displayed only if the
condition identified in the log report was caused
by a recorded hardware fault.)
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Field descriptions for PETrbl log (Sheet 4 of 4)

Field Value Description

Cardlist Variable field (optional) The Cardlist field displays other CPs or packlets
that operating company personnel need to
check as possible sources of the fault identified
in the log report.

The Cardlist field displays the card or packlet
weight (probability, shown as a percentage, that
the CP or packlet contains a fault), card type,
state, site, floor, row, bay, shelf and slot
position, the product engineering code and
serial number for each CP or packlet.

A cardlist is displayed only if the number of CPs
or packlets involved in the fault report was
greater than one.

Action

Perform amanual in-servicetest on the PE CP that containsthe fault to try and
clear the fault condition.

Replace the PE CP that contains the fault during a low traffic period on the
switch.

Associated OM registers
There are no OM registers associated with thislog.
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XAC323 SMTrbl

Explanation

The system generates the Shared Memory Trouble (SMTrbl) log report when
anon-critical fault is detected on a shared memory (SM) CP. The non-critical
fault causes the SM CP to change state from in-service (InSv) to in-service
trouble (ISTh).

The SMTrbl log report indicates the recommended action that operating
company personnel can follow to correct the condition. When the condition
clears, the system generates the SMTrbl Alarm Cleared log (XAC623) report.

The SMTrbl log report generates a Card List when the system detects afault
on morethan one CP or packlet. The Card List displays other CPsand packlets
that operating company personnel need to check as possible sources of the
fault identified in the log report.

An SMTrbl log indicates an SMtrbl Minor alarm condition. Thisalarm
condition meansthat anon-critical fault was detected onaSM CP. The SM CP
has changed state from InSv to ISTb

Event Type
Trouble (TBL)

Format
The format for log XAC323 follows:

Severity XACnnn mmmdd hh:mm:ssssdd Event Type Log Title

IMPACT: <System Impact Statements>

DESCRIPTION: State has changed from OldState to NewState by Init. action

Class: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial

cccc CcCcecc  CCcCc nn cnn CCCC:nn nn nnsg  p ccccnnec/nnnnnnnn

REASON: <Reason Statement>

ACTION: <Action Statements>

FAULT RECORD ID: hhhhhhhh

Check the following card(s) for possible source of fault.
Weight Type Site FL Row Bay Shf/S1lt/Pk/Dv EgPEC/Serial
nnn% CCccc CCCC nn Ccnn Cccc:nn nn nnc ¢ N Nnnnecnn/cccccccccccc
nnn% Cccc CCCC nn Ccnn Cccc:nn nn nnce ¢ N Nnnnecnn/cccccccccccec

nnn% Cccc CCCC nn cnn cccc:nn nn nnc c n I'll'll'll'lCCI'lI'l/CCCCCCCCCCCC
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Example
An example of log XAC323 follows:
** XAC323 NOCO1l 15:22:28 9700 TBL SMTrbl (Trouble)
IMPACT:
DESCRIPTION: State has changed from INSV to ISTB by SYSTEM action.
CARD: Type State Site FL Row Bay Shf/slt/Pk EQPEC/Serial

SM IsTb HOST 01 A0OO0 DPCC:00 01 11F NTLX14CA/nnnnnnnnnn
REASON: Non-critical XA-Core fault detected.
ACTION: Perform in-service test on the SM card.

Field descriptions
The following table explains each of the fieldsin log XAC323:

Field descriptions for SMTrbl log (Sheet 1 of 4)

Field Value Description

Severity One asterisk (*) Displays the severity of the associated alarm.

One asterisk (*) indicates a minor alarm. A
non-critical fault was detected on an SM CP. An
SM CP has changed state from InSv to ISTb.

Reportid XAC323 The Reportid field displays the log group (XAC)
and identification number of the log report.

Event Type TBL The Event Type field displays the type of event
identified in the log report.

Log title Text string A text string describing the title of the log report.

IMPACT Text string The Impact field describes the impact of the

condition to the XA-Core. (This line is generated
only if the state change has a negative impact.)

DESCRIPTION | Text string A text string describing the state change. The
DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

e}
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Field descriptions for SMTrbl log (Sheet 2 of 4)

Field

OldState

NewState

Initiator (Init)

Value

4 characters

4 characters

Up to 12 characters

Description

A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and
CCMT.

Class

4 characters

The class of resource that is involved in the
state change. Possible values are: CARD,
PORT, LINK, and TOD.

Type

4 characters

A character field identifying the type of CP or
packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State

4 characters

The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site

4 characters

The Site field displays the site location of the
switch that contains the CP or packlet identified
in the log report.

Floor

2 digits

The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row

Alphanumeric: 1 digit
followed by 2 characters

The Row field identifies the row position, on the
floor, that contains the CP or packlet identified
in the log report.

Bay

DPCC:00

The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.

Shelf

2 digits

A number identifying the shelf where the CP,
packlet, or device is located. Possible values
are 0, 1, 2, and 3.
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Field descriptions for SMTrbl log (Sheet 3 of 4)

Field

Value

Description

Slot

3 alphanumeric characters

Two digits identifying the slot number and one
character identifying the side (front or rear) of
the shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

Packlet

1 character (optional)

A character identifying the packlet position
(upper or lower). Possible values are U and L.

Device

1 digit (optional)

One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.

EQPEC

9 alphanumeric characters

The EgQPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial

14 alphanumeric
characters

The Serial field identifies the serial number of
the CP or packlet identified in the log report. If
the device involved in the state change is not a
CP or packlet, then the serial number displayed
is that of the CP or packlet that is hosting the
device.

REASON

Text string (optional)

The Reason field describes the cause of the
condition identified in the log report. This field is
not displayed if the state change was initiated
by the user.

ACTION

Text string (optional)

The Action field displays the recommended
action that operating company personnel can
follow to correct the condition identified in the
log report.

Fault Record Id

8 hexadecimal characters
(optional)

A hexadecimal identifier that references an
entry in the XA-Core Fault Query Tool
database. (This field is displayed only if the
condition identified in the log report was caused
by a recorded hardware fault.)
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Field descriptions for SMTrbl log (Sheet 4 of 4)

Field Value Description

Cardlist Variable field (optional) The Cardlist field displays other CPs or packlets
that operating company personnel need to
check as possible sources of the fault identified
in the log report.

The Cardlist field displays the card or packlet
weight (probability, shown as a percentage, that
the CP or packlet contains a fault), card type,
state, site, floor, row, bay, shelf and slot
position, the product engineering code and
serial number for each CP or packlet.

A cardlist is displayed only if the number of CPs
or packlets involved in the fault report was
greater than one.

Action

Run amanual in-service test on the SM CP that contains the fault to try and
clear the fault.

Replace the SM CP that contains the fault during alow traffic period on the
switch.

Associated OM registers
There are no OM registers associated with thislog.
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XAC324 10Trbl

Explanation

Event Type

Format

The system generates the Input/Output Trouble (I0Trbl) log report when a
non-critical fault condition causes any of the following elements to change
state from in-service (InSv) to in-service trouble (1sTb):

» high performance input/output processor (HIOP) circuit pack (CP)
* high performance CMIC (HCMIC) circuit pack (CP)

* input/output processor (IOP) circuit pack (CP)

* |OP packlet (RTIF, CMIC, Disk or Tape packlet)

» alink, port, or TOD clock

The 10Trbl log report indicates the recommended action that operating

company personnel can follow to correct the condition. When the condition
clears, the system generates the |IOTrbl Alarm Cleared log (XAC624) report.

ThelOTrbl log report generates a Card List when the system detectsafault on
more than one CP or packlet. The Card List displays other CPs and packlets
that operating company personnel need to check as possible sources of the
fault identified in the log report.

A 10Trbl log report indicates an 1 Otrbl Minor alarm condition. Thisalarm
condition means that a non-critical fault condition has caused one of the

following to change state from InSv to IsTh: an HIOP CP, an HCMIC CP, an
IOP CP, apacklet, alink, aport, or a TOD clock.

Trouble (TBL)

The format for log XAC324 follows:

e ——————— e — |
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Severity XACnnn mmmdd hh:mm:ssssdd Event Type Log Title

IMPACT: <System Impact Statements>

DESCRIPTION: State has changed from OldState to NewState by Init. action

Class: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial

CCcCcc CCccc  CCCC nn cnn CCCC:nn nn nns  p CCCCnnec/nnnnnnnn

REASON: <Reason Statements>

ACTION: <Action Statements>

FAULT RECORD ID: hhhhhhhh

Check the following card(s) for possible source of fault.
Weight Type Site FL Row Bay Shf/S1lt/Pk/Dv EgPEC/Serial
nnn% CCcc CCCC nn Cnn Cccc:nn nn nnc ¢ N NNnnecnn/cccccccccccc
nnn% CCcc CCCC nn Ccnn Cccc:nn nn nnc ¢ N NNnnecnn/cccccccccccec

nnn% Cccc CCCC nn cnn cccc:nn nn nnc ¢ n HHHHCCHH/CCCCCCCCCCCC

Example

*

An example of log XAC324 follows:

XAC324 NOV23 15:22:28 0011 TBL IOTrbl (Trouble)

IMPACT:
DESCRIPTION: State has changed from INSV to ISTB by SYSTEM action.
CARD: Type State Site FL Row Bay Shf/slt/Pk EQPEC/Serial

IOP IsTb HOST 01 A00 DPCC:00 01 17F NTLXO03BA/nnnnnnnnnn
REASON: Non-critical XA-Core fault detected.
ACTION: Perform in-service test on the IOP card.
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Field descriptions
The following table explains each of the fieldsin log XAC324.

Field descriptions for 10Trbl log (Sheet 1 of 3)

Field Value Description

Severity One asterisk (*) Displays the severity of the associated alarm.

One asterisk (*) indicates a minor alarm. A
non-critical fault has caused an IOP CP,
packlet, link, port or TOD clock to change state
from InSv to ISTh.

Reportid XAC324 The Reportid field displays the log group and
identification number of the log report.

Event Type TBL The Event Type field displays the type of event
identified in the log report.

Log title Text string A text string describing the title of the log report.

IMPACT Text string The Impact field describes the impact of the

condition to the XA-Core. (This line is generated
only if the state change has a negative impact.)

DESCRIPTION | Text string A text string describing the state change. The
DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

NewsState 4 characters A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

Initiator (Init) Up to 12 characters A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and
CCMT.

Class 4 characters The class of resource that is involved in the
state change. Possible values are: CARD,
PORT, LINK, and TOD.
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Field

Value

Description

Type

4 characters

A character field identifying the type of CP or
packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State

4 characters

The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site

4 characters

The Site field displays the site location of the
switch that contains the CP or packlet identified
in the log report.

Floor

2 digits

The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row

Alphanumeric: 1 digit
followed by 2 characters

The Row field identifies the row position, on the
floor, that contains the CP or packlet identified
in the log report.

Bay

DPCC:00

The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.

Shelf

2 digits

A number identifying the shelf where the CP,
packlet, or device is located. Possible values
are 0,1, 2, and 3.

Slot

3 alphanumeric characters

Two digits identifying the slot number and one
character identifying the side (front or rear) of
the shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

Packlet

1 character (optional)

If the IsTb component is a packlet or a device on
a packlet, this is a character identifying the
packlet position (upper or lower). Possible
values are U and L.

Device

1 digit (optional)

One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.
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Field descriptions for I0Trbl log (Sheet 3 of 3)

Field Value Description

EgPEC 9 alphanumeric characters | The EQPEC field identifies the product
engineering code (EQPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric The Serial field identifies the serial number of
characters the CP or packlet identified in the log report. If
the device involved in the state change is not a
CP or packlet, then the serial number displayed
is that of the CP or packlet that is hosting the
device.

REASON Text string (optional) The Reason field describes the cause of the
condition identified in the log report. This field is
not displayed if the state change was initiated
by the user.

ACTION Text string (optional) The Action field displays the recommended
action that operating company personnel can
follow to correct the condition identified in the
log report.

Fault Record Id | 8 hexadecimal characters | A hexadecimal identifier that references an
(optional) entry in the XA-Core Fault Query Tool
database. (This field is displayed only if the
condition identified in the log report was caused
by a recorded hardware fault.)

Cardlist Variable field (optional) The Cardlist field displays other CPs or packlets
that operating company personnel need to
check as possible sources of the fault identified
in the log report.

The Cardlist field displays the card or packlet
weight (probability, shown as a percentage, that
the CP or packlet contains a fault), card type,
state, site, floor, row, bay, shelf and slot
position, the product engineering code and
serial number for each CP or packlet.

A cardlist is displayed only if the number of CPs
or packlets involved in the fault report was
greater than one.
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Action
Run amanual in-servicetest on the CP or packlet that contains the fault to try

and clear the fault.

Replace the CP or packlet that contains the fault during alow traffic period on
the switch.

Associated OM registers
There are no OM registers associated with thislog.

|
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XAC325 RIBKEY Detected

Explanation

A retrofit inactive boot key (RIBkey) isatool that Installation personnel use
during an upgrade or cutover process of the XA-Core. A RIBkey connectsto
the local port on each of the XA-Core reset terminal interfaces (RTIF).
Installation personnel remove the RIBkeys when the switch of activity
(SWACT) is complete and the XA-Core is the active core.

The system generatesthe RIBKEY Detected |og report when aRIBkey device
remains connected to an RTIF port on an XA-Corethat isInSv. If an XA-Core
restart occurs with RIBkey devices attached to the RTIF ports, the XA-Core
system cannot return to active mode.

The RIBKEY Detected log report indicates the recommended action that
operating company personnel can follow to correct the condition. When the
condition clears, the system generates the RIBkey Removed log (XAC625)
report.

A RIBkey log indicates one of two alarm levels:

* RIBkey Mgor aarm: RIBkey devices remain attached to both RTIF local
ports on an XA-Core that is the active core.

* RIBkey Minor alarm: A RIBkey deviceremainsattached tooneRTIF local
port on an XA-Core that is the active core.

Event Type
Fault (FLT)

Format
The format for log XAC325 follows:

Severity XACnnn mmmdd hh:mm:ssssdd Event Type Event Text
IMPACT: <System Impact Statement>
CARD: Type State Site FL Row Bay Shf/Slot EgPEC/Serial
cccec ceecc cccc nn o cnn cccc:nn nn/nns p ccccennec/nnnnnnnn
ACTION: <Action Statement>
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Example
An example of log XAC325 follows:
* XAC325 DEC11 12:15:34 0011 RIBKEY (RIBKEY Detected)
IMPACT: XA-Core may not boot as active core.
CARD: Type State Site FL Row Bay Shf/Slot EqQPEC/Serial

RTIF SysB HOST 01 A00 DPCC:00 01/15R U NTLXO08AA/nnnnnnnn
ACTION: Remove remaining RIBKEY (s) from XA-Core.

Field descriptions
The following table explains each of the fieldsin log XAC325:

Field descriptions for RIBKEY Detected log (Sheet 1 of 2)

Field Value Description
Severity One asterisk (*) Displays the log severity.
Reportid XAC325he Alarm field The Reportid field displays the log group and

displays the severity of the | identification number of the log report.
alarm condition

Event Type FLT The Event Type field displays the type of event
identified in the log report.

Event Text Text string The Event Text field describes the type of event
identified in the log report.

IMPACT Text string The Impact field describes the impact of the
condition to the XA-Core.

CARD Type Character string The Card Type field displays the type of circuit
pack (CP) or packlet identified in the log report.

State Character string The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site HOST The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.
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Field descriptions for RIBKEY Detected log (Sheet 2 of 2)

Field

Value

Description

FL

Numeric

The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row

Alphanumeric

The Row field identifies the row position, on the
floor, that contains the CP or packlet identified
in the log report.

Bay

DPCC:00

The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.

Shf/Slot

nn/nns p
where:
nn/=0 to 3
/nn=01 to 18
s=ForR
p=UorL

The Shelf (Shf) and Slot field identify the shelf
position within the bay, and slot position within
the shelf, that contains the CP or packlet
identified in the log report.

where:
nn/= the shelf position number.
/nn= the slot position number.

s= side position, either the front (F) side or rear
(R) side of the XA-Core shelf that contains the
CP.

p= the packlet position, either the upper (U) or
lower (L) position, within an IOP CP. (The
packlet position only displays when the
indicated slot and side are from an IOP CP.).

EgPEC/Serial

Alphanumeric

The EQPEC/Serial field identifies the equipment
product engineering code (EqPEC) and the
serial number of the CP or packlet identified in
the log report.

ACTION

Text string

The Action field displays the recommended
action that operating company personnel can
follow to correct the condition identified in the
log report.
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Action
Remove remaining Ribkey (s) from the XA-Core.

Associated OM registers
There are no OM registers associated with thislog.
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XAC326 MS Link Configuration Mismatch

Explanation

Event Type

Format

XACnnn

The system generates the MS Link Configuration Mismatch (XAC326) log
report when there is a mismatch between the expected and the actual message
switch (MS) link configuration. A link configuration mismatch occurswhen a
CMIC link from a port on the CMIC hardware in the XA-Core shelf (an
HCMIC circuit pack or an XA-Core OC-3 two-port Interface packlet) is
connected to thewrong port on the OC-3 two port interface paddlieboard in the
message switch.

The MS Link Configuration Mismatch log report indicates the recommended
action that operating company personnel can follow to correct the condition.

When the condition clears, the system generates the MS Link Configuration

Restored (XAC626) log report.

The MS Link Configuration Mismatch log does not indicate an alarm
condition.

Fault (FLT)

The format for log XAC326 follows:

mmmdd  hh:mm:ss ssdd Event Type Event Text

IMPACT: <System Impact Statement>

CARD:

PORT:

Type State Site FL Row Bay Shf/Slot EgPEC/Serial
cccc ceccc CCec NN cnn cccc:nn nn/nns p  ccccnncce/nnnnnnnnn
n

REASON: <Reason statements>

SHELF MS CARD PORT

EXPECTED: nn nn nn nn
ACTUAL: nn nn nn nn
ACTION: <Action Statements>
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Example

XAC326
IMPACT:
CARD: Type State Site FL Row Bay

HOST 00 A00 DPCC:00 01/15R L NTLXO05AA/nnnnnnnnn

CMIC InSv
PORT: O
REASON:
SHELF MS CARD
EXPECTED: 0 1
ACTUAL: 0 0
ACTION:

NOVO03

17:15:16
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An example of log XAC326 follows:

FLT MS Link Configuration Mismatch

Possible loss of messaging.

Mismatch between expected and actual MS Link Configuration.
PORT

Shf/Slot EgQPEC/Serial

Check MS Link Configuration.

Field descriptions

The following table explains each of the fieldsin log X AC326:

Field descriptions for MS Link Configuration Mismatch log (Sheet 1 of 3)

Field Value Description

Reportid XAC326 The Reportid field displays the log group (XAC)
and identification number of the log report.

Event Type FLT The Event Type field displays the type of event
identified in the log report.

Event Text Text string The Event Text field describes the type of event
identified in the log report.

IMPACT Text string The Impact field describes the impact of the
condition on the XA-Core.

CARD Type Character string The Card Type field displays the type of circuit
pack (CP) or packlet identified in the log report.

State Character string The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site HOST The Site field displays the site location of the
switch that contains the CP or packlet identified
in the log report.

FL Numeric The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.
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Field descriptions for MS Link Configuration Mismatch log (Sheet 2 of 3)

Field

Value

Description

Row

Alphanumeric

The Row field identifies the row position, on the
floor, that contains the CP or packlet identified
in the log report.

Bay

DPCC:00

The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.

Shf/Slot

nn/nns p
where:
nn/=0to 3
/nn=01 to 18
s=F or R
p=UorL

The Shelf (Shf) and Slot field identify the shelf
position within the bay, and slot position within
the shelf, that contains the CP or packlet
identified in the log report.

where:
nn/=the shelf position number.
/nn=the slot position number.

s=side position , either the front (F) side or rear
(R) side of the XA-Core shelf that contains the
CP.

p=the packlet position, either the upper (U) or
lower (L) position, within an IOP CP. (The
packlet position displays only if the CMIC link is
supported by an OC-3 two port packlet.)

EgPEC/Serial

Alphanumeric

The EqQPEC/Serial field identifies the equipment
product engineering code (EqPEC) and the
serial number of the CP or packlet identified in
the log report.

PORT

Oto1l

The Port field indicates the port number on the
CMIC packlet.

REASON

Text string

The Reason field describes the cause of the
condition reported in the log report.

EXPECTED

Character string

The Expected field indicates the expected MS
Link configuration.

This field identifies the expected MS shelf
number, MS, MS Card number and MS port
number.

ACTUAL

Character string

The Actual field indiciates the actual MS Link
configuration.

This field identifies the actual MS shelf number,
MS, MS Card number and MS port number.
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Field descriptions for MS Link Configuration Mismatch log (Sheet 3 of 3)

Field Value Description

SHELF Oto3 The shelf field identifies the shelf position
number on the MS.

MS Oor1l The MS field identifies the MS.

CARD Character string The Card field identifies the shelf slot number
on the MS.

PORT Oorl The MS Port field identifies the port number on
the MS.

ACTION Text string The Action field displays the recommended

action that operating company personnel can
follow to correct the condition identified in the
log report.

Action
Check the MS Link Configuration.

Associated OM registers
There are no OM registers associated with thislog.

]|
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Explanation

Event Type

Format

XAC327 WgSlot (Card Inserted into Wrong Slot)

Operating company personnel must insert the correct circuit pack (CP) in the
XA-Core shelf dot matched for the CP type. The system can detect the wrong
type of CPin ashelf dot in real time (The system detects a clock signal from
the CP) or during a software audit.

The system generates the WgSlot (Card I nserted Into Wrong Slot) log report
when software detects the insertion of a CP into the wrong shelf slot in
real-time (The system detects a clock signal from the CP).

The WgSlot (Card Inserted Into Wrong Slot) log report indicates the
recommended action that operating company personnel can follow to correct
the condition. When the condition clears, the system generates the WgSl ot
Cleared (Card Removed) log (XAC627) report.

The WgSlot (Card Inserted Into Wrong Slot) log report indicates a WgSlot
Minor alarm condition. This alarm condition means that a CP was inserted

into the wrong shelf slot in real-time (The system detects a clock signal from
the CP).

Fault (FLT)

The format for log XAC327 follows:

Severity XACnnn mmmdd hh:mm:ss nnnn Event Type Event Text
DESCRIPTION: <Description Statements>

Example

Shf
nn

Slot Side TYPE PEC
nn c cccc  cccceccce

ACTION: <Action statements>

An example of log XAC327 follows:
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* XAC327 NOV02 13:45:56 1700 FLT WgSlot (Card Inserted Into Wrong

Slot)

DESCRIPTION: Card detected in the following unprovigioned slot.
Shf Slot Side TYPE PEC

00 12 F PE NTLX02AA

ACTION: Remove the card

Field descriptions

The following table explains each of the fieldsin log XAC327:

Field descriptions for WgSlot (Card Inserted Into Wrong Slot) log (Sheet 1 of 2)

Field Value Description

Severity One asterisk (*) Displays the severity of the associated alarm.
One asterisk (*) indicates a minor alarm. A CP
was inserted into the wrong shelf slot in
real-time.

Reportid XAC327 The Reportid field displays the log group and
identification number of the log report.

Event Type FLT The Event Type field displays the type of event
identified in the log report.

Event Text Text string The Event Text field describes the type of event
identified in the log report.

DESCRIPTION | Text string The Description field describes the condition
identified in the log report.

Shf 0to3 The Shelf (Shf) field identifies the XA-Core shelf
position.

Slot 01to 18 The Slot field identifies the slot position, within
the shelf, that contains the CP identified in the
log report.

Side ForR The Side field identifies the front (F) side or rear
(R) side of the shelf that contains the slot.

TYPE Character string The TYPE field identifies the type of CP
detected in the shelf slot.

PEC Alphanumeric The PEC field displays the product engineering
code of the CP detected in the slot.
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Field descriptions for WgSlot (Card Inserted Into Wrong Slot) log (Sheet 2 of 2)

Field Value Description

Action Text string The Action field displays the recommended
action that operating company personnel can
follow to correct the condition identified in the
log report.

Action
Remove the card.

Associated OM registers
There are no OM registers associated with thislog.
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XAC329 Ethernet

Explanation

The system generates the Ethernet log (XAC329) report when any of the
following conditions occur

 Thereisaloss of communication between the XA-Core and the ethernet
network as aresult of any single link failure.

* Thereisalossof ethernet link redundancy.

* IProuting and maintenance (IRM) disablesthe link as aresult of a
problem that occurs while trying to bring the link into service.

e Falureto set active | P address on link because one or more of the active
| P addresses entered in table CMIPADDR could not be bound onto the
ethernet packlet.

« ThelRM comm audit hasfailed on the link because the comm audit on the
ethernet link has detected a problem with the connection to the edge
device.

An Ethernet log report indicates a ETHR alarm condition.

Event Type
Fault (FLT)

Format
The format for log XAC329 follows:

Severity XACnnn mmmdd hh:mm:ssssdd Event Type Log Title

IMPACT: <System Impact Statements>

DESCRIPTION: State has changed from OldState to NewState by Init. action

Class: Type State Site FL Row Bay Shf/slt/Pk EqQPEC/Serial

cccc cccc CCCcCc nnocnn CCCc:nn nNn nns  p ccccnnec/nnnnnnnn

REASON: <Reason Statement>

ACTION: <Action Statements>

FAULT RECORD ID: hhhhhhhh

Check the following card(s) for possible source of fault.
Weight Type Site FL Row Bay Shf/slt/Pk/Dv EgPEC/Serial
nnn% cccc CCCcCc nn ¢nn Cccc:Nn nn nnc ¢ n nnnnecenn/ccccccccccce
nnn% cccc CCCcCc nn cnn Cccc:nn nn nnc ¢ N nnnnecenn/ccccccccccce

nnn% Cccc CCCC nn cnn cccc:nn nn nnc c n I'll'll'll'lCCI'lI'l/CCCCCCCCCCCC
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Example
An example of log XAC329 follows:

** XAC329 0CT29 15:22:28 1199 FLT ETHR (Ethernet)
IMPACT: 2 of 4 Ethernet links on XA-CORE are in-service
DESCRIPTION: State has changed from INSV to MANB by MANUAL action.
CARD: Type State Site FL Row Bay Shf/slt/Pk EQPEC/Serial

ETHRManB HOST 01 A0OO0 DPCC:00 00 14R L NTLXO09AA/nnnnnnnnnn

REASON: Ethernet link(s) are out of service due tomanually busiedpacklet.
ACTION: Attempt to RTS ETHR packlet.
FAULT RECORD ID: 12345678

Field descriptions
The following table explains each of the fieldsin log XAC329

Field descriptions for Ethernet log (Sheet 1 of 4)

Field Value Description

Severity Three asterisks (***) Displays the severity of the associated

Two asterisks (**) alarm.

Three asterisks (***) indicate a critical alarm
condition. There are insufficient links in
service to maintain the engineered capacity.
This can indicate a loss of call origination at
the Call Server.

Two asterisks (**) indicate a major alarm
condition. The minimum number of ethernet
links remain in-service. There is a loss of
link redundancy.

Reportid XAC329 The reportid field displays the log group
(XAC) and identification number of the log
report.

Event Type FLT The Event Type field displays the type of
event identified in the log report.

Log title Text string A text string describing the title of the log
report.

IMPACT Text string The Impact field describes the impact of the

condition to the XA-Core. (This line is
generated only if the state change has a
negative impact.)
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Field descriptions for Ethernet log (Sheet 2 of 4)
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Field

Value

Description

DESCRIPTION

Text string

A text string describing the state change.
The DESCRIPTION field contains the
following fields: Old State, New State, and
Initiator.

OldState

4 characters

A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

NewState

4 characters

A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

Initiator (Init)

Up to 12 characters

A character field identifying the initiator of
the state change. Possible values are:
MANUAL, SYSTEM, RECOVERY,
PROVISIONING, CLOCKEVENT, FAULT,
SWACT, REX, IMGTST, MSMTCE, SREX,
AUDIT, IRM, and CCMT.

Class

4 characters

The class of resource that is involved in the
state change. Possible values are: CARD,
PORT, LINK, and TOD.

Type

4 characters

A character field identifying the type of CP
or packlet identified in the log report. This
field, in conjunction with the Class field,
identifies the resource involved in the state
change. For example, Class Link and Type
ETHR identifies an Ethernet link.

State

4 characters

The State field displays the current
operational state of the CP or packlet
identified in the log report.

Site

4 characters

The Site field displays the site location of the
switch that contains the CP or packlet
identified in the log report.

Floor

2 digits

The Floor field displays the floor position,
within the site, of the CP or packlet identified
in the log report.

Row

Alphanumeric: 1 digit
followed by 2
characters

The Row field identifies the row position, on
the floor, that contains the CP or packlet
identified in the log report.

XA-Core Reference Manual




Copyright © 2006, Nortel Networks 258

Field descriptions for Ethernet log (Sheet 3 of 4)
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Field

Value

Description

Bay

DPCC:00

The Bay field identifies the bay (frame type
and number) that contains the CP or packlet
identified in the log report.

Shelf

2 digits

A number identifying the shelf where the
CP, packlet, or device is located. Possible
values are 0, 1, 2, and 3.

Slot

3 alphanumeric
characters

Two digits identifying the slot number and
one character identifying the side (front or
rear) of the shelf. Possible values for the slot
are in the range 1 to 18. Possible values for
the side are F and R.

Packlet

1 character (optional)

If the ethernet links are supported by
ethernet packlets, this is a character
identifying the packlet position (upper or
lower). Possible values are U and L. If the
links are supported by HIOP or HCMIC
circuit packs, the field is blank.

Device

1 digit (optional)

One digit identifying the number of the
device (0 or 1) involved in the state change.
This field is displayed only if the Class of the
resource involved in the state change is
PORT, LINK, or TOD.

EqPEC

9 alphanumeric
characters

The EqPEC field identifies the product
engineering code (EqPEC) of the CP or
packlet identified in the log report. If the
device involved in the state change is not a
CP or packlet, then the EQPEC displayed is
that of the CP or packlet that is hosting the
device.

Serial

14 alphanumeric
characters

The Serial field identifies the serial number
of the CP or packlet identified in the log
report. If the device involved in the state
change is not a CP or packlet, then the
serial number displayed is that of the CP or
packlet that is hosting the device.

REASON

Text string (optional)

The Reason field describes the cause of the
condition identified in the log report. This
field is not displayed if the state change was
initiated by the user.
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Field descriptions for Ethernet log (Sheet 4 of 4)

Field

Value Description

ACTION

Text string (optional) | The Action field displays the recommended
action that operating company personnel
can follow to correct the condition identified
in the log report.

Fault Record Id

8 hexadecimal A hexadecimal identifier that references an
characters (optional) | entry in the XA-Core Fault Query Tool
database. (This field is displayed only if the
condition identified in the log report was
caused by a recorded hardware fault.)

Cardlist

Variable field The Cardlist field displays other CPs or
(optional) packlets that operating company personnel
need to check as possible sources of the
fault identified in the log report.

The Cardlist field displays the card or
packlet weight (probability, shown as a
percentage, that the CP or packlet contains
afault), card type, state, site, floor, row, bay,
shelf and slot position, the product
engineering code and serial number for
each CP or packlet.

A cardlist is displayed only if the number of
CPs or packlets involved in the fault report
was greater than one.

Action

If the state of the ethernet hardware supporting the ethernet link (an ethernet
packlet or an HIOP circuit pack or an HCMIC circuit pack) is ManB, attempt
to return it to service. Replace if faulty.

If the ethernet packlet state is Chsy because an Input/Output Processor (IOP)
circuit pack (CP) is out-of-service, ensure the identified |OP circuit is
in-service.

If the state of the ethernet hardware supporting the ethernet link (an ethernet
packlet or an HIOP circuit pack or an HCMIC circuit pack) is SysB, attempt
to return it to service. Replace if faulty.

If the state of the ethernet hardware supporting the ethernet link (an ethernet
packlet or an HIOP circuit pack or an HCMIC circuit pack) isin-service (InSv)
or in-servicetrouble (Istb), perform anin-servicetest on the affected hardware.
Replaceif faulty.
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If the state of the ethernet hardware supporting the ethernet link (an ethernet
packlet or an HIOP circuit pack or an HCMIC circuit pack) is unknown and a
state change has occurred on the ethernet hardware or on aport or link, ensure
that the ethernet hardware InSv. Check the integrity of the ethernet links.

If an ethernet port or link state is ManB, attempt to return to service the
ethernet port or link.

If an ethernet port or link stateis SysB, contact next level of support if problem
persists.

If the XA-Core system isin split mode, take no action. The ethernet hardware
(an ethernet packlet or an HIOP circuit pack or an HCMIC circuit pack), port
and link will return to service when the system exits split mode.

If thelink continuesto be disabled by IRM, contact your next level of support.

If failure to set active | P address on the link continues, contact your next level
of support.

If IRM comm audit continuesto fail on the link, contact your next level of
support.

Associated OM registers

Depending on athe level of alarm generated, the system pegs either register
XETHRMJU or register XETHRCRU.

Depending on whether the hardware fault notifications were for ethernet
packlets, ports or links, the system pegs one of the following registers:
XETHR, XETHRPRT or XETHRLNK.

e —— ]
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XAC330 Firmware Mismatch

Explanation

The system generates log report XAC330 when it detects afirmware (FW)
mismatch. The firmware version of the field replaceable unit (FRU) and the
current version recorded in XAFWLOAD data schema table do not match.

A Firmware Mismatch log report indicates an FWvers Major alarm condition.
This alarm indicates a firmware mismatch.

Format
The format for log report XAC330 follows.

Severity XACnnn mmmdd hh:mm:ss ssdd Event Type Log Title

IMPACT: Wrong FW version on a<FRU type><card/packlet>

CARD: Type State Site FL Row Bay  Shf/Slot EQPEC/Serid

<FRU> <state> <location> <shelf>/<dot><side> <PEC>/<#>

REASON: FW version on card is <actual FW>, should be<table_entryFW>.
ACTION: Upgrade the firmware.

Example
An example of log report XAC330 follows.

** XAC330 OCT27 18:29:47 8300 FLT FW version mismatch
IMPACT: Wrong FW version on alOP card
CARD: Type State Site FL Row Bay  Shf/Slot EQPEC/Serial
IOP InSv HOST 01 AOO DPCC:00 00/17F NTLXO03BA/Not avail
REASON: FW version on card is XAIO01AA, should be XAIO01AG.
ACTION: Upgrade the firmware.

Field descriptions
The following table explains each of the fields in the log report:

Field Value Description

Severity One, two, or three Displays the log severity.
asterisks, or blank

Reportid XAC330 The Reportid field displays the log group
(XAC) and identification number of the log
report.
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Field Value Description

Event Type FLT The Event Type field displays the type of
event identified in the log report.

Log title Text string A text string describing the title of the log
report.

IMPACT Text string The Impact field describes the impact of
the condition to the XA-Core.

<FRU> character string Indicates the FRU type PE, IOP, HIOP,
CMIC, ETHR, or AMDI.

<state> character string Indicates the FRU state is InSv, SysB,
ManB, CBsy or ISTh.

<location> character string Indicates the location of XA-Core.

<shelf> integers Indicates the shelf number. The shelf
numberis 0, 1, 2 or 3.

<slot> integers Indicates the slot number.

<side> character string Indicates the slot side is front or rear.

<PEC> alphanumeric Indicates the FRU product engineering
code in the format NTLXXXXX.

<#> numeric Indicates the FRU serial number.

<actualFW> character string Indicates the actual FRU FW version.

<table_entryFW> character string Indicates the FW version datafill in the
XAFWLOAD data schema table.

Action

Check the datafill in the XAFWLOAD data schematable. If the firmware
version recorded in the data schematable is correct, upgrade the firmware.

Related OM registers

None.

Additional information

The system compares the FW version from the FRU and the FW version
recorded in the XAFWLOAD data schema table when one of the following

actions occur:

»  Operating company personnel manually issue aquery card command.

* The system performs an audit and automatically queries the card.
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XAC333 Firmware Loading Failure

Explanation

The system generatesthe log XAC333if the firmware (FW) loading process
fails. The following descriptions apply:

* New FW failsto load and there isno valid FW in FLASH.
* New FW failsto load and the system recovers the old firmware.

Format
The format for log report XAC333 follows.

Severity XACnnn mmmdd hh:mm:ss ssdd Event Type Log Title
IMPACT: LoadFW command failed.
CARD: Type State Site FL Row Bay  Shf/Slot  EQPEC/Serial
<FRU> <state> <location> <shelf>/<slot><side> <PEC>/<#>
REASON: <Reason statement>
ACTION: <Action statement>

Example
Examples of 1og report XAC333 follow.

** XAC333 OCT2718:02:06 7300 FLT FW loading failed
IMPACT: LoadFW command failed.

CARD: Type State Site FL Row Bay  Shf/Slot  EQPEC/Serid

PE ManB HOST 01 AOO DPCC:00 00/04F NTLX02AA/Not available
REASON: FW not compatible with card type
ACTION: NO VALID FW IN FLASH!

Load previous version of FW. Execute LoadFW current.

* XAC333 0CT27 18:01:46 6800 FLT FW loading failed
IMPACT: LoadFW command failed.
CARD: Type State Site FL Row Bay  Shf/Slot  EQPEC/Serid
PE ManB HOST 01 AOO DPCC:00 00/04F NTLX02AA/Not available
REASON: FW not compatible with card type
ACTION: RTSthe card.
Contact next level of support.

e ——————— e — |
XA-Core Reference Manual



Copyright © 2006, Nortel Networks 266 Nortel Networks Confidential

Field descriptions
The following table explains each of the fields in the log report:

Field Value Description

Severity One, two, or three Displays the log severity.
asterisks, or blank

Reportid XAC333 The Reportid field displays the log group
(XAC) and identification number of the log
report.

Event Type FLT The Event Type field displays the type of
event identified in the log report.

Log title Text string A text string describing the title of the log
report.

IMPACT Text string The Impact field describes the impact of
the condition to the XA-Core.

<FRU> character string Indicates the FRU type is PE, IOP or CMIC.

<state> character string Indicates the FRU state is InSv, SysB,

ManB, CBsy or ISTh.

<location> character string Indicates the location of XA-Core.

<shelf> integer Indicates the shelf numberis 0, 1, 2 or 3.

<slot> integer Indicates the slot number is 2 to 17.

<side> character string Indicates the slot side is front or rear.

<PEC> alphanumeric FRU product engineering code NTLXXXXX

in format.

<#> numeric Indicates the FRU serial number.

Reason

The reason field provides the specific reason for the failure of the LoadFW
command. The following table lists the reasons that can be displayed.

Reasons for the failure of the LoadFW command (Sheet 1 of 2)

Bank not programmable
File is nonexistent
Invalid fru location
Memory allocation failed

No problems were detected
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Reasons for the failure of the LoadFW command (Sheet 2 of 2)

Resource unavailable

Table entry not found

Unknown file type

Unknown hardware type

Unreadable file

Volume nonexistent

Firmware mismatch detected

Firmware soaking in progress

FW not compatible with card type

Obsolete FW

Copy FW to SM failed

Copy FW to SM failed: bad FW load

Copy FW to SM failed: could not extract FW from file
Copy FW to SM failed: could not read FW from other card
Bank erase failed

Bank erase failed: no communication with card
Bank erase failed: timeout

Bank program failed

Bank program failed: no communication with card
Bank program failed: timeout

Test failed

Test failed: no communication with card

Test failed: could not reset card

Test failed: could not swap banks

FW Upgrade aborted with roll back

FW Upgrade aborted with NO roll back

FW Upgrade failed with roll back

Packlet setup failed

FW Upgrade NOT supported

Action
If the action reports NO VALID FW IN FLASH, load the FW manually.
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If the action reports FW version could not be loaded, return the FRU into
service and contact the next level of support.

If the impact text of the log reports that the LoadFW command was rejected,
follow the instructions recorded in the reason and action text. Check the

XAFWLOAD table datafill.

Related OM registers
None.

|
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XAC337 Baseln Alarm Raised

Explanation

The system generates the Baseln Alarm Raised log report when either of the
following things occurs:

* Thesystemraisesthe Baseln major alarm, indicating that it has detected an
item of hardware or firmware that isincompatible with the baseline and
exception-list information in tables FWINV and PECINV.

» TheBaseln mgor alarm is already raised, but the system has detected a
changeinthelist of non-baseline itemsin the system. For example, the
system has detected that a new non-baseline item has been added, or it has
detected that an item that was previously non-baseline has been fixed, but
one or more other non-baseline items still remain.

Event Type
Fault (FLT)
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Format
The format for log XAC337 follows:

Severity XAC337 mmmdd hh:mm:ss ssdd Event Type Log Title
Card/packlets below have non-baseline HW and/or FW.
Investigate items with “N*” or U* in OK column.
- HW vs. PECINV - -- Firmware vs. FWINV --
Type FRU PEC+Release BL OK Typ Version Baseline OK

adaaa aaaaaaa aaaaaaaaaaa aa aa aaa aaaaaaaa aaaaaaaa aa
adaaa aaaaaaa aaaaaaaaaaa aa aa aaa aaaaaaaa aaaaaaaa aa
daaa aaaaaaa aaaaaaaaaaa aa aa aaa aaaaaaaa aaaaaaaa aa

Example
An example of log XAC337 follows:

XASKYQ7GH ** XAC337 JAN15 22:55:48 6100 FLT Baseln Alarm Raised
Card/packlets below have non-baseline HW and/or FW.
Investigate items with “N*” or U* in OK column.

- HW vs. PECINV - -- Firmware vs. FWINV --

Type FRU PEC+Release BL OK Typ Version Baseline OK
HIOP 14 R NTLX04CA 02 02 Y FW XHIOO2AH XHIOO2AH Y
DLL XHIOO02ATI XHIOO2AH N*

PE 4 F NTLX02DA 01 02 N* FW XAPEO2AB XAPEO2AB Y

The example indicates the following problems:

» TheHIOP circuit pack in dot 14, rear containsa DLL firmware load that
isincompatible with the baseline and exception-list information for
NTLXO04CA, aslisted in table FWINV.

» The PE circuit pack in slot 4, front isincompatible with the baseline and
exception-list information for NTLXO02DA, as listed in table PECINV.

]|
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Field descriptions
The following table explains each of the fieldsin log XAC337:

271

Field descriptions for Baseln Alarm Raised log (Sheet 1 of 2)

Field Value Description

Severity Two asterisks (**) Displays the severity of the associated alarm.

Reportid XAC337 The Reportid field displays the log group (XAC)
and identification number of the log report.

Event Type FLT The Event Type field displays the type of event
identified in the log report.

Log title Text string: A text string describing the title of the log report.

“Baseline Alarm Raised”
Type Text string Identifies the type of circuit pack or packlet.
FRU Slot: integer in the range 1 | Identifies the location of the circuit pack or
to 18 packlet in the XA-Core shelf, in the format:
Side: F for front or R for <slot> <side> <packlet-position>.
rear
Packlet-position: U for
upper or L for lower
PEC+Release | PEC: six-character Identifies the hardware in the format:
alphanumeric <PEC><suffix> <release>.
Suffix: two character
alphabetic
Release: two-digit
alphanumeric

BL Two-character The baseline hardware release for the

alphanumeric hardware, as listed in table PECINV.

OK Y, N*, or U* Indicates whether the hardware is compatible
with the baseline and exception-list information
listed in table PECINV. Y means yes. N* means
no. U* means unknown, which indicates that the
table does not contain an entry for the hardware
item.

Typ FW or DLL Indicates the type of firmware load. Every
hardware items that takes firmware takes an
FW firmware load. Only HIOP circuit packs take
DLL firmware loads as well.

Version Eight-character Identifies the firmware load that is currently in

alphanumeric the hardware item.
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Field descriptions for Baseln Alarm Raised log (Sheet 2 of 2)

Field Value Description

Baseline Eight-character The baseline firmware load for the hardware, as
alphanumeric listed in table FWINV.

OK Y, N*, or U* Indicates whether the current firmware is

compatible with the baseline and exception-list
information listed in table FWCINV. Y means
yes. N* means no. U* means unknown, which
indicates that the table does not contain an
entry listing the firmware for the hardware item.

Action

Investigate to find out which hardware and/or firmware is incompatible with
the baseline and exception-listinformation in tablesFWINV and PECINV. For
instructions on how to investigate, see the procedure for clearing a Baseln
major alarm. The procedure is in the XA-Core Maintenance Manual,
297-8991-510.

Update the hardware or firmware as required.

Associated OM registers
There are no associated OM registers for thislog.
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XAC400 XA-Core Summary Report

Explanation

The system generates the X A-Core Summary Report log (XAC400) to
provide a summary of performance and maintenance information about the
XA-Core for a 24-hour period.

Format
The format for log report XAC400 follows.

XAC400 mmmdd hh:mm:ss ssdd INFO X A-Core Summary Report
TOTAL TRAPSIN LAST 24 HOURS: n
AVERAGE TRAPSPER MINUTE: n
LAST RESTART: MANUAL RELOAD mmm-dd hh:mm:ss

FAULT EVENT COUNTERS FOR LAST 24 HOUR PERIOD

PEFault Events : n

SM Fault Events : n

IOP Fault Events : n

DISK Fault Events : n
TAPE Fault Events : n
RTIFFault Events : n

Loc Port Fault Events: 0

Rem Port Fault Events: n
CMICFaultEvents : n
SYSTEM WARM restarts: n
MANUAL WARM Restarts: n
SYSTEM COLD Restarts: n
MANUAL COLD Restarts: n
XACTrapEvents : n

CURRENTLY DISABLED XA-CORE ALARMS

<gdarm> <alarm>

CURRENTLY SOAKING FW

<card> <slot> <side> <packlet position>
<card> <slot> <side> <packlet position>
<card> <slot> <side> <packlet position>
<card> <slot> <side> <packlet position>

Example
An example of log report XAC400 follows.
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XAC400 OCT27 00:00:00 5600 IN
TOTAL TRAPSIN LAST 24 HOURS: O
AVERAGE TRAPSPER MINUTE: O

LAST RESTART: MANUAL RELOAD OCT-2618:04:15
FAULT EVENT COUNTERS FOR LAST 24 HOUR PERIOD

PE Fault Events 2
SM FaultEvents : O
IOP Fault Events : 3
DISK Fault Events : O
TAPE Fault Events : O
RTIF Fault Events 0o
0

FO XA-Core Summary Report

L oc Port Fault Events:
Rem Port Fault Events:
CMIC Fault Events 1

SYSTEM WARM restarts:
MANUAL WARM Restarts :
SYSTEM COLD Restarts :
MANUAL COLD Restarts:

0
0

0

0

XAC Trap Events 0

CURRENTLY DISABLED XA-CORE ALARMS
FWsoak FWvers

CURRENTLY SOAKING FW
CMIC 4 rear lower

Field descriptions
The following table explains each of the fieldsin the log report:

Field Value Description

Reportid Alphanumeric Indicates the log group (XAC) and
identification number of the log.

Event Type Character string Indicates the type of event identified in the
log report.

Event Text Text string Indicates describes the type of event
identified in the log report.

TOTAL TRAPS IN THE LAST Numeric Indicates the total number of TRAPS

24 HOURS detected in the last 24 hours.

AVERAGE TRAPS PER Numeric Indicates the average number of TRAPS

MINUTE detected per minute.
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Field

Value

Description

LAST RESTART

FAULT EVENT COUNTERS
FOR LAST 24 HOUR PERIOD

CURRENTLY DISABLED
XA-CORE ALARMS

CURRENTLY SOAKING FW

intitiator=MANUAL,
or SYSTEM

restart type=WARM,
COLD, or RELOAD

yyyy/mm/dd

hh:mm:ss.nnn ccc.

Numeric

Character string

Character string

This field displays the following information
about the last restart:

initiator=The trigger that began the last
restart can either be MANUAL or SYSTEM
restart.

restart type =The type of restart can be
WARM, COLD, or RELOAD restart.

yyyy/mm/dd=The year, month and day of
the last restart.

hh:mm:ss.nnn ccc.=The hour, minute,
second, millisecond, and day of the last
restart.

Indicates the number of XA-Core events for
the last 24 hour period.

The system counts the following events for
the last 24 hour period:

PE Fault Events

SM Fault Events

IOP, HIOP, and HCMIC Fault Events
DISK Fault Events

TAPE Fault Events

RTIF Fault Events

CMIC Fault Events
SYSTEM WARM Restarts
MANUAL WARM Restarts
SYSTEM COLD Restarts
MANUAL COLD Restarts
XAC Trap Events

Operating company personnel can disable
XA-Core alarms from displaying at the
MAP.

This field displays alarms that are currently
disabled.

Indicates the position of the card/ packlet
that is currently soaking firmware (FW).
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Action
None.

Related OM registers

All of the registersin OM groups XACORE and XACSRV C are associated
with thislog.

Additional information

If the summary report is generated at a time when the Config minor alarmis
raised, the summary report includes the following sentence: “ Systemisstill in
an upgrade process mode.” (The Config minor alarm indicates that the
XA-Core contains one or more NTLX02DA PE circuit packs and one or more
earlier-model PE circuit packs.)
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Explanation

Event Type

Format

XAC413 RExSch (REx Schedule Failure)

The system performs adaily Routine Exercise (REX) test to make sure that the
XA-Core equipment is functioning correctly. The system can perform a REx
test, or operating company personnel can perform a manual REX test.

The system generates the RExSch (REx Schedule Failure) log (XAC413)
report when two or more consecutive system XA-Core REX tests are
cancelled.

The RExSch (REx Schedule Failure) log indicates the recommended action
that operating company personnel can follow to correct the condition. When
the condition clears, the system generates the RExSch Alarm Cleared log
(XAC613) report.

A RExSch (REx Schedule Failure) log report indicates a RExSch Minor
alarm condition. This alarm condition means that two or more consecutive
system REX tests are cancelled.

Summary (SUMM)

The format for log XAC413 follows:

Severity XACnnn mmmdd hh:mm:ss ssdd Event Type Event Text
DESCRIPTION:<Description Statements>
ACTION:<Action Statements>

Example

An example of log XAC413 follows:
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* XAC413 FEB13 11:02:10 0011 SUMM RExSch (REx Schedule)
DESCRIPTION: XA-Core REx has not run for 2 days
ACTION: Enable REx in table RExSched

Field descriptions
The following table explains each of the fieldsin log XAC413:

Field descriptions for RExSch (REx Schedule Failure) log

Field Value Description

Severity One asterisk (*) Displays the severity of the associated alarm.

One asterisk (*) indicates a minor alarm
condition. There is a cancellation of two or more
consecutive XA-Core system REXx tests.

Reportid XAC413 The Reportid field displays the log group (XAC)
and identification number of the log report.

Event Type SUMM The Event Type field displays the type of event
identified in the log report.

Event Text Text string The Event Text field describes the type of event
identified in the log report.

DESCRIPTION | Text string The Description field describes the system
condition identified in the log report.

ACTION Text string The Action field displays the recommended
action that operating company personnel can
follow to correct the condition identified in the
log report.

Action
Run a system REX test to clear the alarm.

Associated OM registers
There are no OM registers associated with thislog.
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Explanation

Event Type

Format

XACA415 Routine Exercise (REx) Report

The system performs a system routine exercise (SREX) test, or operating
company personnel perform amanual REX test to make sure that XA-Core

hardware is functioning correctly.

The system generates the Routine Exercise (REx) Report log (XA C415) report
after a REx test finishes. The REx Report log report provides operating
company personnel with a summary of the REX results.

No alarm is associated with the REx Report log.

Information (INFO)

The usual format for log XAC415 isasfollows:

XACnnn mmmdd hh:mm:ss ssdd Event Type

INITIATOR CLASS RESULT
<cccecce> <ccce> <cccececes>
Device Position Test Result
<CCCC> <CCCCCCCCCCCCCCC> <CCCC> <Cccccces>
<CCCC> <CCCCCCCCCCCCCCC> <CCCC> <Cccccces>
<CCCC> <CCCCCCCCCCCCCCC> <CCCC> <Ccccce>
<CCCC> <CCCCCCCCCCCCCCC> <CCCC> <Ccccces>
<CCCC> <CCCCCCCCCCCCCCC> <CCCC> <Ccccces>

Event Text

Fault/Reason

<cccceccceees>
<ccccecccceees>
<cccceccccees>
<ccccececeees>
<cccceccccees>

Image Test Result: <image test result> <RExFlt raised/cleared>

If the system does not execute the SREX test for some reason, it usesthe
following alternative format to explain why:

XACnnn mmmdd hh:mm:ss ssdd Event Type
INITIATOR CLASS RESULT
<cccecece> <ccee> <cccccees>
Reason: <reason>

Event Text
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Example

Here is an example of the usual format of log XAC415:

16:05:41 1300 INFO Routine Exercise (REx) Report

RESULT
Passed
Test
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv
InSv

XAC415 DEC11
INITIATOR CLASS
Manual Full

Device Position

PE 12 F

PE 6 F

PE 5 F

PE 4 F

SM 10 F

SM 8 R

SM 9 F

SM 8 F

SM 7 F

TOD 15 R L TODO
TOD 15 R L TOD1
CMIC 15 R L LinkO
CMIC 15 R L Linkl
CMIC 15 R L

RTIF 15 R U Porto0
RTIF 15 R U Portl
RTIF 15 R U

I0P 15 R

AMDI 14 R Porto0
AMDI 14 R Portl
ETHR 14 R Link
ETHR 14 R Port
HIOP 14 R

AMDI 5 R PortoO
AMDI 5 R Portl
ETHR 5 R Link
ETHR 5 R Port
HIOP 5 R

TOD 4 R L TODO
TOD 4 R L TOD1
CMIC 4 R L LinkO
CMIC 4 R L Linkl
CMIC 4 R

RTIF 4 R U PortoO
RTIF 4 R U Portl
RTIF 4 RUT

I0P 4 R

Image Test Result: Image OK

Result
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed

Fault/Reason
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Here is an example of the alternative format for log XAC415. The log states
that the system did not run the REX test because an unstable PE or SM circuit

pack had caused the system to raise a SysBTh mgjor alarm.

XAC415 JAN12 17:06:42 1400 INFO Routine Exercise (REx) Report
INITIATOR CLASS RESULT
Manual All Not Run

Reason: Components have gone SYSB in the last 48 hrs.

Field descriptions

The following table explains each of the fieldsin log XAC415:

Field descriptions for Routine Exercise (REx) Report log (Sheet 1 of 2)

Field Value Description
Reportid XAC415 The Reportid field displays the log group and
identification number of the log report.
Event Type INFO The Event Type field displays the type of event
identified in the log report.
Event Text Text string The Event Text field describes the type of event
identified in the log report.
INITIATOR Manual or System The Initiator field indicates if the REX test is
system or manually triggered.
CLASS All, Base, Full, 10, PE, or The Class field displays the REX test class used
SM in the REX test.
RESULT Passed, Failed, Aborted, The Result field displays the result of the REx
or Not Run test.
Device Text string Identifies the circuit pack or packlet.
Position <slot> <side> <packlet> The Position field displays the position of the
<device> item being tested.
where The system displays a <packlet> value only if
<slot> is numeric the item being tested is a packlet or a device on
<side>isForR a packlet.
<packlet>is U or L
<device> is a string The system displays a <device> value only if
the item being tested is a link, port, or
time-of-day device
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Field descriptions for Routine Exercise (REx) Report log (Sheet 2 of 2)

Field

Value

Description

Test

InSv or OOS

The Test field identifies the type of REX test
performed on CPs and packlets.

InSv=An InSv Rex test is performed on CPs and
packlets that are in-service.

O0OS=An OOS Rex test is performed on CPs
and packlets that operating company personnel
have taken out-of-service (O0OS).

Result

Passed, Failed, Not Run,
Aborted, or Starting

The Result field displays the results of the REx
test for the equipment identified.

Fault/Reason

Fault values:
Questionable, Non-Critical,
Conditional, or Critical

The “Fault” displays the severity of any faults
found for the CPs or packlets identified in the
REx Report. The “Reason” is a string.

raised/cleared

REXxFIt alarm cleared

Image Test passed, failed, not run, The Image Test Result field displays the results
Result aborted, or starting of an Image Test.
REXxFIt REXxFIt alarm raised or This is an optional field. It is displayed if a

REXxFIt alarm is raised or cleared during a REx
test.

Action

If the REX test fails, check for other XA-Core logs that report fault events for

more detailed information about faults and their effect on the system.

Associated OM registers

XARXPE

XARSMPXU

XARXSM

XARXIO

XARXABRT

XARXBASE

XARXFULL

XARXALL
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XAC418 Split (Entry to Split Mode Failed)

Explanation
The system issuesthislogtoindicatethat it tried to enter split mode but failed.
The log aso offers basic guidance for solving the problem.
When the system enters split mode, it is separated into two “sides’, and active
sideand aninactive side. Each side has enough PE circuit packsand SM circuit
packs to function properly.
Split mode is used on several occasions, including the following:
e animagetest
e during mtc swact
* during norestart swact
* during restart swact
* during loadmate
* during a One Night Process (ONP)
Entry into split mode can be ordered by the user, It can also be ordered by the
system, for example, during a system REX test. If entry into split mode fails,
you should understand the cause before reattempting the operation.

Event Type
Information (INFO)

Format

The format for log XAC418 follows:

XACnnn mmmdd hh:mm:ss ssdd Event Type Event Text
DESCRIPTION: XA-Core has failed to enter Split Mode.
Some SM and PE cards may be unavailable for call
processing until recovery is complete.
INITIATOR: <Initiator statements>
REASON: <Reason Statements>
ACTION: <Action Statements

Example
An example of log XAC418 follows:
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10:39:26 2900 INFO Split (Entry to Split Mode Failed)

DESCRIPTION: XA-Core has failed to enter Split Mode.

Some SM and PE cards may be unavailable for call
processing until recovery is complete.
INITIATOR: Action initiated by a Image Test.

REASON:

PE call capacity levels are too high to support Split.

ACTION: Check call capacity levels before reattempting Split.

Field descriptions
The following table explains each of the fieldsin log XAC418:

Field descriptions for Split (Entry to Split Mode Failed) log

Field Value Description

Reportid XAC418 The Reportid field displays the log group and identification
number of the log report.

Event Type INFO The Event Type field displays the type of event identified in the
log report.

Event Text Text string The Event Text field describes the type of event identified in the
log report.

INITIATOR Text string The Initiator field specifies the action that ordered entry into split
mode.

REASON Text string The Reason field specifies the reason for the failure to enter split
mode. If you do not understand the contents of this field, seek
help from the next level of support.

ACTION Text string The Action field provides basic guidance for resolving the
problem that prevented entry into split mode. If you do not
understand the contents of this field, seek help from the next
level of support.

Action

Resolve the problem that prevented entry into split mode. The information in
the Reason and Action fields provides basi ¢ guidance about how to resolve the
problem. If you do not understand the information in the Reason and Action
fields, seek help from the next level of support.

Associated OM registers
There are no OM registers associated with thislog.
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XAC420 SysBTh Ctrl Changed

Explanation

The system generates the SysBTh Ctrl Changed log report when either of the
following events occurs.

* A user resets the SysB transition counters by using the CNTRS RESET
command. (The CNTRS RESET command is availablein severa MAP
levels. For details, see the chapter titled XA-Core MAP levels and user
interfaces in this document.)

* Nortel Networks changesthe SysB-transition thresholds that govern when
the system raises the SysBTh alarms.

See the description of log XAC320 in this chapter for alist of the components
for which the system maintains counts of system-busy (SysB) transitions, and
for a description of the conditions in which the system raises SysBTh minor
and SysBTh major alarms.

Event Type
Informational (INFO)

e ———————— e — |
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Format
The format for log XAC420 follows:

XACnnn mmmdd hh:mm:ss ssdd Event Type Log Title
Reason: <Reason Statement>

<Comment >
Grp Type Component SysB Cnts in last N hrs Sum Thresh
= mmmm mmmm - 42 36 30 24 18 12 06 00 - —mm---
<Group> <Type> <Loc.> nn nn nNn nn nNn nn nn nn |<Opt> nn <nn/nn> <Sevs>
Examples

Two examples of log XAC420 follow:

XAC420 NOVO6 11:33:21 0015 INFO SysBTh Ctrl Changed

Reason: Counters reset from command: CMIC 4 R L

Before counters reset:

Grp Type Component SysB Cnts in last N hrs Sum Thresh
e i 42 36 30 24 18 12 06 00 -—- —-----

IOhw CMIC 4 R L 0 0 0 0 0 0 0 1 |+ 3 2/6 *
I0lk CMIC 4 R L Linkl 0 O 0 O O 0 0 1 | 1 2/8
IOhw RTIF 4 R U 00 0 0 0 0 0 1 |+ 3 2/6
IOhw RTIF 4 R U Remote 0 0O O O O O O 1 |+ 3 2/6
XAC420 NOV0O7 12:43:22 0010 INFO SysBTh Ctrl Changed

Reason: Alarm thresholds changed for: PE

0ld values: minor = 2, major = 7

New values: minor = 2, major = 6

Before threshold change:

Grp Type Component SysB Cnts in last N hrs Sum Thresh
e 42 36 30 24 18 12 06 00 -—- -
I0lk AMDI 13 R L LinkO 1 0 0O O O 0 0 1 |+ 3 2/8 %
IOhw ETHR 13 R L Port 01 0 0 0 0 0 O |+ 3 2/6 %

Field descriptions
The following table explains each of the fieldsin log X AC420:

Field descriptions for the SysBTh Control Info Changed log (Sheet 1 of 3)

Field Value Description

Reportid XAC420 The Reportid field displays the log group and
identification number of the log report.
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Field descriptions for the SysBTh Control Info Changed log (Sheet 2 of 3)

Field Value Description
Event Type INFO The Event Type field displays the type of event
identified in the log report.
Log title Text string A text string describing the title of the log report.
Reason “Counters reset from For a description of <Group>, see the
command: <Group> description of the Group field in this table. For
<Slot><Side> <Position>" | descriptions of <Slot>, <Side>, and <Position>,
see the description of the Loc. field in this table.
or
“Alarm thresholds changed
for: <Group>"
Comment “Before counters reset.” This comment appears if the Reason field
contains “Counters reset from command:
or <location>".
“Old values: minor = <nn>, | This comment appears if the Reason field
major = <nn> contains “Alarm thresholds changed for
New values: minor =<nn>, | <Group>".
major = <nn>
Before threshold change:”
where each instance of nn
is an integer in the range 1
to 32767
Group PE PE circuit pack
SM SM circuit pack
01k IO links
IOhw The 10hw category includes I0P, HIOP, and
HCMIC circuit packs, packlets, ports, and TOD
devices.
Type PE, SM, IOP, HIOP, Tape, | Item type. OC3 is the equivalent of AMDI.
Disk, RTIF, OC3, CMIC,
AMDI, ETHR, TOD
Loc. <Slot><Side> <Position> Identifies the location of the component, where
<Device type> <Slot> is numeric in the range 1 to 18 and
<Side> is F for front or R for rear. A <Position>
value appears only if the component is a packlet
or a packlet’s port, link, or time-of-day device. A
<Device type> value appears only if the
transitions were by a port, link, or TOD device.
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Field descriptions for the SysBTh Control Info Changed log (Sheet 3 of 3)

Field Value Description

SysB cnts in Eight numeric values, The number of SysB transitions occurring for

last N hrs separated by spaces. Each | the component in the current six-hour interval
is an integer in the range 0 | (the rightmost value), and in each of the seven
to 15. preceding six-hour intervals. The counter for

each interval can count as high as 15.

Opt A plus sign (+) or a blank A plus sign (+) appears in the Opt field if the

space Group is IOhw, and if the value in the Sum field
is a sum of transitions for multiple IOhw
components that are associated with the slot.

Sum Numeric The sum of the SysB transitions occurring in the

current six-hour interval, and in the seven
preceding six-hour intervals.

Thresh Two numeric values The two numeric values separated by a slash
separated by a slash indicate the minor and major SysB transition

thresholds for the component.

Sev One asterisk (*), two One asterisk indicates that a SysBTh minor
asterisks (**), or a blank alarm was raised for the component before the
space threshold values were reset or changed. Two

asterisks indicate that a SysBTh major alarm

was raised for the component before the

threshold values were reset or changed.
Action

There are no actions for thislog.

Associated OM registers
There are no associated OM registers for thislog.
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XAC600 LowSM Condition Cleared

Explanation
The system generates the Low Shared Memory (LowSM) Condition Cleared
log (XAC600) report when the LowSM alarm condition clears and shared
memory (SM) redundancy is restored.
Event Type
Information (INFO)
Format
The format for log XAC600 follows:
XACnnn mmmdd hh:mm:ss ssdd Event Type Log Title
DESCRIPTION: State has changed from OldState to NewState by Init. action
Class: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial
cccc cccc CccCCc nn cnn cccc:nn nn nns p ccccnncc/nnnnnnnn
Example
An example of log XAC600 follows:
XAC600 NOV02 09:23:45 0011 INFO LowSM Condition Cleared
DESCRIPTION: State has changed from SYSB to INSV by SYSTEM action
CARD: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial

SM Insv HOST 01 A00 DPCC:00 00 10F NTLX14CA/nnnnnnnn
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Field descriptions
The following table explains each of the fieldsin log XAC600:

Field descriptions for the LowSM Condition Cleared log (Sheet 1 of 2)

Field Value Description

Reportid XAC600 The Reportid field displays the log group (XAC)
and identification number of the log report.

Event Type INFO The Event Type field displays the type of event
identified in the log report.

Log title Text string A text string describing the title of the log report.

DESCRIPTION | Text string A text string describing the state change. The

DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

NewsState 4 characters A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

Initiator (Init) | Up to 12 characters A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and

CCMT.

Class 4 characters The class of resource that is involved in the state
change. Possible values are: CARD, PORT,
LINK, and TOD.

Type 4 characters A character field identifying the type of CP or

packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State 4 characters The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site 4 characters The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.
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Field descriptions for the LowSM Condition Cleared log (Sheet 2 of 2)

Field Value

Description

Floor 2 digits

The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row Alphanumeric: 1 digit

followed by 2 characters

The Row field identifies the row position, on the
floor, that contains the CP or packlet identified in
the log report.

Bay DPCC:00

The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.

Shelf 2 digits

A number identifying the shelf where the CP,
packlet, or device is located. Possible values are
0,1,2,and 3.

Slot 3 alphanumeric characters

Two digits identifying the slot number and one
character identifying the side (front or rear) of the
shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

Packlet 1 character (optional)

A character identifying the packlet position
(upper or lower). Possible values are U and L.

Device 1 digit (optional)

One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.

EgPEC 9 alphanumeric characters

The EqPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EqQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric characters

The Serial field identifies the serial number of the
CP or packlet identified in the log report. If the
device involved in the state change is not a CP
or packlet, then the serial number displayed is
that of the CP or packlet that is hosting the
device.

Action

There are no actions for thislog.

XA-Core Reference Manual

Nortel Networks Confidential




Copyright © 2006, Nortel Networks 292 Nortel Networks Confidential

Associated OM registers
XASM

XASMCRIU
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XAC601 MemLim Condition Cleared

Explanation

The system generates the Memory Limit (MemLim) Condition Cleared log
(XAC601) report when the low allocatable memory condition clears. The
amount of available memory-store and program-store are above the alarm
thresholds.

Event Type
Information (INFO)

Format
The format for log XAC601 follows:

XACnnn mmmdd  hh:mm:ss ssdd Event Type Event Text
DESCRIPTION: <Description Statements

Example
An example of log XAC601 follows:

XAC601 NOV03 15:23:31 0011 INFO MemLim Condition Cleared
DESCRIPTION: Memory usage is now below alarm threshold.

Field descriptions
The following table explains each of the fieldsin log XAC601:

Field descriptions for MemLim Condition Cleared log

Field Value Description

Reportid XAC601 The Reportid field displays the log group
(XAC) and identification number of the log
report.

Event Type INFO The Event Type field displays the type of
event identified in the log report.

Event Text Text string The Event Text field describes the type of
event identified in the log report.

DESCRIPTION Text string The Description field describes the system
event.

Action

There are no actions for thislog.
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Associated OM registers
XASM

XASMCRIU
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XAC602 LowPE Condition Cleared

Explanation

The system generatesthe L ow Processor Element (L owPE) Condition Cleared
log (XAC602) report when the LowPE alarm condition clears and processor
element (PE) redundancy is restored.

Event Type
Information (INFO)
Format
The format for log XAC602 follows:
XACnnn mmmdd hh:mm:ss ssdd Event Type Log Title
DESCRIPTION: State has changed from OldState to NewState by Init. action
Class: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial
cccc ccecc CCcCc nnocnn CCCC:nn nNn nns p ccccnncec/nnnnnnnn
Example
An example of log XACG602 follows:
XAC602 MAR22 11:45:43 5700 INFO LowPE Condition Cleared
DESCRIPTION: State has changed from SYSB to INSV by SYSTEM action
CARD: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial

PE Insv HOST 01 A00 DPCC:00 00 16F NTLX02AA/nnnnnnnn

Field descriptions
The following table explains each of the fieldsin log XAC602:

Field descriptions for the LowPe Condition Cleared log (Sheet 1 of 3)

Field Value Description

Reportid XAC602 The Reportid field displays the log group (XAC)
and identification number of the log report.

Event Type INFO The Event Type field displays the type of event
identified in the log report.

Log title Text string A text string describing the title of the log report.
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Field descriptions for the LowPe Condition Cleared log (Sheet 2 of 3)

Field Value Description

DESCRIPTION | Text string A text string describing the state change. The
DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

NewState 4 characters A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

Initiator (Init) | Up to 12 characters A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and

CCMT.

Class 4 characters The class of resource thatis involved in the state
change. Possible values are: CARD, PORT,
LINK, and TOD.

Type 4 characters A character field identifying the type of CP or

packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State 4 characters The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site 4 characters The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.

Floor 2 digits The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row Alphanumeric: 1 digit The Row field identifies the row position, on the

followed by 2 characters floor, that contains the CP or packlet identified in

the log report.

Bay DPCC:00 The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.
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Field descriptions for the LowPe Condition Cleared log (Sheet 3 of 3)

Field Value Description

Shelf 2 digits A number identifying the shelf where the CP,
packlet, or device is located. Possible values are
0,1,2,and 3.

Slot 3 alphanumeric characters | Two digits identifying the slot number and one

character identifying the side (front or rear) of the
shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

Packlet 1 character (optional) A character identifying the packlet position
(upper or lower). Possible values are U and L.

Device 1 digit (optional) One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.

EqPEC 9 alphanumeric characters | The EqPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EqQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric characters | The Serial field identifies the serial number of the
CP or packlet identified in the log report. If the
device involved in the state change is not a CP
or packlet, then the serial number displayed is
that of the CP or packlet that is hosting the
device.

Action
There are no actions for thislog.
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Associated OM registers
XAPE

XAPEMAJU

XAPECRIU
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XAC603 MScomm Alarm Cleared

Explanation

The system generatesthe M Scomm Alarm Cleared |og (XA C603) report when
the M Scomm alarm condition clears. Communication between the XA-Core
and the Message Switch (MS) isrestored. CMIC link redundancy is restored.

Event Type
Information (INFO)
Format
The format for log XAC603 follows:
XACnnn mmmdd hh:mm:ss ssdd Event Type Log Title
DESCRIPTION: State has changed from OldState to NewState by Init. action
Class: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial
cccc ccecc CCcCc nnocnn CCCC:nn nNn nns p ccccnncec/nnnnnnnn
Example
An example of log XAC603 follows:
XAC603 OCT27 15:47:38 7500 INFO MScomm Alarm Cleared
DESCRIPTION: State has changed from SYSB to INSV by SYSTEM action
CARD: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial

CMIC Insv HOST 01 A00 DPCC:00 00 15R L NTLXO5AA/nnnnnnnn

Field descriptions
The following table explains each of the fieldsin log XAC603:

Field descriptions for the MScomm Alarm Cleared log (Sheet 1 of 3)

Field Value Description

Reportid XAC603 The Reportid field displays the log group (XAC)
and identification number of the log report.

Event Type INFO The Event Type field displays the type of event
identified in the log report.

Log title Text string A text string describing the title of the log report.
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Field descriptions for the MScomm Alarm Cleared log (Sheet 2 of 3)

Field Value Description

DESCRIPTION | Text string A text string describing the state change. The
DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

NewState 4 characters A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

Initiator (Init) | Up to 12 characters A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and

CCMT.

Class 4 characters The class of resource thatis involved in the state
change. Possible values are: CARD, PORT,
LINK, and TOD.

Type 4 characters A character field identifying the type of CP or

packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State 4 characters The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site 4 characters The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.

Floor 2 digits The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row Alphanumeric: 1 digit The Row field identifies the row position, on the

followed by 2 characters floor, that contains the CP or packlet identified in

the log report.

Bay DPCC:00 The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.
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Field descriptions for the MScomm Alarm Cleared log (Sheet 3 of 3)

Field Value Description

Shelf 2 digits A number identifying the shelf where the CP,
packlet, or device is located. Possible values are
0,1,2,and 3.

Slot 3 alphanumeric characters | Two digits identifying the slot number and one

character identifying the side (front or rear) of the
shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

Packlet 1 character (optional) If the CMIC links are supported by OC-3 two port
interface packlets, this is a character identifying
the packlet position (upper or lower). Possible
values are U and L. If the links are supported by
HCMIC circuit packs, the field is blank.

Device 1 digit (optional) One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.

EgPEC 9 alphanumeric characters | The EQPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EqQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric characters | The Serial field identifies the serial number of the
CP or packlet identified in the log report. If the
device involved in the state change is not a CP
or packlet, then the serial number displayed is
that of the CP or packlet that is hosting the
device.

Action
There are no actions for thislog.

Associated OM registers
XALKMAJU

XCMIC

XCMICPRT

XA-Core Reference Manual



Copyright © 2006, Nortel Networks 302 Nortel Networks Confidential

XCMICLNK
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XAC604 TOD Alarm Cleared

Explanation

The system generates the (Time-of-Day) TOD Alarm Cleared log (XAC604)
report when the TOD alarm condition clears. All TOD clocks on the MS and
XA-Core arein-service.

Event Type
Information (INFO)
Format
The format for log XAC604 follows:
XACnnn mmmdd hh:mm:ss ssdd Event Type Log Title
DESCRIPTION: State has changed from OldState to NewState by Init. action
Class: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial
cccc ccecc CCcCc nnocnn CCCC:nn nNn nns p ccccnncec/nnnnnnnn
Example
An example of log XAC604 follows:
XAC604 NOV27 15:48:37 1900 INFO TOD Alarm Cleared
DESCRIPTION: State has changed from SYSB to INSV by SYSTEM action
TOD: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial

CMIC Insv HOST 00 AQ00 DPCC:00 00 05R L 0 NTLXO5AA/nnnnnnnn

Field descriptions
The following table explains each of the fieldsin log XAC604:

Field descriptions for the TOD Alarm Cleared log (Sheet 1 of 3)

Field Value Description

Reportid XAC604 The Reportid field displays the log group (XAC)
and identification number of the log report.

Event Type INFO The Event Type field displays the type of event
identified in the log report.

Log title Text string A text string describing the title of the log report.
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Field descriptions for the TOD Alarm Cleared log (Sheet 2 of 3)

Field Value Description

DESCRIPTION | Text string A text string describing the state change. The
DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

NewState 4 characters A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

Initiator (Init) | Up to 12 characters A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and

CCMT.

Class 4 characters The class of resource thatis involved in the state
change. Possible values are: CARD, PORT,
LINK, and TOD.

Type 4 characters A character field identifying the type of CP or

packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State 4 characters The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site 4 characters The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.

Floor 2 digits The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row Alphanumeric: 1 digit The Row field identifies the row position, on the

followed by 2 characters floor, that contains the CP or packlet identified in

the log report.

Bay DPCC:00 The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.
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Field descriptions for the TOD Alarm Cleared log (Sheet 3 of 3)

Field Value Description

Shelf 2 digits A number identifying the shelf where the CP,
packlet, or device is located. Possible values are
0,1,2,and 3.

Slot 3 alphanumeric characters | Two digits identifying the slot number and one

character identifying the side (front or rear) of the
shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

Packlet 1 character (optional) If the TOD devices are on OC-3 two port
interface packlets, this is a character identifying
the packlet position (upper or lower). Possible
values are U and L. If the TOD devices are on
HCMIC circuit packs, the field is blank.

Device 1 digit (optional) One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.

EgPEC 9 alphanumeric characters | The EQPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EqQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric characters | The Serial field identifies the serial number of the
CP or packlet identified in the log report. If the
device involved in the state change is not a CP
or packlet, then the serial number displayed is
that of the CP or packlet that is hosting the
device.

Action
There are no actions for thislog.

e ——————— e — |
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Associated OM registers
XCMIC

XCMICPRT

XCMICLNK
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XACG605 RTIF Alarm Cleared

Explanation

The system generates the Reset Terminal Interface (RTIF) Alarm Cleared log
(XAC605) report when the RTIF alarm condition clears. All local and remote
ports on HCMIC circuit packs or on RTIF packlets are in-service.

Event Type
Information (INFO)
Format
The format for log XAC605 follows:
XACnnn mmmdd hh:mm:ss ssdd Event Type Log Title
DESCRIPTION: State has changed from OldState to NewState by Init. action
Class: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial
cccc ccecc CCcCc nnocnn CCCC:nn nNn nns p ccccnncec/nnnnnnnn
Example
An example of log XACG605 follows:
XAC605 NOV09 13:38:01 4500 INFO RTIF Alarm Cleared
DESCRIPTION: State has changed from SYSB to INSV by SYSTEM action
PORT: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial

RTIF Insv HOST 01 A00 DPCC:00 00 04R U 0 NTLX08AA/nnnnnnnn

Field descriptions
The following table explains each of the fieldsin log XA C605:

Field descriptions for RTIF Alarm Cleared log (Sheet 1 of 3)

Field Value Description

Reportid XAC605 The Reportid field displays the log group (XAC)
and identification number of the log report.

Event Type INFO The Event Type field displays the type of event
identified in the log report.

Log title Text string A text string describing the title of the log report.
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Field descriptions for RTIF Alarm Cleared log (Sheet 2 of 3)

Field Value Description

DESCRIPTION | Text string A text string describing the state change. The
DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

NewState 4 characters A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

Initiator (Init) | Up to 12 characters A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and

CCMT.

Class 4 characters The class of resource thatis involved in the state
change. Possible values are: CARD, PORT,
LINK, and TOD.

Type 4 characters A character field identifying the type of CP or

packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State 4 characters The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site 4 characters The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.

Floor 2 digits The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row Alphanumeric: 1 digit The Row field identifies the row position, on the

followed by 2 characters floor, that contains the CP or packlet identified in

the log report.

Bay DPCC:00 The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.
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Field descriptions for RTIF Alarm Cleared log (Sheet 3 of 3)

Field Value Description

Shelf 2 digits A number identifying the shelf where the CP,
packlet, or device is located. Possible values are
0,1,2,and 3.

Slot 3 alphanumeric characters | Two digits identifying the slot number and one

character identifying the side (front or rear) of the
shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

Packlet 1 character (optional) If the RTIF links are supported by RTIF packlets,
this is a character identifying the packlet position
(upper or lower). Possible values are U and L. If
the RTIF links are supported by HCMIC circuit
packs, the field is blank.

Device 1 digit (optional) One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.

EgPEC 9 alphanumeric characters | The EQPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EqQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric characters | The Serial field identifies the serial number of the
CP or packlet identified in the log report. If the
device involved in the state change is not a CP
or packlet, then the serial number displayed is
that of the CP or packlet that is hosting the
device.

Action
There are no actions for thislog.

Associated OM registers
XRTIF

XRTIFPRT

XRTIFLNK
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XAIOP
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XAC606 Disk Alarm Cleared

Explanation
The system generates the Disk Alarm Cleared log (XAC606) report when a
Disk packlet alarm condition clears, and the Disk packlet returns-to-service.
Event Type
Information (INFO)
Format
The format for log XAC606 follows:
XACnnn mmmdd hh:mm:ss ssdd Event Type Log Title
DESCRIPTION: State has changed from OldState to NewState by Init. action
Class: Type State Site FL Row Bay Shf/slt/Pk EqgPEC/Serial
cccc cccc CccCCc nn cnn cccc:nn nn nns p ccccnncc/nnnnnnnn
Example

An example of log XAC606 follows:

XAC606 MARO2 09:23:19 6600 INFO Disk Alarm Cleared
DESCRIPTION: State has changed from SYSB to INSV by SYSTEM action
CARD: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial

DISK Insv HOST 01 A00 DPCC:00 00 17F L NTLX06AA/nnnnnnnn

Field descriptions
The following table explains each of the fieldsin log X AC606:

Field descriptions for the Disk Alarm Cleared log (Sheet 1 of 3)

Field Value Description

Reportid XAC606 The Reportid field displays the log group (XAC)
and identification number of the log report.

Event Type INFO The Event Type field displays the type of event
identified in the log report.

Log title Text string A text string describing the title of the log report.
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Field descriptions for the Disk Alarm Cleared log (Sheet 2 of 3)

Field Value Description

DESCRIPTION | Text string A text string describing the state change. The
DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

NewState 4 characters A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

Initiator (Init) | Up to 12 characters A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and

CCMT.

Class 4 characters The class of resource thatis involved in the state
change. Possible values are: CARD, PORT,
LINK, and TOD.

Type 4 characters A character field identifying the type of CP or

packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State 4 characters The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site 4 characters The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.

Floor 2 digits The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row Alphanumeric: 1 digit The Row field identifies the row position, on the

followed by 2 characters floor, that contains the CP or packlet identified in

the log report.

Bay DPCC:00 The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.
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Field descriptions for the Disk Alarm Cleared log (Sheet 3 of 3)

Field Value Description

Shelf 2 digits A number identifying the shelf where the CP,
packlet, or device is located. Possible values are
0,1,2,and 3.

Slot 3 alphanumeric characters | Two digits identifying the slot number and one

character identifying the side (front or rear) of the
shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

Packlet 1 character (optional) A character identifying the packlet position
(upper or lower). Possible values are U and L.

Device 1 digit (optional) One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.

EqPEC 9 alphanumeric characters | The EqPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EqQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric characters | The Serial field identifies the serial number of the
CP or packlet identified in the log report. If the
device involved in the state change is not a CP
or packlet, then the serial number displayed is
that of the CP or packlet that is hosting the
device.

Action
There are no actions for thislog.

Associated OM registers
XADISK
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XAC607 Tape Alarm Cleared

Explanation

The system generates the Tape Alarm Cleared log (XAC607) report when a
Tape alarm condition clears, and the Tape packlet returns-to-service (RTYS).

Event Type
Information (INFO)
Format
The format for log XAC607 follows:
XACnnn mmmdd hh:mm:ss ssdd Event Type Log Title
DESCRIPTION: State has changed from OldState to NewState by Init. action
Class: Type State Site FL Row Bay Shf/slt/Pk EqgPEC/Serial
cccc ccecc CCcCc nnocnn CCCC:nn nNn nns p ccccnncec/nnnnnnnn
Example
An example of log XAC607 follows:
XAC607 MARO1 11:21:32 6400 INFO Tape Alarm Cleared
DESCRIPTION: State has changed from SYSB to INSV by SYSTEM action
CARD: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial

Tape Insv HOST 01 AQ0 DPCC:00 00 17F U NTLX07AA/nnnnnnnn

Field descriptions
The following table explains each of the fieldsin log XAC607:

Field descriptions for the Tape Alarm Cleared log (Sheet 1 of 3)

Field Value Description

Reportid XAC607 The Reportid field displays the log group (XAC)
and identification number of the log report.

Event Type INFO The Event Type field displays the type of event
identified in the log report.

Log title Text string A text string describing the title of the log report.
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Field descriptions for the Tape Alarm Cleared log (Sheet 2 of 3)

Field Value Description

DESCRIPTION | Text string A text string describing the state change. The
DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

NewState 4 characters A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

Initiator (Init) | Up to 12 characters A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and

CCMT.

Class 4 characters The class of resource thatis involved in the state
change. Possible values are: CARD, PORT,
LINK, and TOD.

Type 4 characters A character field identifying the type of CP or

packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State 4 characters The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site 4 characters The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.

Floor 2 digits The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row Alphanumeric: 1 digit The Row field identifies the row position, on the

followed by 2 characters floor, that contains the CP or packlet identified in

the log report.

Bay DPCC:00 The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.
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Field descriptions for the Tape Alarm Cleared log (Sheet 3 of 3)

Field Value Description

Shelf 2 digits A number identifying the shelf where the CP,
packlet, or device is located. Possible values are
0,1,2,and 3.

Slot 3 alphanumeric characters | Two digits identifying the slot number and one

character identifying the side (front or rear) of the
shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

Packlet 1 character (optional) A character identifying the packlet position
(upper or lower). Possible values are U and L.

Device 1 digit (optional) One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.

EqPEC 9 alphanumeric characters | The EqPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EqQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric characters | The Serial field identifies the serial number of the
CP or packlet identified in the log report. If the
device involved in the state change is not a CP
or packlet, then the serial number displayed is
that of the CP or packlet that is hosting the
device.

Action
There are no actions for thislog.

Associated OM registers
XATAPE
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XAC608 Test Passed/Alarm Cleared

Explanation

The system generatesthe Image Alarm Cleared log (XA C608) report when an
XA-Core image test passes, or when an Image Test (ImgTst) Alarm condition

clears.
Event Type
Information (INFO)
Format
The format for log XAC608 follows:
XACnnn mmmdd hh:mm:ssssdd Event TypeEvent Text
Example

An example of log XAC608 follows:

XAC608 MARO6 8:26:49 6400 INFO Image (Test Passed/Alarm Cleared)

Field descriptions
The following table explains each of the fieldsin log XAC608:

Field descriptions for Image Alarm Cleared log

Field Value Description
Reportid XAC608 The Reportid field displays the log group
and identification number of the log report.
Event Type INFO The Event Type field displays the type of
event identified in the log report.
Event Text Test Passed or Alarm | The Event Text field indicates when an
Cleared XA-Core image test passes, or when an

Image Test (ImgTst) alarm condition clears.
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Action
There are no actions for thislog.

Associated OM registers
There are no OM registers associated with thislog.
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XAC609 AMDI Link Condition Cleared

Explanation

The system generatesthe AMDI Link Condition Cleared log (XA C609) report
when out of service (OOS) AMDI links are returned to service and the AMDI

Event Type Log Title

from OldState to NewState by Init. action
Row Bay Shf/sSlt/Pk EgPEC/Serial

cnn cccc:nn nn nns p Cccccnncec/nnnnnnnn

INFO AMDI (AMDI Link Condition Cleared)
from SYSB to INSV by SYSTEM action

alarmisclear.
Event Type
Information (INFO)
Format
The format for log XAC609 follows:
XACnnn mmmdd hh:mm:ss ssdd
DESCRIPTION: State has changed
Class: Type State Site FL
CCCC cccc CccCcc nn
Example
An example of log XAC609 follows:
XAC609 FEB27 11:02:45 6300
DESCRIPTION: State has changed
LINK: Type State Site FL

AMDI Insv HOST 00

Field descriptions

Row Bay Shf/sSlt/Pk EgPEC/Serial
AOO0 DPCC:00 00 04R L 0 NTLXO05BA/nnnnnnnn

The following table explains each of the fieldsin log X AC609:

Field descriptions for the AMDI Link Condition Cleared log (Sheet 1 of 3)

Field Value Description

Reportid XAC609 The Reportid field displays the log group (XAC)
and identification number of the log report.

Event Type INFO The Event Type field displays the type of event
identified in the log report.

Log title Text string A text string describing the title of the log report.
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Field descriptions for the AMDI Link Condition Cleared log (Sheet 2 of 3)

Field Value Description

DESCRIPTION | Text string A text string describing the state change. The
DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

NewState 4 characters A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

Initiator (Init) | Up to 12 characters A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and

CCMT.

Class 4 characters The class of resource thatis involved in the state
change. Possible values are: CARD, PORT,
LINK, and TOD.

Type 4 characters A character field identifying the type of CP or

packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State 4 characters The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site 4 characters The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.

Floor 2 digits The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row Alphanumeric: 1 digit The Row field identifies the row position, on the

followed by 2 characters floor, that contains the CP or packlet identified in

the log report.

Bay DPCC:00 The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.
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Field descriptions for the AMDI Link Condition Cleared log (Sheet 3 of 3)

Field Value Description

Shelf 2 digits A number identifying the shelf where the CP,
packlet, or device is located. Possible values are
0,1,2,and 3.

Slot 3 alphanumeric characters | Two digits identifying the slot number and one

character identifying the side (front or rear) of the
shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

Packlet 1 character (optional) If the AMDI links are supported by an AMDI
packlet, this is a character identifying the packlet
position (upper or lower). Possible values are U
and L. If the AMDI links are supported by an
HIOP circuit pack, the field is blank.

Device 1 digit (optional) One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.

EgPEC 9 alphanumeric characters | The EQPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EqQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric characters | The Serial field identifies the serial number of the
CP or packlet identified in the log report. If the
device involved in the state change is not a CP
or packlet, then the serial number displayed is
that of the CP or packlet that is hosting the
device.

Action
There are no actions for thislog.

Associated OM registers
There are no OM registers associated with thislog.
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XAC610 Card Returned to Service

Explanation

The Card Returned to Service log reports areturn-to-service (RTS) state
change of acircuit pack (CP) or packlet when both of the following conditions
occur:

» A circuit pack (CP) or packlet returns to service.

* The RTS state change of this CP or packlet is not connected to an alarm
clearing condition.

A Card Returned to Servicelog indicatesaMinor alarm condition. A Minor
alarm condition means that a CP or packlet has returned to service.

Note: The Card Returned to Service log does not generate for all RTS state
changes of a CP or packlet. If a CP or packlet returns to service because a
related alarm condition clears, the log connected with this alarm clearing
condition reports the RTS state change. For example, if a Shared Memory
CPreturnsto service because aL owSM alarm condition clears, the LowSM
Condition Cleared log report generates and reports that the SM CP is now
in-service. Inthisexample, the Card Returned to Servicelog report does not
report the RTS state change.

Event Type
Return to Service (RTS)

Format
The format for log XAC610 follows:

XACnnn mmmdd hh:mm:ss ssdd Event Type Log Title
DESCRIPTION: State has changed from OldState to NewState by Init. action
Class: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial
cccc ccecc  Ccecce nnocnn CCCC:nn nn nng p ccecnncc/nnnnnnnn
IMPACT: <System Impact Statements>
ACTION: <Action Statements

e ——————— e — |
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Example
An example of log XAC610 follows:
XAC610 FEB27 11:02:45 6300 RTS Returned to Service
DESCRIPTION: State has changed from SYSB to INSV by SYSTEM action
CARD: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial
PE Insv HOST 01 AO00 DPCC:00 00 OS5F NTLX02CA/nnnnnnnn
IMPACT: PE upgrade activity in progress. Config alarm is raised.

ACTION: Upgrade remaining processor cards.

Field descriptions

The following table explains each of the fieldsin log XAC610:

Field descriptions for the Card Returned to Service log (Sheet 1 of 3)

Initiator (Init) | Up to 12 characters

Field Value Description
Reportid XAC610 The Reportid field displays the log group (XAC)
and identification number of the log report.
Event Type RTS The Event Type field displays the type of event
identified in the log report.
Log title Text string A text string describing the title of the log report.
DESCRIPTION | Text string A text string describing the state change. The
DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.
OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.
NewsState 4 characters A character field identifying the “to” state.

Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and
CCMT.

Class 4 characters

The class of resource thatis involved in the state
change. Possible values are: CARD, PORT,
LINK, and TOD.
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Field descriptions for the Card Returned to Service log (Sheet 2 of 3)

Field Value Description

Type 4 characters A character field identifying the type of CP or
packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State 4 characters The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site 4 characters The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.

Floor 2 digits The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row Alphanumeric: 1 digit The Row field identifies the row position, on the

followed by 2 characters floor, that contains the CP or packlet identified in

the log report.

Bay DPCC:00 The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.

Shelf 2 digits A number identifying the shelf where the CP,
packlet, or device is located. Possible values are
0,1, 2,and 3.

Slot 3 alphanumeric characters | Two digits identifying the slot number and one

character identifying the side (front or rear) of the
shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

Packlet 1 character (optional) If the component that returned to service is a
packlet or a device on a packlet, this is a
character identifying the packlet position (upper
or lower). Possible values are U and L.
Otherwise the field is blank.

Device 1 digit (optional) One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.
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Field descriptions for the Card Returned to Service log (Sheet 3 of 3)

Field Value Description

EgPEC 9 alphanumeric characters | The EQPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EqQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric characters | The Serial field identifies the serial number of the
CP or packlet identified in the log report. If the
device involved in the state change is not a CP
or packlet, then the serial number displayed is
that of the CP or packlet that is hosting the
device.

IMPACT Text string (optional) The Impact field describes the impact of the
condition to the XA-Core.

ACTION Text string (optional) The Action field displays the recommended
action that operating company personnel can
follow in light of the information in the IMPACT
field.

Action

If the IMPACT field indicates that PE upgrade activity isin progress and that
the Config alarm israised, the craftsperson should complete the upgrade
process by replacing the remaining earlier-model PE circuit packs with
NTLX02DA-model PE circuit packs.

Associated OM registers
There are no OM registers for thislog.
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XAC612 IOP Alarm Cleared

Explanation

The system generates the input/output processor (I0P) Alarm Cleared log
(XAC612) report when an |OP alarm condition clears, and the |OP, HIOP, or
HCMIC circuit pack (CP) returnsto service (RTS).

Event Type
Information (INFO)
Format
The format for log XAC612 follows:
XACnnn mmmdd hh:mm:ss ssdd Event Type Log Title
DESCRIPTION: State has changed from OldState to NewState by Init. action
Class: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial
cccc ccecc CCcCc nnocnn CCCC:nn nNn nns p ccccnncec/nnnnnnnn
Example
An example of log XAC612 follows:
XAC612 MAY18 11:15:39 6000 INFO IOP Cleared
DESCRIPTION: State has changed from SYSB to INSV by SYSTEM action
CARD: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial

IOP Insv HOST 01 A00 DPCC:00 01 17F NTLX03AA/nnnnnnnn

Field descriptions
The following table explains each of the fieldsin log XAC612:

Field descriptions for the IOP Alarm Cleared log (Sheet 1 of 3)

Field Value Description

Reportid XAC612 The Reportid field displays the log group (XAC)
and identification number of the log report.

Event Type INFO The Event Type field displays the type of event
identified in the log report.

Log title Text string A text string describing the title of the log report.
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Field descriptions for the IOP Alarm Cleared log (Sheet 2 of 3)

Field Value Description

DESCRIPTION | Text string A text string describing the state change. The
DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

NewState 4 characters A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

Initiator (Init) | Up to 12 characters A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and

CCMT.

Class 4 characters The class of resource thatis involved in the state
change. Possible values are: CARD, PORT,
LINK, and TOD.

Type 4 characters A character field identifying the type of CP or

packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State 4 characters The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site 4 characters The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.

Floor 2 digits The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row Alphanumeric: 1 digit The Row field identifies the row position, on the

followed by 2 characters floor, that contains the CP or packlet identified in

the log report.

Bay DPCC:00 The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.
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Field descriptions for the IOP Alarm Cleared log (Sheet 3 of 3)

Field Value Description

Shelf 2 digits A number identifying the shelf where the CP,
packlet, or device is located. Possible values are
0,1,2,and 3.

Slot 3 alphanumeric characters | Two digits identifying the slot number and one

character identifying the side (front or rear) of the
shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

Packlet 1 character (optional) A character identifying the packlet position
(upper or lower). Possible values are U and L.

Device 1 digit (optional) One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.

EqPEC 9 alphanumeric characters | The EqPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EqQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric characters | The Serial field identifies the serial number of the
CP or packlet identified in the log report. If the
device involved in the state change is not a CP
or packlet, then the serial number displayed is
that of the CP or packlet that is hosting the
device.

Action
There are no actions for thislog.

Associated OM registers
XAIOP
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XAC613 RExSch Alarm Cleared

Explanation

The system generates the RExSch Alarm Cleared log (XAC613) report when
the RExSch (REx Schedule Failure) alarm condition clears. The RExSch (REXx
Schedule Failure) alarm condition clears when a system initiated daily REx
test (SREX) runs to completion and passes.

Event Type
Summary (SUMM)

Format
The format for log XAC613 follows:

XACnnn mmmdd hh:mm:ss ssdd Event Type Event Text
DESCRIPTION:<Description Statements>
<Severity of alarm condition cleared statements>

Example
An example of log XAC613 follows:

XAC613 June 1 16:45:30 4500 SUMM RExSch Alarm Cleared
DESCRIPTION:REx Schedule alarm condition cleared.
Minor alarm condition cleared.

Field descriptions
The following table explains each of the fieldsin log XAC613:

Field descriptions for RExSch Cleared log (Sheet 1 of 2)

Field Value Description

Reportid XAC613 The Reportid field displays the log group
and identification number in the log report.

Event Type SUMM The Event Type field displays the type of
event identified in the log report.

Event Text Text string The Event Text field describes the type of
event identified in the log report.
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Field descriptions for RExSch Cleared log (Sheet 2 of 2)

Field Value Description

DESCRIPTION Text string The Description field describes the system
event and indicates the severity of the alarm
condition cleared.

Action
There are no actions for thislog.

Associated OM registers
There are no associated OM registers for thislog.

297-8991-810 CSP22 Standard 12.02 January, 2006



Copyright © 2006, Nortel Networks 335 Nortel Networks Confidential

XAC614 XATrap Alarm Cleared

Explanation

The system generates the X ATrap Alarm Cleared log (XA C614) report when
the XATRAP aarm condition clears. The XATRAP alarm condition clears
when the trap rate (number of traps per minute) on the XA-Core falls below
the XATRAP aarm threshold.

Event type
Information (INFO)

Format
The format for log XAC614 follows:

XACnnn mmmdd  hh:mm:ss ssdd Event Type Title text
DESCRIPTION: <Description Statements

Example
An example of log XAC614 follows:

XAC614 JANO1 14:56:13 0011 INFO XATrap Alarm Cleared
DESCRIPTION: Trap rate has dropped below XATRAP alarm threshold.

Field descriptions
The following table explains each of the fieldsin log XAC614:

Field descriptions for XATrap log (Sheet 1 of 2)

Field Value Description

Reportid XAC614 The Reportid field displays the log group (XAC)
and identification number in the log report.

Event Type INFO The Event Type field displays the type of event
identified in the log report.

e ———————— e — |
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Field descriptions for XATrap log (Sheet 2 of 2)

Field Value Description

Event Text Text string The Event Text field describes the type of event
identified in the log report.

DESCRIPTION | Text string The Description field describes the system
event.

Action
There are no actions for thislog.

Associated OM registers
XATRAP

|
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Format
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XAC615 REXx Started

The system performs a system routine exercise (SREX) test, or operating
company personnel perform amanual REX test to make sure that XA-Core

hardware is functioning correctly.

The system generates the REx Started log (XAC615) report when aroutine
exercise (REX) test begins on the XA-Core.

Information (INFO)

The format for log XAC615 follows:

XACnnn mmmdd hh:mm:ss

ssdd Event Type Event Text

DESCRIPTION:<Description Statements>

An example of log XAC615 follows:

XAC615 NOVO02 09:23:56

INFO REx Started

DESCRIPTION: XA-Core REx has been initiated.

Field descriptions
The following table explains each of the fieldsin log XAC615:

Field descriptions for REx Started log (Sheet 1 of 2)

Field Value Description

Reportid XAC615 The Reportid field displays the log group
and identification number in the log report.

Event Type INFO The Event Type field displays the type of
event identified in the log report.

Event Text Text string The Event Text field describes the type of
event identified in the log report.
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Field descriptions for REx Started log (Sheet 2 of 2)
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Field Value Description
DESCRIPTION Text string The Description field describes the system
event.
Action

There are no actions for thislog.

Associated OM registers

XARSMPXU
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XAC618 Split (Split Mode Entered)

Explanation

When the XA-Core enters split mode, the system generates the Split Mode
Entered log (XAC 618) report. When the XA-Core system isin split mode,
thereis an upgrade to the operating system software in progress. Maintenance
software has configured processor and shared memory to allow two imagesto
run at the sametime. One part of the X A-Core switch continuesto process call
traffic. Theremaining part of the systemisready to receive, or isreceiving new
operating software.

The Split (Split Mode Entered) log report identifies the shared memory (SM)
and processor element (PE) circuit packs (CP) that are not available for call
processing while the XA-Coreisin split mode.

A Split (Split Mode Entered) log report indicates a Minor alarm. A Minor
alarm means that the X A-Core system has entered split mode.

When the X A-Core exits split mode, the system generates the Split Mode
Exited log (XAC619) report.

Event Type
Information (INFO)

Format
The format for log XAC618 follows:

Severity XACnnn mmmdd hh:mm:ssssdd Event Type Event Text
DESCRIPTION:<Description Statements>

TYPE Slot
<cc> <nncs>
<cc> <nncs>

REASON: <Reason Statements>
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Example
An example of log XAC618 follows:

* XAC618 DEC11l 16:06:39 1600 INFO Split (Split Mode Entered)
DESCRIPTION: XA-Core has entered Split Mode. Some SM
and PE cards are unavailable for call
processing. The following cards are affected:

TYPE Slot
PE 04F
SM 08F

REASON: System Maintenance

Field descriptions
The following table explains each of the fieldsin log XAC618:

Field descriptions for Split (Split Mode Entered) log (Sheet 1 of 2)

Field Value Description

Severity one asterisk (*) Displays the severity of the associated alarm.

One asterisk (*) indicates a minor alarm
condition. The XA-Core system has entered
split mode.

Reportid XAC618 The Reportid field displays the log group (XAC)
and identification number in the log report.

Event Type INFO The Event Type field displays the type of event
identified in the log report.

Event Text Text string The Event Text field describes the type of event
identified in the log report.

DESCRIPTION | Text string The Description field describes the system
event. This field also identifies the type and slot
position of the circuit packs (CPs) that are not
available for call processing while the XA-Core
is in split mode.

Type SM, PE The Type field displays the type of circuit pack
(CP) that is not available for call processing
while the XA-Core is in split mode.

Slot Character string The Slot field displays the shelf slot position of
CP that is not available for call processing while
the XA-Core is in split mode.
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Field descriptions for Split (Split Mode Entered) log (Sheet 2 of 2)

Field Value Description
REASON Text string The Reason field identifies the reason why the
PE and SM CPs are not available for call
processing.
Action

There are no actions for this log.

Associated OM registers
XAPEMAJU

XASSMPXU
XAMSMPXU

XARSMPXU
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XAC619 Split Mode Exited

Explanation

The system generates the Split Mode Exited (XAC619) log report when the
XA-Core switch exits split mode. All processor element (PE) and Shared

Memory (SM) circuit packs (CP) are now available to run a single software
image.

Event Type
Information (INFO)

Format
The format for log XAC619 follows:

XACnnn mmmdd hh:mm:ss ssdd Event Type Event Text
DESCRIPTION:<Description Statements>

Example
An example of log XAC619 follows:

XAC619 MAY14 13:56:34 0011 INFO Split Mode Exited
DESCRIPTION:XA-Core i1s no longer in Split Mode.

XA-Core Reference Manual



Copyright © 2006, Nortel Networks 344 Nortel Networks Confidential

Field descriptions
The following table explains each of the fieldsin log XAC619:

Field descriptions for Split Mode Exited log

Field Value Description

Reportid XAC619 The Reportid field displays the log group and
identification number in the log report.

Event Type INFO The Event Type field displays the type of event
identified in the log report.

Event Text Text string The Event Text field describes the type of event
identified in the log report.

DESCRIPTION | Text string The Description field describes the system
event.

Action
There are no actions for thislog.

Associated OM registers
XAPEMAJU

XASSMPXU
XAMSMPXU

XARSMPXU
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XAC620 SysBTh Alarm Cleared

Explanation
The system generates the SysBTh Alarm Cleared log report when it clears a
SysBTh minor or major alarm.

See the description of log XAC320 in this chapter for alist of the components
for which the system maintains counts of system-busy (SysB) transitions, and
for a description of the conditions in which the system raises SysBTh minor
and SysBTh major alarms.

Event Type
Informational (INFO)

Format
The format for log XAC620 follows:

XACnnn mmmdd hh:mm:ss ssdd Event Type Log Title
Reason: <Reason Statements>

Grp Type Component SysB Cnts in last N hrs Sum Thresh
—mm mmmm mmmm—— - 42 36 30 24 18 12 06 00 —-- m-----
<Group> <Type> <Loc.> nn nn nn nn nn nn nn nn |<Opt> nn <nn/nn> <Sevs>
Example

An example of log XAC620 follows:

XAC620 NOVO2 20:00:01 0019 INFO SysBTh Alarm Cleared
Reason: Minor alarm cleared.

Grp Type Component SysB Cnts in last N hrs Sum Thresh
R 42 36 30 24 18 12 06 00 | --- ------
IOhw TOD 15 F L TOD 0 01 0 0 0 0 O | 1 2/6

Field descriptions
The following table explains each of the fieldsin log X AC620:

Field descriptions for the SysBth Alarm Cleared log (Sheet 1 of 2)

Field Value Description

Reportid | XAC620 The Reportid field displays the log group and identification
number of the log report.

Event INFO The Event Type field displays the type of event identified in

Type the log report.
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Field descriptions for the SysBth Alarm Cleared log (Sheet 2 of 2)

Field Value Description

Log title Text string A text string describing the title of the log report.

Reason “Minor alarm cleared.” or | ldentifies the type of alarm that cleared.

“Major alarm cleared.”

Group PE PE circuit pack or SM circuit pack or 10 links or 1O hardware.
SM The IO hardware category includes IOP, HIOP, and HCMIC
I0Ik circuit packs, packlets, ports, and TOD devices.

IOhw

Type PE, SM, IOP, HIOP, Item type. OC3 is the equivalent of AMDI.

Tape, Disk, RTIF, OC3,
CMIC, AMDI, ETHR, TOD

Loc. <Slot><Side> <Position> | ldentifies the location of the component, where <Slot> is

<Device type> numeric in the range 1 to 18 and <Side> is F for front or R for
rear. A <Position> value appears only if the component is a
packlet or a packlet’s port, link, or time-of-day device. A
<Device type> value appears only if the transitions were by
a port, link, or TOD device.

SysB Eight numeric values, The number of SysB transitions occurring for the component

cnts in separated by spaces. in the current six-hour interval (the rightmost value), and in

last N hrs | Each is an integer in the each of the seven preceding six-hour intervals. The counter
range O to 15. for each interval can count as high as 15.

Opt A plus sign (+) or a blank | A plus sign (+) appears if the Group is IOhw, and if the value
space in the Sum field is a sum of transitions for multiple IOhw

components that are associated with the slot.

Sum Numeric The sum of the SysB transitions occurring in the current

6-hour interval, and in the seven preceding 6-hour intervals.

Thresh Two numeric values The two values separated by a slash indicate the minor and
separated by a slash major SysB transition thresholds for the component.

Sev One asterisk (*), two One asterisk indicates that a SysBTh minor alarm is raised.
asterisks (**), or a blank Two asterisks indicate that a SysBTh major alarm is raised.
space

Action

There are no actions for thislog.

Associated OM registers
There are no associated OM registers for thislog.
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XACG622 PETrbl Alarm Cleared

Explanation

The system generates the Processor Element Trouble (PETrbl) Alarm Cleared
log (XAC622) report when the PETrbl alarm condition clears. The PETrbl
alarm condition clears when a non-critical fault on a processor element (PE)
circuit pack (CP) clears. The clearing of the non-critical fault causesthe PE CP
to change state from IsTb to InSv.

Event Type
Information (INFO)
Format
The format for log XAC622 follows:
XACnnn mmmdd hh:mm:ss ssdd Event Type Log Title
DESCRIPTION: State has changed from OldState to NewState by Init. action
Class: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial
cccec cccec CCcCc nnocnn CCec:nn nn nns p ccccenncc/nnnnnnnn
Example
An example of log XAC622 follows:
XAC622 NOV09 09:23:45 0011 INFO PETrbl Alarm Cleared
DESCRIPTION: State has changed from ISTB to INSV by SYSTEM action
CARD: Type State Site FL Row Bay Shf/slt/Pk EqgPEC/Serial

PE Insv HOST 01 A0OO0 DPCC:00 00 04F NTLX02AA/nnnnnnnn

Field descriptions
The following table explains each of the fieldsin log XAC622:

Field descriptions for the PETrbl Alarm Cleared log (Sheet 1 of 3)

Field Value Description

Reportid XAC622 The Reportid field displays the log group (XAC)
and identification number of the log report.

Event Type INFO The Event Type field displays the type of event
identified in the log report.

Log title Text string A text string describing the title of the log report.
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Field descriptions for the PETrbl Alarm Cleared log (Sheet 2 of 3)

Field Value Description

DESCRIPTION | Text string A text string describing the state change. The
DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

NewState 4 characters A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

Initiator (Init) | Up to 12 characters A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and

CCMT.

Class 4 characters The class of resource thatis involved in the state
change. Possible values are: CARD, PORT,
LINK, and TOD.

Type 4 characters A character field identifying the type of CP or

packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State 4 characters The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site 4 characters The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.

Floor 2 digits The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row Alphanumeric: 1 digit The Row field identifies the row position, on the

followed by 2 characters floor, that contains the CP or packlet identified in

the log report.

Bay DPCC:00 The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.
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Field descriptions for the PETrbl Alarm Cleared log (Sheet 3 of 3)

Field Value Description

Shelf 2 digits A number identifying the shelf where the CP,
packlet, or device is located. Possible values are
0,1,2,and 3.

Slot 3 alphanumeric characters | Two digits identifying the slot number and one

character identifying the side (front or rear) of the
shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

Packlet 1 character (optional) A character identifying the packlet position
(upper or lower). Possible values are U and L.

Device 1 digit (optional) One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.

EqPEC 9 alphanumeric characters | The EqPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EqQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric characters | The Serial field identifies the serial number of the
CP or packlet identified in the log report. If the
device involved in the state change is not a CP
or packlet, then the serial number displayed is
that of the CP or packlet that is hosting the
device.

Action
There are no actions for thislog.

Associated OM registers
There are no OM registers associated with thislog.
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XAC623 SMTrbl Alarm Cleared

Explanation

The system generates the Shared Memory Trouble (SMTrbl) Alarm Cleared
(XAC623) log report when the SMTrbl alarm condition clears. An SMTrbl
alarm clears when a non-critical fault condition on a shared memory (SM)
circuit pack (CP) clears. The clearing of the non-critical fault causes the SM
CP to change state from IsTb to InSv.

Event Type
Information (INFO)
Format
The format for log XAC623 follows:
XACnnn mmmdd hh:mm:ss ssdd Event Type Log Title
DESCRIPTION: State has changed from OldState to NewState by Init. action
Class: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial
cccec cccec CCcCc nnocnn CCec:nn nn nns p ccccenncc/nnnnnnnn
Example
An example of log XAC623 follows:
XAC623 DEC12 11:51:03 7600 INFO SMTrbl Alarm Cleared
DESCRIPTION: State has changed from ISTB to INSV by SYSTEM action
CARD: Type State Site FL Row Bay Shf/slt/Pk EqgPEC/Serial

SM Insv HOST 00 A0O0 DPCC:00 00 11F NTLX14CA/nnnnnnnn

Field descriptions
The following table explains each of the fieldsin log XAC623:

Field descriptions for the SMTrbl Alarm Cleared log (Sheet 1 of 3)

Field Value Description

Reportid XAC623 The Reportid field displays the log group (XAC)
and identification number of the log report.

Event Type INFO The Event Type field displays the type of event
identified in the log report.

Log title Text string A text string describing the title of the log report.
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Field descriptions for the SMTrbl Alarm Cleared log (Sheet 2 of 3)

Field Value Description

DESCRIPTION | Text string A text string describing the state change. The
DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

NewState 4 characters A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

Initiator (Init) | Up to 12 characters A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and

CCMT.

Class 4 characters The class of resource thatis involved in the state
change. Possible values are: CARD, PORT,
LINK, and TOD.

Type 4 characters A character field identifying the type of CP or

packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State 4 characters The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site 4 characters The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.

Floor 2 digits The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row Alphanumeric: 1 digit The Row field identifies the row position, on the

followed by 2 characters floor, that contains the CP or packlet identified in

the log report.

Bay DPCC:00 The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.
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Field descriptions for the SMTrbl Alarm Cleared log (Sheet 3 of 3)

Field Value Description

Shelf 2 digits A number identifying the shelf where the CP,
packlet, or device is located. Possible values are
0,1,2,and 3.

Slot 3 alphanumeric characters | Two digits identifying the slot number and one

character identifying the side (front or rear) of the
shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

Packlet 1 character (optional) A character identifying the packlet position
(upper or lower). Possible values are U and L.

Device 1 digit (optional) One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.

EqPEC 9 alphanumeric characters | The EqPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EqQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric characters | The Serial field identifies the serial number of the
CP or packlet identified in the log report. If the
device involved in the state change is not a CP
or packlet, then the serial number displayed is
that of the CP or packlet that is hosting the
device.

Action
There are no actions for thislog.

Associated OM registers
There are no OM registers associated with thislog.
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XAC624 10Trbl Alarm Cleared

Explanation

The system generates the input/output Trouble (I0Trbl) Alarm Cleared
(XAC624) log report when an |OTrbl alarm condition clears. An 1OTrbl alarm
clears when a non-critical fault condition clears on any of the following
elements and that element changes state from IsTb to InSv:

» high performance input/output processor (HIOP) circuit pack (CP)
* high performance CMIC (HCMIC) circuit pack (CP)

* input/output processor (IOP) circuit pack (CP)

* |OP packlet (RTIF, CMIC, Disk or Tape packlet)

» alink, port, or TOD clock

Event Type
Information (INFO)

Format
The format for log XAC624 follows:

XACnnn mmmdd hh:mm:ss ssdd Event Type Log Title
DESCRIPTION: State has changed from OldState to NewState by Init. action
Class: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial

CcCccc cccc CccCCc nn cnn cccc:nn nn nns p ccccnncc/nnnnnnnn

Example
An example of log XAC624 follows:
XAC624 JANOS 09:42:23 9000 INFO IOTrbl Alarm Cleared
DESCRIPTION: State has changed from ISTB to INSV by SYSTEM action
CARD: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial

IOP Insv HOST 00 A00 DPCC:00 01 17F NTLX03AA/nnnnnnnn
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Field descriptions
The following table explains each of the fieldsin log XAC624:

Field descriptions for the IOTrbl Alarm Cleared log (Sheet 1 of 2)

Field Value Description

Reportid XAC624 The Reportid field displays the log group (XAC)
and identification number of the log report.

Event Type INFO The Event Type field displays the type of event
identified in the log report.

Log title Text string A text string describing the title of the log report.

DESCRIPTION | Text string A text string describing the state change. The

DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.

OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

NewsState 4 characters A character field identifying the “to” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.

Initiator (Init) | Up to 12 characters A character field identifying the initiator of the
state change. Possible values are: MANUAL,
SYSTEM, RECOVERY, PROVISIONING,
CLOCKEVENT, FAULT, SWACT, REX,
IMGTST, MSMTCE, SREX, AUDIT, IRM, and

CCMT.

Class 4 characters The class of resource that is involved in the state
change. Possible values are: CARD, PORT,
LINK, and TOD.

Type 4 characters A character field identifying the type of CP or

packlet identified in the log report. This field, in
conjunction with the Class field, identifies the
resource involved in the state change. For
example, Class Link and Type ETHR identifies
an Ethernet link.

State 4 characters The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site 4 characters The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.
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Field descriptions for the I0Trbl Alarm Cleared log (Sheet 2 of 2)

Field Value

Description

Floor 2 digits

The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row Alphanumeric: 1 digit

followed by 2 characters

The Row field identifies the row position, on the
floor, that contains the CP or packlet identified in
the log report.

Bay DPCC:00

The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.

Shelf 2 digits

A number identifying the shelf where the CP,
packlet, or device is located. Possible values are
0,1,2,and 3.

Slot 3 alphanumeric characters

Two digits identifying the slot number and one
character identifying the side (front or rear) of the
shelf. Possible values for the slot are in the
range 1 to 18. Possible values for the side are F
and R.

Packlet 1 character (optional)

If the component on which the trouble condition
cleared was a packlet or a device on a packlet,
this is a character identifying the packlet position
(upper or lower). Possible values are U and L.
Otherwise the field is blank.

Device 1 digit (optional)

One digit identifying the number of the device (0
or 1) involved in the state change. This field is
displayed only if the Class of the resource
involved in the state change is PORT, LINK, or
TOD.

EgPEC 9 alphanumeric characters

The EqPEC field identifies the product
engineering code (EqPEC) of the CP or packlet
identified in the log report. If the device involved
in the state change is not a CP or packlet, then
the EqQPEC displayed is that of the CP or packlet
that is hosting the device.

Serial 14 alphanumeric characters

The Serial field identifies the serial number of the
CP or packlet identified in the log report. If the
device involved in the state change is not a CP
or packlet, then the serial number displayed is
that of the CP or packlet that is hosting the
device.

XA-Core Reference Manual

Nortel Networks Confidential




Copyright © 2006, Nortel Networks 358 Nortel Networks Confidential

Action
There are no actions for thislog.

Associated OM registers
There are no associated OM registers for thislog.
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XAC625 RIBKEY Removed

Explanation

A retrofit inactive boot key (RIBkey) isatool that Installation personnel use
during an upgrade or cutover process of the XA-Core. A RIBkey connectsto
the local port on each of the XA-Core reset terminal interfaces (RTIF).
Installation personnel remove the RIBK eys when the switch of activity
(SWact) is complete and the XA-Coreis the active core.

The system generatesthe RIBKEY Removed log (XA C625) report to indicate
to operating company personnel when a RIBKEY deviceisremoved from a
local RTIF port on an RTIF packlet or on an HCMIC circuit pack.

Event Type
Information (INFO)

Format
The format for log XAC625 follows:

XACnnn mmmdd hh:mm:ss ssdd Event Type Event Text
DESCRIPTION:<Description Statements>
<Severity of alarm condition cleared statement>
CARD: Type State Site FL Row Bay Shf/Slot EgPEC/Serial
cccec ceec ceccc nn ocnn cccc:nn nn/nns p ccccennec/nnnnnnnn

Example
An example of log XAC625 follows:

XAC625 NOVO6 12:09:18 0011 INFO RIBKEY Removed
DESCRIPTION:A RIBKEY has been removed from the XA-Core.
Minor alarm condition cleared.
CARD: Type State Site FL Row Bay Shf/Slot EqQPEC/Serial
RTIF InSv HOST 00 A00 DPCC:00 01/15F U NTLXO08AA/nnnnnnnn
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Field descriptions
The following table explains each of the fieldsin log XAC625:
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Field descriptions for RIBKEY Removed log (Sheet 1 of 2)

Field

Value

Description

Reportid

XAC625

The Reportid field displays the log group and
identification number of the log report.

Event Type

INFO

The Event Type field displays the type of event
identified in the log report.

Event Text

Text string

The Event Text field describes the type of event
identified in the log report.

DESCRIPTION

Text string

The Description field describes the system
event and indicates the alarm severity of the
condition cleared.

CARD Type

Character string

The Card Type field displays the type of circuit
pack (CP) or packlet identified in the log report.

State

Character string

The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site

Character string

The Site field displays the site location of the
switch that contains the CP or packlet identified
in the log report.

FL

Numeric

The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row

Alphanumeric

The Row field displays the row position, on the
floor, that contains the CP or packlet identified
in the log report.

Bay

Alphanumeric

The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.
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Field descriptions for RIBKEY Removed log (Sheet 2 of 2)

Field Value Description
Shf/Slot Alphanumeric The Shelf (Shf) and Slot field identify the shelf
An/nns position within the bay, and slot position within
P the shelf, that contains the CP or packlet
where: identified in the log report.
nn/=0to 3 where:
/nn=01 to 18 nn/= the shelf position number.
s=F orR /nn= the slot position number.
p=U or L s= side position, either the front (F) side or rear
(R) side of the XA-Core shelf that contains the
CP.

p= the packlet position, either the upper (U) or
lower (L) position, within an IOP CP. The
packlet position only displays when the
indicated slot and side are from an IOP.

EqPEC/Serial Alphanumeric The EqPEC/Serial field identifies the equipment
product engineering code (EqPEC) and the
serial number of the CP or packlet identified in
the log report.

Action
There are no actions for thislog.

Associated OM registers
There are no OM registers for thislog.
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XAC626 MS Link Configuration Restored

Explanation

A message switch (MS) Link mismatch occurs when a CMIC link from a port
on the CMIC hardware in the XA-Core shelf (an HCMIC circuit pack or an
XA-Core OC-3 two-port Interface packlet) is connected to the wrong port on
the MS OC-3 2-port Interface Paddleboard.

The switch generates the MS Link Mismatch Configuration Restored
(XAC626) log report when the XA-Core CMIC port to MS port link
connections are restored to the correct configuration.

Event Type
Information (INFO)

Format
The format for log XAC626 follows:

XACnnn mmmdd  hh:mm:ss ssdd Event Type Event Text
DESCRIPTION:<Description Statements>

CARD: Type State Site FL Row Bay Shf/Slot EgPEC/Serial
cccc cecc CCec nn cnn cccc:nn nn/nns p  ccccnncce/nnnnnnnnn
PORT: n
SHELF MS CARD PORT
EXPECTED: nn nn nn nn
ACTUAL: nn nn nn nn
Example

An example of log XAC626 follows:
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XAC626 NOV0O3 18:34:45 8800 INFO MS Link Configuration Restored
DESCRIPTION:MS Link Configuration has been restored.

CARD: Type State Site FL Row Bay Shf/Slot EgQPEC/Serial
CMIC InSv HOST 00 A00 DPCC:00 01/15R L NTLXO05AA/nnnnnnnnn
PORT: O
SHELF MS CARD PORT
EXPECTED: 0 1 24 0
ACTUAL: 0 1 24 0

Field descriptions
The following table explains each of the fieldsin log XAC626:

Field descriptions for MS Link Configuration Restored log (Sheet 1 of 2)

Field Value Description

Reportid XAC626 The Reportid field displays the log group and
identification number of the log report.

Event Type INFO The Event Type field displays the type of event
identified in the log report.

Event Text Text string The Event Text field describes the type of event
identified in the log report.

DESCRIPTION | Text string The Description field describes the system
event.

CARD Type Character string The Card Type field displays the type of circuit
pack (CP) or packlet identified in the log report.

State Character string The State field displays the current operational
state of the CP or packlet identified in the log
report.

Site HOST The Site field displays the site location of the

switch that contains the CP or packlet identified
in the log report.

FL Numeric The Floor field displays the floor position, within
the site, of the CP or packlet identified in the log
report.

Row Alphanumeric The Row field identifies the row position, on the

floor, that contains the CP or packlet identified
in the log report.
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Field descriptions for MS Link Configuration Restored log (Sheet 2 of 2)

Field

Value

Description

Bay

DPCC:00

The Bay field identifies the bay (frame type and
number) that contains the CP or packlet
identified in the log report.

Shf/Slot

nn/nns p
where:
nn/=0to 3
/nn=01 to 18
s=F or R
p=UorL

The Shelf (Shf) and Slot field identify the shelf
position within the bay, and slot position within
the shelf, that contains the CP or packlet
identified in the log report.

where:
nn/= the shelf position number.
/nn= the slot position number.

s= side position, either the front (F) side or rear
(R) side of the XA-Core shelf that contains the
CP.

p= the packlet position, either the upper (U) or
lower (L) position, within an IOP CP. The
packlet position only displays when the
indicated slot and side are from an IOP CP.

EqPEC/Serial

Alphanumeric

The EqQPEC/Serial field identifies the equipment
product engineering code (EQPEC) and the
serial number of the CP or packlet identified in
the log report.

PORT

Oto1l

The Port field indicates the port number on a
CMIC packlet.

REASON

Text string

The Reason field describes the cause of the
condition reported in the log report.

EXPECTED

Character string

The Expected field indicates the expected MS
Link configuration.

This field identifies the expected MS shelf
number, MS, MS Card number and MS port
number.

ACTUAL

Character string

The Actual field indicates the actual MS Link
configuration.

This field identifies the actual MS shelf number,
MS, MS Card number and MS port number.

Action
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Associated OM registers
There are no OM registers associated with thislog.
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XAC627 WgSlot Cleared (Card Removed)

Explanation

The system generates the WgSlot Cleared (Card Removed) log (XAC627)
report when aWgS ot alarm condition clears. A WgSlot alarm condition clears
when operating company personnel remove a circuit pack (CP) from the
wrong XA-Core shelf dot.

Event Type
Information (INFO)

Format
The format for log XAC627 follows:

XACnnn mmmdd hh:mm:ss ssdd Event Type Title text
DESCRIPTION:<Description Statements>
Shf Slot Side  TypePEC
nn nn c cc cccenncc

Example
An example of log XAC627 follows:

XAC627 NOVO02 13:45:56 1700 INFO WgSlot Cleared - Card Removed
DESCRIPTION:Card in wrong slot removed.
Shf Slot Side TypePEC
00 06 F PE NTLX02AA

Field descriptions
The following table explains each of the fieldsin log XAC627

Field descriptions for WgSlot Cleared (Card Removed) log (Sheet 1 of 2)

Field Value Description

Reportid XAC627 The Reportid field displays the log group and
identification number of the log report.
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Field descriptions for WgSlot Cleared (Card Removed) log (Sheet 2 of 2)

Field Value Description

Event Type INFO The Event Type field displays the type of event
identified in the log report.

Event Text Text string The Event Text field describes the type of event
identified in the log report.

DESCRIPTION | Text string The Description field describes the system
event.
Shf Numeric The Shf field indicates the shelf position of the

circuit pack (CP) that was removed from the
wrong shelf slot.

Slot Numeric The Slot field describes the shelf slot position of
the CP that was removed from the wrong shelf
slot.

Side ForR The Side field indicates the shelf side location of

the CP that was removed from the wrong shelf
slot. The side location can be the front (F) side
or rear (R) side of the shelf.

Type Character string The Type field indicates the type of CP that was
removed from the wrong shelf slot.

PEC Alphanumeric The PEC field indicates the PEC number of the
CP that was removed from the wrong shelf slot.

Action
There are no actions for thislog.

Associated OM registers
There are no associated OM registers for thislog.
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XAC628 Provisioning/Deprovisioning

Explanation
The system generates the X A-Core Provisioning/Deprovisioning log
(XAC628) when a component on the XA-Core is provisioned or
deprovisioned.
Event Type
Information (INFO)
Format
The format for log report XAC628 follows.
XACnnn mmmdd hh:mm:ss ssdd Event Type Log Title
DESCRIPTION: State has changed from OldState to NewState by Init. action
Class: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial
cccc cccc CCCC nn cnn cccc:nn nn nns P ccccnncc/nnnnnnnn
Example
An example of log report XAC628 follows.
XAC628 FEB14 17:50:32 3000 INFO XA-Core Provisioning Report
DESCRIPTION: State has changed from UNEQ to SYSB by SYSTEM action
CARD: Type State Site FL Row Bay Shf/slt/Pk EgPEC/Serial

SM SysB HOST 01 A00 DPCC:00 00 O9F NTLX14CA/nnnnnnnn

Field descriptions
The following table explains each of the fieldsin the log report:

Field descriptions for the XA-Core Provisioning/Deprovisioning log (Sheet 1 of 3)

Field Value Description

Reportid XAC628 The Reportid field displays the log group (XAC)
and identification number of the log report.

Event Type INFO or UPGRADE The Event Type field displays the type of event
identified in the log report. UPGRADE indicates
that a PE circuit pack was provisioned or
deprovisioned during the process of upgrading
from earlier-model PE circuit packs to
NTLX02DA models.
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Field descriptions for the XA-Core Provisioning/Deprovisioning log (Sheet 2 of 3)

Initiator (Init)

Up to 12 characters

Field Value Description
Log title Text string A text string describing the title of the log
report.
DESCRIPTIO | Text string A text string describing the state change. The
N DESCRIPTION field contains the following
fields: Old State, New State, and Initiator.
OldState 4 characters A character field identifying the “from” state.
Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV, UNEQ, and SPLT.
NewState 4 characters A character field identifying the “to” state.

Possible values are: SYSB, CBSY, MBSY,
ISTB, INSV,